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Preface

This book is about migration to CICS® Transaction Server for z/OS®, Version 3
Release 2.

This book provides the relevant information for users who plan to migrate from
CICS Transaction Server for 0S/390%, Version 1 Release 3. For the purposes of
this book, “migration” is generally taken to mean running existing applications at the
equivalent level of function provided by the existing release.

Note: The oldest release for which migration information is provided with CICS
Transaction Server for z/OS, Version 3 Release 2 is CICS Transaction
Server for OS/390, Version 1 Release 3. If you are migrating from a release
of CICS earlier than this, you are recommended to read the Release Guide
and the Migration Guide (where applicable) for any additional intervening
releases.

This book describes external interfaces, such as system definitions, resource
definitions, and programming interfaces, that have changed or are new, and which
may require you to make changes to your existing CICS and CICSPlex® SM setup.

This book assumes that you are familiar with CICS and CICSPlex System Manager,
either as a systems administrator, or as a system or application programmer.

You should also have read about the new function in this release of CICS
Transaction Server as described in the CICS Transaction Server for zZOS Release
Guide.

Notes on terminology

CICS refers to the CICS element of CICS Transaction Server for z/OS.

CICS TS, unless stated otherwise, refers to the release of CICS Transaction Server
for z/OS to which you are migrating.

CICSPlex SM refers to the CICSPlex System Manager element of CICS
Transaction Server for z/OS.

MVS™ is sometimes used for the operating system, the Base Control Program
(BCP) element of z/OS.

© Copyright IBM Corp. 2001, 2011 ix
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Part 1. Changes to CICS externals
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Chapter 1. Changes to installation

When you migrate to CICS Transaction Server for z/OS, Version 3 Release 2, note
these changes to the installation process and important new requirements.

You can install this release of CICS Transaction Server using the SMP/E RECEIVE,
APPLY, and ACCEPT commands. Use the SMP/E dialogs to accomplish the SMP/E
installation steps. The process meets IBM® Corporate Standards and might be
familiar to you if you have installed other z/OS products.

The DFHISTAR process for installing CICS Transaction Server is still available if
you prefer it.

The CICS Transaction Server for z/OS Installation Guide has information about all
the processes for installing CICS Transaction Server.

CICS region user ID access to VSAM catalogs

You must grant the CICS region user ID read access to each VSAM catalog for files
for which CICS has file definitions installed and are to be either opened during
CICS startup or at any time after.

Include the VSAM catalog for the DFHCSD file for the CICS system definition data
set (CSD).

SCEERUN2 and SCEERUN libraries

There are changes to the way that the SCEERUN and SCEERUN?2 libraries must
be defined:

* The library SCEERUN2 must be defined in both the STEPLIB and DFHRPL
concatenations, in addition to SCEERUN.

* Both the libraries, SCEERUN and SCEERUN2, must be APF-authorized.
Authorization routines

In z/OS, do not install SVCs or PC routines that return control to their caller in any
authorized mode: that is, in supervisor state, system PSW key, or APF-authorized.
Doing so is contrary to the z/OS Statement of Integrity (http://www.ibm.com/
systems/z/os/zos/features/racf/zos_integrity_statement.html).

If you invoke such services from CICS, you might compromise your system
integrity, and any resultant problems will not be resolved by IBM Service.

Integration of CICSPlex SM and CICS installation

You can now edit the DFHISTAR job to modify both the CICS and CICSPlex SM
installation parameters for your environment. EYUISTAR is no longer available as a
job to modify CICSPlex SM installation parameters.

DFHISTAR produces customized JCL for CICS and CICSPlex SM. It now includes a
combination of parameters that apply only for CICSPlex SM, parameters that apply
only for CICS, and parameters that are common to CICS and CICSPlex SM.

For CICSPlex SM, DFHISTAR generates sample JCL procedures to:

© Copyright IBM Corp. 2001, 2011 3



* Create CMAS data sets

+ Start a CMAS

» Create Web User Interface (WUI) data sets

» Start a WUI

* Create MAS data sets

* Run a MAS

* Move MAS modules to the link pack area (LPA)

These procedures enable you to create a CICSPlex SM configuration that consists
of a CMAS, a WUI, and a managed CICS system (MAS). The CICSPlex SM Starter
Set, which contained samples of JCL for this purpose, is no longer provided.

Requirement for unique CICS region applid

If your CICS regions are part of a z/OS sysplex, you must ensure that their applids
(as specified on the APPLID system initialization parameter) are unique within the
sysplex. If CICS is an XRF partner, its specific applid must be unique within the
sysplex.

In CICS TS for z/OS, Version 3.2, if an applid is not unique (that is, it duplicates the
specific or only applid of any other CICS region currently active in the sysplex), on
startup CICS issues a message and fails to initialize.

This requirement supports IPIC connections, but it is required whether or not you
plan to use that type of connection. It also allows multiple XCF groups to contain
CICS regions.

Requirement for MEMLIMIT value

To use storage above the 2 GB boundary (above the bar) when migrating to CICS
TS for z/OS, Version 3.2, set your MEMLIMIT value equal to or greater than 2 GB.

Set the MEMLIMIT value using any of these methods:

1. JCL. You can set MEMLIMIT either to a specific value in JCL or as NOLIMIT, if
REGION=0M is specified.

2. SMFPRM PARMLIB member. Set a MEMLIMIT value in
SYS1.PARMLIB(SMFPRMXxx).

3. IEFUSI z/OS global user exit.

System usage and workload remain the same as they were before you altered the
MEMLIMIT value. You cannot alter the MEMLIMIT value on a running system.

If you set MEMLIMIT lower than 2 GB, but higher than the EDSALIM value, a
warning message is displayed. If you set MEMLIMIT lower than the EDSALIM
value, an error message is displayed and CICS does not start up.

Release levels on INQUIRE SYSTEM command

You use the EXEC CICS INQUIRE SYSTEM CICSTSLEVEL command to
determine the version and release number of CICS. Use the EXEC CICS INQUIRE
SYSTEM OSLEVEL command to determine the level of z/OS.
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To ensure compatibility with previous releases, the CICS base element maintains its
own level (identification) number. Each time new function is added to CICS and
shipped with the CICS Transaction Server product, the CICS level number is
incremented.

The CICS level number in CICS TS 3.2 is 030200. This number is returned in the
RELEASE parameter of the INQUIRE SYSTEM command.

The level number also appears in the alternative decimal form 6.5 in output from
offline utilities such as statistics and dump formatters to identify the level of utility
being used, and as the suffix in module names such as DFHPD650.

Installing IPIC support

IP interconnectivity (IPIC) enables you to make CICS TS-to-CICS TS distributed
program link (DPL) calls over TCP/IP connections. To enable support for this
function, you need to activate CICS TCP/IP services, and define and install some
resource definitions.

System initialization parameter for IPIC

To activate IPIC at CICS startup, specify TCPIP=YES and ISC=YES as system
initialization parameters. The default value of the TCPIP and ISC parameters is NO.
For reference information about the TCPIP and ISC system initialization parameters,
see the CICS System Déefinition Guide.

Resource definitions for IPIC

To enablelPIC:

» Define and install IPCONNs with attributes appropriate to your CICS
environment. For guidance information about defining IPCONNSs, see the CICS
Intercommunication Guide. For reference information about IPCONN definitions,
see the CICS Resource Definition Guide. IPIC connections can be autoinstalled;
see the CICS Customization Guide.

» Define and install a TCPIPSERVICE definition with the PROTOCOL attribute set
to IPIC. See the CICS Resource Definition Guide for reference information about
TCPIPSERVICE definitions.

Chapter 1. Changes to installation 5
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Chapter 2. Changes to system initialization parameters

In CICS Transaction Server for z/OS, Version 3 Release 2, new system initialization
parameters are available, and you might find that some system initialization
parameters that you used previously are now obsolete. Also, the scope, default, or
range of possible values for some existing system initialization parameters has
changed. You might need to make changes to your system initialization table or
your CICS startup JCL because of these changes.

To migrate with the changes to CICS system initialization parameters described in
this section, follow these instructions.

Use the default system initialization table
The unsuffixed default system initialization table (DFHSIT) is supplied in the
CICS SDFHAUTH library. You can use the default table to start a CICS region
using the default values. CICS loads DFHSIT by default if your JCL does not
contain a SIT parameter.

Override defaults using the SYSIN data set
To override default values, specify system initialization parameters in a
permanent member of a SYSIN data set. You can vary these during testing by
changing the data set member, avoiding the need to reassemble suffixed
system initialization tables. Nearly all system initialization parameters entered at
run time are used even on a warm start. The main exceptions are the FCT and
CSD parameters.

Obsolete system initialization parameters

Remove these obsolete parameters from your system initialization table or from
your CICS startup JCL (for example, the SYSIN data set) before migrating.

System initialization parameters made obsolete in CICS
Transaction Server for z/OS, Version 3 Release 2

MNSUBSYS

This parameter, used in earlier releases to specify the subsystem identification in
monitoring SYSEVENT class records, is obsolete. If specified, it is rejected and a
message is issued.

System initialization parameters made obsolete in earlier CICS
releases

Table 1. System initialization parameters made obsolete in earlier CICS releases

Obsolete keywords | Explanation

DCT The destination control table is no longer supported, and all
transient data queues must be defined to CICS in the CSD using
the TDQUEUE resource type. You can use the old DFHDCT
macros for migration purposes only, to enable you to migrate your
DCT entries to the CSD using the DFHCSDUP MIGRATE
command.

KEYFILE This is replaced by the KEYRING system initialization parameter
(see[Table 3 on page 14).

MNEVE CICS event class monitoring is replaced by support for the MVS
Workload Manager, making MNEVE obsolete.

© Copyright IBM Corp. 2001, 2011 7




Table 1. System initialization parameters made obsolete in earlier CICS
releases (continued)

Obsolete keywords | Explanation
XRFSOFF Replaced by RSTSIGNOFF.
XRFSTIME Replaced by RSTSIGNTIME.

Changed system initialization parameters

For some system initialization parameters, the default has changed, or the values
that you can specify have changed, or the scope of the system initialization
parameter has changed. You might need to modify your system initialization table or
CICS startup JCL because of these changes.

System initialization parameters changed in CICS Transaction
Server for z/OS, Version 3 Release 2

APPLID={DBDCCICS |applid}

If CICS is running in a sysplex, its applid must be unique within the sysplex.
Note that, if the CICS extended recovery facility (XRF) is used by any of the
regions in the sysplex, the specified applid must not duplicate the specific applid
of any XRF CICS region. If, on CICS startup, the specified applid is found to
duplicate the (specific or only) applid of any other CICS region currently active
in the sysplex, CICS issues message DFHPA1946 and fails to initialize.

This parameter can be used also as the application identifier of this CICS
region on IPIC connections.

When you define this CICS region to another CICS region, in an MRO or ISC
over SNA CONNECTION definition you specify the applid as the NETNAME; in
an IPIC IPCONN definition you specify the applid as the APPLID.

CONFDATA={SHOW | HIDETC}
CONFDATA now applies to initial input data received on IPIC connections (IS
data), as well as to initial input data received on VTAM® RECEIVE ANY
operations, MRO connections, and FEPI screens and RPLAREAs. When you
specify CONFDATA=HIDETC, IS data is handled as follows:

IS data with CONFDATA=HIDETC

» |IPIC: Trace points SO 0201 and SO 0202 suppress buffer data with
the message "Trace data suppressed because it may contain
sensitive data". Subsequent trace point SO 029D (buffer
continuation) and buffer data from trace points WB 0700 and WB
0701 is suppressed.
If the transaction definition specifies CONFDATA(NO), IS trace
entries are created with the user data, as normal.
If the transaction definition specifies CONFDATA(YES), user data
from IS trace points IS 0602, IS 0702, and IS 0906 is replaced with
"SUPPRESSED DUE TO CONFDATA=HIDETC IN SIT". Data from IS
trace points IS 0603 and IS 0703 is not shown.

EDSALIM={34M|number}

The default EDSA limit is now 34 MB. If you created your SIT using previously
supplied defaults, update the table to use the new CICS-supplied defaults.
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MSGCASE={MIXED | UPPER}

In previous releases, this parameter applied only to messages displayed by the
CICS message domain. It now also applies to messages displayed by the
CPSM message domain.

MIXED

MIXED is the default in the SIT. All messages displayed by the CICS
message domain or the CPSM message domain remain in mixed case.

UPPER

The message domain displays all mixed case messages in uppercase

only.

Mixed case output is not displayed correctly on Katakana display terminals and
printers. Uppercase English characters appear correctly as uppercase English
characters, but lowercase appears as Katakana symbols. If you have any
Katakana terminals connected to your CICS region, specify
MSGCASE=UPPER.

If you want to use uppercase English for your CICS WebSphere® MQ
components, set MSGCASE=UPPER and ensure that ASSIGN
NATLANGINUSE returns E (US English).

UOWNETQL=user_defined_value
On VTAM=NO regions, UOWNETQL, or its default value, is now used as the
default NETWORKID of this CICS region on the IPCONN definitions that define

IPIC connections.

System initialization parameters changed in earlier CICS releases

Table 2. Changed system initialization parameters in earlier CICS releases

Keywords

Operands

Explanation

ENCRYPTION

{STRONG |WEAK IMEDIUM}

Specifies the cipher suites that
CICS uses for secure TCP/IP
connections. For compatibility
with previous releases,
ENCRYPTION=NORMAL is
accepted as an equivalent to
ENCRYPTION=MEDIUM.

LGDFINT

{5lnumber}

The default value is changed
from 30 milliseconds to 5.

MAXJVMTCBS

{5Inumber}

J9-mode TCBs are now used in
addition to J8-mode TCBs. This
parameter now specifies the
maximum number of open
TCBs that CICS can create in
the pool of J8- and J9-mode
TCBs for use by Java programs
that run in a JVM (the JVM
pool). Within this limit, there are
no constraints on how many of
the TCBs in the JVM pool are
J9 TCBs, and how many are J8
TCBs.

Chapter 2. Changes to system initialization parameters 9



Table 2. Changed system initialization parameters in earlier CICS releases (continued)

Keywords

Operands

Explanation

MAXOPENTCBS

{12Inumber}

In earlier releases, this
parameter applies to all open
mode TCBs controlled by the
CICS dispatcher domain. The
range is changed to 12 through
2000, and it now applies to L8
mode open TCBs only, which
are reserved for use by
task-related user exits that are
enabled with the OPENAPI
option.. This includes the CICS
DB2® adaptor when CICS
connects to DB2 Version 6 or
later.

See also the new system
initialization parameter
MAXJVMTCBS.

MNFREQ

{0Ihhmmss}

The minimum value time value
you can specify is reduced from
15 minutes to one minute,
giving a range of
000100-240000 (instead of
001500-240000).

SPCTRxx

(Unchanged)

New domain codes are

available for the xx codes in the

keyword. The operands are

unchanged. The new codes are:

EJ Enterprise Java
domain

IE ECI over TCP/IP
domain

Il IIOP domain

oT Object transaction
services domain

PT Partner management
domain

RZ Request streams
domain

SJ JVM domain

STNTRxx

(Unchanged)

See the entry for SPCTRxx for
details of new domain codes,
and see additional information
in the entry for STNTR.
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Table 2. Changed system initialization parameters in earlier CICS releases (continued)

Keywords Operands Explanation
STNTR, STNTRxx, {level numbers} The SJ component (JVM
SPCTR and SPCTRxx domain) now has trace levels

29-32, that are reserved to
indicate the JVM trace levels O,
1, and 2, plus a user-definable
JVM trace level. You are
recommended to use only the
SPCTRSJ system initialization
parameter to activate JVM
tracing, so that it is only
activated for special
transactions. Selecting tracing
levels 29, 30, 31, 32 or ALL for
standard tracing for the JVM
domain (SJ) component (using
the STNTR or STNTRSJ
system initialization parameters)
is not recommended, because
JVM trace can produce a large
amount of output.

New system initialization parameters

The default values for these parameters have minimal impact when you are
migrating from an earlier release of CICS.

For information about the new function relating to these new system initialization

parameters, see What's ne

New system initialization parameters added in CICS Transaction
Server for z/OS, Version 3 Release 2

FCQRONLY={NO|YES}
Specifies whether you want CICS to force all user application programs that are
specified as threadsafe to run file control requests under the CICS QR TCB, as
if they were specified as quasi-reentrant programs.

NO CICS honors the CONCURRENCY (THREADSAFE) attribute on
program resource definitions, and allows user application programs to
run applicable file control request on an open TCB to avoid
unnecessary TCB switching.

YES CICS forces all file control requests to run under the CICS QR TCB, as
if they were non-threadsafe EXEC CICS commands. With all file
requests on the QR TCB, CICS is able to minimise the amount of
locking required at the expense of additional TCB switches if requests
were issued from applications running on OPEN TCBs.

The FCQRONLY=YES setting can improve the performance of file-owning regions.
APAR PK45354 changes the default from NO to YES.

Local VSAM threadsafety requires CICS APAR PK45354, z/OS 1.9 with APARs
OA20352 and OA24071. If run on z/OS 1.7 or z/OS 1.8, these commands are
not threadsafe for local VSAM files.
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NONRLSRECOV={VSAMCAT| FILEDEF}
Specifies whether CICS uses the recovery options of the VSAM catalog or the
FILE resource for non-RLS files, including the CSD.

Recovery options do not apply to read-only files.

VSAMCAT
By default, CICS uses the recovery options that are specified on the
VSAM catalog for non-RLS files. These recovery options include the
LOG, LOGSTREAMID, and BWO options. If no recovery options are
set, CICS uses the attributes on the FILE resource.

FILEDEF
For non-RLS files, including the CSD, CICS ignores any recovery
options on the catalog and uses the values specified in the FILE
resource instead. The recovery attributes for the CSD are set by the
appropriate system initialization parameters.

XCFGROUP={DFHIR000 | name}
specifies the name of the cross-system coupling facility (XCF) group to be
joined by this region.

The group name must be eight characters long, padded on the right with blanks
if necessary. The valid characters are A-Z 0-9 and the national characters $ #
and @. To avoid using the names IBM uses for its XCF groups, do not begin
group names with the letters A through C, E through I, or the character string
“SYS”. Also, do not use the name “UNDESIG”, which is reserved for use by the
system programmer in your installation.

It is recommended that you use a group name beginning with the letters
“DFHIR”.

You can specify XCFGROUP on the SIT macro or as a SYSIN override. You cannot
specify it as a console override.

Each CICS region can join only one XCF group, which happens when it signs
on to CICS interregion communication (IRC). The default XCF group is
DFHIRO000.

XCF groups allow CICS regions in different MVS images within the same
sysplex to communicate with each other across multi-region operation (MRO)
connections.

Note: Regions in the same MVS image too, can communicate with each other
using MRO, but this does not require a coupling facility. The only
situation in which CICS regions in the same MVS image cannot
communicate via MRO is when they are members of different XCF
groups.

For introductory information about XCF/MRO, and instructions on how to set up
XCF groups, see the CICS Intercommunication Guide.

XHFS={YES|NO}
specifies whether CICS is to check the transaction user's ability to access files
in the z/OS UNIX System Services file system. At present, this checking applies
only to the user ID of the Web client when CICS Web support is returning z/OS
UNIX file data as the static content identified by a URIMAP definition.
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Note: The checking is performed only if you have specified YES for the SEC
system initialization parameter. However, the RESSEC option on the
transaction resource definition does not affect this security checking.

YES CICS is to check whether the user identified as the Web client is
authorized to access the file identified by the URIMAP that matches the
incoming URL. This check is in addition to the check performed by
z/OS UNIX System Services against the CICS region user ID. If access
to the file is denied for either of these user IDs, the HTTP request is
rejected with a 403 (Forbidden) response.

NO CICS is not to check the client user's access to z/OS UNIX files. Note
that the CICS region user ID's access to these files is still checked by
z/OS UNIX System Services.

Restrictions You can specify the XHFS parameter in the SIT, PARM, or SYSIN
only.

XRES={YES | name | NO}
specifies whether you want CICS to perform resource security checking for
DOCTEMPLATE (CICS document template) resources, and optionally specifies
the general resource class name in which you have defined the resource
security profiles. If you specify YES, or a general resource class name, CICS
calls the external security manager to verify that the userid associated with a
transaction is authorized to use the resource. This checking is performed every
time a transaction tries to access a CICS document template.

The actual profile name passed to the external security manager is the name of
the DOCTEMPLATE resource definition for the CICS document template to be
checked, prefixed by its resource type, DOCTEMPLATE. For example, for a
document template whose resource definition is named “WELCOME", the
profile name passed to the external security manager is
DOCTEMPLATE.WELCOME. Even if a command references the document
template using its 48-character template name, the shorter name (up to 8
characters) of the DOCTEMPLATE resource definition is always used for
security checking.

Note: The checking is performed only if you have specified YES for the SEC
system initialization parameter and specified the RESSEC(YES) option
on the transaction resource definition.

YES CICS calls the external security manager, using the default CICS
resource class name of RCICSRES, to check whether the userid
associated with a transaction is authorized to use the resource it is
trying to access. The resource class name is RCICSRES and the
grouping class name is WCICSRES.

name CICS calls the external security manager, using the specified resource
class name prefixed by the letter R, to check whether the userid
associated with a transaction is authorized to use the resource it is
trying to access. The resource class name is Rname and the grouping
class name is Wname. The resource class name specified must be 1
through 7 characters.

NO CICS does not perform any security checks for DOCTEMPLATE
resources, allowing any user to access any CICS document template.

Restrictions You can specify the XRES parameter in the SIT, PARM, or SYSIN
only.
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New system initialization parameters added in earlier CICS

releases

Table 3. New system initialization parameters added in earlier releases

Keywords

Operands

Explanation

AIBRIDGE

{AUTOIYES}

Specifies whether the autoinstall
user-replaceable program
(URM) is called for bridge
facilities (YES) or whether they
are defined automatically by
CICS (AUTO).

BRMAXKEEPTIME

{86400Itimeout}

Specifies the maximum time in
seconds that bridge facilities are
kept when unused, with a
default value (and upper limit) of
24 hours.

CLINTCP

{437Icodepage}

Specifies the default client code
page to be used by the
DFHCNYV data conversion table
but only if the CLINTCP
parameter in the DFHCNV
macro is set to SYSDEF.

CRLPROFILE

profilename

Specifies the name of the profile
that authorizes CICS to access
the LDAP server that contains
the certification revocation lists
(CRLs). Specifying this
parameter means that CICS
checks each client certificate
during the SSL negotiation for a
revoked status. If the certificate
is revoked, CICS closes the
connection immediately.

DEBUGTOOL

{NOIYES}

Specifies whether debugging
profiles are used to select
programs that run under the
control of a debugging tool.

EJBROLEPRFX

ejbrole-prefix

Specifies a prefix to qualify the
security role defined in an
enterprise bean's deployment
descriptor.

IIOPLISTENER

{YESINO}

Specifies whether the CICS
region is to function as an IIOP
listener region.

INFOCENTER

{infocenter_url }

Specifies the Universal
Resource Locator (URL) of the
root of the CICS Information
Center directory structure.

JVMCCPROFILE

{DFHJVMCCIprofile}

Specifies the JVM profile to be
used for the master JVM that
initializes a Version 1.4.2 shared
class cache.

JVMCCSIZE

{24MInumber}

Specifies the size of the shared
class cache on an initial or cold
start of CICS.
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Table 3. New system initialization parameters added in earlier releases (continued)

Keywords Operands Explanation

JVMCCSTART {AUTOIYESINO} Sets the status of autostart for
the shared class cache.

JVMLEVELOTRACE, {option} Specify the default options for

JVMLEVEL1TRACE, the JVM trace levels.

JVMLEVEL2TRACE,

JVMUSERTRACE

JVMPROFILEDIR

{lusr/lpp/cicsts/cicsts32
/
JVMProfiles|
directory}

(Take note that the previous
operand is entered without
spaces, or line breaks.)

Specifies the name of an z/0OS
UNIX directory that contains the
JVM profiles for CICS.

KEYRING

keyring_name

Specifies the name of the key
ring defined in the security
manager's database (for
example, as defined by the
RACF® RACDCERT ADDRING
command).

LOCALCCSID

{037ICCSID}

Specifies the default CCSID for
the local region.

The CCSID is a value of up to 8
characters. If CCSID value is
not specified, the default
LOCALCCSID is set to 037.

MAXJVMTCBS

{5lnumber}

Specifies the maximum number
of J8 mode open TCBs that can
exist concurrently in the CICS
region. The pool of J8 mode
open TCBs is reserved
exclusively for Java programs
defined with JVM(YES).

number can be any value in the
range 1 through 999.

MAXSOCKETS

{65535|number}

Specifies the maximum number
of IP sockets that can be
managed by the CICS sockets
domain.

Note that the default value, and
any explicit value, is conditional
upon the authorization of the
CICS region user ID. If the user
ID is not defined to z/OS UNIX
System Services as a
superuser, the default is
restricted to the value specified
on the MAXFILEPROC
parameter in the BPXPRMxx of
SYS1.PARMLIB.
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Table 3. New system initialization parameters added in earlier releases (continued)

Keywords

Operands

Explanation

MAXSSLTCBS

{8lnumber}

Specifies the maximum number
of S8 TCBs that can run in the
SSL pool. The default is 8, but
you can specify up to 1024
TCBs.

MAXXPTCBS

{5lnumber}

Specifies the maximum number,
in the range 1 through 999, of
open X8 and X9 TCBs that can
exist concurrently in the CICS
region.

MNRES

{OFFION}

Specifies whether transaction
resource monitoring is to be
made active during CICS
initialization.

RSTSIGNOFF

{NOFORCEIFORCE}

Specifies whether all users
signed on to a CICS region are
allowed to remain signed on
following a persistent sessions
restart or an XRF takeover
(XRFSOFF is obsolete).

RSTSIGNTIME

{500/hhmmss}

Specifies the time-out delay
interval for signon retention

during a persistent sessions
restart or an XRF takeover

(XRFSTIME is obsolete).

SRVERCP

{037Icodepage}

Specifies the default server
code page to be used by the
DFHCNV data conversion table
but only if the SRVERCP
parameter in the DFHCNV
macro is set to SYSDEF.

SSLCACHE

{CICS| SYSPLEX}

Specifies whether SSL is to use
the local or sysplex caching of
session ids.

STATEOD

{0Ihhmmss}

Specifies the end-of-day time
for interval statistics collection.

STATINT

{030000/lhhmmss}

Specifies the interval for
statistics collection.

XEJB

{YESINO}

Specifies whether support of
security roles is to be enabled.
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Chapter 3. Changes to CICS-supplied transactions

The commands available in the CEMT transaction have been modified to reflect
changes to resource definitions. Some other CICS-supplied transactions are new
have changed. Also, you might need to define any new CICS internal system
transactions listed here to your external security manager, if CICS is running with
security enabled.

or

Obsolete options on CEMT commands

Obsolete options on CEMT commands in CICS Transaction
Server for z/OS, Version 3 Release 2

INQUIRE CLASSCACHE: The value Reset is no longer displayed for the
REUSEST option. If the shared class cache is not started, the value Unknown is
displayed. In this situation, CICS cannot identify the reuse status, but, when the
shared class cache is started, the status always becomes Reuse.

INQUIRE JVM: The value Reset is no longer displayed for the REUSEST option.

INQUIRE MONITOR: The SUBSYSTEMID option is obsolete and has been
removed.

SET JVMPOOL: The TERMINATE function on the SET JVMPOOL command is
now deprecated. Use the improved function on the PERFORM JVMPOOL
command instead.

Obsolete options on CEMT commands in earlier CICS releases

Table 4. Obsolete options on CEMT commands in earlier CICS releases

CEMT command Option Comment
INQUIRE DISPATCHER ACTHPTCBS displayed the number of H8
ACTHPTCBS mode open TCBs that were active, and
MAXHPTCBS MAXHPTCBS displayed the number that
CICS was allowed to attach. H8 mode
open TCBs no longer exist.
INQUIRE PROGRAM The values Hotpool and Nothotpool were
HOTPOOLING used to show whether or not the Java
HOTPOOL program object was to be run in a
NOTHOTPOOL preinitialized Language Environment®

enclave.

INQUIRE
REQUESTMODEL

OMGINTERFACE
OMGMODULE
OMGOPERATION

These options, which returned
31-character, 58-character, and
31-character values respectively, are
obsolete and replaced by INTERFACE,
MODULE, and OPERATION, each of
which returns 255-character values. See
[Table 8 on page 37| for details of all the
changes to the REQUESTMODEL
resource definition.

INQUIRE SYSTEM

ACTOPENTCBS
MAXOPENTCBS

These options are now included in the
new INQUIRE DISPATCHER command,
together with the other open TCB options.

© Copyright IBM Corp. 2001, 2011
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Table 4. Obsolete options on CEMT commands in earlier CICS releases (continued)

CEMT command Option Comment

SET DISPATCHER MAXHPTCBS This option used to specify the maximum
number of H8 mode open TCBs that
CICS was allowed to attach. H8 mode
open TCBs no longer exist.

SET PROGRAM The values Hotpool and Nothotpool were
HOTPOOL used to show whether or not the Java
NOTHOTPOOL program object was to be run in a
preinitialized Language Environment
enclave.

Changed CEMT commands

Changed CEMT commands in CICS Transaction Server for z/0OS,
Version 3 Release 2

DISCARD: new IPCONN resource type

Ipconn(value)
specifies the name of the IPCONN to be removed. The name can be up to 8
characters long. You cannot discard an IPCONN unless it is in OUTSERVICE
status.

DISCARD: new LIBRARY resource type

LIBRARY (name)
specifies the name of a LIBRARY resource that you want to remove. The name
can be up to 8 characters long. The LIBRARY must be disabled. The DISCARD
LIBRARY command removes an installed resource definition and its
corresponding catalog entry from an active CICS system.

Note: Specifying a LIBRARY name of DFHRPL is invalid, and will result in the
message 'NOT VALID FOR RPL' being displayed.

INQUIRE DOCTEMPLATE: new SIZE option

Size
returns the amount of storage, in bytes, used by the cached copy of the
document template. A value of zero is returned if there is no cached copy of the
template at the time of the enquiry.

INQUIRE DSAS: removal of SOSSTATUS option, new MEMLIMIT,
SOSABOVEBAR, SOSABOVELINE and SOSBELOWLINE options

Memlimit(value)
displays the amount of storage available above the 2GB boundary (above the
bar), for use by the CICS region. A value of NOLIMIT indicates that no limit has
been imposed on the amount of storage that the region can attempt to use.

Sosabovebar (value)
displays whether CICS is short-on-storage in the dynamic storage areas above
the 2GB boundary (above the bar).
Notsos
CICS is not short-on-storage in any of the dynamic storage areas above
the 2GB boundary.
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Sos  CICS is short-on-storage in at least one of the dynamic storage areas
above the 2GB boundary.

Sosaboveline(value)

displays whether CICS is short-on-storage in the dynamic storage areas above

the 16MB line, but below the 2GB boundary.

Notsos
CICS is not short-on-storage in any of the dynamic storage areas above
the 16MB line (but below the 2GB boundary).

Sos  CICS is short-on-storage in at least one of the dynamic storage areas
above the 16MB line (but below the 2GB boundary).

Sosbelowline(value)

displays whether CICS is short-on-storage in the dynamic storage areas below
the 16MB line.
Notsos

CICS is not short-on-storage in any of the dynamic storage areas below
the 16MB line.

Sos  CICS is short-on-storage in at least one of the dynamic storage areas
below the 16MB line.

INQUIRE FILE: new RBATYPE option

Rbatype

displays whether, for VSAM files, the data set uses extended addressing. The
values are:

Extended
This VSAM data set uses extended relative byte addressing and
therefore can hold more than 4 gigabytes of data.

Notapplic
One of the following is true:
* The data set is BDAM.
* The file is remote.
» The file is not open.

Notextended

This VSAM data set does not use extended relative byte addressing
and therefore cannot hold more than 4 gigabytes of data.

You cannot modify the contents of this field.

INQUIRE IRC: new XCFGROUP option

Xcfgroup

displays the name of the cross-system coupling facility (XCF) group of which
this region is a member.

If this region is not a member of an XCF group, because it has not signed on to
IRC, XCFGROUP displays the relevant XCF group for the region if XCF was
open.

For introductory information about XCF and MRO, see

Imultiregion operation (XCF/MRO)|in the CICS Intercommunication Guide.

INQUIRE MONITOR: new COMPRESSST option

COMpressst

displays whether data compression is performed for monitoring records. The
values are:
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Compress

Data compression is performed.
Nocompress

Data compression is not performed.

Note: You can reset this value by overtyping it with a different value.

INQUIRE PROGRAM: The USECOUNT option now displays a use count for Java
programs. In earlier CICS releases, this count was not available.

INQUIRE PIPELINE: new options

Ciddomain(value)
Displays the name of the domain that is used to generate MIME content-ID
values that identify binary attachments.

Mode (value)
Displays the operating mode of the pipeline.

PROVIDER
CICS is using the pipeline as a service provider of Web services.

REQUESTER
CICS is using the pipeline as a service requester of Web services.

UNKNOWN
The operating mode of the pipeline cannot be determined.

Mtomnoxopst (value)
Displays the status of the pipeline for sending outbound messages in MIME
format when binary attachments are not present.

MTOMNOXOP
Outbound messages are sent in MIME format, even when there are no
binary attachments present.

NOMTOMNOXOP
Outbound messages are only sent in MIME format when there are binary
attachments present.

Mtomst (value)
Displays the status of the MTOM handler in the pipeline.

MTOM
The MTOM handler is enabled in the pipeline.

NOMTOM
The MTOM handler is not enabled in the pipeline.

Respwait (number)
Displays the number of seconds that an application program waits for an
optional message from a remote Web service. If no value is displayed, the
default timeout value of the transport protocol is being used.
* The default timeout value for HTTP is 10 seconds.

* The default timeout value for WebSphere MQ is 60 seconds.

Sendmtomst (value)
Displays the status of the pipeline for sending outbound messages in MIME
format.

NOSENDMTOM
Outbound messages are never sent in MIME format.
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SAMESENDMTOM
Outbound messages are only sent in MIME format when the inbound
message is in MIME format.

SENDMTOM
Outbound messages are always sent in MIME format.

SOAPlevel (value)
Displays the level of SOAP that is supported in the pipeline. The SOAP level
can be 1.1 or 1.2. If the pipeline is not being used for SOAP messages, a value
of NOTSOAP is displayed.

Xopdirectst(value)
Displays the status of the pipeline for handling XOP documents and binary
attachments in direct or compatibility mode.

XOPDIRECT
The pipeline is processing XOP documents and binary attachments in direct
mode.

NOXOPDIRECT
The pipeline is processing XOP documents and binary attachments in
compatibility mode.

Xopsupportst (value)
Displays the status of the application handler for processing XOP documents
and binary attachments directly.

XOPSUPPORT
The application handler supports the direct handling of XOP documents and
binary attachments.

NOXOPSUPPORT
The application handler does not support the direct handling of XOP
documents and binary attachments.

INQUIRE SYSTEM: removal of SOSSTATUS option, new SOSABOVEBAR,
SOSABOVELINE and SOSBELOWLINE options

Sosabovebar (value)

displays whether CICS is short on storage in the dynamic storage areas above

the 2GB boundary (above the bar).

Notsos
CICS is not short on storage in any of the dynamic storage areas above
the 2GB boundary.

Sos CICS is short on storage in at least one of the dynamic storage areas
above the 2GB boundary.

Sosaboveline(value)

displays whether CICS is short on storage in the dynamic storage areas above

the 16MB line, but below the 2GB boundary.

Notsos
CICS is not short on storage in any of the dynamic storage areas above
the 16MB line (but below the 2GB boundary).

Sos  CICS is short on storage in at least one of the dynamic storage areas
above the 16MB line (but below the 2GB boundary).

Sosbelowline(value)
displays whether CICS is short on storage in the dynamic storage areas below
the 16MB line.
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Notsos
CICS is not short on storage in any of the dynamic storage areas below
the 16MB line.

Sos CICS is short on storage in at least one of the dynamic storage areas
below the 16MB line.

INQUIRE TCPIPSERVICE: A new value of Identify can be returned on the
ATTACHSEC option.

Attachsec
indicates the level of attach-time security used by the connection. Values are:

Local
CICS does not require a userid or password from clients.

Notapplic
This option has no meaning for Web interface or IIOP TCP/IP services.

Verify
Incoming attach requests must specify a user identifier and a user
password.

Realm (value)
returns the 56-character realm that is used during the process of HTTP basic
authentication.

The PROTOCOL option also has a new value:

IPic
IP interconnectivity.

INQUIRE WEBSERVICE: new options

CCSID(value)
Displays the CCSID that is used to encode data between the application
program and the Web service binding file at run time. This value is set using
the optional CCSID parameter in the Web services assistant when the Web
service binding file was generated. If the value is 0, the default CCSID for the
CICS region that is specified by the LOCALCCSID system initialization parameter
is used.

Mappinglevel (value)
Displays the mapping level that is used to convert data between language
structures and Web service description (WSDL) documents. The value of the
mapping level is 1.0, 1.1, 1.2, 2.0 or 2.1. The default is to use a mapping level
of 1.0.

Minrunlevel (value)
Displays the minimum runtime level that is required to run the Web service in
CICS. The value of the runtime level is 1.0, 1.1, 1.2, 2.0 or 2.1.

Xopdirectst(value)
Indicates whether the Web service is capable of handling XOP documents and
binary attachments in direct mode.

NOXOPDIRECT
The Web service cannot handle XOP documents and binary attachments in
direct mode. This is either because validation is switched on for the Web
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service, or because the Web service implementation does not support the
handling of XOP documents and binary attachments. Compatibility mode is
used instead.

XOPDIRECT
The Web service can handle XOP documents and binary attachments in
direct mode.

Xopsupportst (value)
Indicates whether the Web service implementation is capable of handling XOP
documents and binary attachments.

NOXOPSUPPORT
The Web service implementation is not capable of handling XOP
documents and binary attachments.

XOPSUPPORT
The Web service implementation is capable of handling XOP documents
and binary attachments. This is true for any CICS-generated web service
created by a level of CICS that supports MTOM/XOP.

PERFORM STATISTICS: new LIBRARY option

LIBrary
LIBRARY statistics are to be written immediately to the SMF data set.

SET MONITOR: new options

COMpress
Data compression is to be performed for monitoring records.

NOCOMpress
Data compression is not to be performed for monitoring records.

SET PIPELINE: new RESPWAIT option

Respwait (value)
Specifies the time in seconds that an application program should wait for a
response message from a remote Web service. The value can range from 0 to
9999 seconds.

If you do not specify a value, the default timeout value of the transport protocol
is used.

* The default timeout value for HTTP is 10 seconds.

* The default timeout value for MQ is 60 seconds.

PERFORM STATISTICS: Statistics can be written for the new resource types
DOCTEMPLATE, IPCONN, and MQCONN.

DISCARD DOCTEMPLATE, INQUIRE DOCTEMPLATE, SET DOCTEMPLATE: If
resource security for document templates is active in the CICS region, with the
XRES system initialization parameter set on (which is the default), and assuming
RESSEC(YES) is specified for CEMT, these commands are subject to resource
security checking.
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Changed CEMT commands in earlier CICS releases

Table 5. Changed CEMT commands in earlier CICS releases

RUNTIME has a new value

CEMT command Option Explanation
INQUIRE Returns a value indicating whether the autoinstall URM
AUTOINSTALL AIBRIDGE is called for bridge facilities.
INQUIRE These options display:
CORBASERVER AUTOPUBLISH + The status of autopublishing for enterprise beans
CLIENTCERT  The 255-character name of the deployed JAR file
DJARDIR directo
SSLUNAUTH v
UNAUTH » The names of the TCP/IP service definitions
referenced by the CorbaServer (named by
ENABLESTATUS CLIENTCERT, SSLUNAUTH, and UNAUTH).
+ ENABLESTATUS displays a value indicating the
current state of the CorbaServer (DISABLED,
DISABLING, DISCARDING, ENABLED, or
ENABLING). ENABLESTATUS replaces the STATE
option, which is now obsolete.
INQUIRE DB2CONN These options display:
DB2GROUPID + The DB2 group ID if CICS is using the DB2 group
RESYNCMEMBER attach facility
* The resynchronization policy to be used for units of
work awaiting resolution. The possible values are
RESYNC or NORESYNC.
INQUIRE ACTSSLTCBS displays the number of S8 mode open
DISPATCHER ACTSSLTCBS TCBs that are active, and MAXSSLTCBS displays the
ACTXPTCBS number that CICS is allowed to attach.
MAXSSLTCBS
MAXXPTCBS ACTXPTCBS displays the number of X8 and X9 mode
open TCBs that are active, and MAXXPTCBS displays
the number that CICS is allowed to attach.
INQUIRE Returns the fully-qualified name of the z/OS UNIX
DOCTEMPLATE HFSFILE System Services file where the template resides.
INQUIRE PROGRAM | JVMPROFILE The JVMPROFILE option displays the name of the JVM
LENV profile for a Java program.
The LENV CVDA value for the RUNTIME option replaces
the LE370 value. Its meaning is unchanged and the
numeric value associated with this CVDA remains 377.
INQUIRE PROGRAM
APIST APIST displays the API attribute of the installed program

definition. The values are:

CICSAPI
OPENAPI

The XPLINK value for the RUNTIME option means that
the program is a C or C++ program which has been
compiled using the XPLINK option.
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Table 5. Changed CEMT commands in earlier CICS releases (continued)

CEMT command Option Explanation

INQUIRE The REQUESTMODEL resource definition now supports

REQUESTMODEL BEANNAME both CORBA and EJB requests, and these new
CORBASERVER attributes are added to support this dual purpose
INTERFACE definition. Note that INTERFACE, MODULE, and
INTFACETYPE OPERATION replace the OMGINTERFACE,
MODULE OMGMODULE, and OMGOPERATION equivalent
OPERATION options of CICS TS 1.3.
TYPE

INQUIRE SYSTEM DEBUGTOOL Displays a value (DEBUG or NODEBUG) indicating

whether debugging profiles will be used to select
programs that will run under the control of a debugging
tool.

INQUIRE SYSTEM

FORCEQR has a revised
description

The description of FORCEQR, and its value FORCE are
altered to limit its relevance to CICSAPI programs,
because it does not apply to OPENAPI programs.

INQUIRE TASK BRFACILITY Returns an 8-byte field containing the facilitytoken for
the bridge facility in use by the task.
INQUIRE TCPIP Returns (1) the number of active sockets and (2) the
ACTSOCKETS maximum number of TCP/IP sockets that can be
MAXSOCKETS managed by the CICS region.
INQUIRE TCPIP CRLPROFILE displays the name of the profile that
CRLPROFILE authorizes CICS to access an LDAP server that stores
SSLCACHE certificate revocation lists for SSL connections.
SSLCACHE displays whether CICS is using local (CICS)
or sysplex caching of session ids.
INQUIRE These options display security information, the
TCPIPSERVICE ATTACHSEC 18-character DNS group name that the TCPIPSERVICE
AUTHENTICATE registers with WLM, the current WLM/DNS status, and
CERTIFICATE whether the TCPIPSERVICE is a critical member of the
DNSGROUP DNS group.
DNSSTATUS
GROUPCRITICAL
INQUIRE MAXDATALEN Displays the maximum length of data that may be
TCPIPSERVICE received by CICS as an HTTP server.
INQUIRE TERMINAL | | NQNAME Displays the 17-character network qualified name of the
NETNAME terminal.
INQUIRE OTSTIMEOUT Displays the time an OTS transaction in an EJB
TRANSACTION environment is allowed to run before the initiator takes a
syncpoint (or rolls back the OTS transaction).
INQUIRE UOW OTSTID(value) Displays the transaction identifier (TID) of the OTS

transaction of which the UOW is part.

INQUIRE UOWLINK

HOST(name) TYPE(IIOP)

Displays the TCP/IP host name, used to refer to the
participant an OTS transaction, when the TYPE option
returns 1IOP. IIOP is a new value on the TYPE option.

INQUIRE Specifies that any action you request is limited to Web
WORKREQUEST SOAP service work requests.

PERFORM SCAN Enables you to scan the CorbaServer's deployed JAR
CORBASERVER file directory (also known as the pickup directory) for new

or updated deployed JAR files.
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Table 5. Changed CEMT commands in earlier CICS releases (continued)

CEMT command Option Explanation
PERFORM Enable you to write statistics for the CORBASERVER,
STATISTICS CORBASERVER JVMPOOL, REQUESTMODEL, and TCPIP resource
JVMPOOL types to the SMF data set.
REQUESTMODEL
TCPIP
PERFORM BEAN, JVMPROFILE, New resource types for which statistics can be recorded.
STATISTICS JVMPROGRAM
PERFORM New resource types for which statistics can be recorded.
STATISTICS PIPELINE
WEBSERVICE
SET AUTOINSTALL AIBRIDGE Defines whether the autoinstall URM is called for bridge
facilities.
SET CORBASERVER |AUTOPUBLISH Allows you to set the enterprise beans autopublish
option in a CorbaServer.
SET CORBASERVER Specifies whether to enable or disable the CorbaServer.
DISABLED
ENABLED
SET DB2CONN Allow you to set DB2 group ID and resynchronization
DB2GROUPID policy for CICS DB2 group attach support.
RESYNCMEMBER
SET DISPATCHER MAXSSLTCBS displays the maximum number of S8
MAXSSLTCBS mode open TCBs that CICS is allowed to attach.
MAXXPTCBS
MAXXPTCBS specifies the maximum number of X8 and
X9 mode open TCBs that CICS is allowed to attach.
SET PROGRAM For Java programs, this option specifies the 8—character
JVMPROFILE name of a JVM profile that is to be used for the JVM in
which the program runs. Any instances of this program
that are currently running in a JVM with the old JVM
profile are unaffected, and are allowed to finish running.
SET SYSTEM Specifies whether debugging profiles will be used to
DEBUG select programs that will run under the control of a
NODEBUG debugging tool.
SET SYSTEM FORCEQR has a revised The description of FORCEQR, and its value FORCE are
description altered to limit its relevance to CICSAPI programs,
because it does not apply to OPENAPI programs.
SET TCPIP MAXSOCKETS Enables you to alter the maximum number of TCP/IP
sockets allowed in the CICS region.
SET TCPIPSERVICE |DNSSTATUS Enables you to alter the CICS DNS registration status.
SET TCPIPSERVICE | MAXDATALEN Specifies the maximum length of data that may be
received by CICS as an HTTP server.
SET WORKREQUEST | SOAP Specifies that any action you request is limited to Web

service work requests.

New CEMT commands

For detailed information on all the new and changed CEMT transactions and
options, see in the CICS Supplied Transactions.
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New CEMT commands in CICS Transaction Server for z/0OS,
Version 3 Release 2

INQUIRE IPCONN

Retrieve information about IPCONNSs.

INQUIRE LIBRARY

Retrieve information about LIBRARY resources.

PERFORM JVMPOOL

Start and terminate JVMs in the JVM pool.

SET IPCONN

Change the attributes of an IPCONN or cancel outstanding AlDs.

SET LIBRARY

Change the attributes of LIBRARY resource.

SET DOCTEMPLATE

Refresh the cached copy of a document template installed in your CICS region, or
phase in a new copy of a CICS program or exit program that is defined as a
document template.

New CEMT commands in earlier CICS releases

Table 6. New CEMT commands in earlier CICS releases

CEMT command

Function

DISCARD CORBASERVER

Discard installed CORBASERVER resource definitions.

DISCARD DJAR

Discard installed DJAR resource definitions, together with any associated beans.

DISCARD PIPELINE

Use the command to remove a PIPELINE from the CICS system and the CICS
catalog.

DISCARD URIMAP

Remove a URIMAP from the CICS system and the CICS catalog.

DISCARD WEBSERVICE

Remove a WEBSERVICE from the CICS system and the CICS catalog.

INQUIRE BEAN

Display information about a specified bean.

INQUIRE BRFACILITY

Display information about installed bridge facilities.

INQUIRE CLASSCACHE

Obtain information about the active shared class cache in the CICS region, and report
the presence of any old shared class caches that are awaiting deletion.

INQUIRE CORBASERVER

Display information about installed CORBASERVER resource definitions in the CICS
region.

INQUIRE DISPATCHER

Display CICS system information used by the CICS dispatcher. Note that this new
command includes the ACTOPENTCBS and MAXOPENTCBS options that have been
removed from INQUIRE SYSTEM.

INQUIRE DJAR Display information about installed DJAR resource definitions in the CICS region.
INQUIRE HOST Retrieve information about virtual hosts in the local CICS region.
INQUIRE JVM Identify JVMs in a CICS region and get information about their status.
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Table 6. New CEMT commands in earlier CICS releases (continued)

CEMT command

Function

INQUIRE JVMPOOL

Display information about the pool of JVMs in the CICS region.

INQUIRE PIPELINE

Retrieve information about an installed PIPELINE.

INQUIRE URIMAP

Retrieve information about URIMAP resource definitions.

INQUIRE WEBSERVICE

Retrieve information about an installed WEBSERVICE.

INQUIRE WORKREQUEST

Track work requests in the local CICS region.

PERFORM CLASSCACHE

Start and reload the shared class cache, or phase out, purge or forcepurge the shared
class cache and the JVMs that are using it.

PERFORM CORBASERVER

Perform a specified action, either PUBLISH or RETRACT, on the beans in a
CORBASERVER resource definition.

PERFORM DJAR

Perform a specified action, either PUBLISH or RETRACT, on an installed DJAR
resource definition.

PERFORM PIPELINE

Initiate a scan of the Web service binding directory that is specified in the WSBIND
attribute of the PIPELINE definition.

SET BRFACILITY

Flag the bridge facility for deletion.

SET CLASSCACHE

Enable you to set the status of autostart for the shared class cache.

SET CORBASERVER

Alter the time-out value of the session beans (SESSBEANTIME) in an installed
CORBASERVER resource definition in the CICS region.

SET DISPATCHER

Alter the system values used by CICS dispatcher

SET HOST Enable or disable a virtual host.

SET JVMPOOL Enable or disable the JVM pool, or terminate it altogether.

SET PIPELINE Enable or disable a PIPELINE.

SET URIMAP Enable or disable a URIMAP definition, and apply or remove redirection for a URIMAP
definition.

SET WEBSERVICE Set the validation status of a WEBSERVICE.

SET WORKREQUEST Purge or forcepurge a specific work request task.

Changes to CEBR

If you are migrating from CICS Transaction Server for 0S/390, Version 1 Release 3
or CICS Transaction Server for z/OS, Version 2 Release 2, the CEBR transaction is
changed to permit the entry of lower case and mixed case queue names.

This applies equally to the queue name used on the CEBR command, and to
overtyping a queue name on the displayed CEBR panel. To enter a queue name
which includes lower case characters, first ensure that upper case translation is
suppressed for the terminal you are using, and then enter the case-sensitive queue
name.

Changes to CEOT

If you are migrating from CICS Transaction Server for OS/390, Version 1 Release 3,
there are new options added to the CEOT transaction that allow you to alter the
uppercase translation status (UCTRAN) for your own terminal, for the current
session only.

The new keywords are NOUCTRAN, UCTRAN, or TRANIDONLY. These new
options enable to switch between the uppercase translation options as required. For
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example, you might need to switch off uppercase translation temporarily while you
use CEDA to define some resource definitions that require mixed-case attribute
values.

Changes to CETR

The CETR transaction is enhanced to enable you to set special tracing for the
following new components:

BR Bridge domain

DP Debug Tool Interface domain

EJ Enterprise Java domain

IE ECI over TCP/IP domain

| [IOP domain

IS Intersystems communication and MRO
oT Object transactions services domain
Pl Pipeline Manager domain

PT Partner management domain

RA Resource manager adapters

Rz Request streams domain

SJ CICS JVM domain.

Controlling tracing for JVMs

If you are migrating from CICS Transaction Server for OS/390, Version 1 Release 3
or CICS Transaction Server for z/OS, Version 2 Release 2, CETR has new option
screens to display and update trace settings for JVMs.

Press PF6 on the main screen to access the JVM trace options screens. (Although
the JVM trace options are part of the SJ component, they are controlled using the
JVM trace options screens, rather than the component trace options screen.) You
can use these screens to specify the JVM trace options, using the “free-form”
240—character field, and to specify trace settings for JVMs using the Standard and
Special flags. You can then use the Transaction and Terminal Trace screen to
switch on these flags for particular transactions. JVM trace can produce a large
amount of output, so you should normally activate JVM tracing for special
transactions, rather than turning it on globally for all transactions.

The default JVM trace options that are provided in CICS use the JVM trace point
level specifications. The default settings for JVM Level 0 trace, JVM Level 1 trace,
and JVM Level 2 trace specify LEVELO, LEVEL1, and LEVEL2 respectively, so they
map to the Level 0, Level 1 and Level 2 trace point levels for JVMs. A Level 0 trace
point is very important, and this classification is reserved for extraordinary events
and errors. Note that unlike CICS exception trace, which cannot be switched off, the
JVM Level 0 trace is normally switched off unless JVM tracing is required. The
Level 1 trace points and Level 2 trace points provide deeper levels of tracing. The
JVM trace point levels go up to Level 9, which provide in-depth component detail. It
is suggested that you keep the CICS-supplied level specifications, but if you find
that another JVM trace point level is more useful for your purposes than one of the
default levels, you could change the level specification to map to your preferred
JVM trace point level (for example, you could specify LEVELS5 instead of LEVEL2
for the JVMLEVEL2TRACE option). The default values for JVM trace options can
be overridden using the CICS system initialization parameters JVMLEVELOTRACE,
JVMLEVEL1TRACE, JVMLEVEL2TRACE and JVMUSERTRACE.

You can add further parameters to the basic level specifications for JVM Level 0
trace, JVM Level 1 trace, and JVM Level 2 trace, if you want to include or exclude
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particular items at the selected trace levels. If you want to create more complex
specifications for JVM tracing which use multiple trace point levels, or if you do not
want to use trace point levels at all in your specification, use the JVMUSERTRACE
option to create a trace option string that includes the parameters of your choice.
[Defining and activating tracing for JVMs|in the CICS Problem Determination Guide
has information about the JVM trace options that you can set using the JVM Level
0 trace, JVM Level 1 trace, JVM Level 2 trace, and JVM User trace levels. There is
further