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Preface

This book provides information you need to administer the CICSPlex® SM
environment.

Who this book is for

This book is for the individual responsible for administering CICSPlex SM to meet
the needs of your enterprise.

What you need to know

When customizing CICSPlex SM, it is assumed you have experience with the IBM®
MVS/ESA operating system and the System Modification Program/Extended
(SMP/E) licensed program. It is also assumed that you have read:

CICSPlex System Manager Concepts and Planning
For information about using the CICSPlex SM Web User Interface

CICSPlex System Manager Web User Interface Guide
For an introduction to CICSPlex SM

CICSPlex SM management of CICS releases

This release of CICSPlex SM can be used to control CICS® systems that are directly
connected to it.

For this release of CICSPlex SM, the connectable CICS systems are:
+ CICS Transaction Server for z/OS® 3.1

» CICS Transaction Server for z/OS 2.3

* CICS Transaction Server for z/0OS 2.2

» CICS Transaction Server for OS/390% 1.3

You can use this release of CICSPlex SM to control systems running supported
releases of CICS that are connected to, and managed by, your previous release of
CICSPlex SM. However, if you have any directly-connectable release levels of
CICS, as listed above, that are connected to a previous release of CICSPlex SM, you
are strongly recommended to migrate them to the current release of CICSPlex SM,
to take full advantage of the enhanced management services. See the CICS
Transaction Server for z/OS Migration from CICS TS Version 2.3 for information on
how to do this.

shows which supported CICS systems can be directly connected to which
releases of CICSPlex SM.

Table 1. Directly-connectable CICS systems by CICSPlex SM release

CICS system

CICSPlex SM
component of CICS
TS 3.1

CICSPlex SM
component of CICS
TS 2.3

CICSPlex SM
component of CICS
TS 2.2

CICSPlex SM
component of CICS
TS 1.3

CICS TS 3.1

Yes

No

No

No

CICSTS 2.3

Yes

Yes

No

No

© Copyright IBM Corp. 1994, 2012
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Table 1. Directly-connectable CICS systems by CICSPlex SM release (continued)

CICS system

CICSPlex SM
component of CICS
TS 3.1

CICSPlex SM
component of CICS
TS 2.3

CICSPlex SM
component of CICS
TS 2.2

CICSPlex SM
component of CICS
TS 1.3

CICS TS 2.2 Yes Yes Yes No
CICS TS 1.3 Yes Yes Yes Yes
TXSeries 4.3.0.4 No Yes Yes No
TXSeries 5.0 No Yes Yes No

Notes on terminology

In the text of this book, the term CICSPlex SM (spelled with an uppercase letter P)
means the IBM CICSPlex SM element of CICS Transaction Server for OS/390. The
term CICSplex (spelled with a lowercase letter p) means the largest set of CICS
systems to be managed by CICSPlex SM as a single entity.

Other terms used in this book are:
Term Meaning

CICS TS for z/OS
The CICS element of the CICS TS for OS/390

KB 1 024 bytes
MB 1048 576 bytes
MVS MVS"/Enterprise Systems Architecture SP (MVS)

The phrase issue the command is used in this book to mean that a command may be
either typed in the COMMAND field of an Information Display panel or invoked
by pressing the PF key to which it is assigned. When the location of the cursor
affects command processing, this phrase also means that you can do one of the
following:

e Type the command in the COMMAND field, place the cursor on the appropriate
field, and press Enter.

* Move the cursor to the appropriate field and press the PF key to which the
command is assigned.

Syntax notation and conventions used in this book

The syntax descriptions of the CICSPlex SM commands use the following symbols:
* Braces { } enclose two or more alternatives from which one must be chosen.
* Square brackets [ ] enclose one or more optional alternatives.

* The OR symbol | separates alternatives.

The following conventions also apply to CICSPlex SM syntax descriptions:

¢ Commands and keyword parameters are shown in uppercase characters. If a
command or parameter may be abbreviated, the minimum permitted
abbreviation is in uppercase characters; the remainder is shown in lowercase
characters and may be omitted.

* Variable parameters are shown in lowercase characters. You must replace them
with your own information.

* Parameters that are not enclosed by braces { } or brackets [ ] are required.
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* A default parameter value is shown like this: KEYWORD. It is the value that is
assumed if you do not select one of the optional values.

* Punctuation symbols, uppercase characters, and special characters must be
coded exactly as shown.

* The ellipsis ... means that the immediately preceding parameter can be included
one or more times.

Preface  1X
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Changes in CICS Transaction Server for z/OS, Version 4
Release 2

For information about changes that have been made in this release, please refer to
What’s New in the information center, or the following publications:

* CICS Transaction Server for z/OS What's New

* CICS Transaction Server for z/OS Upgrading from CICS TS Version 4.1
¢ CICS Transaction Server for z/OS Upgrading from CICS TS Version 3.2
* CICS Transaction Server for z/OS Upgrading from CICS TS Version 3.1

Any technical changes that are made to the text after release are indicated by a
vertical bar (|) to the left of each new or changed line of information.

© Copyright IBM Corp. 1994, 2012
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Chapter 1. Introduction to CICSPlex SM administration

This section contains general information you need to know about using the
CICSPlex SM Web User Interface to perform CICSPlex SM administration tasks.

Setting the CMAS context, context and scope

You can set the context, CMAS context and scope to be used when you navigate
from the current menu in the selection criteria area of a menu and the selection
criteria and refresh area of a view.

To change one of these values, overtype the required field and select the Set
button.

Either the context or the CMAS context is used for all operations. These terms are
used as follows:

* Context
This is the CICSplex name and is used for almost all views.
* CMAS context

This is the CMAS name. This is used only when you are viewing CMAS level
configuration data such as CMAS status and the CICSplexes connected to a
CMAS.

* Scope
This is a CICSplex, CICS group MAS or logical scope name. The scope is a
subset of the context, and limits the effects of CICSPlex SM commands to

particular CICS systems or resources. If the CMAS context is being used, the
scope is ignored. The scope is only used for certain resource types.

Accessing Web User Interface administration views

To access CICSPlex SM administration views from the Web User Interface main
menu click Administration views.

Administration views are divided into:

* General views, which include views to manage CICSPlex configuration and
topology

* Real time analysis views, which include views to monitor system availability
and MAS resources

* CICS resource definitions using Business Application Services (BAS), which
includes views to manage all types of CICS and CICSPlex SM resources.

[Working with real-time analysis administration views|

Using the action buttons

Action buttons on the WUI views allow you to perform actions such as create,
update or remove. Available actions for a particular view are displayed as buttons
at the bottom of the view's work area.

To use an action button from an open view:

© Copyright IBM Corp. 1994, 2012



1. Optionally, select the record or records on which you intend to apply the action
by selecting one or more record check boxes on the left of the work area, or by
using the Select all button.

2. Click the required action button. This displays one or a succession of
confirmation panels. The confirmation panel allows you to confirm or cancel
the action for each selected resource, and in some cases contain additional
options.

3. Complete each confirmation panel by selecting the required button or in some
cases by entering parameters, selecting check boxes or selecting radio buttons.

The action is processed and the view is redisplayed showing the results of the
action. If the action competed successfully, message EYUVC1230I is displayed in
the message area at the top of the work area. If the action is not successful, one or
more error messages are displayed.

Actions in administration views

There are several common types of actions that you can use with the
administration views.

Create creates a new definition and adds it to the data repository. An
administration definition name can be 1 to 8 characters in length. The
name can contain alphabetic, numeric, or national characters. However, the
first character must be alphabetic.

Add to ...
adds an association between two definitions. The resulting confirmation
panel prompts you to identify the other definition with which you want to
create an association. Adding an association creates a relationship between
the definitions in the data repository. Associations can be added between
definitions and groups, between groups and specifications, and between
specifications and CICS systems.

Map To display a visual map of related definitions in the data repository , click
Map.

Remove
removes a definition or an association between two definitions from the
data repository.

Update
updates a definition in the data repository. The resulting panel is an
editable detail view of a selected resource.

All of these actions affect the contents of the data repository and the changes are
applied immediately. However most of these changes to the data repository have
no effect, on CICS systems that are currently active. These changes affect a CICS
system the next time the CICS system is restarted.

Note:

1. When you use the Time period definitions (EYUSTARTPERIODEF) view to
update definitions, the changes affect both the data repository and currently
active CICS systems.

2. Changes to a currently running MAS are not included in the data repository.

3. All of these actions can also be performed using the batched repository-update
facﬂiti described in [“The batched repository-update facility (BATCHREP)” on|
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Chapter 2. Batch tools for managing data repository
definitions

CICSPlex SM provides batch tools for managing the data repository.

The data repository associated with each CMAS contains the definitions that
establish your CICSPlex SM environment. These definitions are stored as
individual records. You can create and maintain these definitions by using the WUI
views described in |Chapter 3, “Configuring a CMAS,” on page 35 and [Chapter 5 |
[“Establishing the topology of a CICSplex,” on page 49./However, if you have a
large volume of definitions to update, for example if you are moving an
application from one CMAS to another, or if there is a large element of repetition
in your management tasks, it is easier to use one of the batch tools to do the job.
These allow you to create and update definitions in the data repository and import
and export data repository definitions including CMAS to CMAS link definitions
from one CMAS to another. Two batch tools are provided:

The EYU9IXDBT CICSPlex SM definition utility
This is an easy-to-use REXX tool using simplified terminology, predefined
default information, and filtering to simplify complex management tasks. It
also has enhanced debugging facilities. It is limited to data repositories at
the same release level as CICSPlex SM. EYU9XDBT is used during
installation to set up your initial CICSPlex SM environment. It is supplied
with comprehensive sample JCL.

The batched repository-update facility (BATCHREP)
With this tool you can perform batched update tasks by creating and
editing an input file but it does not include the predefined information or
samples of EYU9XDBT. It does enable you to import definitions from
CMASs at earlier release levels and does not require that you have a REXX
environment. You can submit BATCHREP jobs either using the CICSPlex
SM batched repository-update utility, the WUI, or the CICSPlex SM APL

You cannot use either of these tools to create a CMAS.

The EYU9XDBT CICSPlex SM definition utility

The EYU9XDBT CICSPlex SM definition utility uses the CICSPlex SM API to
specify the required CICSplex names in some simple parameters. The utility sets
up the definitions for you. Unlike the BATCHREP utility, you do not manually edit
an input file.

You can use this utility to perform all CMAS and CICSplex definition activities
after the basic CMAS environment has been established. These activities include:

* Defining CICS regions, CICS groups, and CICSplexes to a CMAS

¢ Removing CICS regions, CICS groups, and CICSplexes from a CMAS
* Adding CICS regions to CICS groups

* Removing CICS regions from CICS groups

¢ Creating CMAS to CMAS link definitions

* Importing, printing, or exporting CICSPlex SM objects defined to CMAS or
CICSplex contexts.

© Copyright IBM Corp. 1994, 2012 3



The following samples are provided:

EYUJXBTO
Contains annotated EYU9XDBT JCL syntax for use as a quick reference.

EYUJXBT1
Contains sample JCL for invoking EYU9XDBT and defining a CICSplex, a
CICS system group, and a CICS system definition.

EYUJXBT2
Contains sample JCL for invoking EYU9XBTP and creating a
CMAS-to-CMAS link definition for CMASs that are on the same MVS
image and running at the same CICS TS release level.

EYUJXBT3
Contains sample JCL for invoking EYU9XBTP and creating a
CMAS-to-CMAS link definition for CMASs on different MVS images
setting the context to the first CMAS name and importing the link to the
second CMAS.

EYUJXBT4
Contains sample JCL for invoking EYU9XBTP and creating a
CMAS-to-CMAS link definition for CMASs on different MVS images
setting the context to the second CMAS name and importing the link to the
first CMAS.

EYU9XDBT utility commands

You can use a number of commands in the EYU9XDBT CICSPlex SM definition
utility command stream.

ADD TOGROUP groupname
Add regions or groups to a CICS group. You specify the object to be added
on either a REGION or CICSGRP sub-parameter following the ADD
command. For examples of the ADD command, see [‘Parameters used in|
[EYUJXBT1” on page 8

CONTEXT {cmas_name | CICSPlex_name}
Set the context for the commands that follow. For examples of the
CONTEXT command, see|“Parameters used in EYUJXBT1” on page 8|

DEFINE object_type object_name mandatory_identifies*

Define the specified object, the type of which can be CICSPLEX, REGION,

or CICSGRP. The object types, CICSPLEX, REGION, and CICSGRP, are

synonyms for the CPLEXDEF, CSYSDEF, and CICSGRP definitions.

* To define a CICSPLEX, you must specify the object_type as CICSPLEX
and specify the object_name; the object name is the 1- to 8-character
alphanumeric name of the CICSplex that you are defining. Note that the
first character of the object_name must be alphabetic. There are no other
mandatory identifiers associated with the CICSPLEX object type. The
command takes the following form:

DEFINE CICSPLEX plexname
This command creates a CPLEXDEEF in the CICSPlex SM CMAS
repository.

* To define a REGION, you must specify the object_type as REGION, the 1-
to 8-character alphanumeric name of the CICS region that you are

defining as the object_name, and the following mandatory identifiers:
APPLID, SYSID, and CMASID. The command takes the following form:

CICS TS for z/0OS 4.2: CICSPlex SM Administration



DEFINE REGION region_name -
APPLID region_applid -
SYSID region_sysidnt -
CMASID cmasname
This command creates a CSYSDEF in the CICSPlex SM CMAS repository.

* To define a CICSGRP, you must specify the object_type as CICSGRP and
specify the object_name; the object name is the 1- to 8-character
alphanumeric name of the CICS system group that you are defining.
Note that the first character of the object_name must be alphabetic. There
are no other mandatory identifiers associated with the CICSGRP object
type. The command takes the following form:

DEFINE CICSGRP group_name
This command creates a CICSGRP in the CICSPlex SM CMAS repository.

For examples of the DEFINE command, see [‘Parameters used in|
[EYUJXBT1” on page 8

DELETE object_type object_name
Delete the specified object, the type of which can be one of CICSPLEX,
REGION, or CICSGRP. You can specify an asterisk in object_name as a
wildcard character.

EXPORT DDname resource_type resource_id
Write all the definitions of the specified type and identifier in the current
context to the specified output file. For resource_type, specify in full one of
the CICSPlex SM resource types or an asterisk, *, for all resource types.
You can specify an asterisk in resource_id as a generic (wildcard) character.
If you specify two asterisks for the resource type and resource identifier,
EYU9XDBT exports all the definitions within the current context.

Note: Trailing blanks are treated as trailing wildcard characters, so EXPORT
DDname exports all the definitions in the DDname context.

IMPORT DDname resource_type resource_id
Import into the repository, in the current context, all the definitions of the
specified type and identifier from the input file defined on the named DD
statement. For resource_type, specify in full one of the CICSPlex SM
resource types or an asterisk for all resource types. You can specify an
asterisk in resource_id as a wildcard character. If you specify two asterisks
for the resource type and resource identifier, EYU9XDBT imports all the
definitions it finds in the input data set.

Note the following rules for imported files:

* Use a record size of 80 bytes, because column widths for the imported
file might be truncated to 72 characters.

* Double quotation marks in the import file, ", are used as string
delimiters. Therefore, if you want to include a double quotation mark
character in the input file, you must use a consecutive pair of double
quotation marks in the text string. For example the following string in
the import file, "double""quote""example" becomes
double"quote"example when the file is imported into the CPSM object.

* Continuation lines are used in import files to represent lines that would
otherwise exceed the maximum length. The following example uses the
program definition of a JVM class, which is represented as a 255 byte
string, to show how continuation lines are represented in an import file:
PROGDEF_JVMCLASS = "AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA"

PROGDEF_JVMCLASS = PROGDEF._JVMCLASS "AAAAAAAAAAAAAAAAAAABBBBBBBB" ;
PROGDEF_JVMCLASS = PROGDEF._JVMCLASS ""BBBBBBBBBBBBBBBBBBBBBBBBBBB" ;
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PROGDEF_JVMCLASS

PROGDEF. JVMCLASS || "BBBBBBBBBCCCCCCCCCCCCCCCCCC";

PROGDEF_JVMCLASS = PROGDEF. JVMCLASS || "zzzz77";

The program definition statement, PROGDEF_JVMCLASS = "AAA..."
overflows the first line and continues on each successive line by
appending the next section of the definition to the previous one. The
REXX syntax for a stem variable, ., is used to indicate that a line is a
continuation line. In this example, PROGDEF_JVMCLASS is replaced with
PROGDEF._JVMCLASS for each continuation line. The REXX concatenation
bars, ||, on the continuation line append the next section of the string to
the existing string.

OPTION [DUPREC | FEEDBACK]
Request the action that EYU9XDBT is to take during IMPORT command
processing. This request can be either DUPREC or FEEDBACK. If you
want both the DUPREC and FEEDBACK options, specify them on separate
OPTION command statements. The DUPREC and FEEDBACK actions each
have options that you can select:

DUPREC {REJECT | SKIP | UPDATE}
DUPREC specifies the action you want EYU9XDBT to take in the
event of a duplicate record being found during import processing.
This command must precede the IMPORT or DEFINE statement to
which it refers. Permitted options are:

* REJECT: If there is duplication of the name of an object being
defined and the name of an existing repository definition when
processing a DEFINE or IMPORT command, the duplicate name
being defined or imported is skipped and the data repository is
not changed. The REJECT option is handled as an error and
EYU9XDBT writes a message to the job log. EYU9XDBT raises
return code 8 for a REJECT error. REJECT is the default option.

* ABORT: If there is duplication of the name of an object being
defined and the name of an existing repository definition when
processing a DEFINE or IMPORT command, the duplicate name
being defined or imported is skipped and the data repository is
not changed. The ABORT option is treated as an unrecoverable
error: EYU9XDBT writes a message to the job log and raises
return code 12. The job is stopped immediately.

* SKIP: If the name of an object being defined is the same as the
name of an existing repository definition when processing a
DEFINE or IMPORT command, the new definition is skipped,
and the data repository is not changed. This is handled as
normal (return code 0).

* UPDATE: If there is duplication of the name of an object being
defined and the name of an existing repository definition when
processing a DEFINE or IMPORT command, the existing
definition is updated with the attributes of the record being
defined or imported. If the existing definition cannot be updated
by modifying specific attributes, it is deleted and recreated from
the DEFINE or IMPORT command. This action is handled as
normal (return code 0).

FEEDBACK {QUIET | VERBOSE}
FEEDBACK specifies how EYU9XDBT handles exception condition
reporting if an error is returned from the CICSPlex SM API.
Permitted options are as follows:
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* QUIET: EYU9XDBT writes only a basic EYUIXDBT message to
the job log. QUIET is the default FEEDBACK option.

* VERBOSE: In addition to the standard message reporting
response and reason codes, EYUIXDBT writes any associated
CICSPlex SM feedback data to the destination specified on the
SYSTSPRT DD statement.

PRINT resource_type resource_id
Print definitions in the current context from CMAS repository. For
resource_type, specify in full one of the CICSPlex SM resource types or an
asterisk for all resource types. You can specify an asterisk in resource_id as a
wildcard character. If you specify two asterisks for the resource type and
resource identifier, EYU9XDBT prints all definitions within the current
context.

REMOVE FROMGROUP groupname
Remove the specified object from the named group. You specify the object
on either a REGION or CICSGRP sub-parameter following the REMOVE
command.

EYU9XDBT reads and processes all commands in the input stream sequentially.
Specify the commands in the correct sequence, with commands such as OPTION
DUPREC and OPTION FEEDBACK preceding the commands to which they relate
and operate on. For example, OPTION DUPREC precedes the IMPORT command
on which you want it to operate.

Comments
You can include comments in the EYU9XDBT command stream. An
asterisk in column 1 and a blank in column 2 indicates a comment.

Continuation

A hyphen (-) indicates continuation. A continuation character is supported
on the DEFINE and REMOVE commands. For example, the DEFINE
REGION command has a number of subparameters, which can be on
separate lines, shown as follows:
DEFINE REGION region_name -

APPLID region_applid -

SYSID region_sysidnt -

CMASID cmasname

Data sets used by the EYU9XDBT utility

To define CICSplexes, CICS regions, and CICS groups, the EYUIXDBT CICSPlex
SM definition utility uses some predefined information supplied in the
SEYUPARM library.

The following DD statements reference this information:

EYUCPDEF
This DD statement references the member called EYUCPDEF, which provides
default values in support of the DEFINE CICSPLEX command. You can modify
the CPLEXDEF in it to suit your own installation requirements.

EYUCSDEF
This DD statement references the member called EYUCSDEEF, which provides
default values in support of the DEFINE REGION command. You can modify
the CSYSDEEF in it to suit your own installation requirements.
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EYUCSGRP
This DD statement references the member called EYUCSGRP, which provides
default values in support of the DEFINE CICSGRP command. You can modify
the CSYSGRP in it to suit your own installation requirements.

Parameters used in EYUJXBTP

EYUJXBTP is a JCL procedure used by the samples EYUJXBT1, EYUJXBT2,
EYUJXBT3 and EYUJXBT4 to invoke the EYU9XDBT program.

For descriptions of data sets used, see [“Data sets used by the EYU9XDBT utility”|
En Eaée 7,

Parameters used in EYUJXBT1

The EYUJXBT1 JCL sample provides the initial definition of a CICSplex, the
association of the CICSplex with a CMAS as the maintenance point, and the
association, and grouping, of CICS systems with that CICSplex.

The CMAS that owns the repository in which you are creating definitions must be
active when you run the EYUJXBT1 job. Also, the EYUJXBT1 job must run in the
same z/0OS image as the CMAS. The EYUJXBT1 JCL does not have a data set
definition (DD) statement for the repository because all access to the repository is
through the CMAS, using the APL

EYUJXBT1 has the following parameters, which you edit to specify your own
names:

CONTEXT
Sets the CICSPlex SM context in which the utility is to operate. Define the
context as the CMAS only when you are defining a CICSplex. For actions that
operate on an existing CICSplex, such as defining extra regions, or importing
or exporting objects, set the context to the CICSplex.

The EYUJXBT1 job uses this parameter twice. The first use is to enable the
utility to locate and communicate with your CMAS, (see below for the second
use). The format of the parameter to set the CMAS context is:

CONTEXT cmasname

where cmasname is the name of the CMAS that will be the maintenance point
for the CICSplex.

DEFINE CICSPLEX
Specifies the name of your CICSplex. When you define the CICSplex, the
CMAS named on the CONTEXT parameter becomes the maintenance point for
the CICSplex.
The format of this parameter is:
DEFINE CICSPLEX plexname

Choose a 1- to 8-character name for your CICSplex, perhaps using a naming
convention that allows you to define more than one CICSplex. For example:

* The first three letters might identify the location, such as HUR for Hursley

¢ The middle letters the type, such as TEST or PROD for test and production
CICSplexes.

* The last a unique alphanumeric identifier for the CICSplex.
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All other parameters required to complete the CICSplex definition are supplied
by the EYUCPDEEF file defined on the EYUCPDEF DD statement in the
supplied EYUJXBTP sample.

The supplied EYUJXBT1 job is set up to define only one CICSplex. You are
recommended to create a separate CICSplex for the Web User Interface server
by adding the required definitions to EYUJXBT1.

CONTEXT

The second use of CONTEXT appears after the DEFINE CICSPLEX parameter,
to reset the context to the CICSplex.

The format of the parameter to set the context to the CICSplex is:
CONTEXT plexname

where plexname is the name you specified on the DEFINE CICSPLEX
parameter.

DEFINE CICSGRP

Defines a CICS system group, which is a subset of a CICSplex.

The format of this parameter is:
DEFINE CICSGRP group_name

where group_name is a 1- to 8-character alphanumeric name for the CICS
system group. The first character must be alphabetic.

DEFINE REGION

ADD

Specifies the name and other key attributes of each CICS region you want to
include in the CICSplex. The parameter and its subparameters have the
following format:
DEFINE REGION  region_name -

APPLID  region_applid -

SYSID region_sysidnt -

CMASID  cmasname

You are recommended to use the APPLID as the region name in these
definitions. Making the region name the same as the APPLID has the following
advantages:

* You do not have to invent another name for the region

* It avoids confusion if the names are the same instead of regions having two
identifiers

* By excluding the NAME EYUPARM, the EYUPARM parameters can be
shared across CICS regions. The NAME EYUPARM for each CICS region
defaults to the z/OS Communications Server APPLID as specified on the
APPLID system initialization table parameter for each CICS region.

SYSID is the name specified on the region's SYSIDNT system initialization
parameter and CMASID is the name of your CMAS to which this CICS region
will connect.

The EYUJXBT1 job includes the DEFINE REGION parameters once, but you
can define as many as you need, in any groupings that suit your requirements.

TOGROUP
Specifies the name of the CICS region that you want to add to the CICS system
group defined by a DEFINE CICSGRP command.

The format of this parameter for adding a CICS region to a group is:
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ADD TOGROUP  grpname -
REGION regname

You can also nest CICS system groups by including a group in another group.
The format of the parameter for adding a group to a group is:

ADD TOGROUP  grpnamel -
CICSGRP  grpname2

After you have run the EYUJXBT1 job and created the initial definitions of your
CICSplex, you might want to create another CICSplex, or add more regions or
CICS system groups. If so, run the EYUJXBT1 job again, suitably modified to add
the additional objects to your CMAS data repository. You can also save the
previous definitions before making changes in case you have to back out the
update.

Parameters used in EYUJXBT2

The EYUJXBT2 sample imports definitions to create a CMAS-to-CMAS connection.
The sample sets the context to the first CMAS name and imports the link to the
second CMAS. Then the sample changes the context to the second CMAS name
and imports the link to the first CMAS.

The CMAS that owns the repository in which you are creating definitions must be
active when you run the EYUJXBT?2 job. Also, the EYUJXBT2 job must run in the
same z/0OS image as the CMAS. The EYUJXBT2 JCL does not have a data set
definition (DD) statement for the repository because all access to the repository is
through the CMAS, using the APL

EYUJXBT2 gives an example of using the IMPORT commands and has the
following parameters, which you edit to specify your own names:

CONTEXT
Sets the CICSPlex SM context in which the utility is to operate.
The format of the parameter to set the context is:
CONTEXT cmasname

where cmasname is the name of the CMAS to which you want to make
changes.

OPTION DUPREC
Specifies the action that the program takes if it detects any definitions in the
IMPORT stream that already exist in the local data repository. Permitted
options are as follows:

e OPTION DUPREC REJECT. Commands that follow the duplicate definition
are rejected.

¢ OPTION DUPREC ABORT. The job is terminated.

* OPTION DUPREC SKIP. Leave the existing record in place.

¢ OPTION DUPREC UPDATE. Replace the existing definition.
IMPORT

Imports definitions into the repository.

The format of the parameter is:

IMPORT CMASILNK * =

EYUJXBT2 has an input data stream for CMAS1ILNK which includes a
CMAS-to-CMAS definition (CMTCMDEF resource table).
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If you are adding a secondary CMAS, you must assign it to your CICSplex before
it can participate in CICSplex management. Do this in one of the following ways:

* Issue an Assign action from the EYUSTARTCPLEXDEF WUI view.

* Use the CICSplex SM API action of ASSIGN against the CPLEXDEF resource
table.

Parameters used in EYUJXBT3

Use the EYUJXBT3 and EYUJXBT4 samples to import definitions to create a
CMAS-to-CMAS connection for CMASs on different z/OS images. EYUJXBT3 sets
the context to the first CMAS name and imports the link to the second CMAS.

The CMAS that owns the repository in which you are creating definitions must be
active when you run EYUJXBT3. The EYUJXBT3 job must run in the same z/0OS
image as the CMAS in which you are creating definitions. The EYUJXBT3 JCL does
not have a data set definition (DD) statement for the repository because all access
to the repository is through the CMAS, using the APL

EYUJXBT3 gives an example of using the IMPORT commands and has the
following parameters, which you edit to specify your own names:

CONTEXT
Sets the CICSPlex SM context in which the utility is to operate.

The format of the parameter to set the context is:
CONTEXT cmasname

where cmasname is the name of the CMAS to which you want to make
changes.

OPTION DUPREC
Specifies the action that the program takes if it detects any definitions in the
IMPORT stream that already exist in the local data repository. You can specify
one of the following options:

REJECT
Rejects any commands that follow the duplicate definition.

ABORT
Terminates the job.

SKIP
Leaves the existing record in place.

UPDATE
Replaces the existing definition.

IMPORT
Imports definitions into the repository.

The format of the parameter is:
IMPORT CMASILNK * =

EYUJXBT3 has an input data stream for CMASILNK which includes a
CMAS-to-CMAS definition (created using the CMTCMDEF resource table).

If you are adding a secondary CMAS, you must assign it to your CICSplex before
it can participate in CICSplex management. Do this in one of the following ways:

e Issue an ASSIGN action command from the EYUSTARTCPLEXDEF WUI view.
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* Use the CICSplex SM API action of ASSIGN against the CPLEXDEF resource
table.

Parameters used in EYUJXBT4

Use the EYUJXBT4 and EYUJXBT3 samples to import definitions to create a
CMAS-to-CMAS connection for CMASs on different z/OS images. EYUJXBT4 sets
the context to the second CMAS name and imports the link to the first CMAS.

The CMAS that owns the repository in which you are creating definitions must be
active when you run EYUJXBT4. The EYUJXBT4 job must run in the same z/OS
image as the CMAS in which you are creating definitions. The EYUJXBT4 JCL does
not have a data set definition (DD) statement for the repository because all access
to the repository is through the CMAS, using the APL

EYUJXBT4 gives an example of using the IMPORT commands and has the
following parameters, which you edit to specify your own names:

CONTEXT
Sets the CICSPlex SM context in which the utility is to operate.

The format of the parameter to set the context is:
CONTEXT cmasname

where cmasname is the name of the CMAS which is to be changed..

OPTION DUPREC
Specifies the action that the program takes if it detects any definitions in the
import stream that already exist in the local data repository. You can specify
one of the following options:

REJECT
Rejects any commands that follow the duplicate definition.

ABORT
Terminates the job.

SKIP
Leaves the existing record in place.

UPDATE
Replaces the existing definition.

IMPORT
Imports definitions into the repository.
The format of the parameter is:
IMPORT CMASZLNK * =

EYUJXBT4 has an input data stream for CMAS2LNK, which includes a
CMAS-to-CMAS definition (created using the CMTCMDETF resource table).

If you are adding a secondary CMAS, you must assign it to your CICSplex before
it can participate in CICSplex management. You can do this in one of the following
ways:

¢ Issue an ASSIGN action command from the EYUSTARTCPLEXDEF WUI view.

* Use the CICSplex SM API action of ASSIGN against the CPLEXDEF resource
table.
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EYU9XDBT utility error handling

Three levels of error can occur in EYU9XDBT utility program processing.

These errors are as follows:
* Errors in the command parameter stream that are detected by EYU9XDBT.

EYU9XDBT processes each command as it occurs in the command input stream.
If the utility program detects an error in a command (for example, an
unrecognized parameter), it stops processing without reading any more
commands and issues message EYUXU1448E Data stream rejected which gives
an EYU9XDBT return code of 12.

* Errors in the CICSPlex SM API detected by CICSPlex SM when it is processing
calls from EYU9XDBT.

If a command and its parameters are recognized by EYU9XDBT, it calls the
CICSPlex SM API to perform the specified action. However, if CICSPlex SM
detects an error, only that command fails (with an EYU9XDBT return code of 8
or 12), and EYU9XDBT continues with the next command. For example, a
DEFINE REGION command that specifies SYSID ABCDE is accepted by
EYU9XDBT but rejected by CICSPlex SM because the SYSID value is more than
4 characters long, producing the following error messages:

EYUARO0021E
Length of data for attribute (CSYSDEE._SYSID) is invalid.

EYUXU1441S
TBUILD failed for CSYSDEF data: FAILURE.

EYUXU1448E
Datastream rejected.

* Abend code 878 when a program attempts to use more storage than it has
allocated.

In EYU9XDBT this abend is caused by an insufficient region size. The solution is
to increase the region size. This abend code can occur in the following situation:

— Not accounting for the retention by EYU9XDBT of large numbers of
definitions in memory when setting your region size.

You can calculate the storage required by multiplying the definition size by
the definition count. However, if you cannot modify the region size, you
might be able to modify the existing commands to use less storage. Because
each command is run separately, reducing the number of definitions per
command is a straightforward and effective way of lowering storage
requirements.

One way of reducing storage requirements is to avoid using the generic *
(asterisk) character to define the definition type and the definition name in
IMPORT, EXPORT, and PRINT commands because it can result in large
numbers of definitions held in storage. Instead, use separate commands that
select the least number of definitions feasible.

The batched repository-update facility (BATCHREP)

The BATCHREP batched repository-update facility can streamline the process of
managing your data repositories.

Instead of using multiple view screens repeatedly to create large numbers of
definitions, you can create a standard input file to add the definitions to the data
repository all at one time. This can reduce the effort of creating such definitions as
the Transaction in Transaction Group (DTRINGRP) associations, which can involve
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identifying hundreds of transactions. Similarly, when you use Business Application
Services (BAS) to create and maintain your CICS resource definitions, the batched
repository-update facility can speed up the definition process.

Submitting a batched repository-update (BATCHREP) job
There are three steps in submitting a BATCHREP job.

To submit a batched repository-update job, you must:

1. Create a sequential data set or partitioned data set member to contain your
input to the batched repository-update facility. The data set must have a fixed
blocked format, RECEM(FB), and a logical record length of 80, LRECL(80).

If you are directing the output to a partitioned data set member, you should
ensure that the data set has enough directory entries and space to successfully
execute the command. Failure to do this could cause the CMAS to terminate.

2. Create your input, as described in [“Creating a batched repository-update
|(BATCHREP) input file.”]

3. Use one of the following methods to submit the batched repository-update job:

+ Batched repository update job WUI view, as described in [“Using the WUI to
[submit a batched repository-update (BATCHREP) job” on page 22)

+ Batched repository-update utility, as described in [“Using the batched|
[repository-update utility” on page 22

* CICSPlex SM API to make use of the BATCHREP resource table.

Submitting a batched repository-update job that processes the same definition in
quick succession may result in one or more control statements failing. In such
circumstances the best procedure would be to divide the repository-update job and
submit the resultant jobs sequentially.

Creating a batched repository-update (BATCHREP) input file

A batched repository-update facility input file consists of control statements that
describe the updates you want to make to the data repository.

The input file must adhere to the following requirements:

* Control statements must be in upper case.

* Each control statement must be terminated with a semicolon (;).

* Comments must be delimited with /* at the beginning and */ at the end. (Any
line with * in column 1 is also treated as a comment.)

Control statements and comments can span multiple lines.

When creating your input file, you must first identify the context (CMAS or
CICSplex) to which the updates apply. To do this, use the control statement:

CONTEXT [plexid]

where plexid is the name of the local CMAS or of a CICSplex associated with the
local CMAS (the local CMAS is the CMAS on which the batched repository-update
job runs). If you specify a CICSplex as the context for the update, the local CMAS
must be the maintenance point for that CICSplex. If you omit this parameter, the
local CMAS is assumed to be the context.

Once you have established a context, it remains in effect for the batched
repository-update job until you explicitly change it with another CONTEXT
statement.
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The rest of the control statements in an input file vary according to the type of
updates you are making. The following sections describe the control statements for
each type of update in detail.

Creating and maintaining CICSPlex SM definitions
To create, update, remove, or review CICSPlex SM definitions in the data
repository, use one or more control statements.

Control statements take the form:

command object keywordl(value) keyword2

where:

command

Is the name of a batched repository-update facility command, in uppercase
letters. Specify one of the following:

CREATE

To create a record and add it to the data repository associated with
the local CMAS.

UPDATE

To update an existing record in the data repository.

Note: You cannot update LNKSXSCG records using the batched
repository-update facility, although you can do so through the
WUL

REMOVE

LIST

DUMP

To remove an existing record from the data repository.

When you remove a record, all associations between that record
and other records in the data repository are lost. For example, if
you remove a CICS system definition, associations between that
CICS system and any CICS system groups or component
specifications are also removed.

When removing BAS definitions the DEFVER( ) keyword must be
specified.

To list a record from the data repository.

To list a record from the data repository and insert a CREATE
control statement in front of it.

You can use the output resulting from a DUMP command as input
to another batched repository-update job that creates definitions.
The output of a DUMP command is formatted as follows:

* Data lines are broken at column 72
* Continuation characters are placed in column 1.

By default, the output is written to a spool file and must be
extracted from the spool, and edited, before it can be used as input
to the batched repository-update facility. The extracted records
contain ANS control characters in column 1, therefore you must
shift the records one character to the left to align the data for
processing by CICSPlex SM. You must also remove all the page
header information from the data set. For an example of a listing,
see [Figure 2 on page 31| However, you can use the OUTPUT
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command to write the output in the correct format, direct to a data
set. For details, see [“Creating a data set for re-input to the batched|
[repository-update facility” on page 20|

CICSPlex SM requires certain definitions to exist before others can
be created. Therefore, you should adhere to the following
guidelines when dumping data repository records:

* Always dump CICS system (CSYSDEF) and CICS system group
(CSYSGRP) records first.

* Dump basic CICSPlex SM definition records (such as, xxxDEF,
xxXxGROUP, and xxxSPEC) before association records (such as,
LNKxxxxx, xxxINGRP, or xxxINSPC).

» For Business Application Services:

— Dump RESGROUP records before RESDESC and RASGNDEF
records.

— Dump RESDESC and RASGNDEEF records before RESINDSC
and RASINDSC records.

— Dump resource definition records (such as FILEDEF) before
xXXINGRP records (such as FILINGRP).

— Dump CONNDEF, SESSDEF, IPCONDEF, and TCPDEF
records before SYSLINK records.

If you follow these guidelines, the output from a DUMP command
is in the correct order for the batched repository-update facility to

create new definitions. For an example of using the DUMP
command output to create new definitions, seei“Examples oﬂ

[managing records in the data repository” on page 29

Note: Output from the DUMP and LIST commands contains a
visible record of any passwords associated with CICS resources
(such as connections or files). To prevent possible security
exposures, you should restrict access to such output.

object Is one of the resource table names shown in [Table 2 on page 25|

For a detailed description of each of these resource tables, their fields, and
valid values, see the CICSPlex System Manager Resource Tables Reference Vol
1.

keywordl(value)
Is the name of a field in the specified resource table and the data that is
appropriate for that field, in uppercase letters. The required input for the
various commands is as follows:

CREATE
Provide all of the information required to define the resource, for
example the same type of information as required by the
equivalent WUI Create view.

You can derive the input to the CREATE statement from the output
of a DFHCSDUP EXTRACT or BATCHREP DUMP request. See
“Creating a data set for re-input to the batched repositorv-update|
facility” on page 20,[[“Example 6 - Dumping records as input t
create new records” on page 31| for further information. If you do
not create your input in this way, you must specify all the required
attributes.
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Note: For some definition records you should not specify certain
operands; for example, for CPLEXDEF, do not specify the STATUS
operand.

UPDATE
Identify the specific record to be updated. For CICS resource
definitions created as part of business application services (BAS),
this must include the version (DEFVER) of the resource. Specify
the attributes that will be updated.

REMOVE
Identify the specific record to be removed. For CICS resource
definitions created as part of business application services (BAS),
this must include the version (DEFVER) of the resource.

LIST and DUMP
Provide a specific or generic record name, where generic names
can contain the plus sign (+), asterisk (*), or both.

keyword?2
Indicate how the creation or removal of a specification-to-CICS system
group link record (LNKSXSCG) should affect the current members of the
CICS system group. The keywords for the CREATE and REMOVE
commands must be entered in uppercase letters and are as follows:

CREATE
Specify one of the following:

FORCE All current members of the CICS system group should
have implicit links established to the named specification.
When a link already exists, it is replaced with the newly
CREATEd link.

NULL  Current members of the CICS system group should have
implicit links established to the named specification only if
no link already exists.

NONE  No implicit links should be established.

When you use the CREATE command, the default value for
keyword2 is NONE

REMOVE
Specify one of the following:

KEEP  All implicit links are to be converted to explicit links.

NONE  No implicit links are to be converted to explicit links.

There is no default value for keyword2 when you use the REMOVE
command; you must specify a value.

When you submit the batched repository-update job, the syntax of each command
is checked for validity. If multiple commands are being issued, syntax checking can
have the following results:

* When a LIST, DUMP, MAPLEFT or MAPRIGHT command is invalid, that
command is not executed; processing of all subsequent commands continues .

* When a modification command (CREATE, UPDATE, or REMOVE) is invalid,
that command is not executed. All subsequent modification commands are
checked for validity; however, no subsequent modification commands are
executed.
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Creating CICS resource definitions
To create CICS resource, and optionally add them to a resource group in the data
repository, use one or more control statements.

Control statements take the form:
CREATE object NAME(defname) [RESGROUP(resgroup)]

where:

object Is one of the resource table names shown in [Table 2 on page 25| that
represent a CICS resource type (such as CONNDEEF).

defname
Is the name of the resource definition you are creating.

resgroup
Is the name of an existing resource group in the data repository to which
the resource definition should be added.

Producing a map of CICSPlex SM definitions
In addition to creating and maintaining CICSPlex SM definitions, you can produce
a visual map of the definitions in the data repository.

To produce a map, use one or more control statements in the form:
command object NAME(defname)

where:

command
Is the name of a batched repository-update facility command, in uppercase
letters. Specify one of the following:

MAPLEFT
To produce a map of the definitions to the left of the starting point;
that is, those definitions that refer to the starting point.

MAPRIGHT
To produce a map of the definitions to the right of the starting
point; that is, those definitions that are referred to by the starting
point.

object Is a resource table name that identifies the type of definition to be
displayed in the map.
You can produce a map of the following definitions:

Topology
» CSYSDEF
* CSYSGRP
* PERIODEF

Workload management
* TRANGRP
* WLMDEF
* WLMGROUP
* WLMSPEC

Real-time analysis
* ACTION
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APSPEC
EVALDEF
RTADEF
RTAGROUP
RTASPEC

» STATDEF

Resource monitoring
* MONDEF
* MONGROUP
* MONSPEC

Business application services
* xxxxDEF (resource definitions such as FILEDEF)
* RESGROUP
* RESDESC
* RASGNDEF
NAME

Is the field name of the key field for the resource being mapped. For all
resources the key field name is NAME, with the following exceptions:

¢ The key field for CSYSGRP is GROUP.
* The key field for RESGROUP is RESGROUP.
* The key field for RESDESC is RESDESC.
* The key field for RASGNDEEF is RESASSGN.
defname
Is the specific or generic name of a definition that is to be the starting

point for a map. If you enter a generic name, a map is produced for each
definition whose name matches the pattern.

Setting processing options for repository-update commands
The default behavior of batched repository-update commands can be modified by
the OPTION command.

The format of the OPTION command is:
OPTION type keyword [keyword ...]

where
* type identifies the option which is being set.
* keyword specifies the value(s) to be set for an option type.

The following option types are currently supported:

DUPREC

Specify how the CREATE command will handle the RECORD_EXISTS

condition. One of the following keywords must be specified:

REJECT (default)
The existing record is not modified; the BATCHREP input stream is
flushed and no more commands are processed.

ABORT
The existing record is not modified; the job is terminated
immediately.
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SKIP The existing record is not modified; processing continues with the
next BATCHREP command.

UPDATE
The existing record is updated by redriving the CREATE command
as if it were an UPDATE.

Note:

1. Several link type CICSPlex SM resource tables do not support the UPDATE
action. If a BATCHREP input stream that creates any of the following resource
types must be restarted, OPTION DUPREC SKIP must be specified or the
command retry will fail. Affected resource tables are:

CMDMPAPS - APSPEC to Primary CMAS
CMDMSAPS - APSPEC to Secondary CMAS
CSGLCGCG - CICSGRP in CICSGRP
CSGLCGCS - CICSSYS in CICSGRP
LNKSxSCG - xxxSPEC to CICSGRP, where xxx is MON, RTA or WLM
LNKSxSCS - xxxSPEC to CICSSYS, where xxx is MON, RTA or WLM
If a STATUS other than RECORD_EXISTS is returned by the CREATE command,

the command is not retried and all remaining commands in the input file are
flushed.

Multiple OPTION commands can be placed in the BATCHREP input stream. An
OPTION command affects all commands until another OPTION command is

encountered for the same option type or the input command stream reaches
end-of-file.

Creating a data set for re-input to the batched
repository-update facility

You can create an output data set from the batched repository-update facility to
hold the CREATE statements produced from DUMP commands.

This data set is in the correct format for re-input to the batched repository-update
facility without further editing; that is, it does not contain heading lines and the
data is aligned in the correct columns. Note, however, that you may still need to
edit this output data to modify the context, group names, version numbers, and so
on.

When you use the DUMP command (see [“Creating and maintaining CICSPlex SM|
[definitions” on page 15), you may use the OUTPUT command to request that any
resulting CREATE commands are written to an output data set, in addition to the
normal report. The OUTPUT command must be the first command in the
BATCHREP input data stream, to ensure that the command precedes any DUMP
commands. You cannot specify more than one OUTPUT command.

Note: If a partitioned data set is used as the output data set, you must ensure that
the data set has enough space to handle the output. A full partitioned data set
without sufficient directory space may cause multiple abends resulting in the
termination of the CMAS. To avoid multiple abends during CICS recovery, direct
output to a sequential data set. If required, you can then copy the sequential data
set output to a partitioned data set.

The format of the OUTPUT command is:
OUTPUT DATASET DSNAME(data.set.name(member)) INQUOTES(M|YES);
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where:

DATASET

This keyword must be specified.

DSNAME

Specifies a data set name. You must specify a data set name and the data
set must exist. The output data set cannot be the same as the input data
set. The data set must consist of fixed-length, 80-byte records; the records
may be blocked and any block size is acceptable.

data.set.name
The data set name must not exceed 44 characters in length. Each
component of the name cannot be more than 8 characters long, and
the components must be separated by full stops. The data set name
must be a fully-qualified data set name. The first component of the
data set name does not default to the logged-on user id.

member
The member name, if the output data set is partitioned. The
member name cannot be more than 8 characters long. The member
name must be omitted if the output data set is not partitioned.

INQUOTES(NO | YES)

Identifies whether or not you want field values enclosed in quotes on the
output data set. You may need to use this control statement if you have
any data on your data repository that contains unbalanced parentheses. If
you omit this keyword, the default value of NO is assumed.

NO  The values of parameters are not enclosed in quotes on the output
data set. This setting is perfectly adequate for input to the batched
repository-update facility, but you might encounter problems if the
parameter values contain unbalanced parentheses.

Note that, if you specify INQUOTES(NO), the BATCHREP output
can be used as input to any release of the CICSPlex SM batched
repository-update facility.

YES  All values of parameters are enclosed in quotes on the output data
set. The CICSPlex SM batched repository-update facility terminates
the parameter value at the final quote, not at an embedded
parenthesis.

For example, suppose a DESCRIPTION field contains the value:

1) Describe Resource
If you specify INQUOTES(NO), which is the default, the DUMP routine
will produce the following statement in the output data set:
DESCRIPTION(1) Describe Resource)
The CICSPlex SM batched repository-update facility interprets this as a

DESCRIPTION field containing the value 1, followed by two
unrecognizable keywords.

If you specify INQUOTES(YES), the DUMP routine places quotes around
the field value. The output data set would contain the statement:

DESCRIPTION('1) Describe Resource')

This statement is interpreted correctly by the CICSPlex SM batched
repository-update facility.
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Using the WUI to submit a batched repository-update
(BATCHREP) job

To submit a batched repository-update job using the WUI from the main menu
(EYUSTARTMENU) click Administration views > Batched repository update
requests This will display the Batched repository update reuqests view that
allows you to view information about currently running batched repository-update
jobs.

The following procedure allows you to submit a selected batched
repository-update job:
1. Open the Batched repository update requests view.

2. Select the record you intend to submit and click Execute. This opens the
Execute view. If no batched repository-update jobs are running then only the
dummy stopped record is available for selection.

Note: Clicking the Check button opens the Check view which allows you to
check the command format of all the input statements of the batched
repository-update job.

3. Fill in the Execute view by completing the following fields:

Input data set name
Specify the name of the sequential or partitioned data set (PDS)
containing the input to the batched repository-update job.

Input member name
When using a PDS, specify the name of the member that contains the
input to the batched repository-update job.

Print class
(Optional.) Specify a 1-character class designation. If you omit a value,
class A is assumed.

Print node
Specify the 8-character identifier of a designation node that the system
spooler is to use to route the file.

Destination userid
Specify the 8-character identifier of the eventual writer program or of
the user who will process the report for spooled records intended for
the printer. The report will carry this identifier, which will be used to
select the report at its destination.

4. Select Yes to submit the job.

To apply updates to a particular data repository, you must ensure that the WUI
server is connected to the CMAS which is associated with the data repository you
want to update.

Using the batched repository-update utility

The batched repository-update utility connects to a CMAS and submits batched
repository (BATCHREP) updates to run in that CMAS.

To make batched repository updates to a particular data repository, run the utility

so that it connects to, and submits batched updates to run in, the CMAS that is
associated with the data repository you want to update.
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To run the utility, prepare the necessary JCL and define the input parameters for
the utility itself, such as the name of the CMAS associated with the data repository
you want to update.

Here is an example of JCL to run the batched repository update utility:

//jobname JOB (acct),'name',CLASS=x,MSGCLASS=x
//BTCHUPD EXEC PGM=EYU9XDBC,REGION=2048K

//STEPLIB DD DSN=CICSTS42.CPSM.SEYUAUTH,DISP=SHR
// DD DSN=CICSTS42.CPSM.SEYULOAD,DISP=SHR
//SYSPRINT DD SYSOUT=+

//SYSABEND DD SYSOUT=+

//SYSIN DD *

CMASNAME (EYUCMS1A)

CHECK

INPUTDSN (EXAMPLE. INPUT.DATASET)

INPUTMEMBER (MEMBER1)

OUTPUTUSER (EXUSER)

PRINTNODE (LOCAL)

/*

Here is an example of the output from the batched repository-update utility:
CICSPTex/SM Batched Repository Update Utility Version 320

Parameters specified:

CMASNAME (EYUCMS1A)

CHECK

INPUTDSN (EXAMPLE . INPUT . DATASET)
INPUTMEMBER (MEMBER1)

OUTPUTUSER (EXUSER)

PRINTNODE (LOCAL)

EYUXDO908I A batched repository update has been submitted to run in CMAS EYUCMSI1A.

The output of the batched repository-update utility is a short report that lists the
input parameters and a message to show the CMAS in which the batched updates
have been submitted. Review this output to verify the utility successfully
submitted the batched updates in the CMAS.

The batched updates that run in the CMAS produce output using the standard
CICS spooling facilities. You must also review this second output to verify batched
updates have run successfully.

Batched repository-update utility parameters

This section describes the input parameters that you must specify to use the
batched repository update utility. These parameters must be supplied in the SYSIN
data set.

The following syntax rules apply:

* Parameters must be specified in uppercase

¢ Parameters can be specified in any order

* A given parameter must be specified once only in a given SYSIN stream
* A given parameter must appear all on one line

* Spaces will be ignored

* An asterisk (*) as the first character will mean that the line is ignored.
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»»—CMASNAME— (—data-value—) —[CH ECK INPUTDSN—(—data-value—)———>
EXECUTE

|—I NPUTMEMBER— (—data- value—)—I |—PRI NTCLASS—(—data- value—)—|

»—PRINTNODE— (—data-value—)—OUTPUTUSER— (—data-value—) ii ><

DIAGNOSET‘
NODIAGNOSE

The parameters can be specified as follows :

CMASNAME
Specifies the 1-to-8 character name of a CMAS to which the utility is to
connect and whose data repository is to be modified by the batched
repository update processing. This parameter is mandatory. It is this CMAS
in which batched repository update processing takes place and from which
output is produced by the CICS spooling facilities.

CHECK or EXECUTE
Must be specified for the type of run. CHECK specifies a syntax check of
the input file and EXECUTE specifies the commands in the input file that
must be executed. These keywords are mutually exclusive.

INPUTDSN
Specifies a 1-to-44 character string for the data set name of a sequential
data set or a PDS that contains the input to the batched repository update
processing. The CMAS must have access to the data set specified via the
INPUTDSN parameter. This parameter is mandatory.

INPUTMEMBER
Specifies a 1-to-8 character name of a member when using a PDS that
contains the input file. This parameter is optional.

PRINTCLASS
Specifies a 1-character print class identifier. This parameter is optional. The
default is A.

PRINTNODE
Specifies a 1-to-8 character print node identifier to be used by the system
spooler for routing the job output. This parameter is mandatory.

OUTPUTUSER
Specifies a 1-to-8 character user identifier to be associated with the spooled
output. This parameter is mandatory.

DIAGNOSE
Intended for use only under guidance by IBM service personnel.

NODIAGNOSE
Intended for use only under guidance by IBM service personnel.

BATCHREP supported resource tables

Most CICSPlex SM resource tables are supported by the batched repository update
facility.

[Table 2 on page 25| lists the CICSPlex SM resource tables that you can process
using the batched repository-update facility.
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Table 2. Resource table names

Resource type Table name Definitions affected
Configuration CMTCMDEF CMAS-to-CMAS definitions
CMTPMDEF CMAS-to-remote MAS definitions
CPLEXDEF CICSPlex definitions
Topology CSGLCGCG Association between a CICS system group
and a CICS system group
CSGLCGCS Association between a CICS system and a
CICS system group
CSYSDEF CICS systems
CSYSGRP CICS system groups
PERIODEF Time periods
SYSLINK System links
Workload DTRINGRP Association between a transaction and a
management transaction group
LNKSWSCG Association between a workload
specification and a CICS system group
LNKSWSCS Association between a workload
specification and a CICS system
TRANGRP Transaction groups
WLMDEF Workload definitions
WLMGROUP Workload groups
WLMINGRP Association between a workload definition
and a workload group
WLMINSPC Association between a workload group and
a workload specification
WLMSPEC Workload specifications
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Table 2. Resource table names (continued)

Resource type Table name Definitions affected
Real-time analysis ACTION Action definitions
APSPEC Analysis point specifications
CMDMPAPS Association between a primary CMAS and
an analysis point specification
CMDMSAPS Association between a secondary CMAS and
an analysis point specification
EVALDEF Evaluation definitions
LNKSRSCG Association between an analysis
specification and a CICS system group
LNKSRSCS Association between an analysis
specification and a CICS system
RTADEF Analysis definitions
RTAGROUP Analysis groups
RTAINAPS Association between an analysis group and
an analysis point specification
RTAINGRP Association between an analysis definition
and an analysis group
RTAINSPC Association between an analysis group and
an analysis specification
RTASPEC Analysis specifications
STAINGRP Association between a status definition and
an analysis group
STATDEF Status definitions
Monitor LNKSMSCG Association between a monitor specification
and a CICS system group
LNKSMSCS Association between a monitor specification
and a CICS system
MONDEF Monitor definitions
MONGROUP Monitor groups
MONINGRP Association between a monitor definition
and a monitor group
MONINSPC Association between a monitor group and a
monitor specification
MONSPEC Monitor specifications
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Table 2. Resource table names (continued)

Resource type Table name Definitions affected
Business application | ATMINGRP Association between an Atom document
services definition and a resource group
BUNINGRP Association between a bundle definition and
a resource group
CONINGRP Association between an MRO or ISC over
SNA connection definition and a resource
group
DOCINGRP Association between a document template
definition and a resource group
D2CINGRP Association between a DB2® connection
definition and a resource group
D2EINGRP Association between a DB2 entry definition
and a resource group
D2TINGRP Association between a DB2 transaction
definition and a resource group
EJCINGRP Association between a CorbaServer
definition and a resource group
EJDINGRP Association between a DJAR definition and
a resource group
ENQINGRP Association between an ENQ/DEQ model
definition and a resource group
FILINGRP Association between a file definition and a
resource group
FNOINGRP Association between a FEPI node definition
and a resource group
FPOINGRP Association between a FEPI pool definition
and a resource group
FPRINGRP Association between a FEPI property set
definition and a resource group
FSGINGRP Association between an OS/2 file segment
definition and a resource group
FTRINGRP Association between a FEPI target definition
and a resource group
IPCINGRP Association between an IPIC connection
definition and a resource group
JRMINGRP Association between a journal model
definition and a resource group
LIBINGRP Association between a LIBRARY definition
and a resource group
MAPINGRP Association between a map set definition
and a resource group
MQCINGRP Association between a WebSphere® MQ
connection definition and a resource group
PARINGRP Association between a
partner definition and
a resource group
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Table 2. Resource table names (continued)

Resource type

Table name

Definitions affected

PGMINGRP

Association between a
program definition
and a resource group

PIPINGRP

Association between a
pipeline definition
and a resource group

PRCINGRP

Association between a
process type
definition and a
resource group

Business application
services (continued)

PRNINGRP Association between a partition set
definition and a resource group

PROINGRP Association between a profile definition and
a resource group

RASGNDEF Resource assignments

RASINDSC Association between a resource assignment
and a resource description

RESDESC Resource descriptions

RESGROUP Resource groups

RESINDSC Association between a resource group and a
resource description

ROMINGRP Association between a request model
definition and a resource group

SESINGRP Association between a session definition and
a resource group

TCLINGRP Association between a transaction class
definition and a resource group

TCPINGRP Association between a TCP/IP service
definition and a resource group

TDQINGRP Association between a transient data queue
definition and a resource group

TRMINGRP Association between a terminal definition
and a resource group

TRNINGRP Association between a transaction definition
and a resource group

TSMINGRP Association between a temporary storage
model definition and a resource group

TYPINGRP Association between a typeterm definition
and a resource group

URIINGRP Association between the universal resource
identifier definition and a resource group

WEBINGRP Association between a Web services

definition and a resource group

Note: The information displayed in the CICS resource definitions in group (RESINGRP)
view can be found separately in the xxxINGRP resource table for each resource type.
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Table 2. Resource table names (continued)

Resource type Table name Definitions affected
Business application |. ATOMDEF + Atom document definitions
services (continued) » BUNDDEF Bundle definitions
« CONNDEF Connection definitions
» DB2CDEF DB2 connection definitions
* DB2EDEF DB2 entry definitions
* DB2TDEF DB2 transaction definitions
« DOCDEF Document template definitions
* EJCODEF CorbaServer definitions
» EJDJDEF DJAR definitions
« ENQMDEF ENQ/DEQ model definitions
* FENODDEF FEPI node definitions
* FEPOODEF FEPI pool definitions
» FEPRODEF FEPI property set definitions
* FETRGDEF FEPI target definitions
* FILEDEF File definitions
* FSEGDEF 0S/2 file segment definitions
» IPCONDEF IPIC connection definitions
e JRNMDEF Journal model definitions
* LSRDEF LSR pool definitions
* LIBDEF LIBRARY definitions
« MAPDEF Mapset definitions
* MQCONDEF WebSphere MQ connection definitions
* PARTDEF Partner definitions
* PIPEDEF Pipeline definitions
* PROCDEF Process type definitions
* PROFDEF Profile definitions
* PROGDEF Program definitions
¢ PRTNDEF Partition set definitions
* RASGNDEF Resource assignments definitions
* RQOMDEF Request model definitions
» SESSDEF Session definitions
* TCPDEF TCP/IP service definitions
* TDQDEF Transient data queue definitions
 TERMDEF Terminal definitions
» TRANDEF Transaction definitions
« TRNCLDEF Transaction class definitions
* TSMDEF Temporary storage model definitions
* TYPTMDEF Typeterm definitions
* URIMPDEF Universal resource identifier definitions
« WEBSVDEF Web services definitions

Examples of managing records in the data repository

The following examples illustrate how you might create, remove, list, and dump
definition records in the data repository, and add a CICS system to a CICS system

group.
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Example 1 - Creating a record

To create a workload specification, you can use the Workload management (WLM)
specification (EYUSTARTWLMSPEC.CREATE) WUI view or the batched
repository-update facility.

illustrates how to specify information when preparing a batched
repository-update job:

/* after setting context, create workload specification */
CONTEXT EYUPLXO1;
CREATE WLMSPEC NAME(EYUWMSO1) DESC(Sample description)
AFFINITY (USERID)
AFFLIFE(SIGNON)
MATCH(USERID)
AORSCOPE (EYUCSGO1)
EVENTNAME (PAGERATE)
ABENDCRIT(0)
ABENDTHRESH (0)
ALGTYPE (QUEUE) ;

Figure 1. Using the batched repository-update facility to create a WLM specification

Example 2 - Removing a record
These examples illustrate how to remove a record from the data repository.

To remove the workload specification named EYUWMS01, you might specify:

CONTEXT EYUPLXO1;
REMOVE WLMSPEC NAME(EYUWMSO1);

To remove the BAS PROGDEF named EYUPROGI, you might specify:

CONTEXT EYUPLXO1;
REMOVE PROGDEF NAME(EYUPROG1)
DEFVER(1);

Example 3 - Creating a link record
This example illustrates how to create a link record in the data repository.

To create a link called WLMSPCO1 between a workload specification and a CICS
system group, you might specify:
CREATE LNKSWSCG SPEC(WLMSPCO1)

GROUP (EYUCSGO1)
FORCE;

Example 4 - Listing records
This example illustrates how to list selected records in the data repository.

To list all workload specification records that have names beginning with EYU,
you would specify:

CONTEXT EYUPLXO1;
LIST WLMSPEC NAME(EYU*);

[Figure 2 on page 31 illustrates the output format of records that you list from the
data repository. Note that the output produced by the DUMP control statement is
very similar; the major difference being that the word CREATE precedes the
resource table name. If you use the OUTPUT command, the DUMP command will
produce both a report, as illustrated in [Figure 2 on page 31} and a data set, which
contains the CREATE commands in a form suitable for re-input to the CICSPlex
SM batched repository-update facility; see|“Example 6 - Dumping records as input|
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fto create new records.”

CICSPTex SM - Repository Process Report
Input DSN: CPSM.BATCH.SAMPLE Input Member: TEST

CONTEXT EYUPLXO1;

LIST WLMSPEC NAME(EYUx);

EYUXU02181 CVMBBC Batch LIST request complete - Status(0K)

Last Change: 9/06/93 21:18:25.85895

WLMSPEC NAME (EYUWMSO02)

DESC(Sample definition 1)
AFFINITY (USERID)
AFFLIFE (SIGNON)
MATCH (USERID)
AORSCOPE (EYUCSGO1)
EVENTNAME (PAGERATE)
ABENDCRIT(0)
ABENDTHRESH(0)
ALGTYPE (GOAL)

B

Last Change: 8/14/93 15:27:05.34023

WLMSPEC NAME (EYUWMSO3)
DESC(Sample definition 2)
AFFINITY(GLOBAL)
AFFLIFE (PERMANENT)
MATCH(N/A)
AORSCOPE (EYUCSGO1)
EVENTNAME( )
ABENDCRIT(0)
ABENDTHRESH (0)
ALGTYPE (N/A)

B

Figure 2. Sample output produced when listing data repository definitions

Note: In the EYUWMS03 record in [Figure 2 EVENTNAME is an example of a
keyword that has no value; MATCH and ALGTYPE are examples of keywords
with a value of N/A.

Example 5 - Dumping records as a backup
This example illustrates how to back up selected records in the data repository.

To back up all of the workload management records in the data repository, you
would specify:

CONTEXT EYUPLXO1;

DUMP WLMSPEC NAME(*);

DUMP WLMGROUP NAME (*)

DUMP WLMDEF NAME (%) ;

DUMP TRANGRP NAME(*);

DUMP DTRINGRP TRANGRP(*);

DUMP WLMINGRP GROUP(*);

DUMP WLMINSPC NAME(*);

Example 6 - Dumping records as input to create new records
The OUTPUT command causes all CREATE records to be written to data set
EYUIR01.MYOUTT1.

To dump all versions of the CICS resource definitions in the correct order, directly

to a data set that is to be resubmitted as input for creating new records, you would
specify the following;:
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OUTPUT DATASET DSNAME(EYUIRO1.MYOUT1) INQUOTES(NO);
CONTEXT EYUPLXO1;
DUMP CSYSDEF  NAME (*);
DUMP CSYSGRP  GROUP(*);
DUMP RESGROUP RESGROUP (*);
DUMP RESDESC RESDESC(*);
DUMP RASGNDEF RESASSGN(*);
DUMP RASINDSC RESDESC(*)
RESASSGN(*) ;
DUMP RESINDSC RESDESC(*)
RESGROUP (*) 3
DUMP CONNDEF  NAME (*);
DUMP SESSDEF  NAME (%)
DUMP xxxxDEF NAME (%)

DUMP CONINGRP CONNGROUP (*)
CONNNAME (%) 3
DUMP SESINGRP SESSGROUP (*)
SESSNAME (%) 3
DUMP xxxINGRP xxxxGROUP (*)
XXXXNAME (*) 3

DUMP SYSLINK FROMCSYS(x)
TOCSYS(*);

where:

* xxxxDEF is the CICS resource definition type. Examples are CONNDEEF, FILEDEF,
and MAPDEEF, the xxxx string representing either a 3- or 4- character string and
is the same for xxxxDEF, xxxxNAME, and xxxxGROUP.

* xxxXNAME is the name of the CICS resource definition, given as an attribute in the
xxxINGRP resource table.

e XXXXGROUP is the name of the resource group to which the resource definition
belongs, given as an attribute in the xxxINGRP resource table.

* xxxINGRP is the CICSPlex SM Business Application Services definition describing

the membership of the CICS resource definition in a resource group. Examples
are CONINGRP, FILINGRP, and MAPINGRP.

See the CICSPlex System Manager Resource Tables Reference Vol 1 for all possible
variants of xxxxDEF and xxxINGRP definitions.

Note: The xxxxDEF and xxxINGRP resource tables also include version attributes,
which enable you to process a specific version of the record. You can specify:

* DEFVER(n) for an xxxxDEF record
* xxxxVER(n) for an xxxINGRP record

Example 7 - Adding a CICS system to a CICS system group

This example illustrates how to add a CICS system to a system group.

To add a CICS system to a CICS system group associated with a monitor
specification, and to create the link between the CICS system and the monitor
specification, you might specify:

CONTEXT EYUPLXO1;

CREATE CSGLCGCS GROUP(EYUCSGO1) CICSNAME(EYUMASIA);
CREATE LNKSMSCS SPEC(MONSPCO1) SYSTEM(EYUMAS1A);
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When used to create a CICS system to CICS system group link record
(CSGLCGCS) with the system group already associated with a specification, the
batched repository-update facility does not create a specification-to-CICS system
link record (LNKSxSCS). To associate the CICS system with the specification, the
LNKSxSCS record must be created explicitly.
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Chapter 3. Configuring a CMAS

CICSPlex SM configuration definitions establish the relationships that can exist
between a CICSPlex SM address space (CMAS) and a CICSplex, and another
CMAS.

Preparing to configure a CMAS

Configuration views allow you to establish and maintain definitions associated
with a CMAS.

Configuration views allow you to establish and maintain definitions that:

* Define one or more CICSplexes to a CMAS and, optionally, identify other
CMASs that are involved in managing those CICSplexes.

* Link a CMAS to another CMAS to permit direct communication.

Associating one or more CICSplexes with a CMAS

There is no limit to the number of CICSplexes that you can associate with a CMAS
as long as the name of each CICSplex is unique within your CICSPlex SM
environment.

When you define a CICSplex to a CMAS, as described [“CMAS configuration|
ladministration views” on page 124 | the definition is stored in the data repository
for that CMAS.

[Figure 3 on page 36| illustrates a CMAS named EYUCMSIA and its data repository.
In this example, the data repository contains a single CICSplex definition. The
definition identifies the CICSplex as EYUPLX01 and associates it with the CMAS
named EYUCMSIA.
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Figure 3. A CICSplex defined to a CMAS

Associating a CICSplex with one or more CMASs

When multiple CMASs are involved in the management of a CICSplex, the CMAS
identified as the current context when the CICSplex was defined becomes the
maintenance point CMAS for the CICSplex.

As described [“Topology administration views” on page 157 the names of the other
CMASs are then added to the CICSplex definition. In [Figure 4 on page 37} for
example, the data repository for the CMAS named EYUCMS1A shows that the
CICSplex named EYUPLXO01 is to be managed by three CMASs. In this example,
EYUCMSIA is the maintenance point CMAS.
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Figure 4. A CICSplex definition identifying multiple CMASs

Note that because no communication links exist between the CMASs shown in
Figure 4f the data repositories for the CMASs named EYUCMSI1B and EYUCMS1D
do not contain any CICSplex definitions. Once communication is established, the
maintenance point CMAS informs the other CMASs that they are involved in
managing the CICSplex. The maintenance point CMAS also informs the other
CMASs, via repository resynchronization, when any administration definitions
relating to the CICSplex are added, updated, or removed. This ensures that the
data repository for each CMAS contains the same information.

For additional information about working with multiple CMASs, see
fwith maintenance point CMASs” on page 39

Using direct and indirect CMAS communication

When multiple CMASs are involved in an action, such as managing a CICSplex,

they can communicate with each other either directly or indirectly, where:

* Direct communication is established when you define a CMAS-to-CMAS link, as
described [‘Managing CMAS to CMAS links” on page 43 This allows one CMAS
to communicate with an adjacent CMAS.

¢ Indirect communication occurs when a CMAS uses one or more intermediary
CMASs to communicate with another CMAS.

[Figure 5 on page 38| illustrates direct communication links that exist between
EYUCMSIA and EYUCMS1B and between EYUCMS1B and EYUCMSID. In this
example, there is no direct link between EYUCMSIA and EYUCMSID. This means
that for EYUCMSI1A to communicate with EYUCMSID, it must pass information to
EYUCMSIB, the adjacent CMAS to which it does have a direct link. (Indirect links,
such as the connection between EYUCMS1A and EYUCMSI1D, can be seen in the
access type column of the CICSPLex SM operations view CMASs know to local
CMASs (EYUSTARTCMASLIST).) Because EYUCMSI1B has a direct link to
EYUCMSID, the information is passed on to that CMAS.
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Figure 5. Direct communication links between CMASs

The only requirement on your use of direct and indirect communication links
between CMASs is that there must be at least one path for each CMAS to the
maintenance point CMAS.

Establishing communication links between a CMAS and a

MAS
A MAS is a CICS system that is defined to CICSPlex SM and contains MAS agent

code.

As illustrated in [Figure 6 on page 39, a MAS is local to the CMAS to which it is
associated.

A local MAS resides in the same MVS image as the CMAS and uses CICSPlex SM
facilities provided by Environment Services System Services (ESSS) to communicate
with the CMAS. (The ESSS is the component that owns all of the data spaces used

by CICSPlex SM in an MVS image.)
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Figure 6. CMAS-to-MAS communication link

Working with maintenance point CMASs

A CMAS provides the single-system image of the CICS systems comprising each
CICSplex it manages.

To do this, the CMAS uses the CICSPlex SM definitions stored in the data
repository.There is one data repository for each CMAS that you establish.

When a CICSplex consists of a large number of CICS systems or when the systems
are spread across multiple MVS images, you may want multiple CMASs to be
involved in managing the CICSplex. In cases like this, one of the CMASs is
identified as the maintenance point for the CICSplex. The maintenance point CMAS
is responsible for informing the other CMASs when any administration definitions
relating to the CICSplex are added, updated, or changed. This ensures that the
data repository for each CMAS involved in managing a CICSplex contains the
same information.

If the maintenance point CMAS is unavailable when you attempt to perform an
administration task, you will see an error message to this effect at the top of the
related tabular view. Click on the error message number to display the full text of
message, which contains explanatory information and help on how to proceed.

When the maintenance point becomes available, you are reminded that any
changes made while the maintenance point CMAS was unavailable will be
ignored. You can remove the association between a CMAS and a CICSplex (as
described in ["CMAS in CICSplex definitions - CPLXCMAS” on page 131), as long
as the CMAS is not the maintenance point for the CICSplex.
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CAUTION:

Do not change the maintenance point CMAS for a CICSplex. If you need to
move the maintenance point CMAS from one z/OS image to another, submit the
existing CMAS to run on the new z/OS image without changing any of its
attributes.

Each CMAS is identified by four attributes:
* jobname

« VTAM® applid

* CPSM name

+ CICS SYSIDNT

Although it is possible to change the jobname and z/OS Communications Server
applid of a CMAS, it is not possible to change the CPSM name and the CICS
SYSIDNT. If it is necessary to have a different CPSM name or CICS SYSIDNT for a
CMAS, you must create a new CMAS with the attributes you want.

If you must change the CPSM name and/or CICS SYSIDNT of the maintenance
point CMAS, which creates a different CMAS to be the maintenance point CMAS,
you need to remove the CICSplex and all of its associated definitions from the data
repository and redefine them to the new CMAS, as follows:

1. Display the Administration views > CMAS configuration administration
views > CMAS in CICSplex definitions view (CPLXCMAS object). Set the
CMAS context field to the old maintenance point CMAS and the CICSplex
field to the name of the CICSplex, then click Refresh. A list of all CMASs that
participate in the management of the CICSplex is displayed.

2. Terminate normally all CMASs that participate in the management of the
CICSplex. To do this:
e From the main menu, click CICSPlex SM operations views > CMASs
known to local CMAS.
* Click a CMAS name to display the CMAS detail view (CMAS object).
* Click the Shutdown... button. The Shutdown view is displayed. Click Yes
to confirm that the CMAS is to be shut down.

* Repeat this process for each CMAS participating in the management of the
CICSplex.

Alternatively, you can use either the CICSPlex SM API equivalent or the
COSD transaction. It is imperative that you terminate the CMASs normally to
ensure the integrity of the data repositories for the next step.

3. Back up the data repositories for each CMAS that participates in the
management of the CICSplex.

4. Start all CMASs that currently participate in the management of the CICSplex.

5. With the context set to the old maintenance point CMAS, use the batched

repository-update facility DUMP command to extract all the CICSPlex SM
definitions associated with the CICSplex from the data repository.

See the description of the DUMP command in[“Creating and maintaining]
[CICSPlex SM definitions” on page 15| for guidance on ordering the command.
This also describes possible editing requirements for the command output
before it can be used as input in creating the new maintenance point CMAS.
Also, see [’Creating a data set for re-input to the batched repository-update|
[facility” on page 20[for further guidance.

6. If the WUI server is defined as a MAS within the CICSplex, leave it running.
Ensure that all other MASs for the CICSplex are terminated. You can verify
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10.

11.

12.

13.

14.

15.

16.

17.

this through the MASs known to CICSplex view (MAS object), specifying the
CICSplex as the context and scope for the view.

Ensure that all CMASs that participate in the management of the CICSplex are
active and connected, either directly or indirectly, to the maintenance point
CMAS. You can verify this through the CICSplex SM operations views >
CMASs known to local CMAS view (CMASLIST object), with the context set
to the old maintenance point CMAS.

With the context still set to the old maintenance point CMAS, use the
Administration views > CMAS configuration administration views > CMAS
in CICSplex definitions view (CPLXCMAS object) to completely remove all
non-maintenance point CMASs from the CICSplex, as described in
[CICSplex definitions - CPLXCMAS” on page 131.|

If the WUI server is not defined as a MAS within the CICSplex, use the
Administration views > CMAS configuration administration views >
CICSplex definitions view (CPLEXDEF object) view to remove the CICSplex
definition from the data repository, as described in [“CMAS configuration]
[administration views” on page 124

If the WUI server is a MAS within the CICSplex, terminate the WUI server.
Then use a CICSPlex SM API program to issue a REMOVE action against the
CPLEXDEEF definition for the CICSplex.

All of the topology, workload management, real-time analysis, resource
monitoring, and business application services definitions associated with that
CICSplex are also removed from the data repository.

Terminate all CMASs in the network, whether or not they participate in the
management of the CICSplex, by using the CICSPlex SM API or the COSD
transaction.

Start the CMAS that is to be defined as the new maintenance point for the
CICSplex.

With the context set to the CMAS that is to be the new maintenance point for
the CICSplex, use the EYU9XDBT utility to create the CICSplex definition on
the new maintenance point CMAS. An example of using the EYUIXDBT
DEFINE CICSPLEX command is included in the EYUJXBT1 sample. That
sample goes on to define CICS regions and groups. You just need to define
the CICSplex.

Using the output from the DUMP command, submit a batched
repository-update facility job to re-create all the CICSPlex SM definitions for
the CICSplex on the new CMAS data repository. For an example of using
DUMP output from the batched repository-update facility to create new
definitions, see [“Examples of managing records in the data repository” onl|
With the maintenance point CMAS still active, start all the other CMASs in
the network.

For each CMAS that should have a connection to the maintenance point
CMAS, use the EYU9XDBT utility to create the CMTCMDEF definitions.

Start a WUI server that is accessible from the new maintenance point CMAS
either within the CICSplex you are moving or in a separate CICSplex.

With the CMAS context set to the new maintenance point CMAS, use the WUI
Administration views > CMAS configuration administration views >
CICSplex definitions view (CPLEXDEF object) to assign the non-maintenance
point CMASs to the CICSplex, as described in |”CMAS configuration|
ladministration views” on page 124)
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18. Update the EYUPARMSs for all MASs that are to connect to the maintenance
point CMAS, ensuring that if CMASSYSID is specified, it points to the
maintenance point.

19. Start the MASs that are included in the CICSplex.

CMAS configuration definitions and their related views

CMAS configuration definitions are stored in the data repository associated with
the CMAS identified as the maintenance point for the CICSplex. This CMAS
ensures that any other CMASs involved in managing the CICSplex also know
about the configuration definitions.

illustrates the relationship between a CMAS configuration and the WUI
views used to create and maintain that configuration.

/—\
w
»  Data Repository MVS MVS
] SystemA SystemB
ClCSplex Definiions | |  — —1 || — _
> Name: EYUPLX01 CMAS CMAS
Maintenance Point: (Maint?nance EYUCMETB
EYUCMS1A o
»|  Other CMASS:
EYUCMS1B
EYUCMS1D
w
» CMAS Links
Name: EYUCMS1B MAS MAS MAS MAS MAS
-~ (TOR) (AOR) (AOR) (FOR) (AOR)
EYUMAS1A ||| EYUMAS2A | | EYUMAS3A | | EYUMAS4A EYUMAS1B
System Group - EYUCSGO01
CICSplex - EYUPLXO01
I

— CMTCMDEF - to define and maintain CMAS-to-CMAS links

—— CPLXCMAS - to maintain CMAS associations with CICSplexes

CPLEXDEF - to define and maintain CICSplex definitions and CMAS associations

— BATCHREP - to define and maintain data repository records

Figure 7. Defining a CMAS configuration

Additional views that you can use to manage configuration definitions once their
associated CMASs or CICS systems are active are described in
[“Managing a CMAS configuration,” on page 47
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Online help is available for each view and for the fields in each view. You can
access CMAS configuration views from the main menu by clicking Administration
views > CMAS configuration administration views. For additional information
about accessing these views, see [“Accessing Web User Interface administration|
[views” on page 1|and the detailed description of each view.

Remember: Unless noted otherwise, only the context setting is recognized when
you are creating and maintaining configuration definitions. For additional

information about setting the context to a CMAS, see [‘Setting the CMAS context|
lcontext and scope” on page 1/

Managing CMAS to CMAS links

To manage the direct LU 6.2 and MRO communication links between the local
CMAS and any other CMAS click Administration views > CMAS configuration
administration views > CMAS to CMAS link definitions.

This view allows you to create, update and remove links.

Creating CMAS to CMAS links

Follow this procedure to create a link definition to another CMAS and add it to the

data repository of the local CMAS.

1. Open the CMAS to CMAS link definitions view, which displays any existing
links in tabular form. If you want to base a new link definition on an existing
link, select a link definition using the adjacent check box.

2. Click the Create button at the bottom of the view.

The CMAS to CMAS link definitions create panel
(EYUSTARTCMTCMDEFE.CREATE) is displayed. If you first selected an existing
link definition, this panel contains values from the selected link.

3. Complete the CMAS to CMAS link definitions screen.

4. Click Yes at the bottom of the screen to add the link definition to the data
repository of the local CMAS.

5. Repeat this procedure for each CMAS with which the local CMAS is to have
direct communication. Then, change the context to another CMAS and repeat
this procedure for that CMAS. For example, to establish two-way
communication between EYUCMS1A and EYUCMSIB, first set the context to
EYUCMSIA and define a link to EYUCMSIB. Then, change the context to
EYUCMSIB and define a link to EYUCMSIA.

The CICS resource definitions needed to establish communication with the
designated CMAS are installed automatically using EXEC CICS CREATE
interface.

Updating a CMAS to CMAS link definition description

Follow this procedure to update a CMAS to CMAS link definition description in
the data repository.

1. Select a link definition from the CMAS to CMAS link definitions view and
click the Update action button.

The CMAS to CMAS link definitions create panel is displayed containing
details of the selected link. You can modify only the Description field.

2. Update the description and click Yes to update the link definition in the data
repository.
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Removing a CMAS to CMAS link definition description
Follow this procedure to remove a CMAS link definition from the data repository
of the local CMAS.

1. Select a link definition from the CMAS to CMAS link definitions view and
click Remove.
A confirmation panel is displayed.

2. Click Yes to remove the link definition from the data repository or click No to
return.

CMAS to MAS links

A CMAS can communicate with other MASs.

* A local MAS resides in the same MVS image as the CMAS and uses CICSPlex
SM facilities to communicate with that CMAS. All of the information CICSPlex
SM needs to know about a local MAS is automatically provided by CICSPlex SM
itself.

Managing CICSplex definitions

To display information about the CICSplexes associated with the local CMAS click
Administration views—>CMAS configuration administration views—>CICSplex
definitions. This tabular view lists the CICSplexes defined to the local CMAS.

Creating a CICSplex definition

Follow this procedure to create a CICSplex definition and add it to the data

repository.

1. Open the CICSplex definitions tabular view. If you want to base a new
CICSplex definition on an existing definition, select a CICSplex definition using
the adjacent check box.

2. Click the Create action button at the bottom of the view.

The CICSplex definitions create panel is displayed. If you first selected an
existing CICSplex definition, this panel contains values from the selected
CICSplex.

3. Supply the required information in the create screen. See [“CICSplex definitions|
[ CPLEXDEF” on page 124] for a description of the fields.

4. Click Yes to add the CICSPlex definition to the data repository.

There is no restriction on the number of CICSplexes that you can associate with a
single CMAS.

The CICSplex becomes available as soon as its definition is added to the data
repository for the local CMAS.

Assigning a CMAS to a CICSplex
Follow this procedure to add a CMAS to a CICSPlex definition in the data
repository.

When a CICSplex is to be managed by multiple CMASs, the CMAS in effect when
you create the CICSplex becomes the maintenance point CMAS for that CICSplex.
There is no restriction on the number of CMASs that can be involved in the
management of a single CICSplex.

1. Open the CICSplex definitions tabular view and select the CICSPlex you want
to assign.

2. Click the Assign action button.
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The CICSplex definitions assign panel is displayed.

3. Specify the 1- to 8-character name of the CMAS that is to be associated with the
designated CICSplex

4. Click Yes to confirm the operation or No to cancel.

The specified CMAS is added to the CICSPlex definition in the data repository
and the CICSplex definition tabular view is redisplayed.

Unassigning a CMAS from a CICSplex definition

When you remove a CMAS involved in managing a CICSplex, the action you take
depends on the state of communications between the CMAS to be removed and
the maintenance point CMAS.

Before you use the unassign action ensure that there are no active MASs in the
updated CICSplex connected to the CMAS to be removed.
¢ When the CMAS to be removed is currently accessible, or will be accessible
later, to the maintenance point CMAS you must do the following:
— Select the check box associated with the CMAS to be removed and click
Unassign
— Click Yes to remove the selected CMAS from the CICSplex
This action causes the selected CMAS to be immediately removed from the
management of the CICSplex in the data repository for the maintenance point
CMAS. Then, if the selected CMAS is currently accessible, its data repository
is updated to reflect this change; otherwise, the action is placed in a pending
status until the selected CMAS becomes accessible.
* When the CMAS is not currently accessible and will never be accessible to the
local CMAS, do the following;:
— Select the check box associated with the CMAS to be removed and click
Unassign

— Select the FORCE check box from the Unassign view
— Click Yes to remove the selected CMAS from the CICSplex

This action causes the selected CMAS to be removed from the management of
the CICSplex in the data repository for the maintenance point CMAS. Because
the selected CMAS is not accessible, the data repository for the selected
CMAS is not altered to reflect this change.

Note: You cannot remove the association between a CICSplex and the maintenance
point CMAS. If you determine that a different CMAS should be the maintenance
point CMAS for the CICSplex, the entire CICSplex and all of its definitions must
be deleted and recreated on the new maintenance point CMAS.
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Chapter 4. Managing a CMAS configuration

You can get information about managing a CMAS configuration by clicking
CICSPlex SM operations views.

From this menu you can open the following CMAS configuration views:
* CMASs known to local CMAS

* CICSplexes managed by CMAS

* CMASs managing CICSplex

¢ CMAS to CMAS links

¢ CMAS to MAS links

© Copyright IBM Corp. 1994, 2012
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Chapter 5. Establishing the topology of a CICSplex

This topic describes the topology definitions that CICSPlex SM uses when
constructing a single-system image of the CICS systems comprising a CICSplex.
These definitions associate CICS systems with a CICSplex and, optionally, identify
subsets of those systems as CICS system groups within the CICSplex.

Preparing to define the topology of a CICSplex

Topology definitions enable you to establish logical associations of CICS systems
within your enterprise.

This means that you can combine one or more related CICS systems to form a
CICSplex and, within each CICSplex, combine one or more subsets of the CICS
systems to form CICS system groups.

Establishing a CICSplex
A CICSplex is identified to CICSPlex SM via the CICSplex definitions view.

To access this from the WUI main menu, click Administration views > CMAS
configuration administration views > CICSplex definitions. Once a CICSplex
exists, you can assign an unlimited number CICS systems and CICS system groups
to it.

The names of the CICS systems and CICS system groups associated with each
CICSplex must be unique and must not exceed eight characters in length. The
names can match any name that is not assigned by CICSPlex SM, such as z/OS
Communications Server APPLIDs.

The JCL used to start the CICS systems within a CICSplex must include the
EYUPARM parameters as described in the CICS Transaction Server for z/OS
Installation Guide.

Combining CICS systems and CICS system groups

Although you can define a CICS system to only one CICSplex, you can assign a
CICS system to multiple CICS system groups within the CICSplex. You can also
assign the CICS system group to any number of other CICS system groups.

If you do not plan on using workload management facilities, there are no
restrictions on how you combine CICS systems and CICS system groups to form a
CICSplex. For example, you might associate CICS systems by:

* Geographic area within the CICSplex.

* Function, such as all CICS systems that are application-owning regions (AORs),
file-owning regions (FORs), or terminal-owning regions (TORs).

* Application, such as the CICS systems serving as AORs, FORs, and TORs that
are used by a specific application or group of applications.

* Time period, such as all CICS systems that are normally active during specific
hours of the day or night.

If you do plan to use workload management facilities, you must be aware that
each CICS region can act as one or more of the following;:
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Requesting region
The CICS region in which the work request originates.

Routing region
The CICS region in which the decision is taken on where the work will
run.

Target region
The CICS region where the request is actioned.

For dynamic transaction routing, the requesting region and the routing region are
typically TORs and the target region is typically an AOR.

For inbound DPL client requests, the requesting region and the routing region are
typically TORs and the target region is typically an AOR.

For EXEC CICS START commands associated with a terminal, the requesting region is
typically an AOR, the routing region is typically a TOR, and the target region is
typically an AOR.

For peer-to-peer DPL requests, the requesting region, routing region, and target
region are typically AORs.

For enterprise bean invocations, the requesting region is the client code that invokes
the enterprise bean, the routing region is typically a CICS listener region, and the
target region is typically an AOR.

You must ensure that:

* Each CICS system that is to act as a target region for specific workload
processing must be in the same CICSplex as the CICS systems acting as routing
regions. The routing regions associated with a CICSplex can be in the same or
different MVS images.

* CICS systems acting as the routing regions must be locally attached to a CMAS.

Components of a CICS system definition

When you define a CICS system to a CICSplex, you need to provide several types
of information.

General
Identifying a CICS system includes such information as whether security
checking is to occur and the time zone in which the CICS system is
located.

Workload management
For workload management to occur, you must ensure that:

* Workload management is turned on and the CICS system is identified as
a routing region or target region, or both.

¢ The CICS system or its CICS system group is associated with a
workload specification. To check this from the WUI main menu click
Administration views > Workload manager administration views >
Specifications.

Real-time analysis
For real-time analysis to occur, you must ensure that:

* Real-time analysis is turned on. You can also indicate whether you want
to override certain values specified with the analysis specification to
which this CICS system is associated.
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¢ The CICS system or its CICS system group is associated with an analysis
specification. To check this from the WUI main menu click
Administration views > RTA system availability monitoring >
Specifications.

The CICS system or its CICS system group can also, or instead, be
associated with an analysis point specification.

Resource monitoring
For resource monitoring to occur, you must ensure that:

* Resource monitoring is turned on. You can also indicate whether you
want to override certain values specified with the monitor specification
to which this CICS system is associated.

* The CICS system or its CICS system group is associated with a monitor
specification. To check this from the WUI main menu click
Administration views >Monitor administration views > Specifications.

Business Application Services
Identifying a CICS system to Business Application Services (BAS) includes
such information as whether resource definitions should be automatically
installed when the MAS connects to the CMAS, and what action should be
taken if automatic installation errors occur.

CICSPlex SM time zone attributes

CICSPlex SM uses three attributes to facilitate timing services.

These attributes and their available values are:

Time Zone
B through Z

Time Zone Offset
0 through 59 minutes

Daylight saving in effect
YES or NO

These attributes are used to help CICSPlex SM:
 Standardize relative time values within a CICSplex
* Control CICSPlex SM monitor intervals

¢ Schedule time-started monitor definitions, analysis definitions, and status
definitions

* Schedule the time during which System Availability Monitoring (SAM) is active.

These attributes are specified for the following CICSPlex SM definitions:

CMAS
Using the CICSPlex SM EYU9XDUT utility.

CICSplex
Using the CICSplex definitions (CPLEXDEF) view.

CICS system
Using the CICS system definitions (CSYSDEF) view.

Time period
Using the Time period (PERIODEF) view.
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["Managing CICSplex definitions” on page 44|

To display information about the CICSplexes associated with the local CMAS
click Administration views—>CMAS configuration administration
views—>CICSplex definitions. This tabular view lists the CICSplexes defined
to the local CMAS.

[“Working with CICS system definitions” on page 56|

In order to be managed by CICSPlex SM, a CICS system must be associated
with a CICSplex that is defined to CICSPlex SM.

[‘Managing time period definitions” on page 57

A time period definition identifies a specific range of hours and minutes. These
definitions are used with resource monitoring and real-time analysis to
designate when specific actions are to start and stop.

[‘Time periods - PERIODEF” on page 150|

The Time period definition (PERIODEF) views display information about the
time periods used with resource monitoring and real-time analysis to designate
when when specific actions are to start and stop.

Attribute definitions

Three attributes facilitate timing services.

These attributes are defined as follows:

Time Zone
CICSPlex SM uses the international standard for time zones. This consists
of 24 zones around the world, separated in time by 60 minutes each. The
standard for these zones is the prime meridian, and time at the prime
meridian is referred to as Greenwich Mean Time (GMT).

The area having Greenwich Mean Time is referred to as time zone Z. The
next time zone to the east, where time is 60 minutes (one hour) ahead of
GMT, is time zone B. When GMT is 12:00 noon, the time in time-zone B is
13:00. The next time zone to the east, 120 minutes (two hours) ahead of
GMT, is time zone C. For each time zone to the east, time advances one
hour, until time zone M, where local time is 12 hours ahead of GMT. Time
zone M is at the international date line.

The next time zone east, time zone N, is (like time zone M) separated from
GMT by 12 hours. However, because it is considered to be on the opposite
side of the international date line from time zone M, it is 12 hours behind
GMT. Similarly, the next time zone east, time zone O, is 11 hours behind
GMT. When GMT is 12:00 noon, the time in time zone O is 01:00. For each
time zone to the east, one hour is subtracted, until time zone Y, which is
one hour behind GMT.

Note that there is no time zone A.

Time Zone Adjustment
Some locations around the world have implemented times that are
different from GMT by times that are not 60 minute multiples. For
situations such as these, CICSPlex SM uses a time zone adjustment. To
define the time zone of such a location to CICSPlex SM, the time zone of
the next lowest 60 minute multiple is used, and the difference, in minutes,
between the 60 minute multiple and the location's time is entered as the
Time Zone Adjustment. For example, when the time is 13:00 in London,
England (this is GMT, or time zone Z), it is 22:00 in Tokyo, Japan (time
zone J), and 22:30 in Adelaide, Australia. To define Adelaide's location to
CICSPlex SM, the time zone is specified as time zone ], and the time zone
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adjustment is specified as 30 (to indicate that the time in Adelaide has 30
minutes added to the time in the adjacent time zone to the west).

Daylight saving
Some locations around the world modify their time offset from GMT twice
a year. Usually, the first change occurs in March or April, when local
standard time (LST) is moved ahead by one hour, creating local daylight
saving time (LDST). For locations in time zones Z through M, LDST is one
hour farther ahead of GMT. For locations in time zones N through Y, LDST
is one hour closer to GMT. In October or November, locations that use
LDST usually change back to LST. Time in these locations then reverts to
the standard difference from GMT.

For operation of CICSPlex SM, sites in locations that make use of LDST
must modify the appropriate CICSPlex SM definition twice a year. This
means indicating YES to daylight saving when LDST is in effect, and NO
when LST is in effect. When the daylight saving indicator is NO, CICSPlex
SM considers an entity in that time zone to be the normal number of hours
from GMT. When the daylight saving indicator is YES, CICSPlex SM
considers that entity to be one hour further ahead of GMT (than during
standard time) for time zones Z through M, and one hour closer to GMT
for time zones N through Y.

Note: After changing the system time to adjust for LDST, you need to use
the PERFORM RESETTIME command in the CMAS.

Specifications to system group links - LNKSMSCG

The Monitor specifications to system group links (LNKSMSCG) views display
information about the CICS system groups that are associated with monitor
specifications

Supplied views
To access from the main menu, click:

Administration views > Monitor administration views > Specifications to system
group links

Table 3. Views in the supplied Monitor specifications to system group links (LNKSMSCG) view set

View Notes

Monitor specifications to system group links Update the link between a monitor specification and a

CICS system group.
EYUSTARTLNKSMSCG.CHGSPEC

Monitor specifications to system group links Create a link between a monitor specification and a CICS
system group.
EYUSTARTLNKSMSCG.CREATE

Monitor specifications to system group links Detailed information about a selected link.

EYUSTARTLNKSMSCG.DETAILED

Monitor specifications to system group links Remove a link between a CICS system group and a

monitor specification.
EYUSTARTLNKSMSCG.REMOVE

Monitor specifications to system group links Tabular information about all monitor specifications and
associated CICS system groups within the current
EYUSTARTLNKSMSCG.TABULAR context.
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Actions
Table 4. Actions available for LNKSMSCG views

Action Description
CHGSPEC Update the link between a monitor specification and a CICS system
group.
CREATE Create a link between a monitor specification and a CICS system
group.
REMOVE Remove a link between a CICS system group and a monitor
specification.
Fields
Table 5. Fields in LNKSMSCG views
Field Attribute name Description
Last modification agent CHANGEAGENT The change agent identifier that made the
last modification.
*  DREPAPI - Resource was last changed
by a CICSPlex SM API command.
Last modification agent release CHANGEAGREL The CICS release level of the agent that
made the last modification.
Last modification CHANGETIME The local time when the definition was
last changed.
Last modification user ID CHANGEUSRID The user ID that made the last
modification.
Time created CREATETIME The local time when the definition was
created.
System group GROUP The name of a linked CICS system group.
Monitor specification SPEC The name of the monitor specification

Topology definitions

Topology definitions are stored in the data repositories for all CMASs participating
in the management of the CICSplex.

[Figure 8 on page 55| illustrates the relationship between the topology definitions
establishing a CICSplex and the views used to create and maintain those
definitions. For additional information about the data repository, see the
description on page [‘Working with maintenance point CMASs” on page 39/
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Figure 8. The relationship between CICSplex components and the topology views

In addition, you can use the CICSPlex SM operations views > MASs known to
CICSplex (EYUSTARTMAS) view to manage an active CICS system as described in
[“Working with MAS topology definitions” on page 58|

Note: Using the Administration views > RTA system availability monitoring >
CICS system definitions and Administration views > RTA system availability
monitoring > Time period definitions views to update definitions affects both a
currently running system and the definitions in the data repository.

Managing topology definitions

You can manage topology definitions in the WUI using a series of views accessed
by clicking Administration views > Topology administration views.

See [“Topology administration views” on page 157|for a description of these views.

Reminder: Unless noted otherwise, only the context setting is recognized when
you are creating and maintaining topology definitions.

The remainder of this section describes how to use the WUI to perform topology
tasks.
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Managing CICS system group definitions
A CICS system group identifies a subset of the CICS systems comprising a

CICSplex. Each subset can consist of one or more CICS systems, CICS system
groups, or both. They are referred to as the members of a CICS system group.

Creating a CICS system group definition

Follow this procedure to create a CICS system group definition and add it to the

data repository.

1. Click Administration views > Topology administration views > System
groups definitions to open the System groups tabular view.

This view displays a summary any CICS system groups already defined to the
CICSPlex.

2. If you want to use some of the information from an existing definition in the
creation of your new definition, select an existing definition by selecting a
check box in the Record column.

3. Click the Create action button.

This opens the System group definitions create panel.

4. Provide the following information.

System group name
Specify a 1- to 8-character name for the CICS system group. The name
can contain alphabetic, numeric, or national characters. However, the
first character must be alphabetic.

Note: The name of a CICS system group must be unique within the
CICSplex identified as the context; it should not be the same as the
name of another CICS system group, a CICS system, or the CICSplex
itself.

Description
(Optional.) Specify a 1- to 30-character description of the CICS system
group.
5. Click Yes to add the CICS system group definition to the data repository.

There is no limit to the number of CICS system groups you can associate with a
CICSplex.

Working with CICS system definitions

In order to be managed by CICSPlex SM, a CICS system must be associated with a
CICSplex that is defined to CICSPlex SM.

Creating a CICS system definition

Follow this procedure to create a CICS system definition and add it to the data

repository.

1. Click Topology administration views > System definitions to open the System
definitions tabular view .
This view displays a summary any CICS systems already defined to the
CICSPlex.

2. If you want to use some of the information from an existing definition in the
creation of your new definition, select an existing definition by selecting a
check box in the Record column

3. Click the Create button.
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This opens the CICS system definitions create screen. This is a large panel
with attributes divided into groups.

4. Type in the required information. See [“CICS system definitions - CSYSDEF” on|
for a description of the fields.

5. Click Yes.

The CICS system definition is added to the data repository and the System
definition tabular view is redisplayed.

Adding a CICS system to a CICS system group using the Web

User Interface

Follow this procedure to add a CICS system definition to an existing CICS system

group in the data repository.

1. Click Topology administration views > System definitions to open the CICS
system definitions tabular view.
This view displays a summary of any CICS systems already defined to the
CICSPlex.

2. Select one of the listed CICS system definitions and click Add to CICS system
group.
This opens a new panel.

3. Specify the name of an existing CICS system group to which the CICS system
is to be associated and click Yes.

The CICS system is added to the specified CICS system group and the CICS
system definitions panel is redisplayed.

Note: If you are using the Business Application Services component, adding a
CICS system to a CICS system group could result in inconsistent resource set or
inconsistent scope errors. For information about this type of problem and how to
resolve it, see CICSPlex System Manager Managing Business Applications.

Managing time period definitions
A time period definition identifies a specific range of hours and minutes. These

definitions are used with resource monitoring and real-time analysis to designate
when specific actions are to start and stop.

Creating a time period definition
Follow this procedure to create a time period definition in the data repository.

1. Click Administration views > Topology administration views > Time periods.

This opens the Time period definitions tabular view, which displays a
summary any time period definitions already defined.

2. If you want to use some of the information from an existing definition in the
creation of your new definition, select an existing definition by selecting a
check box in the Record column.

3. Click the Create action button.
This opens the Time period definitions create panel.

4. Provide the required information, as appropriate. See

[PERIODEF” on page 150| for a description of the fields.
5. Click Yes.

The new time period definition is added to the data repository and the Time
period definitions panel is redisplayed.

Time zone codes:
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Time zone codes represent the single-character Greenwich codes, which are based
on the 24 standard international time zones. Each code indicates the time zone's
relationship to Greenwich Mean Time (GMT).

identifies the time zone codes that you can use in a time period definition.
Time zone setting in a period definition:

When a period definition is for time zone A, all events controlled by that period
definition become active at the same clock time, based upon the start time specified
in the period definition, and the time zone, time zone adjustment, and daylight
saving indicator within the entity (CMAS or CICS system).

Similarly, events become inactive at the same clock time, based upon the end time
specified in the period definition, and the time zone, time zone adjustment, and
daylight saving indicator within the entity (CMAS, or CICS system).

When a period definition is for a time zone other than time zone A, all events
controlled by that period definition become active at exactly the same real time,
regardless of the time zone in which the events are occurring. The activation time
is based upon the period definition's start time, time zone, and time zone
adjustment. Similarly, events controlled by that period definition become inactive
at the same real time, based upon the period definition's ending time, time zone,
and time zone adjustment. For both activation and deactivation, the time zone
specified refers to the standard time for that time zone, regardless of whether
daylight saving time is in effect.

For more information about the time zone attributes and their use, see [“CICSPlex|
[SM time zone attributes” on page 51)

Table 6. Time zone codes

Code GMT Description Code GMT Description
offset offset

A n/a Current local time* N -12 (West of date line)

B +1 Central European time O -11 Bering standard time

C +2 Eastern Europe P -10 Hawaii standard time

D +3 Arabia Q -9 Alaska standard time

E +4 Mauritius, United R -8 Pacific standard time
Arab Emirates

F +5 Pakistan S -7 Mountain standard

time

G +6 Bay of Bengal T -6 Central standard time

H +7 Thailand U -5 Eastern standard time

1 +8 Philippines A% -4 Atlantic standard time

] +9 Japan W -3 Greenland

K +10 Eastern Australia X -2 Azores

L +11 New Caledonia Y -1 West Africa

M +12 New Zealand (East of Z 0 Greenwich mean time
date line) (GMT)

*Note: Time zone A can be specified only in a period definition

Working with MAS topology definitions

This section describes how you can obtain information about active CICS systems
using the MASs known to CICSplex (EYUSTARTMAS) view.
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Stopping an active MAS
Follow these steps to stop MAS agent code within an active CICS system.
1. Click CICSPlex SM operations view > MASs known to CICSplex.
This opens the MASs known to CICSplex tabular view, which displays

information about CICS systems that are known to the CICSplex identified as
the context.

2. Select one or more of the listed CICS systems.

3. Click Stop and confirm the action by clicking Yes on the confirmation screen.

Note: When the Workload manager status field for a CICS system contains YES,
you may not be able to stop the MAS agent code. If the CICS system is acting as a
requesting region, or, for enterprise beans, a routing region, with a dynamic
routing program of EYU9XLOP, you cannot stop the MAS agent code. (To
determine which CICS systems are acting as either requesting regions or, for
enterprise beans, routing regions click Active workload views > Target regions in
an active workload.)

If you want to stop the MAS agent code in a CICS system of this type, you must
first change the dynamic routing program to something other than EYU9XLOP.
(You can use the CICS regions view to change the dynamic routing program.)
Related reference:

[“MASs known to CICSplex - MAS” on page 87]
The MASs known to CICSplex (MAS) views display information about MASs
known to CICSplex.

Updating an active MAS

Follow this procedure to update an active MAS.

Any changes that you make to a CICS system definition take effect immediately.
They remain in effect as long as the CICS system is active or until you change
them again.

Note: If you turn on workload management, real-time analysis, or resource
monitoring from these panels, their status will not be shown as active until the
component is fully initialized.

1. Click CICSPlex SM operations view > MASs known to CICSplex.

This opens the MASs known to CICSplex (MAS) view, which displays
information about CICS systems that are known to the CICSplex identified as
the context.

2. Click on the CICS system name column of one of the listed active CICS
systems to open the MASs known to CICSplex detail view. On this view you
can update monitoring, RTA and WLM status of the selected active CICS
system. You can also alter time zone and security attributes. See
[to CICSplex - MAS” on page 87 for a description of the fields.

For more information about the Time Zone, Time Zone Offset, and Daylight
Time attributes, see the description of CICSPlex SM time zone attributes in
[“CICSPlex SM time zone attributes” on page 51|

3. To apply the changes you have made to the active CICS system, click Apply
changes. The changes take effect immediately and remain in effect until you
change them or the CICS system stops.
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Chapter 6. Example tasks: configuration and topology

This section includes examples of some typical setup-related tasks.

Establishing CMAS to CMAS connections

If more than one CMAS is to be involved in the management of a CICSplex, you
are recommended to create links between those CMASs. This example describes
how to define links between two CMASs, CMSSYS1 and CMSSYS2, which will
both be involved in managing the CICSplex PLXPROD1.

Note that you must define the CMAS to CMAS links before defining CICSplex
PLXPRODI1 to the CMASs. If you define PLXPROD1 to the CMASs before creating
the CMAS to CMAS links, a duplicate maintenance point condition is raised and
the CMAS to CMAS connection is terminated.

The CMASs are running on separate MVS images. You have to create two links,
one from CMSSYS1 to CMSSYS2, and one from CMSSYS2 back to CMSSYS1. Both
CMASs should be running while you define these links.

1. Display any existing CMAS to CMAS links defined from CMSSYSI.

a. From the main menu click Administration views > CMAS configuration
administration views > CMAS to CMAS link definitions to open the
CMAS to CMAS link definitions tabular view.

b. The context, which is displayed near the top of the tabular view, must be
the CMAS for any configuration task. Start with CMSSYS], if the context is
not CMSSYS1, specify CMSSYS1 in the CMAS context field and click
Refresh. The context is then fixed for all subsequent views and menus until
changed.

2. Create a new CMAS to CMAS link.
a. Click Create to open the CMAS to CMAS link definition create view.

b. Provide the following information:
Target CMAS
CMSSY2
Description
Link to CMSSYS2 on system 2
Target VTAM application ID
CMSSYS2

Note: VTAM is now z/OS Communications Server.
Target system ID
CM2B
Link protocol
LU62
Send buffer size
4060
Receive buffer size
4060
Type of attach-time security to be used
LOCAL

Other fields can remain blank.
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c. Click Yes to confirm.

The CMAS to CMAS link definition view is redisplayed, and includes an
entry for the link you have just created. This confirms that the link from
CMSSYS1 to CMSSYS2 has been defined in the data repository of CMSSYS1.
Now you have to create the corresponding link from CMSSYS2 to
CMSSYSI.

3. Change the context.

From the CMAS to CMAS link definitions view, type CMSSYS2 into the
CMAS context field and click Refresh. (Remember that you need to store this
definition in CMSSYS2's data repository, and so CMSSYS2 must be the context.)

The CMAS to CMAS link definitions view is refreshed to show any CMAS to
CMAS links that have already been defined to CMSSYS2.

4. Repeat step using appropriate data for a link from CMASSYS2 to
CMASSYSL.

A two-way link has now been created between CMSSYS1 and CMSSYS2. The link
is available immediately: you do not have to restart the CMASs first. When the
CMASs are restarted the required definitions are created automatically during the
CMAS startup.

Note: With MRO connections, this can result in a transient error (message
DFHIR3788, return code X'68') if the connection has not yet been created on the
remote CMAS. The error should resolve itself automatically once the connection
has been created.

Creating time period definitions

Some CICSPlex SM functions can be activated and deactivated automatically at
specific times.

For example, you can tell CICSPlex SM to install a particular monitor definition at
10:45 and remove it at 15.00. You define these from-and-to times to CICSPlex SM
via time period definitions. It is a good idea to create some standard time period
definitions when you first define your CICSplex configuration to CICSPlex SM.

In this example, you will see how to create typical time period definitions for the
prime shift, for the lunch period, and for the evening hours.

1. Display any time period definitions already defined for PLXPRODI.

a. From the main menu click Administration views > Monitor administration
views > Time periods to open the Time period definitions tabular view.
b. If the context is not PLXPROD], specify PLXPROD1 in the Context field
and click Refresh. The context is then fixed for all subsequent views and
menus until changed.
2. Create a new time period definition.
a. Click Create to open the Time period definitions create view.
b. Provide the following information:
Name PDFPRIME
Description
Prime shift
Start time
08:30
End time
18:00
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Time zone
R

Time zone adjustment factor
0

Note: As you are creating this definition for a standard time zone, you do
not need to specify a zone adjustment.

c. Click Yes to confirm. The Time period definitions tabular view is
redisplayed showing an entry for PDFPRIME.

3. Create a second time period definition.

a. Select the entry for PDFPRIME in the Time period definitions view, and
click Create. The create time period definition panel is displayed, showing
values from the PDFPRIME time period definition.

b. Type PDFLUNCH in the Name field, 12:00 in the Start time field, 14:30 in
the End time field, and “Lunch time” in the Description field. The two time
zone fields are as they were for PDFPRIME.

c. Click Yes to confirm. The Time period definitions view is redisplayed.

4. Repeat step El to create a time period definition called PDFEVENG, with a Start

Time of 17:30 and an End Time of 23:59.

5. Update a time period definition.

Suppose that now you want to alter the PDFPRIME definition to change the
end time to 17:30. On the Time period definitions view, select the entry for
PDFPRIME and click Update. Overtype the End time value with 17:30 and
click Yes. The change takes effect immediately, and the Time period definitions
view is redisplayed showing the updated definition.

Organizing CICS systems into groups
CICS system groups are a basic building block of the CICSPlex SM configuration.

The context is then fixed for all subsequent views and menus until changed.
1. Create a new CICS system group.
a. Click Create to open the System group definitions create view.
b. Provide the following information:
System group name
CSGAORS1

Description
AORs PAOQ1, PA02, PAO3

c. Click Yes. The System group definition tabular view is redisplayed
showing an entry for the new group.
2. Add CICS systems to the new CICS system group.

a. From the CICSPlex SM operations views menu open the CICS system
definition tabular view.

b. Select the entry for CICSPAO and click Add to CICS system group.

c. In the Group which member will join field type in CICSPAOQ1 and click
Yes. The CICS system CICSPAOQ1 is added to the CSGAORS1 group and the
CICS system definition tabular view is redisplayed .

You have two more systems (CICSPA02 and CICSPAQ3) to add to the group, so
need to repeat this step (step [2) twice more.

3. If you want to check when you have finished that CICSGRP contains the
correct systems, open the System group definition tabular view and click on
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CICSGRP in the System group name field. The System group definitions
detailed view is displayed. Select CICS systems in this CICS system group to
open the CICS system to system group links view.

4. Update the CICS system group.

If you want to remove CICS system CICSPAO02 from the group, open the CICS
system to system group links view and select the entry for CICSPA02. Click
Remove. The Remove confirmation panel is displayed. Click Yes to confirm the
operation.

The CICS system to system group links view is redisplayed, showing CICS
systems that are still defined as members of CSGAORSI1. The list does not
include CICSPAO2.

Enabling a CMAS to send generic alerts to NetView

This example task is part of a larger, real-time analysis task that requires you to
update a CMAS definition. This example illustrates only the CMAS-related part of
the task.

If you want CICSPlex SM to send SNA generic alerts to NetView®, the NetView
program to program interface (PPI) must be activated in the relevant CMAS. (This
is the CMAS on the same MVS image as the NetView instance.) This example
shows how to activate the NetView PPl in a given CMAS, CMSSYSI.

1. First, check that the context is correct (CMSSYS] in this example). If it is not,
change the context field to CMSSYS] in the current view and click Set. The
context is then fixed for all subsequent views and menus until changed.

2. Display the CMAS definition.

a. From the main menu click CICSPlex SM operations views —> CMASs
known to local CMAS to open the CMASs known to local CMAS tabular
view.

b. If the context is not CMSSYS1, specify CMSSYS1 in the Context field and
click Refresh. The context is then fixed for all subsequent views and menus
until changed.

c. Locate the entry for CMSSYSI and click Local in the Type of access field to
open the CMAS detail view.

3. Update the CMAS definition.

On the CMAS detail view locate the Netview PPI to be used field and change
the entry from No to Yes. Scroll to the bottom of the view and click Apply
changes. The view is redisplayed, showing the updated value. The NetView
PPI interface is now activated.
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Chapter 7. Tracing CMAS components

CMAS component tracing is provided for the use of IBM service personnel. CMAS
trace settings are normally not active. Activating tracing may have an adverse
effect on performance.

You use the CMAS detail (EYUSTARTCMAS.TRACE) view to control the amount

of tracing that occurs in a CMAS. For information about how to access and use
this view, see CICSPlex System Manager Problem Determination.

© Copyright IBM Corp. 1994, 2012 65



66 CICS TS for z/OS 4.2: CICSPlex SM Administration



Chapter 8. Tracing MAS components

MAS component tracing is provided for the use of IBM service personnel. CMAS
trace settings are normally not active. Activating tracing may have an adverse
effect on performance.

You use the MASs known to CICSplex (EYUSTARTMAS.TRACE) view to control
the tracing that occurs in a MAS. To open this view:

1. Click CICSPlex SM operations views > MASs known to CICSplex to open the
tabular view.

2. Select a CICS system in the in the CICS system name column and click to open
the MASs known to CICSplex detail view.

3. At the bottom of the detail view, click Trace details (Alter trace flag settings
only when asked to by IBM System Support Center personnel).

For details, see CICSPlex System Manager Problem Determination.
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Chapter 9. CICSPlex SM operations views

The CICSPlex SM operations views allow you to configure and maintain CICSPlex

SM.

System groups - CSYSGRP

The CICSPlex SM Topology Definition (CSYSGRP) views describe a CICS system
group, which is used to set the scope for a CICSplex.

Supplied views

To access from the main menu, click:

Administration views > Topology administration views > System groups

Table 7. Views in the supplied System group definitions (CSYSGRP) view set

View

Notes

System group definitions

EYUSTARTCSYSGRP.ADDTOGRP

Add one or more system group definitions to a CICS
system group.

System group definitions

EYUSTARTCSYSGRP.CREATE

Create or update a system group definition and add it to
the data repository.

System group definitions

EYUSTARTCSYSGRP.DETAILED

Detailed information about a selected system group
definition.

System group definitions

EYUSTARTCSYSGRP.REMOVE

Remove a system group definition from the data
repository.

System group definitions

EYUSTARTCSYSGRP.TABULAR

Tabular information about all system group definitions
for the CICSplex identified as the context.

Actions
Table 8. Actions available for CSYSGRP views
Action Description
ADDTOGRP Add one or more system group definitions to a CICS system group.
CREATE Create or update a system group definition and add it to the data
repository.
REMOVE Remove a system group definition from the data repository.
UPDATE Update the description of a CICS system group definition in the data
repository.
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Fields
Table 9. Fields in CSYSGRP views

Field Attribute name Description

Last modification agent CHANGEAGENT The change agent identifier that made the

last modification.
* DREPAPI - Resource was last changed
by a CICSPlex SM API command.

Last modification agent release CHANGEAGREL The CICS release level of the agent that
made the last modification.

Last time the definition was changed CHANGETIME The local date and time when the
definition was last changed.

Last modification user ID CHANGEUSRID The user ID that made the last
modification.

Time created CREATETIME The local time when the definition was
created.

Description code page DESC A 1- to 58-character description of the
system group.

Description code page DESCCODEPAGE The code page of the description field.

System group name GROUP The name of the system group.

CICS system definitions - CSYSDEF

The CICS system definitions (CSYSDEF) views display a CPSM topology
definition that describes a CICS system to be managed as part of a CICSPlex.

Supplied views

To access from the main menu, click:

Administration views > CICS system links and related resources > CICS system

definitions

Table 10. Views in the supplied CICS system definitions (CSYSDEF) view set

View

Notes

CICS system definitions
EYUSTARTCSYSDEF. ADDTOGRP

Add one or more CICS system definitions to a CICS
system group.

CICS system definitions

EYUSTARTCSYSDEE.CREATE

Create a CICS system definition and add it to the data
repository.

CICS system definitions

EYUSTARTCSYSDEE.DETAILED

Detailed information about a selected CICS system
definition.

CICS system definitions
EYUSTARTCSYSDEF.REMOVE

Remove a CICS system definition from the data

repository.

* Note: If the CICS system definition name is specified
as a SCOPE in a BAS definition, the REMOVE will fail,
with an indication that the record is in use.

CICS system definitions

EYUSTARTCSYSDEETABULAR

Tabular information about all CICS system definitions for
the CICSplex identified as the context.
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Actions

Table 11. Actions available for CSYSDEF views

Action

Description

ADDTOGRP

Add one or more CICS system definitions to a CICS system group.

CREATE

Create a CICS system definition and add it to the data repository.

REMOVE

Remove a CICS system definition from the data repository.

* Note: If the CICS system definition name is specified as a SCOPE in
a BAS definition, the REMOVE will fail, with an indication that the
record is in use.

UPDATE

Update a CICS system definition in the data repository.

Fields
Table 12. Fields in CSYSDEF views

Field

Attribute name

Description

Period definition name

ACTVTIME

The name of the period definition that
identifies the hours during which this
CICS system is to be running.

BAS install failure action

AINSFAIL

Indicates the action to be taken in the
event of a BAS install failure. Options are:
» CONTINUE
— Continue installing other resources.
* NORMAL
— Shut down the CICS system
normally.
* PROMPT
— Prompt the operator console for an
action. The resource installation
process in the CICS system is
suspended until the operator
responds, but all other MAS
processing continues.
* TERMINATE
— Terminate the resource installation
process. No more resources are
installed. Any resources that were
successfully installed are not
removed.
* IMMEDIATE
— Shut down the CICS system
immediately.

Application ID

APPLID

The application ID of a CICS system is the
name by which it is known in the
intercommunication network; that is, its
netname.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Install BAS resources option

AUTOINST

Indicates whether resources associated

with the system through a resource

description should be automatically
installed when the MAS connects to the

CMAS:

* ALWAYS - Install resources every time
the MAS connects after a CICS startup.

* COLDONLY - Install resources only
when the MAS connects after a CICS
INITIAL or COLD start.

* NEVER - Resources should never be
automatically installed in this CICS
system.

* WARMONLY - Install resources only
when the MAS connects after a CICS
warm start or emergency restart
(AUTO).

RS server bottom tier

BOTRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be used to define the bottom
tier task load range (from zero up to this
value).

The value range is from 1 to 25, or

INHERIT.

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The task count
value from zero up to this value is
deemed to be the task load bottom tier.
If the task load in a region falls into this
range, then it will be broadcast to the
coupling facility for every change in the
load. Once the load reaches this value,
then the RS server update frequency
task rules will be activated.

The default value is 1%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput. Any change
to this value will be applied at the next
region startup.

Last modification agent

CHANGEAGENT

The change agent identifier that made the

last modification.

*  DREPAPI - Resource was last changed
by a CICSPlex SM API command.

* DREPBATCH - Changed by a
CICSPlex SM utility.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Last modification agent release

CHANGEAGREL

The CICS release level of the agent that
made the last modification.

Last modification

CHANGETIME

The local time when the definition was
last changed.

Last modification user ID

CHANGEUSRID

The user ID that made the last
modification.

Sample interval for CICS region monitoring

CICSSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Sample interval for connection monitoring

CONNSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

CSYSDEF context

CONTEXT

This is an output only field, identifying
the CICSplex context for a query. It is
required to enable the Hyperlinks on the
UPDATERS and READRS attributes.

Time created

CREATETIME

The local time when the definition was
created.

Daylight saving time in effect

DAYLGHTSV

Indicates whether you are currently

recognizing daylight saving time. Specify:

* YES - Recognize daylight saving time.

* NO - Do not recognize daylight saving
time.

e INHERIT - to inherit the value
assigned to the CMAS to which this
CICS system is connected when active.
When this CICS system is inactive, the
value is inherited from the CMAS
assigned the task of monitoring the
availability of this CICS system.
INHERIT can only be specified if both
the Time zone (TMEZONE) and Time
zone offset (TMEZONEO) values are
INHERIT.

Sample interval for DB2/DBCTRL
monitoring

DBXSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Description

DESC

A1 to 58-character description of the
CICS system definition.

Description code page

DESCCODEPAGE

The code page of the description field.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Target region active at startup

DYNROUTE

Indicates whether or not this CICS system
is to be active as a target region and
accept work for the workload for which it
is a target at CICS startup.

* YES - The CICS system is to be an
active target and accept work for the
workload for which it is a target at
CICS startup.

* NO - The CICS system is not a target
region, or the CICS system is to be
quiesced and will not accept work for
the workload for which it is a target at
CICS startup.

The Target region in active workload
(EYUSTARTWLMAWAOR) view may be
used to Activate or Quiesce target regions
in a workload.

A target region would normally have this
option set to YES. A routing region may
have this option set to YES, if it is also
acting as a target region in the workload.

Sample interval for file monitoring

FILESAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Sample interval for global region
monitoring

GLBLSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Host name

HOST

The 116-character host name of the system
decimal IPv4 address (for example,
9.20.181.3), or its colon hexadecimal IPv6
address (for example
ABCD:EF01::2345:6789). If an IPv4 address
is entered as an IPv4 compatible IPv6
address (deprecated) or an IPv4 mapped
IPv6 address (for example ::FFFF:1.2.3.4) it
is converted to a standard IPv4 dotted
decimal address. IPv6 addresses should
not be used for CICS Transaction Server
for z/OS, Version 3 Release 2 and earlier
releases. This is used for IPIC SYSLINK
connections.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Sample interval for journal monitoring

JRNLSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Monitoring status

MONSTATUS

Indicates whether resource monitoring is
to be active when this CICS system is
started. Specify:

* YES - Resource monitoring is to be
active. For this to occur, the CICS
system must be associated with a
monitor specification.

* NO - Resource monitoring is not to be
active.

* INHERIT - Inherit the value specified
with the monitor specification to which
this CICS system is associated.

Maintenance point CMAS id

MPCMASID

This is an output only field, identifying
the maintenance point CMAS for the
CICSplex. It is required to enable the
Hyperlinks on the UPDATERS and
READRS attributes.

Action for CICS-at-maximum-tasks event

MXTACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.

Severity for CICS-at-maximum-tasks event

MXTSEV

The severity level that is to be associated

with the named condition. The options

are:

* VLS - Very low severe

* LS - Low severe

* LW - Low warning

* HW - High warning

* HS - High severe

* VHS - Very high severe

* NO - The condition is not to be
monitored

* INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is
assessed independently of SAM and is not
influenced by SAM settings.

CICS system definition name

NAME

The 1- to 8-character name for the CICS
system to be associated with the CICSplex
identified as the context.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Network ID

NETWORKID

The network ID of the system.
NETWORKID is used in combination with
the APPLID option to ensure unique
naming for connecting systems via IPIC.
This is used for IPIC SYSLINK
connections.

Action for Non-responsive-MAS event

NRMACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.

Severity for Non-responsive-MAS event

NRMSEV

The severity level that is to be associated

with the named condition. The options

are:

* VLS - Very low severe

e LS - Low severe

* LW - Low warning

* HW - High warning

* HS - High severe

* VHS - Very high severe

* NO - The condition is not to be
monitored

e INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is
assessed independently of SAM and is not
influenced by SAM settings.

Port number

PORT

This is used by IPIC SYSLINK processing
to override the TCPIPSERVICE port
number on which inbound requests are
received. Valid values are a decimal
number in the range of 1 to 65535.

Primary CMAS name

PRICMAS

The name of the CMAS that is assigned
the task of monitoring the availability of
this CICS system. When the CICS system
is part of a CICSplex that is managed by a
single CMAS, specify the name of that
CMAS. When multiple CMASs participate
in managing the CICSplex, identify the
CMAS to which the CICS system
normally connects. Naming a CMAS does
not prevent the CICS system from
connecting to another CMAS when, for
example, the primary CMAS is not
available.

Sample interval for program monitoring

PROGSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

RS server read interval

READRS

Within a workload running in optimized
mode, this value specifies the minimum
interval between target region status
refreshes that a routing region would
request from the CICS CFDT server. This
value will be used to override the default
interval value specified in CICSplex
definition, which is the parent of this
CICS system definition.

The value range is from 0 to 2000 or
INHERIT, and represents units of
milliseconds:

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* A value of 0 means that a routing
region will request a status update of a
target region on every occasion that it
examines that target region's status.

* Values between 1 and 2000 specify the
minimum millisecond time interval that
must expire before a target region's
status data can be refreshed.

A low value mean that the router will
refresh a target's status from the RS server
more often than for a higher value. For
workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

A value of 1000 represents a one second
interval. The default value is 200
milliseconds

The value specified here will be applied
the next time this CICS region is started.
If you want the change to be applied to a
running instance of this CICS region, then
it may be changed in-flight using the
MAS views.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Time data is kept after monitoring stops
(minutes)

RETENTION

The number of minutes collected data is
to be kept after resource monitoring stops.
(Resource monitoring stops when the
CICS system stops or when the MAS view
command is used to stop resource
monitoring for the CICS system.) The
retention period can be:
° 1-1440
— Collected data is to be kept the
specified number of minutes.
e 0
— Collected data is not to be kept.
» INHERIT
— The CICS system is to use the value
specified with its associated monitor
specification.

Real time analysis status

RTASTATUS

Indicates whether or not the system

availability monitoring (SAM) and MAS

resource monitoring (MRM) components
of real-time analysis are to be active when
this CICS system is started.

* YES - System availability monitoring
and MAS resource monitoring are
active.

* NO - No RTA monitoring is active. If
the MAS has just been initialized or has
been updated to turn analysis on, NO is
displayed until RTA is fully initialized.

* SAM - System availability monitoring
is active.

*  MRM - MAS resource monitoring is
active.

* NJ/A - The MAS is not connected to its
CMAS (the MAS Status field shows
INACTIVE).

Action for system availability monitoring
event

SAMACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.
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Table 12. Fields in CSYSDEF views (continued)

Field Attribute name Description

Severity for system availability monitoring |SAMSEV The severity level that is to be associated

event with the named condition. The options
are:

* VLS - Very low severe

* LS - Low severe

* LW - Low warning

*  HW - High warning

e HS - High severe

* VHS - Very high severe

* NO - The condition is not to be
monitored

* INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is

assessed independently of SAM and is not

influenced by SAM settings.

Action for system dump event SDMACTION The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.

Severity for system dump event SDMSEV The severity level that is to be associated
with the named condition. The options
are:

* VLS - Very low severe

* LS - Low severe

* LW - Low warning

* HW - High warning

* HS - High severe

* VHS - Very high severe

*  NO - The condition is not to be
monitored

* INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is

assessed independently of SAM and is not

influenced by SAM settings.

Exemption from simulated security checks |SECBYPASS Indicates whether CICSPlex SM

Exemption security is active for this CICS
system. Exemption security allows
simulated CICS security checks to be
bypassed.

* YES - Exemption security is active for
this CICS system.

* NO - Exemption security is not active
for this CICS system.

* INHERIT - Inherit the Security
checking exemption value assigned to
the CICSplex with which this CICS
system is associated.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Simulated CICS-command security checking
status

SECCMDCHK

Indicates whether or not CICSPlex SM

security checking is to simulate CICS

command checking for this CICS system.

Specify:

¢ YES - Simulate CICS command
checking for this CICS system.

¢ NO - Do not simulate CICS command
checking for this CICS system.

* INHERIT - Inherit the value assigned
to the CICSplex with which this CICS
system is associated.

Simulated CICS-resource security checking
status

SECRESCHK

Indicates whether CICSPlex SM security

checking is to simulate CICS resource

checking for this CICS system. Specify:

* YES - Simulate CICS resource checking
for this CICS system.

* NO - Do not simulate CICS resource
checking for this CICS system.

* INHERIT - Inherit the value assigned
to the CICSplex with which this CICS
system is associated.

Action for short on storage (SOS) event

SOSACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.

Severity for short-on-storage (SOS) event

SOSSEV

The severity level that is to be associated

with the named condition. The options

are:

* VLS - Very low severe

¢ LS - Low severe

* LW - Low warning

* HW - High warning

* HS - High severe

* VHS - Very high severe

* NO - The condition is not to be
monitored

e INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is
assessed independently of SAM and is not
influenced by SAM settings.

Action for CICS-stalled event

STLACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Severity for CICS-stalled event

STLSEV

The severity level that is to be associated

with the named condition. The options

are:

* VLS - Very low severe

* LS - Low severe

* LW - Low warning

*  HW - High warning

e HS - High severe

* VHS - Very high severe

¢ NO - The condition is not to be
monitored

* INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is
assessed independently of SAM and is not
influenced by SAM settings.

System 1D

SYSID

The 4-character system ID of the CICS
system. The value specified must match
the CICS SYSIDNT SIT operand or
override.

Action for transaction dump event

TDMACTION

The name of the action definition to be
used when generating a notification about
the named condition. Specify * to inherit
the action definition from the analysis
specification.

Severity for transaction dump event

TDMSEV

The severity level that is to be associated

with the named condition. The options

are:

* VLS - Very low severe

e LS - Low severe

* LW - Low warning

* HW - High warning

* HS - High severe

* VHS - Very high severe

¢ NO - The condition is not to be
monitored

* INHERIT - Derive the severity from
the analysis specification

* N_A - The default severity level for
this condition is to be used

Note: Workload Manager (WLM) health is
assessed independently of SAM and is not
influenced by SAM settings.

Sample interval for TDQ monitoring

TDQSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Sample interval for terminal monitoring

TERMSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.

Time zone

TMEZONE

The time zone in which this CICS system

is located. Specify:

* A time zone code letter in the range B
through Z. For details of the time zone
codes, see table 'Time zone codes' in the
CICSPlex SM Administration manual.

e INHERIT - to inherit the time zone
assigned to the CMAS to which this
CICS system is connected when active.
When this CICS system is inactive, the
time zone is inherited from the CMAS
assigned the task of monitoring the
availability of this CICS system.
INHERIT can only be specified if both
the Time zone offset (TMEZONEO) is
INHERIT and daylight saving time
(DAYLGHTSV) is INHERIT .

Time zone offset

TMEZONEO

The adjustment value that is to be applied
to the computed time. This value is used
to resolve time references in areas that do
not use a standard zone. Specify:

* A value between 0 and 59 to identify
the number of minutes to be added to
the time for that time zone (for areas
that do not use a standard time zone).

e INHERIT - to inherit the time zone
offset assigned to the CMAS to which
this CICS system is connected when
active. When this CICS system is
inactive, the time zone offset is
inherited from the CMAS assigned the
task of monitoring the availability of
this CICS system. INHERIT can only be
specified if both the Time zone
(TMEZONE) is INHERIT and daylight
saving time (DAYLGHTSV) is INHERIT
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

RS server top tier

TOPRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be subtracted from the
MAXTASK value for the region to
determine top tier task load range. This
value will be used to override the default
value specified in CICSplex definition,
which is the parent of this CICS system
definition.

The value range is from 1 to 25, or

INHERIT.

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is subtracted from the
region's MAXTASKS setting to establish
a task load top tier. If the task load in a
region runs up to its MAXTASKS limit,
then the task load must drop back
below this value before the MAXTASKS
state for the region is switched off and
broadcast to the coupling facility.

The default value is 5%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput. Any change
to this value will be applied at the next
region startup.

Sample interval for transaction monitoring

TRANSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of INHERIT means that the CICS system
uses the value specified with its
associated monitor specification.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

RS server update frequency
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UPDATERS

tration

Within a workload running in optimized
mode, this value specifies the frequency
with which the CICS CFDT (RS) server
will be called to modify the value of the
task load within a target CICS region.
This value will be used to override the
default frequency value specified in
CICSplex definition, which is the parent
of this CICS system definition.

The value range is from 0 to 25, or

INHERIT:

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* A value of 0 means that the RS Server
is not notified of any task load count
changes, which disables the optimized
workload function for regions within
the scope of this CICSplex.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is used as a numeric
threshold to drive an update call to the
RS Server.

For example, with a MAXTASKS setting
of 120, and with this attribute set to 20,
the RS Server will be called to update the
WLM load count when the regions task
count changes between:

e 23 and 24 tasks - (20%),

e 47 and 48 tasks - (40%),

e 71 and 72 tasks - (60%),

e 95 and 96 tasks - (80%),

e 119 and 120 tasks - (100%).

The RS Server would be updated when a
regions task load increments or
decrements across these boundaries.

If you specify a value that is at the lower
end of the 1-25 scale, then that will cause
an increase in the frequency of updates to
the RS Server across its task load range.
For workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

The value specified here will be applied
the next time this CICS region is started.
If you want the change to be applied to a
running instance of this CICS region, then
it may be changed in-flight using the




Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

WLM optimization enablement

WLMOPTEN

This attribute controls the enablement of
the optimized dynamic routing function.

When set to ENABLED, the region will
attempt to connect to the CICS Region
Status server when the CICSplex SM
workload management agent starts. If that
connection is successful, then the region
will be eligible to participate in optimized
workload routing requests.

If this attribute is set to DISABLED, then
the region will not connect to the Region
Status server when it starts, and
optimized dynamic workload routing
requests will be suppressed.

The setting of this definition may be
overridden at runtime through the MAS
views.

Task load queue mode

WLMQMODE

This attribute is used by CICSPlex SM
Workload Manager. This value specifies
how the queued task load of a target
CICS region is to be evaluated:

* MAXTASK - specifies that both active
and MAXTASK queued tasks are to be
included in the task load evaluation for
the region.

* ALL - specifies that the task load
evaluation for the region will include
active tasks, tasks queued for the
MAXTASK limit and tasks that are
queued because of a TRANCLASS limit.

The default value is ALL. Any change to
this value will be applied at the next
region startup.
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Routing region active at startup

WLMSTATUS

Indicates whether or not this CICS system

is to participate in its associated workload

as a routing region when the CICS system
is started. Options are:

* YES - The CICS system is to join its
associated workload as a routing region
at CICS startup.

* NO - The CICS system will not
attempt to act as a routing region at
CICS startup.

Use the WLM specifications to CICS
systems link (EYUSTARTLNKSWSCS)
view, the WLM specifications to CICS
system group links
(EYUSTARTLNKSWSCG) view, or
Workload management Map function to
identify the associated workload. If the
CICS system is not associated with a
workload, it will not be activated as a
routing region.

A routing region would normally have
this option set to YES. A target region
must also have this option set to YES, if it
is to receive requests using the CICS
distributed routing model (DSRTPGM).
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Table 12. Fields in CSYSDEF views (continued)

Field

Attribute name

Description

Task load health threshold

WLMTHRSH

This attribute is used by CICSPlex SM
Workload Manager. It specifies a
percentage threshold of the current
region's task load, which is calculated by
dividing the current task count by the
maximum task count. When the load for a
target region reaches this threshold, then
WLM considers the region to be relatively
unhealthy. This will cause higher link
weights to be applied to the WLM routing
algorithm when evaluating this region.
When a target scope covers local and
remote regions relative to the router, then
WLM will favour local targets over
remote ones. The effect of this attribute is
that when this load threshold in the local
regions is achieved, then WLM will start
to favour remote targets instead. When all
targets in the scope achieve this load
threshold, then WLM will revert to
favouring local targets again.

The value range is from 1 to 100, and the
default value is 60. The value specified
here will be applied the next time this
CICS region is started.

Note: this value is nullified when applied
to the routing factor of link neutral
dynamic routing requests. This is because
the link weight itself is ignored for the
LNQUEUE and LNGOAL algorithms.

MASs known to CICSplex - MAS

The MASs known to CICSplex (MAS) views display information about MASs
known to CICSplex.

Supplied views

To access from the main menu, click:

CICSPlex SM operations views > MASs known to CICSplex

Table 13. Views in the supplied MASs known to CICSplex (MAS) view set

View

Notes

MASs known to CICSplex

EYUSTARTMAS.CPSMDUMP

Capture a CICSPlex SM diagnostic dump, including the
MAS, the managing CMAS, and the ESSS
(Environmental Services Subsystem) address spaces, and
selected component data spaces.

MASs known to CICSplex

EYUSTARTMAS.DETAIL1

Detailed real time analysis information about a selected
MAS.
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Table 13. Views in the supplied MASs known to CICSplex (MAS) view set (continued)

View

Notes

MASs known to CICSplex

EYUSTARTMAS.DETAIL2

Detailed monitoring information about a selected MAS.

MASs known to CICSplex

EYUSTARTMAS.DETAILED

Detailed general information about a selected MAS.

MASs known to CICSplex

EYUSTARTMAS.FORCEDISCON

Terminates the ESSS connection of the MAS. Note:
Abends may occur if ForceDiscon is issued against an
active system. ForceDiscon should only be used if the
system terminated as a CICS system but remained
connected to the ESSS. ForceDiscon can only be issued if
a previous StopUncon was issued and did not terminate
the system from the ESSS.

MASs known to CICSplex

EYUSTARTMAS.SET

Change the attributes of a selected MAS.

MASs known to CICSplex

EYUSTARTMAS.STOP

Stops the MAS agent code within a CICS system. Note:
If a MAS is acting as a routing region for workload
management, and the DTR program is EYUIXLOP, you
cannot stop the MAS agent code.

MASs known to CICSplex

EYUSTARTMAS.STOPUNCON

Stops the MAS agent code within a CICS system. Note:
If a MAS is acting as a routing region for workload
management, and the DTR program is EYU9XLOP,
StopUncon will stop the MAS agent code. This may lead
to EYUO abends in the MAS if subsequent routes are
attempted.

MASs known to CICSplex

Tabular information about all MASs associated with the
CICSplex identified as the context.

EYUSTARTMAS.TABULAR
Actions

Table 14. Actions available for MAS views

Action Description

CPSMDUMP Capture a CICSPlex SM diagnostic dump, including the MAS, the
managing CMAS, and the ESSS (Environmental Services Subsystem)
address spaces, and selected component data spaces.

FORCEDISCON Terminates the ESSS connection of the MAS. Note: Abends may occur
if ForceDiscon is issued against an active system. ForceDiscon should
only be used if the system terminated as a CICS system but remained
connected to the ESSS. ForceDiscon can only be issued if a previous
StopUncon was issued and did not terminate the system from the ESSS.

SET Change the attributes of a selected MAS.

STOP Stops the MAS agent code within a CICS system. Note: If a MAS is
acting as a routing region for workload management, and the DTR
program is EYU9XLOP, you cannot stop the MAS agent code.

STOPUNCON Stops the MAS agent code within a CICS system. Note: If a MAS is

acting as a routing region for workload management, and the DTR
program is EYU9IXLOP, StopUncon will stop the MAS agent code. This
may lead to EYUO abends in the MAS if subsequent routes are
attempted.
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Fields
Table 15. Fields in MAS views

Field

Attribute name

Description

Period definition name

ACTVTIME

The name of the period definition that
identifies the hours during which this
CICS system is to be running.

Autoinstall failure action

AINSFAIL

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Autoinstall request type

AUTOINST

Indicates whether resources associated

with the system through a resource

description should be automatically
installed when the MAS connects to the

CMAS:

* ALWAYS - Install resources every time
the MAS connects after a CICS startup.

* COLDONLY - Install resources only
when the MAS connects after a CICS
INITIAL or COLD start.

* NEVER - Resources should never be
automatically installed in this CICS
system.

* WARMONLY - Install resources only
when the MAS connects after a CICS
warm start or emergency restart
(AUTO,).

Business Application Services (BAS) trace
flags

BASTRACE

Business Application Services trace flag
settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

RS server bottom tier

BOTRSUPD

This attribute applies to CICSPlex SM
sysplex optimized workloads. If the MAS
is not at a sufficiently high enough release
to support sysplex optimized workloads,
then this value will contain zero, and will
not be changeable to any other value.

If the MAS is at high enough release for
optimized workload support, then the
following help explanation applies:

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be used to define the bottom
tier task load range (from zero up to this
value).

The value range is from 1 to 25, or

INHERIT.

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The task count
value from zero up to this value is
deemed to be the task load bottom tier.
If the task load in a region falls into this
range, then it will be broadcast to the
coupling facility for every change in the
load. Once the load reaches this value,
then the RS server update frequency
task rules will be activated.

The default value is 1%. You may change
this value here to dynamically change the
value assigned to the current CICS region.
If you want the change to be applied to
this CICS region after it has been
restarted, then you must also change this
value in the CICS system definition panel.

You should only change this value after
giving consideration to the impact that the
change may have on your workload and
coupling facility throughput.

Cache services trace flags

CHETRACE

The cache services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

CICS system name

CICSNAME

The name of a CICS system that is
currently known to CICSPlex SM. Once a
CICS system makes itself known to
CICSPlex SM, it is considered a MAS.

Sample interval for CICS region monitoring

CICSSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

MAS status

CICSSTATE

The status of the MAS is either ACTIVE
or INACTIVE. CICSPlex SM can only
manage MASs that are active.
e ACTIVE
— The CICS system is active and
connected to CICSPlex SM.
e INACTIVE
— The CICS system is inactive, or not
connected to CICSPlex SM, or
communication to the CMAS that
manages the MAS is not active.

A MAS can be inactive for one of two

reasons:

* The Stop action was used to stop the
MAS agent

* The CICS system itself is inactive, but
is still known

Other valid options are LOSTCONN,
LOSTCMAS, and LOSTMAS. Note:

If this field is blank, the MAS is
temporarily between an inactive and
active state.

CMAS name

CMASNAME

The name of a CMAS that participates in
the management of the specified MAS.

Communications trace flags

COMTRACE

The communications trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

Sample interval for connection monitoring

CONNSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

CPSM version of MAS

CPSMVER

The CICSPlex SM version of the current
MAS.

Data repository services trace flags

DATTRACE

The data repository services trace flag
settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Daylight saving time in effect

DAYLGHTSV

Indicates whether you are currently

recognizing daylight saving time. Specify:

* YES - Recognize daylight saving time.

* NO - Do not recognize daylight saving
time.

* INHERIT - Use the value assigned to
the daylight time indicator assigned to
the CMAS to which this CICS system is
connected, or the primary CMAS, if the
CICS system is inactive.

* N_A - Not applicable.

Sample interval for DB2/DBCTRL
monitoring

DBXSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

CICS system description

DESC

A description of the CICS system.

Sample interval for file monitoring

FILESAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Sample interval for global region
monitoring

GLBLSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Host Name

HOST

The 116-character host name of the system
(for example, www.example.com), or its
dotted decimal IP address (for example,
9.20.181.3). This is used for IPIC SYSLINK
connections.

Sample interval for journal monitoring

JRNLSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Kernel linkage trace flags

KNLTRACE

The kernel linkage trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

MAS services trace flags

MASTRACE

The MAS services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

MAS type

MASTYPE

The type of relationship that exists
between this MAS and the specified
CMAS:

* LOCAL - The MAS resides in the same
MVS image as the CMAS and uses the
CICSPlex SM ESSS facility to
communicate with it.

* N_A - The MAS is not currently active;
its type cannot be determined.

Monitoring status

MONSTATUS

Indicates whether resource monitoring is
active in this MAS. The valid values are:
* YES
— Resource monitoring is active in this
MAS.
¢ NO
— Resource monitoring is inactive in
this MAS. If the MAS has just been
initialized or has been updated to
turn monitoring on, this value is
displayed until monitoring is fully
initialized.
* N_A
— The MAS is not connected to its
CMAS (the MAS Status field shows
INACTIVE).
¢ FORCE
— To stop resource monitoring even if
it is being used by real-time analysis.
All resource monitoring will stop. If
an evaluation definition names a
monitor table resource, that
evaluation definition becomes
inactive.

Note: For Monitoring to become fully
initialized the MAS must have a
Monitoring Specification associated with
it.

Message services trace flags

MSGTRACE

The message services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

Action for CICS-at-maximum-tasks event

MXTACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for CICS-at-maximum-tasks event

MXTSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Network ID

NETWORKID

The network ID of the system.
NETWORKID is used in combination with
the APPLID option to ensure unique
naming for connecting systems via IPIC.
This is used for IPIC SYSLINK
connections.

Action for Non-responsive-MAS event

NRMACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for Non-responsive-MAS event

NRMSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.

Port number

PORT

A decimal number, in the range 1 through
65535, specifying the port number to be
used for outbound requests on this IPIC
connection. That is, the number of the
port on which the remote system will be
listening. This is used for IPIC SYSLINK
connections.

Primary CMAS name

PRICMAS

The name of the CMAS that is assigned
the task of monitoring the availability of
this CICS system.

Sample interval for program monitoring

PROGSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Queue services trace flags

QUETRACE

The queue services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

RS server read interval

READRS

This attribute applies to CICSPlex SM
Sysplex Optimized Workloads. If the MAS
is not at a sufficiently high enough release
to support Sysplex Optimized Workloads,
then this value will contain zero, and will
not be changeable to any other value.

If the MAS is at high enough release for
Optimized Workload support, then the
following help explanation applies:

Within a workload running in optimized
mode, this value specifies the minimum
interval between region status refreshes
that a routing region would request from
the CICS CFDT server. This is the current
value used by this CICS region.

The value range is from 0 to 2000, and

represents units of milliseconds:

* A value of 0 means that a routing
region will request a status update of
this region on every occasion that it
examines this region's status.

* Values between 1 and 2000 specify the
minimum millisecond time interval that
must expire before this region's status
data can be refreshed.

A low value mean that the router will
refresh a target's status from the RS
server more often than for a higher
value. For workloads in QUEUE mode,
this will result in a task load more
evenly balanced across the CICS regions
in the workload target scope (assuming
all other health and link factors are
equal) . However, the utilization of the
RS server will be correspondingly
increased, which may consequently
result in a higher utilization of your
coupling facility.

A value of 1000 represents a one second
interval. The default value is 200
milliseconds

You may change this value here to
dynamically change the value assigned to
the current CICS region. If you want the
change to be applied to this CICS region
after it has been restarted, then you must
also change this value in the CICS System
definition panel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Monitoring data retention period

RETENTION

The number of minutes collected data is
to be kept after resource monitoring stops.
(Resource monitoring stops when the
CICS system stops or when the MAS view
command is used to stop resource
monitoring for the CICS system.) The
retention period can be:
e 1-1440

— Collected data is to be kept the

specified number of minutes.

0

— Collected data is not to be kept.

Real time analysis status

RTASTATUS

Indicates whether real time analysis (RTA)
is active in this MAS. The valid values
are:
* YES
— System availability monitoring and
MAS resource monitoring are active.
« NO
— No RTA monitoring is active. If the
MAS has just been initialized or has
been updated to turn analysis on,
NO is displayed until RTA is fully
initialized.
* SAM
— System availability monitoring is
active.
* MRM
— MAS resource monitoring is active.
* N_A
— The MAS is not connected to its
CMAS (the MAS Status field shows
INACTIVE).

Note: For Real time analysis to become
fully initialized the MAS must have a Real
time analysis Specification associated with
it.

Real time analysis (RTA) trace flags

RTATRACE

The real time analysis trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

Action for system availability monitoring
event

SAMACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for system availability monitoring
event

SAMSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Action for system dump event

SDMACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for system dump event

SDMSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.

Simulated security exemption check

SECBYPASS

Indicates whether all simulated CICS

security checking is to be bypassed for

this CICS system:

* YES - Bypass all simulated CICS
security checking for this CICS system.

* NO - Do not bypass simulated CICS
security checking for this CICS system.

e INHERIT (asterisk) - Use the value
assigned to the CICSplex with which
this CICS system is associated.

* N_A - Not applicable.

Simulated security command check

SECCMDCHK

Indicates whether or not CICSPlex SM
security checking is to simulate CICS
command checking for this CICS system.
Specify:

* YES - Simulate CICS security checking
for this CICS system.

* NO - Do not simulate CICS security
checking for this CICS system.

* INHERIT - Use the value assigned to
the CICSplex with which this CICS
system is associated.

* N_A - Not applicable.

Simulated security resource check

SECRESCHK

Indicates whether CICSPlex SM security

checking is to simulate CICS command

checking for this CICS system. Specify:

* YES - Simulate CICS security checking
for this CICS system.

* NO - Do not simulate CICS security
checking for this CICS system.

e INHERIT (asterisk) - Use the value
assigned to the CICSplex with which
this CICS system is associated.

Action for short on storage (SOS) event

SOSACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for short on storage (SOS) event

SOSSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Common services trace flags

SRVTRACE

The external services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

Action for CICS-stalled event

STLACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for CICS-stalled event

STLSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.

Action for transaction dump event

TDMACTION

The name of the action definition to be
used when generating notification about
the named condition. Specify inherit to
derive the action definition action from
the analysis specification.

Severity for transaction dump event

TDMSEV

The severity level that is to be associated
with the named condition. The severity
codes are: VLS, LS, LW, HW, HS, or VHS.
Specify N_A to exclude this condition
from monitoring.

Sample interval for TDQ monitoring

TDQSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Sample interval for terminal monitoring

TERMSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Time zone

TMEZONE

The time zone in which this CICS system

is located. Specify:

* A code in the range B through Z.

* INHERIT - Inherit the time zone offset
assigned to the CMAS to which this
CICS system is connected, or the
primary CMAS, if the CICS system is
inactive.

Note: If you specify * (asterisk) for any
one of the time fields, you must specify
asterisk for all three time fields.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Time zone offset

TMEZONEO

The adjustment value that is to be applied
to the computed time. This value is used
to resolve time references in areas that do
not use a standard zone. Specify:

A value between 0 and 59 to identify
the number of minutes to be added to
the time for that time zone (for areas
that do not use a standard time zone).
INHERIT - Inherit the time zone offset
assigned to the CMAS to which this
CICS system is connected, or the
primary CMAS, if the CICS system is
inactive
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

RS server top tier

TOPRSUPD

This attribute applies to CICSPlex SM
sysplex optimized workloads. If the MAS
is not at a sufficiently high enough release
to support sysplex optimized workloads,
then this value will contain zero, and will
not be changeable to any other value.

If the MAS is at high enough release for
optimized workload support, then the
following help explanation applies:

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be subtracted from the
MAXTASK value for the region to
determine top tier task load range.

The value range is from 1 to 25, or

INHERIT.

* A value of INHERIT means assign the
value that is specified for this attribute
in the parent CICSplex definition
(CPLEXDEEF) object for this CICS
region. This is the default setting for
this attribute.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is subtracted from the
region's MAXTASKS setting to establish
a task load top tier. If the task load in a
region runs up to its MAXTASKS limit,
then the task load must drop back
below this value before the MAXTASKS
state for the region is switched off and
broadcast to the coupling facility.

The default value is 5%. You may change
this value here to dynamically change the
value assigned to the current CICS region.
If you want the change to be applied to
this CICS region after it has been
restarted, then you must also change this
value in the CICS system definition panel.

You should only change this value after
giving consideration to the impact that the
change may have on your workload and
coupling facility throughput.

Topology trace flags

TOPTRACE

The topology trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Sample interval for transaction monitoring

TRANSAMP

The number of seconds in the range 1 -
86400 that CICSPlex SM is to wait
between requests to collect sample data
for the named type of monitoring. A value
of 0 means that no resource monitoring is
to occur.

Trace services trace flags

TRATRACE

The trace services trace flag settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

RS server update frequency

102 CICS TS for z/OS 4.2: CICSPlex SM Admin

UPDATERS

istration

This attribute applies to CICSPlex SM
sysplex optimized workloads. If the MAS
is not at a sufficiently high enough release
to support sysplex optimized workloads,
then this value will contain zero, and will
not be changeable to any other value.

If the MAS is at high enough release for
optimized workload support, then the
following help explanation applies:

Within a workload running in optimized
mode, this value specifies the frequency
with which the CICS CFDT (RS) server
will be called to modify the value of the
task load within a target CICS region.
This is the current value used by this
CICS region.

The value range is from 0 to 25:

¢ A value of 0 means that the RS server
is not notified of any task load count
changes, which disables the optimized
workload function for this CICS region.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is used as a numeric
threshold to drive an update call to the
RS server.

For example, with a MAXTASKS setting
of 120, and with this attribute set to 20,
the RS server will be called to update the
WLM load count when the regions task
count changes between:

e 23 and 24 tasks - (20%),

e 47 and 48 tasks - (40%),

e 71 and 72 tasks - (60%),

e 95 and 96 tasks - (80%),

* 119 and 120 tasks - (100%).

The RS server would be updated when a
regions task load increments or
decrements across these boundaries.

If you specify a value that is at the lower
end of the 1-25 scale, then that will cause
an increase in the frequency of updates to
the RS server across its task load range.
For workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

You may change this value here to
dynamically change the value assigned to
the current CICS region. If you want the
chanee to be applied to this CICS recion




Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

WLM optimization enablement

WLMOPTEN

This attribute shows if optimized
workload routing is enabled.

When set to ENABLED, this region can
utilize optimized workload management.

If this attribute is set to DISABLED, then
optimized workload management is
suppressed.

The value can be changed to dynamically
alter the value assigned to the current
CICS region. If this change is to be
applied to this CICS region after it has
been restarted, then you must also change
this value in the CICS System definitions
panel.

Task load queue mode

WLMQMODE

This attribute is used by CICSPlex SM
Workload Manager and applies to target
regions. This value specifies how the
queued task load of a target CICS region
is to be evaluated:

* MAXTASK - specifies that both active
and MAXTASK queued tasks are to be
included in the task load evaluation for
the region.

* ALL - specifies that the task load
evaluation for the region will include
active tasks, tasks queued for the
MAXTASK limit and tasks that are
queued because of a TRANCLASS limit.

The default value is ALL.

If this value specifies N_a , then the
current MAS is not at a high enough CICS
release to support this function, and you
will not be able to change it to any other
value.

You may change this value here to
dynamically change the value assigned to
the current CICS region. If you want the
change to be applied to this CICS region
after it has been restarted, then you must
also change this value in the CICS System

definition panel.
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Table 15. Fields in MAS views (continued)

Field

Attribute name

Description

Workload manager status

WLMSTATUS

Indicates whether the workload manager
(WLM) is active in this MAS. The valid
values are:
* YES
— The workload manager (WLM) is
active in this MAS.
* NO
— The workload manager (WLM) is
inactive in this MAS. If the MAS has
just been initialized or has been
updated to turn workload
management on, this value is
displayed until WLM is fully
initialized.
- N_A
— The MAS is not connected to its
CMAS (the MAS Status field shows
INACTIVE).

Note: For the workload manager to
become fully initialized the MAS must
have a workload manager Specification
associated with it.

104 CICS TS for z/OS 4.2: CICSPlex SM Administration




Table 15. Fields in MAS views (continued)

Field Attribute name Description

Task load health threshold WLMTHRSH This attribute is used by CICSPlex SM
Workload Manager. It specifies a
percentage threshold of the current
region's task load, which is calculated by
dividing the current task count by the
maximum task count. When the load for a
target region reaches this threshold, then
WLM considers the region to be relatively
unhealthy. This will cause higher link
weights to be applied to the WLM routing
algorithm when evaluating this region.

When a target scope covers local and
remote regions relative to the router, then
WLM will favour local targets over
remote ones. The effect of this attribute is
that when this load threshold in the local
regions is achieved, then WLM will start
to favour remote targets instead. When all
targets in the scope achieve this load
threshold, then WLM will revert to
favouring local targets again.

The value range is from 1 to 100, and the
default value is 60. If this value specifies
0, then the current MAS is not at a high
enough CICS release to support this
function, and you will not be able to
change it to any other value.

Note: this value is nullified when applied
to the routing factor of link neutral
dynamic routing requests. This is because
the link weight itself is ignored for the
LNQUEUE and LNGOAL algorithms.

You may change this value here to
dynamically change the value assigned to
the current CICS region. If you want the
change to be applied to this CICS region
after it has been restarted, then you must
also change this value in the CICS System
definition panel.

Workload management trace flags WLMTRACE The workload management trace flag
settings.

Alter trace flag settings only when asked
to by IBM System Support center
personnel.

MAS status by CMAS - MASSTAT

The MAS status by CMAS (MASSTAT) views display information about the join
status of CICS systems in each CMAS in a CICSplex.
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Supplied views

To access from the main menu, click:

CICSPlex SM operations views > MAS status by CMAS

Table 16. Views in the supplied MAS status by CMAS (MASSTAT) view set

View

Notes

MAS status by CMAS

EYUSTARTMASSTAT.DETAILED

Detailed information about the status of MASes in each
CMAS in the CICSplex.

MAS status by CMAS

EYUSTARTMASSTAT.TABULAR

Tabular information about the status of MASes in each
CMAS in the CICSplex.

Actions

None.

Fields

Table 17. Fields in MASSTAT views

Field

Attribute name

Description

CICS system name

CICSNAME

The name of a CICS system that is
currently known to CICSPlex SM. Once a
CICS system makes itself known to
CICSPlex SM, it is considered a MAS.

MAS status

CICSSTATE

The status of the MAS is either ACTIVE
or INACTIVE. CICSPlex SM can only
manage MASs that are active. If all
CMASs involved in management of the
CICSplex have connected and
synchronized properly, all CMASs should
report identical status for any individual
CICS system.

A MAS can be inactive for one of two

reasons:

* The Stop action was used to stop the
MAS agent

* The CICS system itself is inactive, but is
still known

Note: If this field is blank, the MAS is
temporarily between an inactive and
active state.

CMAS name

CMASNAME

The name of the local CMAS to which the
MAS is connected.

CICS system description

DESC

A description of the CICS system.
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Table 17. Fields in MASSTAT views (continued)

Field

Attribute name Description

MAS type

The type of relationship that exists
between this MAS and the specified
CMAS:

* LOCAL - The MAS resides in the same
MVS image as the CMAS and uses the
CICSPlex SM ESSS facility to
communicate with it.

* N/A - The MAS is not currently active;
its type cannot be determined.

Reporting CMAS name

The name of the CMAS from which the
information on a line was reported.

CMASs known to local CMAS - CMASLIST
The CMASs known to local CMAS (CMASLIST) views display information about

CMASs known to local CMAS.

Supplied views

To access from the main menu, click:

CICSPlex SM operations views > CMASs known to local CMAS

Table 18. Views in the supplied CMASs known to local CMAS (CMASLIST) view set

View

Notes

CMASs known to local CMAS

EYUSTARTCMASLIST.CPSMDUMP

Capture a CICSPlex SM diagnostic dump, including the
selected CMAS, the ESSS (Environmental Services
Subsystem) address spaces, selected component data
spaces, and optionally one additional address space.

CMASs known to local CMAS

EYUSTARTCMASLIST.DETAILED

Detailed general information about a selected CMAS.

CMASs known to local CMAS

EYUSTARTCMASLIST.PURGE

Purge any in-storage copies of security profiles that have
been inherited from other CMASs

CMASs known to local CMAS

EYUSTARTCMASLIST.RESET

Force a CMAS to discard security information from the
cache before timeout processing has occurred. Any
change made to a user ID becomes visible only when the
CMAS discards security information for the user from
the cache.

CMASs known to local CMAS

EYUSTARTCMASLIST.RESETTIME

Reset the internal CICS clock of the selected CMAS.

CMASs known to local CMAS

EYUSTARTCMASLIST.SECREBUILD

Rebuild the in-storage external security manager (ESM)
profiles for a CMAS

CMASs known to local CMAS

EYUSTARTCMASLISTSHUTDOWN

Perform a normal shut down of a CMAS.

CMASs known to local CMAS

EYUSTARTCMASLIST.TABULAR

Tabular information about all CMASs associated with the
CICSplex identified as the context.
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Table 19. Actions available for CMASLIST views

Action Description

CPSMDUMP Capture a CICSPlex SM diagnostic dump, including the selected
CMAS, the ESSS (Environmental Services Subsystem) address spaces,
selected component data spaces, and optionally one additional address
space.

PURGE Purge any in-storage copies of security profiles that have been inherited
from other CMASs

RESET Force a CMAS to discard security information from the cache before
timeout processing has occurred. Any change made to a user ID
becomes visible only when the CMAS discards security information for
the user from the cache.

RESETTIME Reset the internal CICS clock of the selected CMAS.

SECREBUILD Rebuild the in-storage external security manager (ESM) profiles for a
CMAS

SHUTDOWN Perform a normal shut down of a CMAS.

Table 20. Fields in CMASLIST views

Field Attribute name Description

Type of access ACCESSTYPE The type of access that this CMAS has to
the local CMAS, as one of the following:
e ADJACENT

— The CMAS has a direct
CMAS-to-CMAS link with the local
CMAS.

¢ INDIRECT

— The CMAS is connected to the local
CMAS via one or more intermediate
transit CMASs.

¢ LOCAL

— The CMAS is the local CMAS,
which means it is the current
context.

*« N_A

— There is currently no connection

between this CMAS and the local

CMAS.
CMAS CMASNAME The name of the CMAS.
CPSM version of CMAS CPSMVER The 4-character number of a valid

CICSPlex SM release, such as 0320 for
CICS Transaction Server for z/0OS, Version

3 Release 2
MVS job ID JOBID The MVS job ID of this CICS system.
MVS job name JOBNAME The MVS job name of this CICS system.
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Table 20. Fields in CMASLIST views (continued)

Field

Attribute name

Description

Status of CMAS

STATUS

The current status of a CMAS as known
to the local CMAS. The status is one of
the following:
« ACTIVE
— The CMAS is active and available to
perform work
« CREATING
- Contact with the CMAS is still being
established; the CMAS is not yet
available for work.
< INACTIVE
— The CMAS is not available for work.
A CMAS is considered inactive if it
shut down normally or if no contact
was ever made with the local CMAS.
¢ LOSTCON
— Contact with the CMAS has been
lost; the true state of the CMAS is
not known. Contact can be lost if the
CMAS terminated abnormally or if
the CMAS-to-CMAS link failed.
* N_A
- Not applicable.

CICS system ID

SYSID

The 4-character system ID of the CICS
system.

First transit CMAS

TRANSITCMAS

For CMASs with an access type of
INDIRECT, the name of the transit CMAS
through which the local CMAS
communicates.

Number of transit CMASs

TRANSITCNT

For CMASs with an access type of
INDIRECT, the number of transit CMASs
through which communications must pass
before reaching the target CMAS.

CICSplexes managed by CMAS - CMASPLEX

The CICSplexes managed by CMAS (CMASPLEX) views display information
about the CICSplexes being managed by the local CMAS.

Supplied views

To access from the main menu, click:

CICSPlex SM operations views > CICSplexes managed by CMAS
Table 21. Views in the supplied CICSplexes managed by CMAS (CMASPLEX) view set

View

Notes

CICSplexes managed by CMAS

EYUSTARTCMASPLEX.TABULAR

Tabular information about the CICSplexes
being managed by the local CMAS.

CICSplexes managed by CMAS

EYUSTARTCMASPLEX.DETAILED

Detailed information about a selected
CICSplex being managed by the local
CMAS.
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Actions
Table 22. Actions available for CMASPLEX views

Action Description

FORCEREMPLEX Remove the CONTEXT CMAS from a CICSplex
definition when the MPSTATE is NOTCONNECTED.

REMPLEX Remove the CONTEXT CMAS from a CICSplex
definition when the MPSTATE is VALID.

Fields

Table 23. Fields in CMASPLEX views

Field Attribute name Output values

CICSplex PLEXNAME The name of a CICSplex that the local
CMAS participates in managing.

CMAS is maintenance point MPSTATUS Indicates whether the local CMAS is the
maintenance point for the specified
CICSplex.

Maintenance point CMAS MPCMAS The name of the maintenance point
CMAS.

State of MP CMAS MPSTATE The status of the maintenance point
CMAS. This value can be on of the
following;:

VALID The maintenance point CMAS
is connect to the CONTEXT
CMAS and has confirmed it is
the maintenance point CMAS.

INVALID
The maintenance point CMAS
is connect to the CONTEXT
CMAS and has confirmed it is
not the maintenance point
CMAS.

NOTCONNECTED
The maintenance point CMAS
is not connected to the
CONTEXT CMAS, therefore it
cannot be determined if the
named MP CMAS is actually
the MP CMAS.

CMASs managing CICSplex - CICSPLEX

The CMASs managing CICSplex (CICSPLEX) views display information about all
CMASs associated with a CICSplex, whether or not the local CMAS is the
maintenance point for the CICSplex.
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Supplied views
To access from the main menu, click:

CICSPlex SM operations views > CMASs managing CICSplex
Table 24. Views in the supplied CMASs managing CICSplex (CICSPLEX) view set

View Notes

CMASs managing CICSplex Detailed general information about a selected CMAS.

EYUSTARTCICSPLEX.DETAILED

CMASs managing CICSplex Tabular information about all CMASs managing a
CICSplex.

EYUSTARTCICSPLEX. TABULAR

Actions
None.
Fields
Table 25. Fields in CICSPLEX views
Field Attribute name Description
Type of access from this CMAS to local ACCESSTYPE The type of access that this CMAS has to
CMAS the local CMAS, as one of the following:

* ADJACENT - The CMAS has a direct
CMAS-to-CMAS link with the local
CMAS.

¢ INDIRECT - The CMAS is connected
to the local CMAS via one or more
intermediate transit CMASs.

¢ LOCAL - The CMAS is the local
CMAS, which means it is the current
context.

* N_A - There is currently no connection
between this CMAS and the local
CMAS.
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Table 25. Fields in CICSPLEX views (continued)

Field

Attribute name

Description

RS server bottom tier

BOTRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be used to define the bottom
tier task load range (from zero up to this
value).

The value range is from 1 to 25. When a
region's task load falls within this range,
then the task load will be broadcast to the
coupling facility for every change in the
task load. Once the load reaches this
value, then the RS server update
frequency task rules will be activated.

The default value is 1%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.

CMAS

CMASNAME

The name of a CMAS associated with the
CICSplex.

CMAS maintenance point status

MPSTATUS

Indicates whether this CMAS is the
maintenance point for the specified
CICSplex.

CICSplex

PLEXNAME

The name of the CICSplex.
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Table 25. Fields in CICSPLEX views (continued)

Field Attribute name Description

RS server read interval READRS Within a workload running in optimized
mode, this value specifies the minimum
interval between refreshes of a target
region status from a CICS CFDT server.
These refresh requests will be issued by a
routing region that is evaluating a target
region for a dynamic routing request.

The value range is from 0 to 2000, and

represents units of milliseconds:

* A value of 0 means that a routing
region will request a status update of a
target region on every occasion that it
examines that target region's status.

* Values between 1 and 2000 specify the
minimum time interval that must expire
before the status of a target region can
be refreshed.

A low interval value means that the CFDT
server will be polled more often for a
status update, than for a higher value. For
workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

A value of 1000 represents a one second
interval. The default value is 200
milliseconds

The value specified here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.
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Table 25. Fields in CICSPLEX views (continued)

Field

Attribute name

Description

RS server pool name

RSPOOLID

For sysplex optimized workloads, region
status data is maintained within a
coupling facility data table. That table will
be contained within a CFDT pool
identified by this attribute. For an
optimized workload to activate, there
must be an active Region Status server
which manages data for the pool name
specified here.

If your CICSplex identifiers are not
unique within your sysplex, you must
ensure that the RS server pool names are
unique. If your Sysplex comprises unique
CICSplex identifiers, then they may all
specify the same RS server pool name.

The default name is DFHRSTAT. You may
choose to employ an existing CFDT pool
for containing your CICSplex data tables.
If you do, be aware that the throughput of
your optimized workloads may be
impeded by any user application activity
to the specified pool name. Likewise, any
application throughput to the pool may be
impacted by sysplex optimized
workloads. It is recommended that a
discrete RS server and poolname is
defined for the optimized workload
function.

CMAS status

STATUS

The current status of a CMAS as known

to the local CMAS. The status will be one

of the following:

¢ ACTIVE - The CMAS is active and
available to manage the CICSplex.

¢ CREATING - Contact with the CMAS
is still being established; the CMAS is
not yet available for work.

¢ INACTIVE - The CMAS is not
available to manage the CICSplex. A
CMAS is considered inactive if it shut
down normally.

¢ LOSTCON - Contact with the CMAS
has been lost; the true state of the
CMAS is not known. Contact can be
lost if the CMAS terminated abnormally
or if the CMAS-to-CMAS link failed.

¢ N/A - The CMAS has never been
active or has never made contact with
the local CMAS.

CMAS system ID

SYSID

The 4-character system ID of the CICS
system.
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Table 25. Fields in CICSPLEX views (continued)

Field

Attribute name

Description

RS server top tier

TOPRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be subtracted from the
MAXTASKS value for the region to
determine top tier task load range.

The value range is from 1 to 25. The value
is applied as an arithmetic percentage to a
region's MAXTASKS setting. The resultant
task count value is subtracted from the
region's MAXTASKS setting to establish a
task load top tier. If the task load in a
region runs up to its MAXTASKS limit,
then the task load must drop back below
this value before the MAXTASKS state for
the region is switched off and broadcast to
the coupling facility.

The default value is 5%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.

First transit CMAS

TRANSITCMAS

For CMASs with an access type of
INDIRECT, the name of the transit CMAS
through which the local CMAS
communicates.

For indirect access CMAS, number of transit
CMASs

TRANSITCNT

For CMASs with an access type of
INDIRECT, the number of transit CMASs
through which communications must pass
before reaching the target CMAS.
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Table 25. Fields in CICSPLEX views (continued)

Field

Attribute name

Description

RS server update frequency

UPDATERS

Within a workload running in optimized
mode, this value indicates the frequency
with which the CICS CFDT (RS) server
will be called to modify the value of the
task load within a target CICS region.
This value will be the default frequency
value for all CICS regions within the
current CICSplex definition.

The value range is from 0 to 25:

* A value of 0 means that the RS server
is not notified of any task load count
changes, which disables the optimized
workload function for regions within
the scope of this CICSplex.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is used as a numeric
threshold to drive an update call to the
RS server.

For example, with a MAXTASKS setting
of 120, and with this attribute set to 20,
the RS server will be called to update the
WLM load count when the regions task
count changes between:

e 23 and 24 tasks - (20%),

e 47 and 48 tasks - (40%),

e 71 and 72 tasks - (60%),

* 95 and 96 tasks - (80%),

e 119 and 120 tasks - (100%).

The RS server would be updated when a
regions task load increments or
decrements across these boundaries.

If the value reported is at the lower end
of the 1-25 scale, then that will cause an
increase in the frequency of updates to the
RS server across its task load range. For
workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.
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CMAS to CMAS links - CMTCMLNK

The CMAS to CMAS links (CMTCMLNK) views display information about the
links that exist between the local CMAS and one or more other CMASs.

Supplied views

To access from the main menu, click:

CICSPlex SM operations views > CMAS to CMAS links

Table 26. Views in the supplied CMAS to CMAS links (CMTCMLNK) view set

View

Notes

CMAS to CMAS links

EYUSTARTCMTCMLNK.ACQUIRE

Attempt to set inservice and acquire an LU62 CMAS
link.

CMAS to CMAS links

EYUSTARTCMTCMLNK.DETAILED

Detailed general information about a selected link.

CMAS to CMAS links

EYUSTARTCMTCMLNK.DISCARD

Discard a CMAS link

CMAS to CMAS links

EYUSTARTCMTCMLNK.TABULAR

Tabular information about all CMAS to CMAS links
within the current context.

Actions
Table 27. Actions available for CMTCMLNK views
Action Description
ACQUIRE Attempt to set inservice and acquire an LU62 CMAS link.
DISCARD Discard a CMAS link

Fields

Table 28. Fields in CMTCMLNK views

Field Attribute name Description

Application ID APPLID The VTAM applid of the target CMAS.

Number of bytes received (compressed) CBYTRCVD The total number of bytes received over
the CMAS link in compressed form.

Number of bytes sent (compressed) CBYTSENT The total number of bytes actually
transmitted over the CMAS link after
compression.
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Table 28. Fields in CMTCMLNK views (continued)

Field

Attribute name

Description

CICS connection status

CICSCONN

For LU6.2 links, the CICS connection

status as one of the following;:

* ACQUIRED - The connection is
acquired, which means the partner LU
has been contacted and the initial
CNOS exchange has been done.

¢ AVAILABLE - The connection is
acquired, but there are currently no
bound sessions.

* FREEING - The connection is being
released.

*  OBTAINING - The connection is being
acquired.

¢ RELEASED - The connection is
released.

CICS service status

CICSSERV

The CICS service status as one of the

following:

¢ INSERVICE - The connection is in
service; the system can send and receive
data.

¢ QUTSERVICE - The connection is not
in service; the system can not send or
receive data.

¢« GOINGOUT - An OUTSERVICE
request was issued for the connection,
but can not be processed until all
current work is complete.

Connection status

CPSMCONN

The logical state of the CMAS-to-CMAS

link as known to CICSPlex SM:

* CONACT - The logical connection is
active and available for use.

e RESET - The logical connection is in
reset state; it is not currently in use.

* PENDING - The logical connection is
in the process of becoming active.

Cumulative time to execute CICSPlex SM
service requests

EXECCLK

The total amount of time that outbound
messages for which a response is expected
spent executing in another CMAS.
Execution is marked from the time
transmission is complete to the time a
response is received from the other
CMAS.

Total requests received

MALSRCVD

The number of messages received for the
local CMAS from the target CMAS.
Messages that are passed on to another
CMAS are not counted. Each message
represents either a request for service or a
response.

Total requests sent

MALSSENT

The number of messages sent from the
local CMAS to the target CMAS. Each
message represents either a request for
service or a response.
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Table 28. Fields in CMTCMLNK views (continued)

Field

Attribute name

Description

Number of message packets received

MSGSRCVD

The number of message packets received
for the local CMAS from the target CMAS.
Message packets that are passed on to
another CMAS are not counted. Each
message can consist of one or more
message packets.

Number of message packets sent

MSGSSENT

The number of message packets sent from
the local CMAS to the target CMAS. Each
message can consist of one or more
message packets.

Target CMAS

NAME

The name of a CMAS to which the local
CMAS is linked.

Link protocol

PROTOCOL

The type of protocol used for this
CMAS-to-CMAS link (LU62 or MRO).

Cumulative time to receive CICSPlex SM
service requests

RCVCLK

The total amount of time required to
receive inbound messages.

Cumulative time to schedule CICSPlex SM
service requests

SCHEDCLK

The total amount of time spent waiting to
schedule CICSPlex SM service requests.

Target system ID

SYSID

The CICS system identifier of the target
CMAS.

Number of transit buffers received

TBUFRCVD

The number of transit message packets
received from the target CMAS. Message
packets that pass through the local CMAS
on their way to another destination are
considered to be in transit. The actual
source and target of a transit message
packet are not known to the local CMAS.

Number of transit buffers sent

TBUFSENT

The number of transit message packets
sent to the target CMAS. Message packets
that pass through the local CMAS on their
way to another destination are considered
to be in transit. The actual source and
target of a transit message packet are not
known to the local CMAS.

Cumulative time to transmit CICSPlex SM
service requests

TRANSCLK

The total amount of time required to
transmit outbound messages.

Number of bytes received (uncompressed)

UBYTRCVD

The total number of bytes received by the
local CMAS as uncompressed message
packets.

Number of bytes sent (uncompressed)

UBYTSENT

The total number of bytes sent by the
local CMAS as message packets to be

compressed prior to transmission.

CMAS to MAS links - CMTPMLNK

The CMAS to MAS links (CMTPMLNK) views display information about the
physical connections that exist between the local CMAS and the local MASs to

which it is linked.
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Supplied views

To access from the main menu, click:

CICSPlex SM operations views > CMAS to MAS links
Table 29. Views in the supplied CMAS to MAS links (CMTPMLNK) view set

View

Notes

CMAS to MAS links

EYUSTARTCMTPMLNK.DETAILED

Detailed general information about a selected link.

CMAS to MAS links

EYUSTARTCMTPMLNK.DISCARD

Discard a CMAS to MAS link

CMAS to MAS links

EYUSTARTCMTPMLNK. TABULAR

Tabular information about all CMAS to MAS links within
the current context.

Actions
Table 30. Actions available for CMTPMLNK views
Action Description
DISCARD Discard a CMAS to MAS link

Fields
Table 31. Fields in CMTPMLNK views

Field

Attribute name

Description

VTAM application ID APPLID The VTAM applid of the target MAS.

Number of bytes received (compressed) CBYTRCVD For remote MAS links, the total number of
bytes received over the link in compressed
form.

Number of bytes sent (compressed) CBYTSENT For remote MAS links, the total number of
bytes actually transmitted over the link
after compression.

CICS connection status CICSCONN For LU6.2 links, the CICS connection

status as one of the following:

¢ ACQUIRED - The connection is
acquired, which means the partner LU
has been contacted and the initial
CNOS exchange has been done.

¢ AVAILABLE - The connection is
acquired, but there are currently no
bound sessions.

* FREEING - The connection is being
released.

*  OBTAINING - The connection is being
acquired.

¢ RELEASED - The connection is
released.

Note: This field does not apply to local
MAS links, so a value of N/A is
displayed.
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Table 31. Fields in CMTPMLNK views (continued)

Field

Attribute name

Description

CICS service status

CICSSERV

For remote MAS links, the CICS service

status as one of the following;:

¢ INSERVICE - The connection is in
service; the system can send and receive
data.

¢ OUTSERVICE - The connection is not
in service; the system can not send or
receive data.

*  GOINGOUT - An OUTSERVICE
request was issued for the connection,
but can not be processed until all
current work is complete.

Note: This field does not apply to local
MAS links, so a value of N/A is
displayed.

CICSPlex SM connection status

CPSMCONN

The logical state of the CMAS-to-MAS

link as known to CICSPlex SM:

* CONACT - The logical connection is
active and available for use.

* RESET - The logical connection is in
reset state; it is not currently in use.

* PENDING - The logical connection is
in the process of becoming active.

Total execution time for CICSPlex SM
service requests

EXECCLK

The total amount of time that outbound
messages for which a response is expected
spent executing in the MAS. Execution is
marked from the time transmission is
complete to the time a response is
received from the MAS.

Number of service requests and responses
received

MALSRCVD

The number of messages received for the
local CMAS from the target MAS.
Messages that are passed on to another
CMAS are not counted. Each message
represents either a request for service or a
response.

Number of service requests and responses
sent

MALSSENT

The number of messages sent from the
local CMAS to the target MAS. Each
message represents either a request for
service or a response.

Number of message packets received

MSGSRCVD

The number of message packets received
for the local CMAS from the target MAS.
Message packets that are passed on to
another CMAS are not counted. For
remote MAS links, each message can
consist of one or more message packets;
for local MAS links, each message consists
of a single message packet.

Number of message packets sent

MSGSSENT

The number of message packets sent from
the local CMAS to the target MAS. For
remote MAS links, each message can
consist of one or more message packets;
for local MAS links, each message consists

of a single message packet.
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Table 31. Fields in CMTPMLNK views (continued)

Field

Attribute name

Description

MAS name

NAME

The name of a MAS to which the local
CMAS is linked.

Name of CICSplex which MAS belongs to

PLEXNAME

For links in the CONACT state, the name
of the CICSplex to which the MAS
belongs.

Link protocol

PROTOCOL

The type of protocol used for this

CMAS-to-MAS link:

* LU6.2 - remote MASs only

* MRO - remote MASs only

* CICSPlex SM ESSS facility - local
MASs only.

Total receive time for CICSPlex SM service
requests

RCVCLK

For remote MAS links, the total amount of
time required to receive inbound
messages.

Total wait time for CICSPlex SM service
requests

SCHEDCLK

The total amount of time spent waiting to
schedule CICSPlex SM service requests.

MAS system ID

SYSID

The 4-character CICS system identifier of
the target MAS

Number of transit buffers received

TBUFRCVD

The number of transit message packets
received from the target MAS. Message
packets that pass through the local CMAS
on their way to another destination are
considered to be in transit. The actual
source and target of a transit message
packet are not known to the local CMAS.

Number of transit buffers sent

TBUFSENT

The number of transit message packets
sent to the target MAS. Message packets
that pass through the local CMAS on their
way to another destination are considered
to be in transit. The actual source and
target of a transit message packet are not
known to the local CMAS.

Total transmit time for CICSPlex SM service
requests

TRANSCLK

For remote MAS links, the total amount of
time required to transmit outbound
messages.

Number of bytes received (uncompressed)

UBYTRCVD

For remote MAS links, the total number of
bytes received by the local CMAS as
uncompressed message packets.

Number of bytes sent (uncompressed)

UBYTSENT

For remote MAS links, the total number of
bytes sent by the local CMAS as message
packets to be compressed prior to
transmission.
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Chapter 10. Administration views

With the administration views you can create, maintain, and manage your

CICSPlex SM environment.

Batched repository update requests - BATCHREP

The Batched repository update requests (BATCHREP) views display information
about batched repository update jobs within the current context. The batched
repository update facility allows you to create, update, and remove definition
records from the data repository of the local CMAS.

Supplied views

There are no BATCHREP supplied views.

Actions
Table 32. Actions available for BATCHREP views
Action Description
CHECK Check the commands specified in the batched repository update facility
input file for syntax errors.
EXECUTE Submit the batched repository updates to run in the CMAS identified
as the context.

Fields
Table 33. Fields in BATCHREP views

Field Attribute name

Description

Input data set INPUTDSN

The name of the sequential or partitioned
data set (PDS) that contains the input to
the batched repository update job.

Input member INPUTMEMBER

When the input data set is a PDS, the

name of the member that contains the
input to the batched repository update
job.

Destination user ID OUTPUTUSER

Identifies the eventual writer program or
the user who will process the report for
spooled records intended for the printer.
The batched repository report will carry
this identifier, which will be used to select
the report at its destination.

Output class PRINTCLASS

Identifies the print class to be used for job
output. If this field is blank, print class A
is assumed.

Destination node PRINTNODE

Identifies the print node used by the
system spooler to route the file.

Processing state PROCESS

Indicates whether or not the batched
repository update job is running.
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Table 33. Fields in BATCHREP views (continued)

Field

Attribute name

Description

Batch run type RUNTYPE

Indicates the type of run:
* CHECK
— Check the commands specified in the
batched repository update facility
input file.
* EXECUTE
— Submit the batched repository
updates.

CMAS configuration administration views

The CMAS configuration administration views allow CMASs to be configured and

maintained.

CICSplex definitions - CPLEXDEF

The CICSplex definition (CPLEXDEF) views display information about the
CICSplexes associated with the local CMAS.

Supplied views

To access from the main menu, click:

Administration views > CMAS configuration administration views > CICSplex

definitions

Table 34. Views in the supplied CICSplex definitions (CPLEXDEF) view set

View

Notes

CICSplex definitions

EYUSTARTCPLEXDEF.ASSIGN

Add a CMAS to a CICSplex definition in the data
repository.

CICSplex definitions

EYUSTARTCPLEXDEF.CREATE

Create a CICSplex definition and add it to the data
repository.

CICSplex definitions

EYUSTARTCPLEXDEEDETAILED

Detailed information about a selected CICSplex
definition.

CICSplex definitions

EYUSTARTCPLEXDEFREMOVE

Remove a CICSplex definition from the data repository.

CICSplex definitions

EYUSTARTCPLEXDEFTABULAR

Tabular information about all CICSplex definitions
associated with the CMAS identified as the context.

CICSplex definitions

EYUSTARTCPLEXDEF.UNASSIGN

Remove a selected CMAS from a CICSplex definition
with or without the FORCE option.

Actions
Table 35. Actions available for CPLEXDEF views
Action Description
ASSIGN Add a CMAS to a CICSplex definition in the data repository.

124  CICS TS for z/OS 4.2: CICSPlex SM Administration




Table 35. Actions available for CPLEXDEF views (continued)

Action Description

CREATE Create a CICSplex definition and add it to the data repository.

REMOVE Remove a CICSplex definition from the data repository.

UNASSIGN Remove a selected CMAS from a CICSplex definition with or without
the FORCE option.

UPDATE Update a CICSplex definition in the data repository.

Fields
Table 36. Fields in CPLEXDEF views

Field

Attribute name

Description

RS server bottom tier

BOTRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be used to define the bottom
tier task load range (from zero up to this
value).

The value range is from 1 to 25. When a
region's task load falls within this range,
then the task load will be broadcast to the
coupling facility for every change in the
task load. Once the load reaches this
value, then the RS server update
frequency task rules will be activated.

The default value is 1%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.

Last modification agent

CHANGEAGENT

The change agent identifier that made the

last modification.

*  DREPAPI - Resource was last changed
by a CICSPlex SM API command.

* DREPBATCH - Changed by a
CICSPlex SM utility.

Last modification agent release

CHANGEAGREL

The CICS release level of the agent that
made the last modification.

Last modification

CHANGETIME

The local date and time when the
definition was last changed.

Last modification user ID

CHANGEUSRID

The user ID that made the last
modification.

CICSplex name

CICSPLEX

The 1- to 8-character name for the
CICSplex. The name can contain
alphabetic, numeric, or national
characters. However, the first character
must be alphabetic.
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Table 36. Fields in CPLEXDEF views (continued)

Field Attribute name Description

Time created CREATETIME The local time when the definition was
created.

Daylight saving time DAYLGHTSV Indicates whether or not the specified
time zone is currently recognizing
daylight saving time.

Description DESC A description of the CICSplex.

Input Values: 1- to 58-character
description

Description code page DESCCODEPAGE The code page of the description field.

Monitor interval (minutes) INTVL The number of minutes in the range

15-1440 after which counters holding
monitoring data are reset to zero. The
default is 480.

The value used must be evenly divisible
into 1440. For example, 60, 120, 240, and
so on. If the value entered is in the valid
range, but is not evenly divisible into
1440, the number will be rounded up to
the next legitimate value.
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Table 36. Fields in CPLEXDEF views (continued)

Field

Attribute name

Description

RS server read interval

READRS

Within a workload running in optimized
mode, this value specifies the minimum
interval between refreshes of a target
region status from a CICS CFDT server.
These refresh requests will be issued by a
routing region that is evaluating a target
region for a dynamic routing request.

The value range is from 0 to 2000, and

represents units of milliseconds:

* A value of 0 means that a routing
region will request a status update of a
target region on every occasion that it
examines that target region's status.

* Values between 1 and 2000 specify the
minimum time interval that must expire
before the status of a target region can
be refreshed.

A low interval value means that the CFDT
server will be polled more often for a
status update, than for a higher value. For
workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

A value of 1000 represents a one second
interval. The default value is 200
milliseconds

The value specified here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.

Resource status facility population

RODMPOP

Indicates whether the CICSplex is to be
identified to and monitored by the
resource status facility.
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Table 36. Fields in CPLEXDEF views (continued)

Field

Attribute name

Description

RS server pool name

RSPOOLID

For sysplex optimized workloads, region
status data is maintained within a
coupling facility data table. That table will
be contained within a CFDT pool
identified by this attribute. For an
optimized workload to activate, there
must be an active Region Status server
which manages data for the pool name
specified here.

If your CICSplex identifiers are not
unique within your sysplex, you must
ensure that the RS server pool names are
unique. If your Sysplex comprises unique
CICSplex identifiers, then they may all
specify the same RS server pool name.

The default name is DFHRSTAT. You may
choose to employ an existing CFDT pool
for containing your CICSplex data tables.
If you do, be aware that the throughput of
your optimized workloads may be
impeded by any user application activity
to the specified pool name. Likewise, any
application throughput to the pool may be
impacted by sysplex optimized
workloads. It is recommended that a
discrete RS server and poolname is
defined for the optimized workload
function.

Note: All routers and targets active in the
CICSplex when this value is changed will
be forced out of the optimized state until
they are restarted. If the RSPOOLID is
changed by mistake, changing it back to
its original value will cause all routers
and targets to resume their optimization
state.

Security checking exemption

SECBYPASS

Indicates whether CICSPlex SM is to
check specific user IDs for exemption
from CICS command and resource
checking.

Input Values: YES | NO

Simulated CICS-command security checking

SECCMDCHK

Indicates whether CICSPlex SM security is
used to simulate CICS command checking
for the CICS systems associated with the
CICSplex.

Input Values: YES | NO

Simulated CICS-resource security checking

SECRESCHK

Indicates whether CICSPlex SM security is
used to simulate CICS resource checking
for the CICS systems associated with the
CICSplex.

Input Values: YES | NO
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Table 36. Fields in CPLEXDEF views (continued)

Field Attribute name Description
State of CICSplex STATE The state of the CICSplex:
* Active
— The CICSplex is active.
* Pending

— The CICSplex is to be removed when
bindings to all member CMASes
have been removed.

* Recreated
— The CICSplex is being recreated.

Status of attempt to delete CICSplex

STATUS

Status (deprecated).

Time zone

TMEZONE

A code identifying the time zone that is
associated with this CICSplex.

Time zone offset

TMEZONEO

A number of minutes, between 0 and 59,
that are to be added to the specified time
zone. This adjustment is used to resolve
time references in areas that do not use a
standard zone.

RS server top tier

TOPRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be subtracted from the
MAXTASK value for the region to
determine top tier task load range.

The value range is from 1 to 25. The value
is applied as an arithmetic percentage to a
region's MAXTASKS setting. The resultant
task count value is subtracted from the
region's MAXTASKS setting to establish a
task load top tier. If the task load in a
region runs up to its MAXTASKS limit,
then the task load must drop back below
this value before the MAXTASKS state for
the region is switched off and broadcast to
the coupling facility.

The default value is 5%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.
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Table 36. Fields in CPLEXDEF views (continued)

Field

Attribute name

Description

RS server update frequency

UPDATERS

Within a workload running in optimized
mode, this value specifies the frequency
with which the CICS CFDT (RS) server
will be called to modify the value of the
task load with a target CICS region. This
value will be the default frequency value
for all CICS regions within the current
CICSplex definition.

The value range is from 0 to 25:

* A value of 0 means that the RS server
is not notified of any task load count
changes, which disables the optimized
workload function for regions within
the scope of this CICSplex.

* Values between 1 and 25 are applied as
an arithmetic percentage to a region's
MAXTASKS setting. The resultant task
count value is used as a numeric
threshold to drive an update call to the
RS server.

For example, with a MAXTASKS setting
of 120, and with this attribute set to 20,
the RS server will be called to update the
WLM load count when the regions task
count changes between:

e 23 and 24 tasks - (20%),

e 47 and 48 tasks - (40%),

e 71 and 72 tasks - (60%),

* 95 and 96 tasks - (80%),

e 119 and 120 tasks - (100%).

The RS server would be updated when a
regions task load increments or
decrements across these boundaries.

If you specify a value that is at the lower
end of the 1-25 scale, then that will cause
an increase in the frequency of updates to
the RS server across its task load range.
For workloads in QUEUE mode, this will
result in a task load more evenly balanced
across the CICS regions in the workload
target scope (assuming all other health
and link factors are equal) . However, the
utilization of the RS server will be
correspondingly increased, which may
consequently result in a higher utilization
of your coupling facility.

The value specified here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.
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CMAS in CICSplex definitions - CPLXCMAS

The CMAS in CICSplex definition (CPLXCMAS) views display information about
CMASs associated with a CICSplex.

Supplied views
To access from the main menu, click:

Administration views > CMAS configuration administration views > CMAS in
CICSplex definitions

Table 37. Views in the supplied CMAS in CICSplex definitions (CPLXCMAS) view set

View Notes

CMAS in CICSplex definitions Detailed information about a selected CMAS definition.

EYUSTARTCPLXCMAS.DETAILED

CMAS in CICSplex definitions Tabular information about all CMAS in CICSplex
definitions associated with the CMAS identified as the

EYUSTARTCPLXCMAS.TABULAR context.

CMAS in CICSplex definitions Remove a selected CMAS from a CICSplex definition

with or without the FORCE option.

EYUSTARTCPLXCMAS.UNASSIGN

Actions
Table 38. Actions available for CPLXCMAS views
Action Description
UNASSIGN Remove a selected CMAS from a CICSplex definition with or without

the FORCE option.
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Fields
Table 39. Fields in CPLXCMAS views

Field

Attribute name

Description

RS server bottom tier

BOTRSUPD

For sysplex optimized workloads, this
value is converted from a task load
percentage to an actual task count. That
count will be used to define the bottom
tier task load range (from zero up to this
value).

The value range is from 1 to 25. When a
region's task load falls within this range,
then the task load will be broadcast to the
coupling facility for every change in the
task load. Once the load reaches this
value, then the RS server update
frequency task rules will be activated.

The default value is 1%. You should only
change this value after giving
consideration to the impact that the
change may have on your workload and
coupling facility throughput.

The value shown here at the CICSplex
level may be overridden at the CICS
definition level to allow fine tuning of the
value on an individual CICS region basis.

Last modification agent

CHANGEAGENT

The change agent identifier that made the

last modification.

* DREPAPI - Resource was last changed
by a CICSPlex SM API command.

* DREPBATCH - Changed by a
CICSPlex SM utility.

Last modification agent release

CHANGEAGREL

The CICS release level of the agent that
made the last modification.

Last modification

CHANGETIME

The local time when the definition was
last changed.

Last modification user 1D

CHANGEUSRID

The user ID that made the last
modification.

CICSplex

CI