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1079043.

Contacting IBM

For general inquiries, call 800-IBM-4YOU (800-426-4968). To contact IBM customer service in the
United States or Canada, call 1-800-IBM-SERV (1-800-426-7378).

For more information about how to contact IBM, including TTY service, see the Contact IBM website at
http://www.ibm.com/contact/us/.
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Chapter 1. Database concepts

This section provides an overview of the key database objects:

« Database
« Table
« Index

Table space

System catalog tables

Buffer pool

Database

A collection of data that is stored in tables. In Content Manager OnDemand, generally speaking, there are
two types of tables:

« System tables, which contain information about the objects you define to the system, such as users,
groups, application groups, applications, holds, folders, storage sets, printers, and cabinets. There are
also system tables that contain information Content Manager OnDemand uses to control and maintain
the system.

« Application group tables, which contain the index data for the reports that you load on the system

A database is organized into parts called table spaces.

Table

A table consists of data logically arranged in columns and rows. For example, when you create an
application group, the system creates a table definition that contains one column for each field that you
define. When you load a report into an application group, the system adds one row to an application group
table for each document contained in the report.

Table space

A database is organized into table spaces. A table space is a place to store tables.

Content Manager OnDemand system and application group tables exist in their own table spaces by
default. The Content Manager OnDemand system table spaces are listed in “System control tables” on
page 317. The names of the application group table spaces are created by Content Manager OnDemand.

Index

In Content Manager OnDemand, an index points to a document. An index allows more efficient access to
documents by creating a direct path to a document through pointers. You can index all of the content in
documents.

You define indexes when you create an application group. The indexes should contain information that
uniquely identify a document, such as date, account number, and customer name. Indexes are populated
by values extracted from a report when you load a report on the system. Each row in an application group
table identifies one document.

However, keep in mind that you do not want lots of indexes on a report just to have indexes. You should
have a good business reason to have an index. While indexes can help you find documents faster, having
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too many of them can slow you down when you load reports on the system. Every time you add a new row
(document) to a table, you have to add a row to each and every one of the indexes for that table. So the
more indexes that you have, the longer it may take when you load a report.

System catalog tables

Each database includes a set of system catalog tables, which describe the logical and physical structure
of the data. The database manager creates and maintains an extensive set of system catalog tables for
each database. These tables contain information about the definitions of the database objects, such as
user tables, views, and indexes, as well as security information about the authority that users have for
these objects. They are created when the database is created, and are updated in the course of normal
operation. You cannot explicitly create or drop them, but you can query and view their contents using the
catalog views.

Buffer pool

A buffer pool is an allocation of main memory allocated to cache table and index data pages as they are
being read from disk or being modified. The purpose of buffer pools is to improve database system
performance. Data can be accessed much faster from memory than from a disk; therefore, the fewer
times the database manager needs to read from or write to a disk, the better the performance.

The configuration of the buffer pool is the single most important tuning area, since you can reduce the
delay caused by slow physical I/0.
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Chapter 2. Database maintenance

You need to maintain the Content Manager OnDemand database to keep it performing in an optimal
manner. Run the following database maintenance tasks on a regular basis:

« Collect statistics on tables to keep optimization information up-to-date
« Remove index data that has reached its life of data and indexes period

- Migrate indexes to archive storage, if your organization needs to keep indexes for some period of time
after users no longer need to retrieve the documents to which they point

Collecting statistics

About this task

Statistics describe the physical and logical characteristics of a table and its indexes. You should collect
table and index statistics periodically for each active table. These statistics are used by the database
manager to determine a good way to access the data. If the data has changed significantly, to the extent
that the information last collected no longer reflects the actual table data, then performance may begin to
deteriorate when users are accessing data.

Collect statistics at least once a week. You may also want to collect statistics after loading data on the
system. For example, when you load data into an application group that uses Multiple Loads per Database
Table, Content Manager OnDemand may add rows to an existing table. After the load completes, the
information used by the SQL query optimizer does not reflect the latest updates to the table. Before you
allow users to access the data, you should collect statistics on the table.

Content Manager OnDemand lets you collect statistics for all of the tables in the database with the
ARSMAINT program. When you run the ARSMAINT program to collect statistics, it collects statistics on all
of the tables in the database that have changed since the last time that you collected statistics. You can
automate the collection of statistics by scheduling the ARSMAINT program to run with the appropriate
options.

You can also manually collect statistics by running the ARSMAINT program from the prompt. See Chapter
29, “ARSMAINT,” on page 229 for details about the parameters and options that you can specify.

How to collect statistics

You can control the automatic collecting of statistics by scheduling the ARSMAINT program to run with
the appropriate options.

You can also manually collect statistics by running the ARSMAINT program from the prompt. For
example, to collect statistics on all tables in the database that have changed since the last time that
statistics were collected:

arsmaint -r

When the ARSMAINT program collects statistics on a table, it saves the following message in the system
log:

164 ApplGrp Segment Maintenance (ApplGrp) (Segment)

One message is saved in the system log for each table on which statistics were collected.
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Removing index data

About this task

Indexes expire (are eligible for removal) because their life of data period has passed. The indexes, and the
documents that they point to, can then be removed from the system. When you remove an index,
information about the document to which it points is removed from the database (the document can no
longer be retrieved). However, because indexes are eligible to be removed does not mean that they will
be deleted from the database. Content Manager OnDemand does not delete expired index data from the
database until expiration processing runs.

The application group expiration policy determines when index data is eligible for deletion from the
database. You define the expiration policy when you create the application group. The following
properties on the Storage Management page comprise the expiration policy:

- Life of Data and Indexes. The length of time in days to maintain index data and documents on the
system. After the index data has been on the system for this number of days, it is eligible to be deleted.

Note: If you specify Never Expire, then expiration processing is disabled for the application group. (That
is, index data will not be removed from the database.)

- Expiration Type. Determines whether individual indexes or an entire table of index data is deleted at a
time. When Content Manager OnDemand deletes index data, it either deletes a row (if the Expiration
Type is Document) or drops a table (if the Expiration Type is Segment) or deletes all the rows associated
with the load (if the Expiration Type is Load). The amount of index data in a table and the number of
reports the data represents is determined by the Database Organization. If the Database Organization is
Multiple Loads per Database Table, then by default, a table of index data can hold up to 10 million
indexes. These types of tables usually hold the indexes for many reports.

A table of index data is not eligible to be deleted until the latest date in any of its rows reaches the Life of
Data and Indexes period. For example, suppose that the Life Of Data and Indexes is set to 365 days, the
Expiration Type is set to Segment, and the Database Organization is set to Multiple Loads per Database
Table. By default, a table will contain approximately 10 million rows. Further, suppose that a report is
loaded into the application group once every month and that each report adds one million rows to the
database. Each table can hold the index data from approximately ten reports. Using these assumptions,
the data that is loaded into the application group in January will not be eligible to be deleted by expiration
processing until November of the following year. If you need to remove the index data for a report as soon
as it reaches its Life of Data and Indexes period, then set the Database Organization to Single Load per
Database Table and set the Expiration Type to Segment or Load. (And run expiration processing at least
once a month.)

Content Manager OnDemand and the archive storage manager delete the documents that expired index
data points to independently of each other. Content Manager OnDemand uses the application group's
expiration policy to determine when indexes and documents expire and should be removed from the
system. The archive storage manager marks documents for removal based on the criteria specified in the
archive copy group. However, you should specify the same criteria to Content Manager OnDemand and
the archive storage manager. The Life of Data and Indexes, which is used by Content Manager
OnDemand, and the Retention Period, which is used by the archive storage manager, should specify the
same value.

Content Manager OnDemand does not explicitly delete data stored with segment or document expiration
from Tivoli® Storage Manager, however, the data might still expire in the storage manager based on its
expiration settings.

The following pictures show an example of expiration processing. For purposes of the example, assume
that the Life of Data and Indexes is 365 days, the Database Organization is Single Load per Database
Table, and the Expiration Type is Load. Further, assume that one report is loaded into the application
group every month, beginning on January 15, 1999, and that expiration processing has never been run on
this particular application group.
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Figure 1 on page 5 shows an example of the application group index data before expiration processing

begins. The table on the left represents the segment table for the application group. A segment table
contains one row for each table of application group data. In the example, a table of application group
data contains the index records for one report. A row in the segment table contains the latest date found
in the report (or the load date, if the report does not contain a date). For expiration processing, Content
Manager OnDemand uses the date from the segment table to determine when to drop a table.
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Figure 1. Removing index data. Part 1 of 2

Figure 2 on page 5 shows an example of the application group index data after expiration processing

ends. For purposes of the example, assume that expiration processing ran on March 4, 2000. That date,
along with the criteria specified in the expiration policy (specifically, the Life of Data and Indexes is 365
days) causes the ARSMAINT program to drop two tables of application group index data: 1RBA, which has
a date of January 15, 1999, and 2RBA, which was has a date of February 15, 1999. Content Manager
OnDemand also deleted the rows in the segment table that pointed to the application group tables that
were dropped.
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Figure 2. Removing index data. Part 2 of 2

How to remove index data

Content Manager OnDemand does not delete expired index data from the database until expiration
processing runs. The ARSMAINT program is the expiration utility. You can schedule the ARSMAINT
program to run automatically or you can run it manually. You should make sure that the ARSMAINT
program command runs periodically so that Content Manager OnDemand deletes indexes when it is time
to do so (so that expired documents can no longer be retrieved). See Chapter 29, “ARSMAINT,” on page
229 for details about the parameters and options that you can specify.
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You can control automatic expiration processing by scheduling the ARSMAINT program to run with the
appropriate options.

You can also manually start expiration processing by running the ARSMAINT program from the prompt.
For example, to run expiration processing, enter the following command at the prompt:

arsmaint -d
When the ARSMAINT program removes indexes, it saves the following message in the system log:
128 ApplGrp Segment Expire (ApplGrp) (Segment)

One message is saved in the system log for each table that was dropped during expiration processing.

Migrating indexes

About this task

Note: This section provides an overview of the process of migrating index data from the database to
archive storage. See "Migrating and importing index data" for information about configuring the system for
migration processing.

Content Manager OnDemand provides automatic migration to move indexes from the database to archive
storage to maintain seldom used indexes for long periods of time.

Important: If you use migration to move indexes to archive storage, make sure that you migrate them
after there is no longer a need to retrieve the documents to which they point.

The ARSMAINT program uses an application group's migration policy to control when migration of
indexes for an application group occurs:

« Migration of Indexes. If you specify No Migration, then migration of indexes is disabled for the
application group. (That is, index data will not be migrated.) If you specify Migrate After n Days, then
index data is eligible to be migrated after reaching the specified number of days. Indexes will be
migrated the next time that the ARSMAINT program runs.

- Life of Data and Indexes. The length of time in days to maintain index data on the system. For migration,
this value must be greater than the Migrate After n Days value.

Content Manager OnDemand does not migrate index data from the database to archive media until
migration processing runs. The ARSMAINT program is the migration utility. You can control automatic
migration processing by scheduling the ARSMAINT program to run with the appropriate options. You can
also manually start migration processing by running the ARSMAINT program from the prompt. See
Chapter 29, “ARSMAINT,” on page 229 for more information about the ARSMAINT program.

The ARSMAINT program migrates indexes from each file system listed in the table space file system file.

After a migrated table is successfully loaded into the System Migration application group, the table is
dropped from the database. However, Content Manager OnDemand keeps track of all migrated tables.
That way, if index data in a migrated table is needed, then Content Manager OnDemand can alert an
administrator to take action (such as manually import the table back into the database).

You can control automatic migration processing by scheduling the ARSMAINT program to run with the
appropriate options. See Chapter 29, “ARSMAINT,” on page 229 for more information about the
ARSMAINT program.

You can also manually start migration processing by running the ARSMAINT program from the prompt.
For example, to run migration processing, enter the following command at the prompt:

arsmaint -e
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When the ARSMAINT program migrates indexes, it saves the following messages in the system log. A set
of three messages should be saved in the system log for each table that is migrated from the database to
archive storage:

166 ApplGroup Segment Export (ApplGrp) (Segment)
14 DB Info Exported (SQL Code)
87 ApplGrp Load (System Migration)

The first message identifies a segment of application group index data that is to be migrated from the
database to archive storage. The second message reports the status of exporting the table from the
database to temporary storage. The third message reports the status of loading the migrated table into
the System Migration application group. The System Migration application group must be assigned to a
storage set that identifies a client node that is maintained by the archive storage manager.
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Chapter 3. Migrating and importing index data

About this task

Migration is the process by which Content Manager OnDemand moves index data from the database to
archive storage. This process optimizes database storage space while allowing you to maintain index data
for a very long time. You typically migrate index data after users no longer need to access the information,
but for legal or other business requirements, you still need to maintain the data for some number of
years. If a user queries index data that has been migrated, an administrator must import a copy of the
migrated table from archive storage to the database. (And only then can the user's query be completed.)
After maintaining the imported table in the database for a specified number of days, Content Manager
OnDemand deletes it from the database.

This section provides information about importing index data into the database, including how to
configure your system to migrate index data from the database to archive storage, what happens when a
user queries for migrated data, how to import the index table or tables required by the query, and what
happens after you import a table into the database.

IBM assumes that an experienced Content Manager OnDemand administrator will use the information
provided in this section. If you have questions about any of the topics in this section or if you would like
help configuring your system to support migrating and importing of index data, please contact the IBM
support center.

Important: Before you can migrate index data, the index tables must be closed. If the Database
Organization for the application group is set to Single Load per table, the index table is closed when the
report is loaded. Otherwise, if the Database Organization is Multiple Loads per table, the index table is
closed when the Maximum Rows value is reached. To close a table to loading before the Maximum Rows
value is reached, use the ARSTBLSP command with the -al parameter. For more information, see
Chapter 34, “ARSTBLSP,” on page 249.

Configuring the system

About this task

System log messages

Content Manager OnDemand provides the system log for administrators to monitor the system. When you
install and configure Content Manager OnDemand, you initialize the system log tables. The system log is
critical to the operation of the system.

When Content Manager OnDemand processes a query for application group data that has been migrated
to archive storage, it saves a message in the system log, sends the message to the system log user exit
program, and sends the message to the console.

You can configure the system to examine the messages that Content Manager OnDemand sends to the
system log user exit and mail them to an administrator or send them to another program. You can also
configure the system log user exit program to determine what action to take when a user queries for data
that has been migrated to archive storage.

System log user exit program

When a client queries index data that has been migrated to archive storage, Content Manager OnDemand
saves message number 168 ApplGrp Segment Not Available inthe system log. Content Manager
OnDemand also sends the message to the system log user exit. If you have written your own system log
user exit program, you can determine the action to take when Content Manager OnDemand sends the
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message to the system log user exit. For example, you may want the user-written program to notify an
administrator that a request for a table of migrated index data has occurred.

See the IBM Content Manager OnDemand for z/OS: Configuration Guide for more information about the
system log user exit.

Application groups

When you define an application group, you specify the storage management information that determines
how long Content Manager OnDemand maintains data stored in the application group and when Content
Manager OnDemand takes certain actions. For example:

- Life of Data and Indexes. Determines the length of time that Content Manager OnDemand maintains the
index data and report data that is stored in the application group.

« Migration of Indexes. Determines the number of days before Content Manager OnDemand moves index
data from the database to archive storage.

You should plan to migrate index data only after users no longer need to access the reports to which it
refers. Only in exceptional situations should users need to access index data that has been migrated. If
a user needs to access index data that has been migrated to archive storage, the process of importing
the table back into the database requires manual actions by an administrator, and usually results in a
significant delay in completing the query. The import process also requires additional space in the
database to hold the imported tables, additional log file storage, and temporary storage on the server to
run the import process.

- Keep Imported Migrated Indexes. Determines how long Content Manager OnDemand maintains the
imported index data in the database before it is scheduled for deletion.

If you need to maintain index data in archive storage, then you must configure the Migration of Indexes in
your application groups. If you want Content Manager OnDemand to maintain the imported index data in
the database for longer than 30 days, then you must specify the number of days in Keep Imported
Migrated Indexes. Content Manager OnDemand will schedule imported index data for deletion from the
database after it resides in the database for the number of days specified in Keep Imported Migrated
Indexes or Life of Data and Indexes, whichever occurs first.

You can use the administrative client to configure your application groups.

What happens when a user queries migrated data

Message to the user

When the server determines that the index data required to complete a query has been migrated to
archive storage, it sends a message to the client program. The message states that the data required to
complete the query is not available and that the user should contact an administrator.

Message to the system log

When Content Manager OnDemand determines that the index data required to complete a query has been
migrated to archive storage, it saves a message in the system log. An administrator can open the System
Log folder to search for and display messages in the system log.

Content Manager OnDemand also sends a message to the console and the system log user exit program.
You can configure the system to examine the message and send an alert to an administrator or call
another program to take some action.

If you do not use some other facility that routes messages to an administrator or another program, IBM
strongly encourages you to configure a user-defined program to process the message. The function of the
program can vary, however at a minimum, IBM recommends that the program notify a system
administrator when a query for migrated index data occurs.

10 Administration Guide: Administration Guide



Importing index data

About this task

Verify temporary work space

About this task

Importing migrated index data from archive storage back into the database requires temporary storage.
Before you import the index data, you should verify that sufficient free space is available in the location
that Content Manager OnDemand uses for temporary storage. The ARS_TMP parameter in the ARS.CFG
file determines the location that Content Manager OnDemand uses for temporary storage.

Run the ARSADMIN program

About this task

Content Manager OnDemand provides the ARSADMIN program to import tables of index data from
archive storage to the database.

The following examples shows how to run the ARSADMIN program on a USS system to copy a migrated
index table from archive storage back into the database. The name of the application group and the index
table to import can be obtained from the message that OnDemand saved in the system log.

arsadmin import -g 'Credit'-u admin -p "" AAA27
After the ARSADMIN program completes the import operation, you can open the System Log folder to see
the messages that were generated by the import process.

See Chapter 20, “ARSADMIN,” on page 141 for a description of the ARSADMIN program and information
about the parameters and options.

After you import index data

Querying data

About this task

After you import index data from archive storage back into the database, you should notify the user to
retry the query.

Expiring imported migrated indexes

About this task

Content Manager OnDemand marks an imported index table for deletion after it resides in the database
for the number of days specified by the Length of Time to Keep Imported Indexes property of the
application group. After an imported index table reaches the specified value, the next time that the
ARSMAINT program runs, the imported index table is deleted from the database. (However, the table still
exists in archive storage.)

You typically configure the ARSMAINT program to run automatically on a regular schedule. This may be
done using the CRON facility at installations using USS (UNIX System Services). You can also run the
ARSMAINT program command from the TSO OMVS command prompt. See Chapter 29, “ARSMAINT,” on
page 229 for a description of the ARSMAINT program, information about the parameters that you can
specify, and sample JCL.
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Configuring index migration

About this task

If you find that your users are often querying for index data that has been migrated to archive storage,
configure your application groups to increase the length of time that Content Manager OnDemand
maintains the index data in the database. This should reduce the number of queries that need migrated
index data.

Keeping imported migrated indexes

About this task

Content Manager OnDemand schedules imported index data for deletion after the index data resides in
the database for the number of days specified in Keep Imported Migrated Indexes or Life of Data and
Indexes, whichever occurs first. The default value for Keep Imported Migrated Indexes is thirty days. If
you want Content Manager OnDemand to maintain imported index data in the database for longer than
thirty days, then you must change the value of Keep Imported Migrated Indexes for your application
groups.
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Chapter 4. Document storage

This section is organized as follows:

« Defining document storage management

- Migrating documents

« Removing documents

Note: This section describes how to do some of the storage management tasks, but not all. You will also

need additional Content Manager OnDemand documentation, and documentation for your archive storage
manager.

Defining document storage management

The document storage management definitions that you create on the library server determine where and
when Content Manager OnDemand stores documents and how it maintains them.

Figure 3 on page 13 shows how the components of document storage management work together to
load documents and migrate them from one storage location to another.
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Figure 3. Document storage management

When you load a document into Content Manager OnDemand, you assign it to an application group. The
application group is the last document storage management component that you define, because it
requires a storage set and storage manager definitions, which you must create first. The load policy
identifies the storage set and determines where documents should be loaded. You assign each
application group to a storage set. The nodes in the storage set identify the object server on which
documents are loaded. You can load documents into cache storage, into archive media, or into both cache
storage and archive storage. The cache storage manager maintains documents temporarily on disk. The
cache storage manager uses a list of file systems to determine the devices available to store and maintain
documents. The archive storage manager maintains documents on DASD, tape, and other external
storage, such as cloud storage. The archive storage manager uses devices, a device class, a storage pool,
a management class, and an archive copy group to determine where to store documents and how long to
maintain them. Depending on the load policy, documents may remain where the loading program put
them for the number of days that are specified by the migration policy. After a document ages for the
specified number of days, the migration process can move it from cache storage to archive storage.
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Application groups

The application group provides a way to group related documents. All documents in the application group
are loaded in the storage nodes that are part of the storage set to which the application group is assigned.
All documents in the application group migrate according to the rules that are defined for the application
group's migration policy.

Use the OnDemand Administrator client to create the application groups that determine the document
storage for your documents. You typically define one application group for each set of your documents
that have similar storage requirements. For example, documents that must be retained for a specific
length of time, in specific storage locations and stored on specific types of media.

Load policy

A load policy contains the rules for loading documents into an application group. It requires one or more
storage sets, which you must create first. The load policy determines if documents are loaded into cache
storage, archive storage, or both. If the load policy causes documents to be stored only in cache storage,
then the migration policy specifies when (or if) documents are copied to archive storage.

You define the load policy when you create the application group. The following properties on the Storage
Management page comprise the load policy:

- Storage Set. Determines where documents will be loaded.

Note: If you specify Cache Only, then documents can be loaded into cache storage only.
« Cache Data. Determines if documents will be loaded into cache storage.

Note: If the storage set is a cache-only storage set, then documents must be loaded into cache storage.

« Migrate Data from Cache. If you specify When Data is Loaded, then documents will be loaded into
archive storage. (Migration is disabled for the application group.)

Migration policy

Migration is the process of copying documents from cache storage to archive storage as controlled by the
rules of the application group's migration policy. However, because a document is eligible to be migrated
does not mean that it will be migrated. Other factors affect migration, such as the frequency with which
you run migration processing (migration cannot take place until you run migration processing).

A migration policy contains the rules for migrating the documents in an application group. Migration
requires an archive storage manager and its associated devices, storage pools, and so forth, which you
must install and configure before you begin migrating documents.

The migration policy determines how long a document stays in cache storage and, through the storage
set, where the document will be copied to next. The client node in the storage set identifies the next
location.

You define the migration policy when you create the application group. The following settings on the
Storage Management page comprise the migration policy:

- Storage Set. Determines the next location for documents.

Note: If you specify Cache Only, then migration is disabled for the application group.
- Migrate Data From Cache. Determines when documents are eligible to be migrated.

Note: If you specify No or When Data is Loaded, then migration is disabled for the application group.

Cache storage manager

The cache storage manager is the interface between the object server and the disk storage system. The
cache storage manager maintains documents temporarily on disk. Before loading documents, you must
identify the file systems that the cache storage manager can use to store and maintain documents. You
must define at least one storage set for each object server. Documents migrate from cache storage to
archive storage based on the migration policy that is defined for the application group. The cache storage
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manager can delete documents after they exceed the Cache Document Data for n Days or Life of Data,
whichever occurs first. See “Removing documents” on page 17 for more information.

Archive storage manager

The archive storage manager is the interface between the object server and an external storage system,
such as OAM, VSAM, or a cloud storage system. The archive storage manager maintains a backup or long-
term copy of documents. Before loading documents, you must configure your archive storage devices and
define storage pools, client nodes, and management classes to the archive storage manager. The
management class determines how long documents remain in archive storage. The archive storage
manager can delete documents after they exceed the Retention Value specified for the management
class. See “Removing documents” on page 17 for more information.

Migrating documents

Content Manager OnDemand uses the ARSMAINT program to copy documents from cache storage to
archive storage (for documents that were not loaded directly to archive storage) and to make documents
eligible for deletion to maintain free space in cache storage file systems. Migration helps to ensure that
there is sufficient free space in the cache storage file systems, where faster devices can provide the most
benefit to your users.

Important: If you use migration to copy documents to archive storage (that is, you do not load
documents directly to archive storage), then you should run migration processing on a regular schedule to
make sure that a backup copy of your documents gets created as soon as practically possible. If you defer
the migration of documents to archive storage and cache storage were to become corrupted, then you
could be left without a backup copy of your documents.

You control automatic migration processing by scheduling the ARSMAINT program to run with the
appropriate options. See ARSMAINT for details about the options. See your operating system information
for details about how to schedule tasks. You can also manually start migration processing by running the
ARSMAINT program from the prompt.

The ARSMAINT program uses an application group's migration policy to control when migration for an
application group occurs:

« If you use Next Cache Migration to control when migration for an application group occurs, then the
cache storage manager runs migration processing each time that you start the ARSMAINT program with
the appropriate options.

« If you use After n Days in Cache to control when migration for an application group occurs, then a
document must be stored in cache storage for at least the specified number of days before it is eligible
to be migrated.

The ARSMAINT program migrates documents from each cache storage file system listed in the cache
storage file system file.

The cache storage space that migrated documents occupy can be reclaimed by the cache storage
manager after expiration processing completes. After you run migration processing, you should run
expiration processing so that the cache storage manager can reclaim the cache storage space occupied
by migrated documents.

Figure 4 on page 16 shows an example of migration processing.

Chapter 4. Document storage 15



Baefore Migration During Migration After Migration

Documenis
Cache elicible
File for
System dalation

Archive
Storace
¥

i

Figure 4. Migration Processing

In the example, assume that you have never run migration processing on this particular cache storage file
system. The box on the left shows the cache storage file system before migration processing begins — it is
quite full. (You would have ignored all of the "full cache file system" messages in the Content Manager
OnDemand system log.) The box in the middle shows what happens during migration — the process of
copying documents that are eligible to be migrated to archive storage. The box on the right shows the
cache storage file system when migration processing completes. The cache storage file system is still full,
however, some two-thirds of the documents are eligible to be removed. You need to run expiration
processing to remove documents from the cache storage file system, reclaiming at least some of the
space occupied by migrated documents. After expiration processing completes, you will have free storage
available in the cache storage file system to load additional documents.

Migration processing in the system log

When you run the ARSMAINT program, it saves messages about its activities in the system log. The types
of messages saved in the system log depend on the options that you specify when you run the ARSMAINT
program. The number of messages saved in the system log during a migration process depend on the
options that you specify for the ARSMAINT program, the number of application groups and segments of
data processed, and the number of cache storage file systems defined on the server. You will see one set
of messages for each object server on which you run the ARSMAINT program. Table 1 on page 16 lists
the messages you could see in the system log following migration processing.

Table 1. Messages from the ARSMAINT program in the Content Manager OnDemand System Log

Message Number |Message Explanation
Information
110 Cache (Date) About to begin cache migration on the specified server.
Migration (Server) Migration processing uses the specified date (the default is
"today").
197 Cache (ApplGrp) One of these messages for each storage object migrated to
Migration (ObjName) archive storage. Migration copies a storage object if its "After
(Server) n Days in Cache" period has passed or the application group

uses the "Next Cache Migration" migration method.

124 Filesystem (filesystem) One of these messages for each cache file system on the
Statistics % full) server. Information only to report the percentage of space

(server) used in the file system.

Important: In addition to the messages listed in Table 1 on page 16, you should monitor the system log
every day for messages that indicate your cache storage file systems are becoming full. The ARSMAINT
program automatically saves a message in the system log when the amount of space used in a cache
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storage file system exceeds a threshold. The default threshold is 95%. You can specify a different
threshold by using the -f parameter when you run the ARSMAINT program.

Removing documents

Documents expire (are eligible for removal) because their cache expiration date or archive retention
period has passed. Expired documents can then be removed by the storage managers. The cache storage
manager identifies documents for removal by using the application group's expiration policy and high and
low expiration thresholds. The archive storage manager marks documents for removal based on the
criteria defined in the archive copy group.

Documents expire from cache storage when they reach their cache expiration date. If a document's cache
expiration date is less than its Life of Data period, then the document is simply removed from cache
storage. Subsequent requests for the document are satisfied by the archive storage manager. When the
document reaches its Life of Data period, information about it is removed from the Content Manager
OnDemand database (the document can no longer be retrieved). When the document's archive retention
period has passed, information about it is removed from the archive storage manager database.

Because a document is eligible to be removed does not mean that it will be deleted from storage. The
cache storage manager does not delete expired documents from storage until expiration processing runs.
During expiration processing, the archive storage manager deletes information about expired documents
from its database. However, the actual documents remain on archive media until such time that the space
that they occupy is reclaimed.

Important: Content Manager OnDemand and the archive storage manager delete documents
independently of each other. Each uses their own criteria to determine when documents expire and
should be removed from the system. Each uses their own utilities to remove documents. However, for
final removal of documents from the system, you should specify the same criteria to Content Manager
OnDemand and the archive storage manager. The Life of Data, which is used by Content Manager
OnDemand, and the Retention Period, which is used by the archive storage manager, should be the same
value.

Removing documents from cache storage

The expiration policy determines when documents are eligible for deletion from cache storage. You define
the expiration policy when you create the application group. The following properties on the Storage
Management page comprise the expiration policy:

« Cache Document Data For n Days. The length of time in days to keep documents in cache storage. The
documents include documents that are already in the cache and any documents that are subsequently
loaded. After a document reaches this value, it is eligible to be deleted from cache storage.

- Life of Data. The length of time in days to maintain documents on the system.

Note: If you specify Never Expire, then expiration processing is disabled for the application group.

- Expiration Type. Determines whether one or more documents are eligible to be deleted at a time. For
example, the Segment expiration type means that a segment of data (unless you specify otherwise, 10
million documents) can be deleted at a time.

Note: This is the first time that segment has been mentioned. Up to now, documents and reports have
been discussed, which are the data objects that most people associate with the Content Manager
OnDemand system. However, administrators who maintain the system work primarily with segments,
which represent many documents, and storage objects, which are containers of compressed documents
that are maintained by the storage managers.

The cache storage manager does not delete expired documents from cache storage until expiration
processing runs. The ARSMAINT program is the expiration utility. You can schedule the ARSMAINT
program to run automatically or you can run it manually. You should make sure that the ARSMAINT
program runs periodically so that the cache storage manager can reclaim the space that is occupied by
expired documents.
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You control automatic expiration processing by scheduling the ARSMAINT program to run with the
appropriate options. For details about the options, see ARSMAINT. For details about how to schedule
tasks, see your operating system information. You can also manually start expiration processing by
running the ARSMAINT program from the prompt.

The ARSMAINT program uses expiration thresholds to control when expiration processing begins and
ends. The thresholds are set as levels of the space that is used in a cache storage file system, expressed
as a percent of total space available in the file system. For each cache storage file system, the ARSMAINT
program compares the high threshold with a calculation of the amount of data stored in the file system as
a percent of the actual data capacity of the storage volumes that belong to the file system. When the
amount of data stored in a cache storage file system exceeds the high threshold, expiration begins. The
ARSMAINT program deletes documents from the file system until the amount of space used in the cache
storage file system falls below the low expiration threshold. The ARSMAINT program expires documents
from each cache storage file system listed in the cache storage file system file. You can use the defaults
for the expiration thresholds, or you can change the threshold values to identify the minimum and
maximum amount of space for your cache storage file systems.

Figure 5 on page 18 shows an example of expiration processing.
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Figure 5. Expiration Processing

This example uses the cache storage file system from the migration example in Figure 4 on page 16.
Some two-thirds of the file system contains documents that are eligible to be removed. When you run the
ARSMAINT program, it first determines that the cache storage file system's capacity is equal to or
exceeds the high threshold. The ARSMAINT program can then begin deleting documents from the file
system, beginning with the oldest documents. After the ARSMAINT program deletes the documents that
have the oldest date, it checks the low migration threshold. If the amount of space that is used in the file
system is now below the low expiration threshold, then expiration ends. If not, then the ARSMAINT
program deletes the next oldest documents, and the process continues. In the example, expiration
processing ends before all of the eligible documents have been removed. That is typically OK for two
reasons:

« The expiration process has probably reclaimed enough space to load new documents. (In our example,
that is certainly true; some 40 percent of the cache storage file system is now free space.) If not, you
need to check your high and low thresholds or add more storage volumes to the cache storage file
system.

- Because a document is eligible to be removed from cache storage does not always mean that it is a
good thing to do so. For example, suppose you copy a document to cache storage for 60 days and to
archive media for two years. After 60 days, the document is eligible to be removed from cache storage.
However, your users continue to access the document on a regular basis for 90, or even 120, days. With
the correct set of high and low thresholds, you can probably guarantee that the document will remain in
cache storage for another 30 or more days beyond its expiration date, where faster devices can provide
the most benefit to your users.

Expiration processing in the system log

When you run the ARSMAINT program, it saves messages about its activities in the system log. The types
of messages saved in the system log depend on the options that you specify when you run the ARSMAINT
program. The number of messages saved in the system log each time that expiration processing runs
depends on the options that you specify for the ARSMAINT program, the number of application groups
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and segments of data processed, and the number of cache storage file systems defined on the server. You
will see one set of messages for each object server on which you run the ARSMAINT program. Table 2 on
page 19 lists the messages you could see in the system log following expiration processing.

Table 2. Messages from the ARSMAINT program in the Content Manager OnDemand System Log

Message Number |Message Explanation
Information

109 Cache (Date) About to begin cache expiration processing on the specified

Expiration (Min%) server. Migration processing uses the specified date (the
(Max%) default.is "today"). Expiration processing begins on each
(Server) cache file system that exceeds the Max% (default 80%) and

ends when the free space available in the file system falls
below the Min% (default 80%).

196 Cache (ApplGrp) One of these messages for each storage object deleted from
Migration (ObjName) cache storage. A storage object is eligible to be deleted when
its "Cache Document Data for n Days" or "Life of Data" period

Server . .
( ) has passed, whichever occurs first.

124 Filesystem (filesystem) One of these messages for each cache storage file system on
Statistics % full) the server. Information only to report the percentage of space

(server) used in the file system.

Important: In addition to the messages listed in Table 2 on page 19, you should monitor the system log
every day for messages that indicate that your cache storage file systems are becoming full. The
ARSMAINT program automatically saves a message in the system log when the amount of space used in a
cache storage file system exceeds a threshold. The default threshold is 95%. You can specify a different
threshold by using the -f parameter when you run the ARSMAINT program.

Removing documents from archive storage

Important: Removing a document from archive storage means that the backup or long-term copy of the
document will be deleted from the system. You typically remove documents from archive storage when
you no longer have a business or legal requirement to keep them.

A management class contains an archive copy group that specifies the criteria that makes a document
eligible for deletion. Documents become eligible for deletion under the following conditions:

« Administrators delete documents from client nodes

« An archived document exceeds the time criteria in the archive copy group (how long archived copies are
kept)

The archive storage manager does not delete information about expired documents from its database
until expiration processing runs. You can run expiration processing either automatically or manually by
command. You should make sure that expiration processing runs periodically to allow the archive storage
manager to reuse storage pool space that is occupied by expired documents. When expiration processing
runs, the archive storage manager deletes documents from its database. The storage space that these
documents occupy then becomes reclaimable. See “Reclaiming space in storage pools” on page 20 for
more information.

If you use the server option to control when expiration processing occurs, the archive storage manager
runs expiration processing each time that you start the server. After that, it runs expiration processing at
the interval that you specified with the option, measured from the start time of the server.

You can manually start expiration processing by issuing the EXPIRE INVENTORY command. Expiration
processing then deletes information about expired files from the database. You can schedule this
command by using the DEFINE SCHEDULE command. If you schedule the EXPIRE INVENTORY command,
set the expiration interval to O (zero) in the server options so that the archive storage manager does not
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run expiration processing when you start the server. You can control how long the expiration process runs
by using the DURATION parameter with the EXPIRE INVENTORY command.

Reclaiming space in storage pools

Space on a storage pool volume becomes reclaimable as documents expire or are deleted from the
volume. For example, documents become obsolete because of aging.

The archive storage manager reclaims the space in storage pools based on a reclamation threshold that
you can set for each storage pool. When the percentage of space that can be reclaimed on a volume rises
above the reclamation threshold, the archive storage manager reclaims the volume. The archive storage
manager rewrites documents on the volume to other volumes in the storage pool, making the original
volume available for new documents.

The archive storage manager checks whether reclamation is needed at least once per hour and begins
space reclamation for eligible volumes. You can set a reclamation threshold for each storage pool when
you define or update the storage pool.

During reclamation, the archive storage manager copies the files to volumes in the same storage pool
unless you have specified a reclamation storage pool. Use a reclamation storage pool to allow automatic
reclamation for a storage pool with only one drive. See your archive storage manager documentation for
details.

After the archive storage manager moves all documents to other volumes, one of the following occurs for
the reclaimed volume:

- If you have explicitly defined the volume to the storage pool, the volume becomes available for reuse by
that storage pool

- If the volume was acquired as a scratch volume, the archive storage manager deletes the volume from
its database

Important: See your archive storage manager documentation for more information about reclamation
processing, including choosing a reclamation threshold, reclaiming volumes in a storage pool with one
drive, reclamation for WORM media, reclamation for copy storage pools, and reclamation of off-site
volumes.
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Chapter 5. Other external storage managers

Content Manager OnDemand supports external cloud storage managers such as Amazon Simple Storage
Service (S3), Apache Hadoop Distributed File System (HDFS), Hitachi Content Platform, IBM Cloud Object
Storage, Microsoft Azure, and OpenStack Swift. Content Manager OnDemand can also store data to
external file systems.

Cloud storage options

The Content Manager OnDemand server can be configured to maintain copies of its stored data in both
cache storage, managed by Content Manager OnDemand, and in archive storage, now referred to as
external storage. Historically, OAM and VSAM have been the only options used by Content Manager
OnDemand to maintain data stored in external storage. The addition of Amazon S3, Apache HDFS, Hitachi
Content Platform, IBM Cloud Object Storage, Microsoft Azure, and OpenStack Swift support augments the
storage capabilities of Content Manager OnDemand by providing multiple external cloud storage solution
options. Cloud storage solutions allow Content Manager OnDemand users to leverage the advantages that
such storage provides such as cost savings, data replication, and disaster recovery. This functionality is
configured in Content Manager OnDemand and behaves much in the same way that communicating with
OAM and VSAM does. This means that data in Content Manager OnDemand can be stored in cache as well
as stored in Amazon S3, Apache HDFS, Hitachi Content Platform, IBM Cloud Object Storage, Microsoft
Azure, or OpenStack Swift. The storing of data to any external cloud storage manager can take place at
the same time that data is written to the Content Manager OnDemand cache or can be scheduled to
migrate at a later date.

Amazon S3, Apache HDFS, Hitachi Content Platform, IBM Cloud Object Storage, Microsoft Azure, and
OpenStack Swift storage options complement the functionality provided by OAM and VSAM. Content
Manager OnDemand servers can be configured to use any combination of Amazon S3, Apache HDFS,
Hitachi Content Platform, IBM Cloud Object Storage, Microsoft Azure, OpenStack Swift, OAM, and VSAM.

Additional information for each cloud storage solution can be found on the web at the following locations:
Amazon S3
https://aws.amazon.com/s3/

Apache HDFS
https://hadoop.apache.org/

Hitachi Content Platform
https://www.hitachivantara.com/en-us/products/cloud-object-platform/content-platform.html

IBM Cloud Object Storage
https://www.ibm.com/cloud-computing/infrastructure/object-storage/

Microsoft Azure
https://azure.microsoft.com/

OpenStack Swift
http://docs.openstack.org/developer/swift/

Using a file system for external storage

The Content Manager OnDemand server can be configured to maintain copies of its stored data in a file
system accessible to Content Manager OnDemand. As with the cloud storage options, the storing of data
to an external file system can take place at the same time that data is written to the Content Manager
OnDemand cache or can be scheduled to migrate at a later date.

Detailed configuration information can be found in the Content Manager OnDemand for z/OS Configuration
Guide.
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Chapter 6. Using the administrative client

This section contains information about the administrative client, a program that you can use to define
and maintain Content Manager OnDemand objects on a Content Manager OnDemand system. For
example, you can use the administrative client to define reports to Content Manager OnDemand and
maintain Content Manager OnDemand users, groups, printers, and storage sets.

This section describes a typical system, including requirements about users of the system and data to be
loaded on the system, and contains examples and ideas about how to use the administrative client to
implement the requirements. In it you'll find:

« Anintroduction to the administrative client
« Advice about what is required to get your work done
« Pointers to detailed how-to information in the online Help

The information provided in this part gives you a frame of reference. If you need more information, the
book tells you where to look in the online Help. If you can't find answers to your questions, the book tells
you how to contact IBM. This part is organized in roughly the order that you define your first report to
Content Manager OnDemand: it starts with adding users and groups to the system, shows how to define a
printer, and then moves into procedures for adding a storage set and defining a primary storage node.
Later chapters provide detailed instructions about defining a report: adding an application group, an
application, and a folder.

Note: IBM assumes that you are familiar with the Windows operating environment and using applications
that run under Windows. IBM assumes that you know how to start programs, use a pointing device, such
as a mouse, and that you are familiar with terminology, such as window, dialog box, entry field, button,
scroll bar, list, and check box.

Installation

About this task

System requirements

The list of administrative client system requirements is available at http://www.ibm.com or at the link
provided in the Related information section.

Related information

Hardware and software requirements for IBM Content Manager OnDemand (URL: http://www.ibm.com/
support/docview.wss?uid=swg27049168)

Installing the administrative client

About this task

You can install all of the Content Manager OnDemand client features at once, or individual features as you
need them.

Important: If you plan to use the report wizard or the graphical indexer from the administrative client to
process PDF input files, then you must first install the full Adobe Acrobat product or Adobe Acrobat
Approval. For information about how to obtain Adobe Acrobat products, see Adobe on the Web at http://
www.adobe.com. OnDemand provides the ARSPDF32.API file to enable PDF viewing from the client. If
you install the client after you install Adobe Acrobat, then the installation program will copy the API file to
the Acrobat plug-in directory. If you install the client before you install Adobe Acrobat, then you must
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copy the API file to the Acrobat plug-in directory. Also, if you upgrade to a new version of Acrobat, then
you must copy the API file to the new Acrobat plug-in directory. The default location of the API file is
\Program Files\IBM\OnDemand Clients\V10.5\PDF. The default Acrobat plug-in directory is
\Program Files\Adobe\Acrobat x.y\Acrobat\Plug_ins, where x.y is the version of Acrobat, for
example, 4.0, 5.0, and so forth.

Running Setup

About this task

When you run the Setup program, the Setup screens show the names of the Content Manager OnDemand
client directories so you know where the files are being placed.

Information about network installations is available in the IBM Content Manager OnDemand: Windows
Client Customization Guide.

To install on a network file server

About this task
For instructions on how to install the administrative client on a network file server, see the "Installing
client software on a network" in IBM Content Manager OnDemand: Windows Client Customization Guide.

To install on a user's PC

About this task

To install, follow these instructions:

Procedure

1. From the Windows taskbar, click Start, and then choose Run.
2. Type x:\client\win32\setup (where x is the letter of the clients install image).
3. Click OK.

Results
After the Setup program starts, click Next to continue.
On the Setup Type and Working Directory dialog box, select Custom and then click Next to continue.

On the Installation Components dialog box, select Administrator. (You can also select other
components that you want to install on the PC.)

Click Next to continue. Follow the instructions on the screen to complete the installation.

To uninstall

About this task

You can remove the OnDemand clients from your PC by using the uninstall function of Windows. The
uninstall function removes the files for the OnDemand clients and any references to the OnDemand
clients in system files.
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Updating the administrative client software

About this task

Note: When upgrading the administrative client, the Setup program automatically replaces all out-of-date
files with new ones; the user is not permitted to add or remove components. To add or remove
components, the user must run the Setup program after successfully upgrading the administrative client.

The following information can be used to obtain and install the latest version of the Content Manager
OnDemand client software from IBM service on the Web.

To get the latest version of the Content Manager OnDemand client software, see http://www.ibm.com/
support/fixcentral/

Results

After the download is complete, you can expand the ZIP file or store the ZIP file in a shared location,
depending on how you plan to distribute the administrative client software:

« A user can expand the ZIP file to a temporary directory and then run the Setup program to upgrade the
administrative client on a PC. After installing the administrative client, the user can delete the
temporary directory and the ZIP file.

« An administrator can store the ZIP file in a shared location so that other users can access it.

- An administrator can expand the ZIP file to a shared location so that other users can run the Setup
program from the shared location.

- If your organization shares a copy of the Content Manager OnDemand administrative client software
from a network server, then an administrator can expand the ZIP file and run the Setup program to
upgrade the administrative client on the network server.

« If your organization distributes user-defined files with the Content Manager OnDemand client software,
an administrator must expand the ZIP file to a shared location and then copy the user-defined files to
that location. Users can then run the Setup program from the shared location to upgrade the client
software and the user-defined files on their PCs.
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Chapter 7. Administrative client introduction

How does the administrative client help me do my job?

Welcome to the Content Manager OnDemand administrative client, a powerful and flexible program
designed to help you maintain your Content Manager OnDemand system.

The administrative client provides tools to:

Define reports to the system

Add and maintain Content Manager OnDemand users and groups
Add and maintain server printers

Add and maintain storage sets and storage nodes

Create summaries about users, groups, applications, application groups, storage sets, folders, printers,
holds, and cabinets

Add and maintain servers
Set system parameters for Content Manager OnDemand servers and client programs
Copy items from one Content Manager OnDemand server to another

Track changes made to the system. When you use the administrative client to add or update an object in
Content Manager OnDemand, information about the object is saved in the system log. The information
includes the changes that you made.

Getting started

Starting the administrative client

About this task

To start the administrative client:

Procedure

1. Click Start.
2. Select Programs, then choose IBM OnDemand Clients V10.5.
3. Click OnDemand Administrator V10.5.

When you start the administrative client, Content Manager OnDemand opens the administrator
window that contains a menu bar, toolbar, navigator pane, list pane, and status bar.

« You can collapse and expand areas in the navigator pane (on the left) to make it easier to see. A plus
sign next to an area means there are items inside.

« When you click on an area in the navigator pane, the items appear in the list pane (on the right).

« To make the panes narrower or wider, point to the vertical bar between the two panes of the window
until the pointer turns into a two-headed arrow. Then click and hold the left mouse button and drag it
in either direction.

 Use buttons on the toolbar to switch between the different ways to look at items: large or small
icons, a list, or details.

« To query the server for a new list of items, press the F5 key or select Refresh List from the View
menu.
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- After you log on to a server, the status bar shows the Content Manager OnDemand user ID and the
name and version number of the Content Manager OnDemand server.

Using online help

About this task

Online help provides information to assist you with completing tasks. The administrative client online help
contains information about the options, fields, and commands on the windows, dialog boxes, and
property sheets that you see when using the program.

To display the online help, press F1 any time the administrative client is active in Windows. Help is
available for dialog box commands and options. The main help topic for each dialog box usually contains
information about the kinds of tasks you can perform. For example, the online help about Logical Views
lets you learn how to create public and private logical views. The online help provides brief procedures
rather than lengthy descriptions.

To display an index of help topics, select the Index tab from the Help window. You can type keywords to
locate topics in the help file.

To search the index of help topics, select the Search tab from the Help window. You can type search
words to locate related topics in the help file.

Adding a server

About this task

You can use the New Server command to add a server.

Procedure

1. Select Content Manager OnDemand Servers.
2. From the File menu, select New Server to open the Add a Server window.

3. Type the name of the server in the Server field. The server name identifies the server in the navigator
pane of the administrator window. You can use an alias, the actual computer or network name of the
workstation, or any other identifier you choose. By default, the administrative client copies what you
type to the Host Name field.

4. Verify the value of the Host Name field. (By default, the Host Name field contains the same value as
the Server field.) The host name can be a host name alias, fully-qualified host name, or IP address of
the server.

5. Verify the Protocol. Choose from TCP/IP and Local:

« TCP/IP. Use TCP/IP (Transmission Control Protocol/Internet Protocol) as the network protocol. To
use TCP/IP, the server and the client must include TCP/IP in the protocol stack.

« Local. Define a server that uses the file system on this workstation. After you define a local server,
you must use the Setup command to initialize the database on the local server.

6. For TCP/IP, verify the Port Number over which the library server and the client communicate.

The default value, 0 (zero), means that the server and client communicate over the port number
assigned to the Content Manager OnDemand TCP/IP service. If the Content Manager OnDemand
TCP/IP service is not assigned a port number, the server and client will attempt to communicate over
port number 1445, If the Content Manager OnDemand TCP/IP service is not assigned a port number
and you plan to use a port number other than 1445, then you must enter a valid port number. The
value range is from 0 to 65535.

7. If you are adding a Local server, specify a Directory and select an Operating System and a Database.
See the online help for assistance.

8. If you are adding a server that supports Secure Sockets Layer (SSL), select User Secure Sockets
Layer. If your server does not support SSL, SSL is not used even if you select this check box.
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9. Click OK to add the server.

Logging on a server

Procedure

1. Point to the library server and double click the left mouse button to open the log on dialog box.
2. Type your Content Manager OnDemand userid and password in the spaces provided and click OK.

Changing passwords

About this task

Note: Depending on how you set the Login Processing system parameters, the case of a password may be
significant. See “System parameters” on page 29 for details.

Changing a password

Procedure

To change a user's password:

. Select and expand the library server.

. Select Users.

. In the User ID list, point to the userid and click the right mouse button.

. From the pop-up menu, select Update to open the Update a User dialog box.
. Type the new password in the Password field.

. Verify the new password by retyping it into the Verify Password field.
. Click OK. Content Manager OnDemand updates the database and returns to the main window.

N o o0 DN P

Changing an expired password

About this task

Content Manager OnDemand provides password expiration processing to help you manage security on
the system. You can set a value that represents the time in days that passwords assigned to users remain
valid. After a user's password reaches the value that you specify, the user must change the password. See
“System parameters” on page 29 for information about how Content Manager OnDemand expires
passwords.

After a password reaches the expiration value, the next time the userid is used to log on to a server,
Content Manager OnDemand prompts the user to enter a new password.

The user must enter the current password for the userid, a new password, and verify the new password
by retyping the new password

System parameters

Content Manager OnDemand system parameters allow you to establish the operational settings for client
programs and servers.

Maximum Password Age

Sets a time limit for passwords and determines when Content Manager OnDemand prompts users to
change passwords. The default setting is Password Never Expires, meaningthat passwords do not
expire and Content Manager OnDemand never prompts users to change passwords. If you select
Password Always Expires, then users must change to new passwords each time that they log on to a
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server. To set a specific time limit for passwords, select Expires In __ Days and enter the number of
days that passwords are valid in the space provided. The value can be from 1 (one) to 365.

Minimum Password Length

Determines whether passwords are required. If passwords are required, also determines the fewest
number of characters that passwords can contain. The default value is At Least 8 Characters,
meaning that passwords must contain at least eight characters.

When a user changes a password, the client checks the number of characters that the user typed. The
new password must contain the minimum number of characters. Otherwise, the client issues an error
message. If your organization has not implemented the security user exit and the user types more than
eight characters, then the client issues an error message.

Session Inactivity Time Out

Determines when Content Manager OnDemand terminates sessions between inactive clients and the
server. The default setting, Never Time Out, means that Content Manager OnDemand does not
terminate a session, regardless of how long the client remains inactive. To set a specific inactivity time
out, select Time Out In __ Minutes and enter the number of minutes in the space provided. The
value can be from 1 (one) to 1440 (24 hours).

The period of inactivity is measured between requests to a server. For example, when a user enters a
query, Content Manager OnDemand searches the database and builds the document list. This completes
arequest to the server. If the user does not work with the items in the document list, open another folder,
or invoke another query before the inactivity timeout occurs, Content Manager OnDemand automatically
terminates the session with the client.

Use caution when you set the inactivity time out. For example, assume that you set the inactivity time out
to 10 (ten). You log on to Content Manager OnDemand to add an application group. Creating the
application group takes you 15 minutes to complete. After entering all of the information about the
application group, you click OK to create the application group. Content Manager OnDemand issues a
message that shows a timeout has occurred. You must logoff the server, and you cannot save the
information you entered about the application group.

System Logging

Determines the messages that Content Manager OnDemand saves in the system log. Content Manager
OnDemand provides the system log to help you track activity and monitor the system. Content Manager
OnDemand save messages that are generated by the various programs, such as the ARSLOAD program.
Content Manager OnDemand can save a message in the system log when the following events occur:

« A user logs on to the system

« A user logs off the system

« A user logon fails

- Application group data is queried, retrieved, loaded, updated, deleted, or maintained

User Exit Logging

Content Manager OnDemand provides a user exit at each of the four system log event points. These exits
allow you to filter the messages that Content Manager OnDemand saves in the system log and take action
when a particular event occurs. For example, you can provide a user exit program that sends a message
to a security administrator when someone attempts and fails to log on to the system. You can also use a
user exit to determine what information appears in the system log

If you plan to migrate index data to archive storage, then we recommend that you configure the system to
save application group messages in the system log and send them to a system log user exit program. You
should design a system log user exit program to notify an administrator when a query for migrated data
occurs. Before a query for migrated data can be completed, an administrator must import a copy of the
table or tables that are required from archive storage to the database.
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See the IBM Content Manager OnDemand for z/OS: Configuration Guide for help with configuring the
system log user exit.

Login Processing

The login processing system parameters allow you to specify whether userids and passwords are case
sensitive.

By default, userids and passwords are case insensitive. When you add a user, Content Manager
OnDemand converts lowercase letters in the userid to uppercase. A person can type letters in a userid in
uppercase, lowercase, or mixed case letters. For example, if you add the userid LaGuarde, a person can
enter LAGUARDE, laguarde, or LaGuarde to log on to the server.

If you select UserID Case Sensitive, then a user must type the userid exactly as it was entered when the
user was added. For example, if you add the userid LaGuazxde, then the user must enter LaGuazrde to log
on to the server.

If you select Password Case Sensitive, then a user must type the password exactly as it was entered
when the user was added. For example, if you set the password to Spring2Far, then the user must enter
Spring2Far to log on to the system.

Important: You should decide whether to make userids and passwords case sensitive when you install
the system, change the defaults if necessary, and do not change the settings again. Otherwise:

« If userids are initially case insensitive and you later choose UserID Case Sensitive, then userids that
were added before you changed the parameter must be entered in uppercase. The same is true for
passwords.

- If userids are initially case sensitive and you later clear UserID Case Sensitive, then the userids that
were added before you changed the parameter that contain mixed or lowercase letters will no longer be
valid. The same is true for passwords.

If users log on to Content Manager OnDemand with the CICS® client program, you should configure the
system to ignore the case of userids and passwords.

Annotations
Specify the following options:
« Which types of annotations (referred to as "notes" in the Content Manager OnDemand client) can be
added by a user.
« The default for the viewing scope for all annotations.

« Whether annotations can expire. If they can expire, specify the number of days to keep the annotation.
Afterward, Content Manager OnDemand removes the annotation.

These options apply to all users with authority to add annotations in the system.

There are three types of annotations that a user can add:

Allow Public
Allows the user to add public annotations. Public annotations to a document can be viewed by anyone
who opens that document.

Allow Private to User
Allows the user to add private annotations to a document, and those annotations can be viewed only
by the user that created the note, application group administrators, and system administrators.

Allow Private to Group
Allows the user to add annotations to a document, and those annotations can be viewed only by a
specific group of users.

The Default Annotation Type section specifies the default for the viewing scope for annotations.

The Life of Annotations section specifies whether annotations can expire. If you want annotations to be
removed, select Expire After, then specify the number of days to keep an annotation. After the number of
days passes, Content Manager OnDemand removes all of the annotations.
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System log comments

The system log comments specify whether the administrative client displays the System Log Comments
window when you perform an add, update, or delete operation.

Enable comments
Select this option to display the System Log Comments window when you perform an add, update, or
delete operation.

Require comments
This option requires the user to enter one or more characters in the Comments field.

Login Processing

The login processing system parameters allow you to specify whether userids and passwords are case
sensitive.

By default, userids and passwords are case insensitive. When you add a user, Content Manager
OnDemand converts lowercase letters in the userid to uppercase. A person can type letters in a userid in
uppercase, lowercase, or mixed case letters. For example, if you add the userid LaGuaxrde, a person can
enter LAGUARDE, laguazrde, or LaGuazrde to log on to the server.

If you select UserID Case Sensitive, then a user must type the userid exactly as it was entered when the
user was added. For example, if you add the userid LaGuazrde, then the user must enter LaGuaxrde to log
on to the server.

If you select Password Case Sensitive, then a user must type the password exactly as it was entered
when the user was added. For example, if you set the password to Spring2Far, then the user must enter
Spring2Far to log on to the system.

Important: You should decide whether to make userids and passwords case sensitive when you install
the system, change the defaults if necessary, and do not change the settings again. Otherwise:

- If userids are initially case insensitive and you later choose UserID Case Sensitive, then userids that
were added before you changed the parameter must be entered in uppercase. The same is true for
passwords.

« If userids are initially case sensitive and you later clear UserID Case Sensitive, then the userids that
were added before you changed the parameter that contain mixed or lowercase letters will no longer be
valid. The same is true for passwords.

If users log on to Content Manager OnDemand with the CICS client program, you should configure the
system to ignore the case of userids and passwords.

Administrative client start up parameters

Content Manager OnDemand provides parameters that you can specify as properties that the operating
system uses when you start the administrative client program. The parameters can be used, for example,
to automate the logon process and to select the areas that appear in the navigator pane. Table 3 on page
32 lists the start up parameters for the administrative client.

Table 3. Administrative client start up parameters

Parameter Purpose Example
/A Include Cabinets in the navigator pane. JA
/B Include Applications in the navigator pane. /B

/C

Include Data Distribution in the navigator  /C
pane. This parameter is valid only if you

install the Production Data Distribution

feature on the library server.
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Table 3. Administrative client start up parameters (continued)

Parameter

Purpose

Example

/D

Include Folders in the navigator pane.

/D

/D 2

Include Folders in the navigator pane, but
display only the Permissions and Field
Information pages.

/D2

/E

Include Storage Sets in the navigator pane.

/E

/I

Include Users in the navigator pane.

/1

/N

Include IBM Content Manager OnDemand
Report Distribution for Multiplatforms in
the navigator pane.

/N

/0

Include Groups in the navigator pane.

/0

/P password

The password for the Content Manager
OnDemand user identified with the /U
parameter. Use with the /S and /U
parameters to log on to a specific server,
without displaying the Logon dialog box. If
the logon is not successful, then Content
Manager OnDemand opens the Logon
dialog box to allow the user to log on to the
system.

/P password

/Q

Include Application Groups in the navigator
pane.

/1Q

/R

Include Printers in the navigator pane.

/R

/S server

Identifies the logon server. Use with the /U
and /P parameters to log on to a specific
server, without displaying the Logon dialog
box. If the logon is not successful, the
Content Manager OnDemand opens the
Logon dialog box to allow the user to log on
to the system.

/S broncos

/T

Determines the name that appears on the
title bar of the administrator window. The
default name is Content Manager
OnDemand Administrator.

/T Customer Service

/U userid

Identifies the Content Manager OnDemand
user. Use with the /S and /P parameters to
log on to a specific server, without
displaying the Logon dialog box. If the
logon is not successful, Content Manager
OnDemand opens the Logon dialog box to
allow the user to log on to the system.

/U admin

Setting system parameters

To set the system parameters for a Content Manager OnDemand server:

1. Log on to the library server.

2. Point to the library server and click the right mouse button.
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3. From the pop-up menu, select System Parameters to open the System Parameters dialog box.
4. Type information in the fields and make selections for each page.

5. When you have finished making changes to the system parameters, click Update. Content Manager
OnDemand stores the changes in the database and returns to the administrator window. (Click Cancel
to close the System Parameters dialog box without saving your changes.)

Changing start up parameters

About this task

To change start up parameters, you need to change the shortcut you use to start the administrative client.

Procedure

To change start up parameters, do the following tasks. Remember that the specific steps vary between
different levels of Windows.

1. Right-click on the administrative client shortcut.
2. From the pop-up menu, select Properties.

3. Click the Shortcut tab.

4. In the Target field, enter the startup parameters.
5. Click OK.

Results

The next time that you start the administrative client, Windows uses the start up parameters and values
that you specified.

Displaying the Content Manager OnDemand splash screen or About window

About this task
When the administrative client is first started, a Content Manager OnDemand splash screen is displayed.
To disable the splash screen, set the SHOWLOGO parameter to 0.

To change the display time, locate the section My Computer\HKEY_CURRENT_USER\Software\IBM
\OnDemand32\Preferences. Add a new string under Preferences called SHOWLOGO. Set the string
value to a value of zero or more seconds.

For more information about customizing the Content Manager OnDemand administrative client, read the
technical document Customizing the IBM Content Manager OnDemand Administrative Client.

Default directory for administrative client temporary files

This topic introduces the default directory for administrative client temporary files.
The administrative client creates temporary files such as summaries for users, groups, and folders.

The administrative client stores these temporary files in the following default directory: %APPDATA%\ 1BM
\OnDemand Client\REPORT, where %APPDATA% is an environment variable that resolves to different
values depending on the operating system and user name.

Each user in a multiple user environment has a temporary directory for summaries. The summary window
includes a text field that contains a default value for the name of the file that contains the summary. If a
different directory or file name is required, you can edit the text field before you create the summary.
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Adding items to a server

This section explains how to add items to a server. You can use commands or a drag-and-drop operation
to add items to a server.

Note: When you use the administrative client to add or update the database, Content Manager OnDemand
adds a record to the system log that shows the changes you made.

New command

After logging on to a server, select the area, for example, Users. From the File menu, select the New
command to open the Add dialog box.

Copy command

After logging on to a server, select the area. In the list pane, point to the item that you want to copy and
click the right mouse button. From the pop-up menu, select Copy to open the Add dialog box. The fields in
the Add dialog box contain information copied from the item you selected. Before you can add the item,
you must change the item name. Depending on the item you want to add, you may need to change other
fields.

Export command

The Export command is like the Copy command, except Content Manager OnDemand adds the item to a
different library server. You can use the Export command to export items from one library server (the
source server) and add them to another (the destination server).

After logging on to the server that contains the item you want to export, select the area. In the list pane,
point to the item that you want to export and click the right mouse button. From the pop-up menu, select
Export to open the Export dialog box. Verify the destination server. Then click Export to add the item to
the server.

Note: If the item exists on the destination server, the export fails.

To retain permissions when you export users or groups from one library server to another library server,
export them in the following order:

1. Printers

. Users

. Groups

. Storage sets

. Application groups
. Folders
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. Cabinets

8. Holds

If you have added users or groups to an application group or folder that you want to export, you should
export the users and groups first. Otherwise, OnDemand issues a warning and does not export the data.
However, if you want to export the application group or folder without the users or groups, click the

Ignore Warnings check box. OnDemand generates a warning message for each user or group that cannot
be added.

If you export applications to a target server, note the following;:

« You can export an application only to an application group with the same name as the application group
that is associated with the application being exported.

- An application group with the same name as the application group that is associated with the
application to be exported must already exist on the target server.
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- The application group on the target server must have the same database fields as the application group
that is associated with the application to be exported.

« The application to be exported does not already exist in the application group on the target server.

- The application identifier of the application that is being exported is not already used by an application
in the application group on the target server.

- If the application identifier of the application being exported is not already defined in the application
group, the Displayed Value and Database Value pairis added to the application group as part of
the export process.

Drag and drop operation

You can copy and export items using a drag-and-drop operation. For example, to export items from one
library server and add them to another, select one or more items from the list pane and, while holding the
left mouse button down, point to the destination server. Then release the mouse button. If you are logged
on to the destination server, then Content Manager OnDemand opens the Export dialog box. If you are not
logged on to the destination server, then Content Manager OnDemand opens the Logon dialog box. After
verifying options in the Export dialog box, click Export to copy the items to the server.

Note: If the item exists on the destination server, the export fails.

You can also use a drag-and-drop operation to copy an item. For example, to copy a user, select the
userid from the User ID list and, while holding the left mouse button down, point to the same server on
which the user is listed. Then release the mouse button to open the Add dialog box.

Report Wizard

Content Manager OnDemand provides user assistance and easy-to-use tools to help you administer the
system. The Report Wizard assists you in adding reports to the system. The Report Wizard helps you add
a report to the system by asking questions, which allows you to progress in an organized manner toward
completing an application group, application, and folder. The Report Wizard assists you in adding
applications to an application group.

Here are a few things to remember about the Report Wizard:

« You move through the Report Wizard by answering questions that appear on the screen.
 You can return to the previous screen at any time by clicking Previous.
« You can advance to the next screen at any time by clicking Next.

« You can advance to the final screen by clicking Finish. By choosing Finish, you permit the Report Wizard
to make all remaining decisions for you.

= You can obtain online help for a screen at any time by clicking Help or pressing F1.

You can use the Report Wizard to add an application group, application, and folder for a report. These
actions include defining indexing information, defining database and folder fields, configuring data and
storage management, specifying whether the application group can contain more than one application,
and naming the application group, application, and folder.

You can also use the Report Wizard to add an application to an existing application group. This action
includes defining indexing information, specifying storage information, and identifying the application
within the application group. To add an application to an application group, the application group must
have a database field to hold the values that uniquely identify an application within the application group.
The field must contain at least one unassigned application identifier. For more information about
application identifiers, see the Field Information page in application groups.

Starting the Report Wizard

About this task

From the administrative client, log on to the library server to which you want to add the report.
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« To define a new application group, application, and folder, click Report Wizard on the toolbar.
« To add an application to an existing application group:

— Under the server, select Application Groups.
— Select the name of the application group to which you want to add the application.
— Click Report Wizard on the toolbar.

Follow the on-screen instructions to add the report.

Using the Report Wizard

As you move through the Report Wizard, standard options are selected for you. Unless you have a clear
reason not to, accept the defaults. Depending on how you use the Report Wizard, you might not see all of
the screens described.

Introduction screen

Provides a brief explanation of the Report Wizard. Your first step is to select the indexer that you want to
index the data. For all indexers, you specify the type of data you want to store. For indexers other than
Generic and XML, you specify the location of sample data.

Report window

Displays the sample data and provides easy-to-use tools to help you define indexing information,
database fields, and folder fields. Press F1 to display the online help for options and commands available
from the Report window. Use the online help to learn how to define triggers, fields, and indexes, database
fields, and folder fields.

Important: When you finish defining the indexing, database, and folder information, save your changes.

View information screen

If you specify User Defined as the data type, specify a file extension. If you specify Line as the data
type, specify the code page, carriage control, and record format.

Managing fields screen

When you select the Generic indexer or XML indexer, you add and remove database and folder fields on
this page.

When you click on Add or Properties, the Report Wizard displays a window where you specify the
properties of a field.

Managing data screen

When you load a report into the system, you can specify that you want report data to be stored using large
object support. You also need to specify how you want Content Manager OnDemand to manage
annotations that users attach to pages of the report.

Application identifier screen

When you use the Report Wizard to add an application to an existing application group, you must specify
the name of the application and select a value that uniquely identifies the application within the
application group.

Storage management screen

Determines where the storage manager maintains copies of reports, and how and when Content Manager
OnDemand deletes report data from the system.
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Applications in the application group screen

If the report that you are defining is one of several that will be stored in the same application group, then
you can use the Report Wizard to define the database field that contains the values that identify an
application within the application group, define the folder field that users use to search a specific
application, and specify the length of the application ID field.

If you select the check box for Document Size Field, Content Manager OnDemand adds a field to the
application group and folder. Content Manager OnDemand stores the size of the document in the
application group field when data is loaded. If you select the check box for Page Count Field, Content
Manager OnDemand adds a field to the application group and folder. Content Manager OnDemand stores
the number of pages in the document in the application group field when data is loaded. You must provide
the folder names for the two fields. You do not need to specify names for the application group fields
because they are predefined.

Enhanced Retention Management and Interoperate with FileNet P8 Platform screen
Configure the application group to work with the following features:

- Enhanced Retention Management feature of Content Manager OnDemand
« Interoperability between Content Manager OnDemand and FileNet® P8

Full text search screen

Specify the name of the Content Manager OnDemand full text indexing server, if installed, and, optionally,
add Full Text Index folder fields.

Name screen

Specify the names of the application group, application, and folder. After you enter the names, Content
Manager OnDemand queries the library server to make sure that the names are valid and unique.

Wizard complete screen

Confirms the selections that you made for the report. Click Display to view a summary of the application
group, application, and folder definitions. From the summary window, choose the Print icon from the
toolbar to print a copy of the definitions.

Note: When you are satisfied with the selections that you made for the report, click Finish to complete
defining the report. Content Manager OnDemand adds the application group, application, and folder to
the library server, closes the Report Wizard, and returns to the administrator window.
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Chapter 8. Administration concepts

Introduction

You can use the administrative client to maintain a variety of Content Manager OnDemand objects such as
users, groups, printers, storage sets, storage nodes, application groups, applications, folders, cabinets,
and holds.

An object cannot be updated by multiple users at the same time. If the same object is updated by
multiple users simultaneously, changes might be overridden, and invalid data might be created in the
database.

Users

When you define a Content Manager OnDemand user, you create a userid with which a person in your
organization logs on to the Content Manager OnDemand library server. You can optionally add the userid
to folders and application groups, which is one way to let the user open folders and access data.

Each person in your organization logs on to the library server using a Content Manager OnDemand userid.
Content Manager OnDemand authenticates the userid and determines the usage and administrative
authority available to that person, based on the userid.

Content Manager OnDemand can store a maximum of 1,080, 000 separate user IDs.

A Content Manager OnDemand userid does not necessarily have to identify an individual by name.
However, for accounting purposes, most customers assign a Content Manager OnDemand userid to each
person that will use the system. When you initialize the system, Content Manager OnDemand
automatically creates the ADMIN userid. The ADMIN userid has system administrator authority. A system
administrator can do the basic user functions, such as logging on the system and opening folders. A
system administrator can also do administrative functions, such as maintaining users and groups and
creating, updating, and deleting application groups, applications, folders, storage sets, printers, holds,
and cabinets.

Note: The ADMIN userid does not have an initial password assigned. Because the ADMIN userid has
system authority, IBM recommends that you assign a password to the ADMIN userid immediately after
installation.

When naming Content Manager OnDemand users, the name that you specify:

« Can contain one to 128 characters (bytes)

« Cannotinclude the ' (apostrophe), *, %, +, [ (left bracket), | (right bracket), " (double quotation mark), or
blank character

« Must be unique to the library server

You can specify a userid in mixed case. By default, Content Manager OnDemand ignores the case (for
example, LaGuarde is the same as 1laguarde). Content Manager OnDemand converts lowercase letters
in a user name to uppercase (LaGuazrde is stored as LAGUARDE). However, depending on how you
configure the Login Processing system parameters, userid processing on your system may be different
(the case may be significant). See “System parameters” on page 29 for more information.

User types

When you add a user to Content Manager OnDemand, you specify the User Type. The User Type and the
Authority determines the types of tasks that the user can do when logged on to the system. You can
choose from the following User Types:
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User
Users can log on to Content Manager OnDemand, open folders that they are authorized to access, and
search for and retrieve data from application groups that they are authorized to access. Users can be
given authority to do other things on the system.

User Administrator
A user that can also add, update, and delete users and user administrators. A user administrator can
be given authority to do other things on the system.

Application Group/Folder/Cabinet Administrator
A user that can also add, update, and delete application groups, applications, folders, and cabinets.
An application group/folder/cabinet administrator is automatically given Logical Views permission to
all application groups. An application group/folder/cabinet administrator can be given authority to do
other things on the system.

Hold Administrator
A user that can add, update, delete, or view hold objects.

System Administrator
A user that can also add, update, and delete any user, group, application group, application, folder,
holds, or cabinet on the system. A system administrator is automatically given Logical Views
permission to all application groups. A system administrator is also the only user that can maintain
storage sets and printers.

Note: When adding or updating a user, you are not permitted to set the User Type or Authority to a level
that exceeds your own. For example, a user with Create Users and Create Groups authority cannot create
a user with Create Folders authority.

By default, only the user, the user that created the user, user administrators, and system administrators
can view or maintain the user. See the User Permissions page for more information

Only a system administrator, an application group/folder/cabinet administrator, a user with administrator
authority for an application group, or a user with add document permission can store data in an
application group.

Only a system administrator, an application group/folder/cabinet administrator, or a user with delete
document permission can delete data from an application group.

Authority

The Authority optionally lets the user do other things on the system. For example, A User Type of User can
be permitted to create users. The authority options that you can select depend on the User Type. For
example, if the User Type is Application Group/Folder/Cabinet Administrator, then by definition, the user
can create application groups and folders. Therefore, the only additional authorities that the user can be
given are Create Users and Create Groups. Choose from the following;:

Create Users
An optional authority for users and application group/folder/cabinet administrators:

« If the User Type is User, lets the user create users with a User Type of User.

« If the User Type is Application Group/Folder/Cabinet Administrator, lets the user create users with a
User Type of User or a User Type of Application Group/Folder/Cabinet Administrator.

Note: Users with Create Users authority can maintain the users that they create, as long as they
remain an administrator of the user.

Create Groups
An optional authority for users, user administrators, and application group/folder/cabinet
administrators. Lets the user create groups. Users with Create Groups authority can maintain the
groups they create, as long as they remain a group owner.

Create Application Groups
An optional authority for users and user administrators. Lets the user create application groups. Users
with Create Application Groups authority can maintain the application groups that they create, as long
as they remain an administrator of the application groups.
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Create Folders
An optional authority for users and user administrators. Lets the user create folders. Users with
Create Folders authority can maintain the folders that they create, as long as they remain an
administrator of the folders.

Create Cabinets
An optional authority for users and user administrators. Lets the user create cabinets. Users with
Create Cabinets authority can maintain the cabinets that they create, as long as they remain an
administrator of the cabinets.

Create Holds
An optional authority for users and user administrators. Lets the user create holds. Users with Create

Holds authority can maintain the holds they create, as long as they remain an administrator of the
holds.

Note: When adding or updating a user, you are not permitted to set the User Type or Authority to a level
that exceeds your own. For example, a user with Create Users and Create Groups authority cannot create
a user with Create Folders authority.

Groups

Content Manager OnDemand groups are a means to organize users of the system by function,
authorization, or any other purpose that you might require. You do not have to assign a user to a group,
however doing so can simplify administration of users with similar requirements and capabilities.

When you define a group, you can add users to the group and specify folder and application group
permissions that are common to all of the users that belong to the group. The permissions determine the
types of actions users assigned to the group can perform on the system.

When naming groups, the name that you specify:

« Can contain one to 128 characters (bytes)

« Cannotinclude the ' (apostrophe), * (asterisk), % (percent), + (plus), [ (left bracket), ] (right bracket),
" (double quotation mark), or blank character

« Can be mixed case. However, the case does not create a unique name (LaGuaxrde is the same as
laguarde)

« Must be unique to the library server

You can assign a group owner. The group owner can add users to and remove users from the group. To
maintain a group's application group and folder permissions, the group owner must have administrator
authority for the application groups, folders, cabinets, or be an application group/folder/cabinet
administrator or a system administrator. If you do not assign a group owner, only a system administrator
user can maintain the group.

Printers

A Content Manager OnDemand printer is an interface between the user and a print device that is
controlled by a server.

The Content Manager OnDemand server print function is the highest performance print option that is
available to end-users of the system. The server print function is designed to allow many documents to be
selected for reprint from the document list, without retrieving the documents to the user's PC. The
Content Manager OnDemand server print function supports printing by using the Direct Server printing
method, to submit a print job to a JES output class or by using the Infoprint Server printing method, to
submit a print job to an IBM Infoprint Server for z/OS print queue.

When printing AFP documents to server printers, the resource group that was archived at the time that
the document was loaded into the system is put into the print data stream, to make sure that the
document prints with the correct resources.

See IBM Content Manager OnDemand for z/OS: Configuration Guide for information about configuring
server printing on the Content Manager OnDemand library server.
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Storage sets and storage nodes

A storage set is a named collection of primary storage nodes that support application groups with similar
storage management requirements, such as the length of time that files are maintained in the application
group and the type of media on which the files are stored.

Most customers define one or two storage sets for a Content Manager OnDemand system, based on the
storage requirements of the reports that they plan to store in the system. For example, you might define
one storage set to maintain reports for a period of ten years and another storage set to maintain reports
for a period of 180 days.

A storage set can contain one or more primary storage nodes. A primary storage node identifies an object
server on which Content Manager OnDemand copies data to cache storage. A storage set can write data
to one and only one primary storage node at a time.

When you define an application group, you assign the application group to a storage set. The storage set
must support the storage requirements of the data that you plan to store in the application group.

Application groups

An application group represents the data that you store in Content Manager OnDemand and the
documents that you query, view, print, and FAX using Content Manager OnDemand client programs. For
example, the data can be reports generated by a z/OS application program, index data generated by ACIF,
and annotations created by users.

When you define an application group, you specify properties of the application group, such as the
organization of the database and the storage characteristics for the files that are to be stored in the
application group. You also define the database fields that will hold index data extracted from the reports
that you store in the application group.

Content Manager OnDemand extracts index data from the reports that you load into an application group
and places the data in the database fields that you define. Content Manager OnDemand uses the index
values to identify the documents that meet the search criteria entered by a user.

When you define an application group, you can also select the types of application group messages that
Content Manager OnDemand saves in the system log.

When you define an application group, you specify permissions that let users access and maintain the
application group and application group data. You can identify the groups and users that can access data
stored in the application group with Content Manager OnDemand client programs. You can specify the
types of functions that users can perform, such as viewing, printing, and annotating reports. You can
assign administrator authority to a user or a group. Administrator authority allows a user to update the
application group, for example, to authorize other users to access data stored in the application group.

Content Manager OnDemand organizes information about an application group into sections: General,
Message Logging, Storage Management, Permissions, Field Definition, Field Information, and Advanced
Index Information. Each section contains options, fields that you can use to enter information about the
application group, and command buttons.

Applications

You typically define an application for each different type of report or source of data that you plan to store
in Content Manager OnDemand.

When you define an application, you assign the application to an application group and specify the
physical and logical characteristics of the report. The physical characteristics of a report include the code
page, the type of data found in the input file, and information about carriage control characters. The
logical characteristics of a report include the different ways that you want to present the information
contained in the report to your users.

The Content Manager OnDemand data indexing, loading, and viewing programs process the report by
using the information that you specify to the application. For example, you can specify the parameters
that the Content Manager OnDemand indexing program uses to locate and extract index data from the
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report. You can create logical views for the application. Logical views represent different ways to display
pages of the report. You can set up printing options, such as defining a default printer for users and
printing options for AFP and line data documents.

Content Manager OnDemand organizes information about an application into sections: General, View
Information, Indexer Information, Load Information, Logical View Fields, Logical Views, and
Miscellaneous Options. Each section contains options, fields that you can use to enter information about
the application, and command buttons.

Folders

A folder provides users with the means to access the reports that you store in Content Manager
OnDemand. A user opens a folder to construct a query and search for documents in one or more of the
application groups that can be accessed from the folder. The user can also view, print, annotate, and e-
mail documents from the folder.

When you define a folder, you specify the properties of the folder, such as the name and description of the
folder, create the search and display fields that appear when the user opens the folder, and map the
folder fields to application group database fields.

You can also specify the groups and users that can open the folder with Content Manager OnDemand
client programs and other folder permissions. For example, you can authorize a user to be the folder
administrator. The folder administrator can authorize other users to open the folder and make changes to
the folder fields.

Content Manager OnDemand organizes information about a folder into sections: General, Permissions,
Field Definition, Field Information, and Field Mapping. Each section contains options, fields that you can
use to enter information about the folder, and command buttons.

Cabinets

A cabinet is a container for folders. You can use cabinets to manage folders and enable users to navigate
to folders more easily. A folder can belong to one or more cabinets. The following diagram describes the
relationship between two cabinets and five folders. The Monthly Repoxrt cabinet contains three folders:
Fund balance, Fund transactions, and Fund performance. The Client Report cabinet also
contains three folders: Fund performance, Bond performance, and Stock performance. The two
cabinets share the Fund performance folder. In this example, you can use the Client Report
cabinet to quickly retrieve information about a client's portfolio, and use the Monthly Report cabinet to
obtain fund information for internal analysis.
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Optional: You can organize foldars

in cabinats 1o enable users to navigate
to folders more easily. Each cabinet is
a collection of foldars.

Cabinats
Monthly Client
Report Report
Folders
Furnd Fund Fund Bond Stock
balance Iransactions performance  performance parformance

A foldar can belong to more
than one cabinat.

Figure 6. Cabinets and folders

Holds

In Content Manager OnDemand, documents are stored and retained for a specified period of time. After
that specified period of time, the documents are removed from the system. In certain situations, you
might need to keep one or more documents beyond the expiration date by using hold objects. You can put
documents on hold in several ways:

- Placing a hold on a single document
« Placing a hold on a load of documents

You can also add one or more documents to existing hold objects.

About application groups, applications, and folders

Before you can load a report into the system, you must create an application group and an application.
Before users can search for and retrieve data, you must create a folder.

« Users open a folder to search for the reports that you load into the system. You define one or more
search fields for the folder. A folder search field is mapped to an application group database field.

« Each database field that you define represents a category of information in the report, such as a
customer name, invoice number, or balance. When you add an application group, Content Manager
OnDemand creates a database table. The database fields that you define are columns in the table.

« You define an application for each report that you plan to store in Content Manager OnDemand. When
you add an application to the system, you define information for the Content Manager OnDemand
viewing, indexing, and loading programs. When you define indexing information, you identify the name,
location, and length of each category of index information that you want to extract from the report.
When you define loading information, you map index fields in the report to application group database
fields.

- When you load a report into the system, Content Manager OnDemand stores the index values that are
extracted from the report into database fields in records that are added to an application group table.

« Content Manager OnDemand uses the index values to identify the documents that meet the search
criteria that the user entered into the folder search fields.
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When you want to define a report to Content Manager OnDemand, your first task is to identify the
application group from which Content Manager OnDemand obtains information about the index fields and
how documents are to be maintained on the system. When you define an application group, you specify
how you want Content Manager OnDemand to structure information in the database and define the
database fields. When you define an application group, you also specify how you want Content Manager
OnDemand to maintain data on the system. For example, you might specify that report data should be
maintained in cache storage for 60 days and in archive storage for five years. Content Manager
OnDemand maintains all of the data stored in the application group the same way. Content Manager
OnDemand maintains each report that you store in the application group for the same length of time.

« You can store the report in an existing application group. However, you must be able to index the report
using the database fields that are already defined in the application group. The storage management
information for the application group must support the length of time that you want Content Manager
OnDemand to maintain the report on the system and how and where that you want Content Manager
OnDemand to store and maintain the report data.

You can verify information about an existing application group with the Properties command. The
General page shows the database organization for the application group. The Storage Management
page shows the data caching and migration information. The Field Definition page shows the application
group database fields.

- If there are no application groups defined to Content Manager OnDemand or there are no application
groups that support the database and storage management requirements of the report, then you must
add an application group to the system.

After you add an application group, you must define an application for the report. Most customers create
a Content Manager OnDemand application for each different type of report or source of data that they
plan to store in Content Manager OnDemand. When you create an application, you must assign it to an
application group. The application group determines where Content Manager OnDemand will store the
report data. When you create an application, you also specify information that the Content Manager
OnDemand client programs use to view and print pages of the report and you specify instructions for the
data indexing and loading programs.

The last step in the process of adding a report to Content Manager OnDemand is to create a folder. Users
open the folder to search for, display, and print reports. When you define a folder, you select the
application group that contains the data that you want users to search when they open the folder. By
creating folders that can search specific application groups, you can determine the reports that are
available to users when they open a folder.

When you define a folder, you define search and display fields. You specify characteristics of the folder
fields, such as default search operators and whether Content Manager OnDemand displays default search
values for the fields when a user opens the folder. You also map the folder fields to application group
database fields.

Content Manager OnDemand permissions

Permissions are the means by which Content Manager OnDemand determines who can open folders and
search for documents stored in application groups. Content Manager OnDemand also uses permissions to
determine who can maintain folders, application groups, and other objects with the administrative client.

By default, only the person that adds the folder, an application group/folder/cabinet administrator, or a
system administrator can open and maintain the folder. By default, only the person that adds the
application group, an application group/folder/cabinet administrator, or a system administrator can
access data stored in the application group or maintain the application group.

Content Manager OnDemand provides several ways for you to specify permissions. You can specify
permissions when you add or update a folder or an application group. You can also add, remove, or
update a user's or group's folder or application group permissions when you add or update the user or

group.
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As both a convenience and security measure, you can assign a user to a group. Content Manager
OnDemand groups allow you to organize users by function, authorization, or any other logical grouping
that you might require. When you assign a user to a group, the user obtains the permissions that are in
effect for the group. For example, suppose that you create a group and authorize the group to open the
Student Information folder. Any user that you assign to the group automatically obtains permission to
open the Student Information folder. If you assign a user to more than one group, the user normally
obtains the permissions of all of the groups. However, there are exceptions. See “Specifying permissions”

on page 47 for details.

You can specify a default set of permissions for folders and application groups. Content Manager
OnDemand uses the default permissions when users and groups do not have specific permissions for the
folder or application group. If you specify permissions for a group, then the group permissions take
precedence over the default permissions. If you specify permissions for a user, then the user permissions
take precedence, regardless of any group that the user may belong to or the default permissions that you
specified.

Folder permissions

You can specify default folder permissions and folder permissions for specific groups and users. The
default permissions provide every user and group defined to the library server with the permissions that
you specify. Permissions for a group provide the users that you add to the group with the permissions that
you specify for the group. Permissions for a user provide the user with the permissions that you specify.
By default, only the person that adds the folder, an application group/folder/cabinet administrator, or a
system administrator can open the folder or maintain the folder.

You can specify the following types of folder permissions:

Authority
Determines the types of folder functions that users can perform. For example, Access lets users open
the folder with Content Manager OnDemand client programs. To search for and retrieve data from the
application groups referenced by the folder, the user must be given access permission to the
application groups.

Named Queries
A named query is a set of search criteria, saved by name, that can be selected and restored into folder
search fields. Content Manager OnDemand supports two types of named queries: public and private.
A public named query is available to any user that can access the folder. A private named query is
available to the user that created the named query. A system administrator or application group/
folder/cabinet administrator can also access private named queries. A user can be given authority to
view, create, modify, and delete named queries.

User/Group Fields
Lets users open the folder with Content Manager OnDemand client programs and modify the folder
field information with the administrative client.

Maximum Hits
Determines the maximum number of documents that Content Manager OnDemand displays in the
document list, regardless of the number that match the query. By default, Content Manager
OnDemand lists all of the documents that match the query. The Content Manager OnDemand CICS
client program lists a maximum of 200 documents that match a query, regardless of the number that
match a query or the value that you specify.

Secondary Folder
Use to mark the folder as a secondary folder. When a user logs on to a server, the client lists the
primary folders that a user can open. A user can list all of the folders that they can open, including
those marked as secondary, by choosing the All Folders option from the Open a Folder dialog box.

Full Report Browse
Use to allow a user of the Content Manager OnDemand client to select a document, retrieve that
document, and view the entire report (load) to which the document belongs.
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Application group permissions

You can specify default application group permissions and application group permissions for specific
groups and users. The default permissions provide every user and group defined to the library server with
the permissions that you specify. Permissions for a group provide the users that you add to the group with
the permissions that you specify for the group. Permissions for a user provide the user with the
permissions that you specify. By default, only the person that adds the application group, an application
group/folder/cabinet administrator, or a system administrator can access data stored in the application
group or maintain the application group.

You can specify the following types of application group permissions:

Authority
Determines the types of application group functions that users can perform. For example, Access lets
users search for and retrieve data stored in the application group using Content Manager OnDemand
client programs.

Document
For users that can access the application group, determines the types of document functions that
users can perform.

Annotation
For users that can access the application group, determines the types of annotation functions that
users can perform.

Query Restriction
Limits access to application group data. You typically set up a query restriction to limit the data that a
specific user or group of users can access.

Specifying permissions

About this task

To ease the administration of Content Manager OnDemand, most customers organize their users into
groups, add the groups to folders and application groups, and specify permissions for the groups. You
should plan your groups before you begin creating them. After you start using the system, you may find it
difficult to change the organization of your groups.

When you add a user to a group, the user automatically obtains the permissions that were specified for
the group. When you add a user to more than one group, the user normally obtains the permissions of all
of the groups. For example, using the group properties listed in Table 4 on page 47, a user that belongs
to both groups can open the Student Bills and Student Transcripts folders.

Table 4. Group permissions

Group GID Folders Permission
Admissions 1080100 Student Transcripts Access
Accounting 1080101 Student Bills Access

Most situations involve adding a group to a folder, specifying permissions for the group, and then adding
users to the group. However, there may be situations when you need to deny a group of users access to a
folder. When you use groups to deny access to a folder, you must understand how Content Manager
OnDemand determines folder permissions for a group (and users assigned to the group). For example,
consider the group properties listed in Table 5 on page 47.

Table 5. Group permissions

Group GID Folders Permission
Admissions 1080100 Student Bills None
Admissions 1080100 Student Transcripts Access
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Table 5. Group permissions (continued)

Group GID Folders Permission
Accounting 1080101 Student Bills Access
Accounting 1080101 Student Transcripts Access

A user that belongs to both groups can not open the Student Bills folder.

When a user belongs to more than one group, Content Manager OnDemand uses the group identifier (GID)
to determine the user's permissions. When two (or more) groups provide permissions for the same folder,
the user obtains the permissions of the group with the lowest GID. In the example depicted in Table 5 on
page 47, both groups have been added to the Student Bills folder. Since the Admissions group has a lower
GID than the Accounting group, Content Manager OnDemand uses the permissions specified for the
Admissions group to determine the permissions of a user that is assigned to both groups. Consequently,
users assigned to both groups cannot access the Student Bills folder.

You're probably asking yourself, "why would I assign a user to more than one group" or "why would I
create a group with no access to a folder?" Perhaps some examples will help answer these questions (and
clarify the Content Manager OnDemand permission hierarchy). As you review the examples, please
remember the following rules:

By default, the person that created the folder, a system administrator, and an application group/folder/
cabinet administrator can access the folder

« You can use the *PUBLIC name to specify default permissions for all other users
« You can specify permissions for specific groups and users:

— All of the users that belong to a group that you add to a folder will obtain the permissions that you
specify for the group

— Auser that belongs to two (or more) groups that have been added to the same folder will obtain the
permissions of the group that has the lowest GID

— The permissions that you specify for a user override all other permissions, including any default
permissions (*PUBLIC) and any groups to which the user belongs and that are added to the folder

Examples

The examples that follow show how to add groups to folders and specify folder permissions. The same
considerations hold true for adding groups to application groups and specifying application group
permissions.

Providing a group of users access to a folder
Let's say that you want to provide a single group of users access to a folder. Complete the following steps:

1. With *PUBLIC selected, clear all of the permissions check boxes (this is the default).
2. Add the group to the folder.
3. Select the Access check box.

Users assigned to the group automatically obtain permission to open the folder.

Denying a group of users access to a folder

Let's say that you want to prohibit a single group of users from accessing a folder, while allowing all other
users defined to the library server to open the folder. Complete the following steps:

1. With *PUBLIC selected, select the Access check box (this lets all users open the folder).
2. Add the group to the folder.
3. Clear all of the permissions check boxes.

Users assigned to the group cannot open the folder.
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Providing one group of users access and denying another group of users access to the same folder

Let's say that you want to allow a group of users to access a folder. However, you need to prohibit certain
users in the group from accessing the folder. You could exclude the users from the group that can access
the folder. However, there may be other folders that you want the users to access as part of the group. To
solve this, create two groups, one without access to the folder and the other with access to the folder, and
assign the users to the respective groups. For example:

1. Create the "no access" group. This group must have a lower GID than the "access" group. Add users to
the group.

. Create the "access" group. Add users to the group.

. With *PUBLIC selected, clear all of the permissions check boxes (this is the default).
. Add the "access" group to the folder.

. Select the Access check box.

. Add the "no access" group to the folder.

o 0o WN

7. Clear all of the permissions check boxes.

If you later need to deny other users access to the folder, simply add the users to the "no access" group.
You can also move users from one group to the other.

Denying one user in a group access to a folder

Assume that you want to prohibit one user in a group from accessing a folder. After adding the group to
the folder and specifying the access permission, all users assigned to the group can open the folder. To
override the group permissions, add an individual user to the folder and set permissions at the user level.
Complete the following steps.

1. With *PUBLIC selected, clear all of the permissions check boxes (this is the default).
2. Add the group to the folder.

3. Select the Access check box.

4. Add the user to the folder.

5. Clear all of the permissions check boxes.

Even though the user belongs to the group, the user cannot open the folder.

Providing one user in a group administrator authority

Let's say that you want to provide one user in a group the ability to administer the folder. Complete the
following steps.

1. With *PUBLIC selected, clear all of the permissions check boxes (this is the default).
2. Add the group to the folder.

3. Select the Access check box.

4. Add the user to the folder.

5. Select the Administrator check box.

Only the user that you added can administer the folder; the other users in the group can open the folder.

Specifying default permissions
The default permissions that you specify for an application group or a folder will apply to every user or
group defined to the library server who is not provided with specific permissions.

For example, suppose that you specify Access as the default permission for an application group. Every
user and group that is not provided with specific permissions can access the data that is stored in the
application group. Then, you specify Access as the default permission for a folder. Every user and group
that is not provided with specific permissions can open the folder. Later, you add a user, without
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specifying application group or folder permissions. The user can open the folder and access the data
stored in the application group.

While default permissions do provide flexibility to maintain your system, you must make sure that using
the default permissions does not circumvent your security strategy. Rather than specifying default
permissions for application groups and folders, you may want to use groups as a means to implement
your security strategy. For example, you can clear all of the permissions under *PUBLIC and then add
groups to a folder and specify the appropriate permissions for each group. When you add a user to the
system, you can assign the user to a group. The user automatically obtains the permissions of the group.
If the group does not have access to a particular application group or folder, then neither does the user.
With this strategy, until you assign the user to a group, or provide the user with specific permissions, the
user cannot access the folder.
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Chapter 9. Advanced system administration

Overview

Applications, application groups, folders, printers, storage sets, and cabinets are the objects that
represent how Content Manager OnDemand stores, manages, prints, retrieves, and views reports and
index data. Controlling and limiting access to the reports and index data is accomplished by defining
users and groups and giving them the level of authority that is required to meet the data security strategy
of an organization.

User types

Content Manager OnDemand provides the ability to centralize or decentralize the administration of the
system. Content Manager OnDemand also provides the flexibility to control access to objects from
different levels. The most basic level of control is how the user is defined to the system. When a user is
added, a user type is specified. Each user type has a different level of authority:

System Administrator
A system administrator has the highest level of authority on the system. A system administrator can
perform all tasks on all of the objects that are defined to a Content Manager OnDemand system. The
objects are users, groups, applications, application groups, folders, printers, storage sets, and
cabinets. The tasks are add, update, delete, copy, export, create a summary, and view properties. A
system administrator also has the authority to modify the system parameters.

System Administrator (Read-Only)
A read-only system administrator can log on to the OnDemand Administrator client and the ARSXML
batch administration program with read-only access to all Content Manager OnDemand objects. In
the OnDemand Administrator client, objects can be viewed and summarized. Add, Update, Delete,
Copy, and Export options are not available; Trace Parameters and System Parameters can be viewed
but not updated. With ARSXML, all objects can be exported, including Trace Parameters and System
Parameters.

Application Group/Folder/Cabinet administrator
An application group/folder/cabinet administrator has the authority to perform all tasks on all of the
applications, application groups, folders, and cabinets that are defined to a Content Manager
OnDemand system. The tasks are add, update, delete, copy, export, create a summary, and view
properties.

Hold Administrator
A user that can add, update, delete, or view hold objects.

User Administrator
A user administrator has the authority to perform all tasks on all of the users that are defined to a
Content Manager OnDemand system. The tasks are add, update, delete, copy, export, create a
summary, and view properties. Note: A user administrator cannot create or delete a system
administrator or an application group/folder/cabinet administrator or change the user type of a
system administrator or an application group/folder/cabinet administrator.

User
A user has the lowest level of authority on the system. A user does not have access to any object on

the system and therefore, cannot perform any tasks. The user must be given the authority to access
an object and to perform a task on the object.
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Authority

A user's authority can be extended beyond the authority that is built into the user type of the user.
Depending on the user type, up to six additional levels of authority can be given:

Create Users
An application group/folder/cabinet administrator or a user can be given the authority to add users to
the system. By default, when a user is added to the system, the user that performs the add task
automatically has the authority to perform all other tasks on the user. The tasks are update, delete,
create a summary, and view properties. When a user is added, the system automatically gives the
user with Create Users authority the permission to access and administer the newly created user.
(See “Permissions” on page 54 for information about permissions at the user level.) If the
permissions are later taken away, then the user with Create Users authority no longer has access to
the user or the authority to administer the user.

A user with Create Users authority is similar to a user administrator in that both can create users.
However, they differ because a user with Create Users authority can access and administer only the
users that they create, so long as their access and administrator authority is not taken away. Note: A
user with Create Users authority cannot create or delete a system administrator, an application
group/folder/cabinet administrator, or a user administrator or change the user type of a system
administrator, an application group/folder/cabinet administrator, or a user administrator.

A user with Create Users authority also has the authority to perform copy and export tasks on a user
because both tasks add a user. An export task involves two userids: one on the server where the user
exists and one on the server where the user will be added. The userid on the server where the user
will be added must have the authority to add a user.

Create Groups
A user administrator, an application group/folder/cabinet administrator, or a user can be given the
authority to add groups to the system. The only other type of user that can add groups is a system
administrator

By default, when a group is added to the system, the user with Create Groups authority is designated
as the group owner. The group owner has the authority to perform all other tasks on the group. The
tasks are update, delete, create a summary, and view properties. If the owner is changed to a
different user or group, then the system automatically takes the authority to perform tasks on the
group away from the user that originally created the group.

In general, a user has access to a group if the user is a system administrator, the owner of the group, a
member of the group that has been designated as the owner, or a member of the group.

A user with Create Groups authority also has the authority to perform copy and export tasks on a
group because both tasks add a group. An export task involves two userids: one on the server where
the group exists and one on the server where the group will be added. The userid on the server where
the group will be added must have the authority to add a group.

Create Application Groups
A user administrator or a user can be given the authority to add application groups to the system. By
default, when an application group is added to the system, the user that performs the add task
automatically has the authority to perform all other tasks on the application group. The tasks are
update, delete, create a summary, and view properties. When the application group is added, the
system automatically gives the user with Create Application Groups authority the permission to
access and administer the newly created application group. (See “Permissions” on page 54 for
information about permissions at the application group level.) If the permissions are later taken away,
then the user with Create Application Groups authority no longer has access to the application group
or the authority to administer the application group.

A user with Create Application Groups authority is similar to an application group/folder/cabinet
administrator in that both can create application groups. However, they differ because a user with
Create Application Groups authority can access and administer only those application groups that
they create, so long as their access and administrator authority is not taken away. An application
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group/folder/cabinet administrator can access and administer all of the application groups that are
defined to the system.

Because applications are considered by Content Manager OnDemand to be part of an application
group, the permissions for accessing and administering applications are defined by the permission for
the application group. For this reason too, a user with Create Application Groups authority can also
create applications for the application group.

A user with Create Application Groups authority also has the authority to perform copy and export
tasks on an application group because both tasks add an application group. An export operation
involves two userids: one on the server where the application group exists and one on the server
where the application group will be added. The userid on the server where the application group will
be added must have the authority to add an application group.

Create Folders
A user administrator or a user can be given the authority to add folders to the system. By default,
when a folder is added to the system, the user that performs the add task automatically has the
authority to perform all of the other tasks on the folder. The tasks are update, delete, create a
summary, and view properties. When a folder is added, the system automatically gives the user with
Create Folders authority the permission to access and administer the newly created folder. (See
“Permissions” on page 54 for information about permissions at the folder level.) If the permissions
are later taken away, then the user with Create Folders authority no longer has access to the folder or
the authority to administer the folder.

A user with Create Folders authority is similar to an application group/folder/cabinet administrator in
that both can create folders. However, they differ because a user with Create Folders authority can
access and administer only the folders that they create, so long as their access and administrator
authority is not taken away. An application group/folder/cabinet administrator can access and
administer all of the folders that are defined to the system.

A user with Create Folders authority also has the authority to perform copy and export tasks on a
folder because both tasks add a folder. An export task involves two userids: one on the server where
the folder exists and one on the server where the folder will be added. The userid on the server where
the folder will be added must have the authority to add a folder.

Create Cabinets
A user administrator or a user can be given the authority to add cabinets to the system. By default,
when a cabinet is added to the system, the user that performs the add task automatically has the
authority to perform all of the other tasks on the cabinet. The tasks are update, delete, create a
summary, and view properties. When a cabinet is added, the system automatically gives the user with
Create Cabinets authority the permission to access and administer the newly created cabinet. (See
“Permissions” on page 54 for information about permissions at the cabinet level.) If the permissions
are later taken away, then the user with Create Cabinets authority no longer has access to the cabinet
or the authority to administer the cabinet.

A user with Create Cabinets authority is similar to an application group/cabinet administrator in that
both can create cabinets. However, they differ because a user with Create Cabinets authority can
access and administer only the cabinets that they create, so long as their access and administrator
authority is not taken away. An application group/cabinet administrator can access and administer all
of the cabinets that are defined to the system.

A user with Create Cabinets authority also has the authority to perform copy and export tasks on a

cabinet because both tasks add a cabinet. An export task involves two user IDs: one on the server

where the cabinet exists and one on the server where the cabinet will be added. The user ID on the
server where the cabinet will be added must have the authority to add a cabinet.

Create Holds
A user administrator or a user can be given the authority to add holds to the system. By default, when
a hold is added to the system, the user that performs the add task automatically has the authority to
perform all of the other tasks on the hold. The tasks are update, delete, create a summary, and view
properties. When a hold is added, the system automatically gives the user with Create Holds authority
the permission to access and administer the newly created hold. (See “Permissions” on page 54 for
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information about permissions at the hold level.) If the permissions are later taken away, then the
user with Create Holds authority no longer has access to the hold or the authority to administer the
hold.

A user with Create Holds authority also has the authority to perform copy and export tasks on a hold
because both tasks add a hold. An export task involves two user IDs: one on the server where the hold
exists and one on the server where the hold will be added. The user ID on the server where the hold
will be added must have the authority to add a hold.

Permissions

Access and control of users, groups, applications, application groups, folders, printers, and storage sets
can be given at various levels. In “User types” on page 51, the level of control was determined by the user
type of the user. In this section, a different level of control is described. Permissions on an object can be
set from the Permissions page of the object. The following topics describe the objects and the
permissions that can be set.

Users

A user can be given the authority to view documents that have been archived. A user can also be given the
authority to perform administrative tasks on the system. A user can retrieve a list of users from the server
with the administrative client. The list contains the users that the user has the authority to access. If the
user is a system administrator or a user administrator, then the user also has the authority to administer
any user in the list.

Access authority means the user can see the user in any list that contains users and can print or view the
properties of the user. Access authority can be given to an individual user or to a group.

Access authority is especially helpful to application group/folder/cabinet administrators, because they
can give any user in the list access to application groups and folders. This is also true for group owners;
access authority allows them to add users to the groups that they own.

Administrator authority of a user can be given to another user or to a group. Having administrator
authority for a user means that the user or group given the authority can delete or update the user.

Groups

Groups can be created by a system administrator or a user that has Create Groups authority. Updating or
deleting a group can be performed by a system administrator or the group owner. A group owner can be a
user or another group. Allowing the group owner to be another group provides the ability to allow multiple
users to administer the group.

To see a group in a list, a user must be a member of the group, the owner of the group, or a system
administrator. For example, an application group/folder/cabinet administrator can give groups access to
application groups and folders. However, the application group/folder/cabinet administrator must be able
to see the groups in the list on the Permissions page of the application group, folder, or cabinet. This
means that the application group/folder/cabinet administrator must be a member of any group that
requires access authority to an application group or a folder.

A system administrator, a group owner, or a member of the group can view the properties of the group
and create a summary.
Applications

Because applications are considered by Content Manager OnDemand to be part of an application group,
the permissions for accessing and administering applications are defined by the permission for the
application group. (See “Application Groups” on page 55.)
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Application Groups

Application Groups can be created by system administrators, application group/folder/cabinet
administrators, and users with Create Application Groups authority. After an application group is created,
only a system administrator, an application group/folder/cabinet administrator, a user with administrator
authority for the application group, or a member of a group that has administrator authority for the
application group can update or delete the application group. When a user with Create Application Groups
authority creates an application group, the system automatically gives the user the authority to
administer the application group. The user can update or delete the application group, so long as the
administrator authority is not taken away.

To allow other users to see an application group in a list with the administrative client or to search for
documents with the end-user client, the users must be given access authority to the application group. A
user with access authority can also print or view the properties of the application group. Access is given
on the Permissions page of an application group. There are three ways to give a user access to an
application group:

1. Add the user's userid to the access list.

2. Add the name of a group to which the user belongs to the access list. The user and all of the other
members of the group will have access to the application group.

3. Set the access permission for the reserved name *PUBLIC. All users on the system will have access to
the application group. (The *PUBLIC name is used to set permissions for all users on the system.)

The levels of authority within the application group have a precedence order in which the permissions are
enforced. The permissions that have been set for a user take precedence over any permissions that have
been set for any groups that the user may belong to. User permissions also take precedence over
permissions that have been set using the *PUBLIC name.

A user can also be given the authority to save a specific set of viewing attributes such as zoom,
background color, and so forth. The viewing attributes can be used when a document is viewed with the
end-user client. The set of viewing attributes, called a logical view, is accessible only to the user that
created the logical view.

Document and Annotation permissions can also be set for users by using the *PUBLIC name, group
names, and userids. Document permissions include add, delete, update, view, copy, print, and FAX.
Annotation permissions include add, delete, update, view, and copy.

Adding fields to an existing application group
To add fields to an application group, do the following tasks:

1. Identify the tables that will be affected by the addition of the field or fields. You will need to know the
names of the tables to be able to run the REORG utilities at the end of these instructions.

2. Choose a time to make this change that follows these requirements:

« The Content Manager OnDemand server is not loading data to the application group.
« You have enough time to run the REORG utility against all the tables affected by this change.
3. Start the administrative client, then add the fields.

4. After you click on OK to save your changes, the Content Manager OnDemand server updates all the
existing data tables and supplies the default values for the fields. After the Content Manager
OnDemand server completes the update, the server returns control of the administrative client to you.

5. Run the REORG utility on the tables you identified in step 1. After the utility completes the update, it
displays a message indicating success or failure.

Folders

Folders can be created by system administrators, application group/folder/cabinet administrators, and
users with Create Folders authority. After a folder is created, only a system administrator, an application
group/folder/cabinet administrator, a user with administrator authority for the folder, or a member of a
group that has administrator authority for the folder can update or delete the folder. When a user with
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Create Folders authority creates a folder, the system automatically gives the user the authority to
administer the folder. The user can update or delete the folder, so long as the administrator authority is
not taken away.

To allow other users to see a folder in a list with the administrative client or to open a folder with the end-
user client, the users must be given access authority to the folder. A user with access authority can also
print or view the properties of the folder. Access is given on the Permissions page of a folder. There are
three ways to give a user access to a folder:

1. Add the user's userid to the access list.

2. Add the name of a group to which the user belongs to the access list. The user and all of the other
members of the group will have access to the folder.

3. Set the access permission for the reserved name *PUBLIC. All users on the system will have access to
the folder. (The *PUBLIC name is used to set permissions for all users on the system.)

The levels of authority within the folder have a precedence order in which the permissions are enforced.
The permissions that have been set for a user take precedence over any permissions that have been set
for any groups that the user may belong to. The user permissions also take precedence over permissions
that have been set using the *PUBLIC name.

In addition to allowing a user to access or administer a folder, a user can also be given the authority to
customize the appearance of the folder search and display fields with the administrative client. The
authority can be given to a specific user or to a group. If the authority is given to a group, then any
member of the group has the authority to customize the appearance of the search and display fields. Only
the authorized user or members of the group see the customized search and display fields with the end-
user client. All other users will see the search and display fields that have been defined using the *PUBLIC
name in the folder.

A user can also be given the authority to save a specific set of search criteria when using the end-user
client. The user can restore the set of search criteria when needed, into the search fields of a folder. The
set of search criteria, called a named query, can be made available to all of the users that have access to
the folder (a public named query) or it can be made available only to the user that created the named
query (a private named query). When giving Named Query authority to a user, the user can be given the
authority to view named queries, but not create them; the user can also be given the authority to create
public named queries, private named queries, or both. A user can get Named Query authority from a
group, if the group has been given Named Query authority for the folder.

Storage sets

Any user on the system can view the properties of a storage set and create a summary. However, only a
system administrator can add, delete, update, copy, or export a storage set.

Printers

Printers are maintained by system administrators. Only a system administrator can add, delete, update,
copy, or export a printer. By default, only system administrators can see printers in a list and therefore,
only a system administrator can view the properties of a printer or create a summary. However, it is
almost always necessary for other users to have access to printers. For this reason, a user or group can be
given access to a particular printer. A printer's access list is maintained on the Permissions page under
printers, by using the administrative client. Access to a printer can be given to all users and groups
defined to the system, individual groups, and individual users.

Limiting access to printers provides the ability to control which printers can be used to print archived
documents by Content Manager OnDemand users. For example, suppose that there is a printer in the
customer service department. Only people in the customer service department should be permitted to
print on the printer. You can accomplish this by creating a Content Manager OnDemand group that
contains only the department members and giving only that group access to the printer.
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Cabinets

You must have Create Cabinets authority, or be an application group/folder/cabinet administrator or
system administrator to work with a cabinet.

If you have the appropriate permission, you can add, update, delete, copy, export, summarize, find,
explore, or view the properties of a cabinet.

You can also give a user one of the following two types of authority:

Access
Access authority enables the user to see the cabinet in a list of cabinets and view the contents of the
cabinet.

Administrator
Administrator authority enables the user to update and delete the cabinet in addition to the authority
that is provided by Access.

Holds

You must have Create Holds authority, or be a hold administrator or system administrator to work with a
hold.

If you have the appropriate permission, you can add, update, delete, copy, export, summarize, find,
explore, or view the properties of a hold.

You can also give a user one of the following two types of authority:

Access
Access authority enables the user to see the hold in a list of holds and view the contents of the hold.

Administrator
Administrator authority enables the user to update and delete the hold in addition to the authority
that is provided by Access.

System administration

Content Manager OnDemand provides the ability to centralize or decentralize the administration of the
system. A centralized environment means that one type of user, a system administrator, controls the
creation and access to all of the objects defined on the system. A decentralized environment means that
the tasks of the system administrator are divided and assigned to other users. The responsibilities of the
other users may vary from user administration, group administration, application group administration,
folder administration, or any combination of the administrative tasks.

The decision to centralize or decentralize the administration of the system should be made before objects
are added to the system. While the decision is reversible, the amount of work required to change from
one type of administration to the other can be significant if a large number of users, groups, folders, and
application groups have already been added.

There are many ways to decentralize the administration of the system, because of the various user types
and the additional authority levels that can be specified for users. Two specific models will be discussed
in this section: the Object Type model and the Object Owner model.

« In the Object Type model, all of the objects on the system are logically grouped into administrative
domains according to the type of the object. The administrator of a domain maintains all of the objects
within the domain. For example, an application group/folder/cabinet administrator maintains all of the
application, application group, folder, and cabinet objects on the system.

« In the Object Owner model, the objects on the system are logically grouped into administrative domains
according to the creator/owner of the object. An administrator maintains only the objects that they
create. For example, a user with create application groups and create folders authority can maintain
only the applications, application groups, and folders that they created. The Object Owner model can be
used to separate the objects on the system into logical parts, such as a department, a company, or
some other entity. Each part is independent of the other and should be maintained separately. Each
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part typically requires two administrative users. One user has the responsibility for creating and
maintaining users and groups. The other user has the responsibility for creating and maintaining
applications, application groups, and folders. However, you can also define one user with the authority
to create and maintain users, groups, applications, application groups, and folders. In effect, the one
user would be the system administrator for a logical part of the system.

Object Type model

In the Object Type model, the system administrator defines two new users. One user is responsible for
administering applications, application groups, and folders and is defined as an application group/folder/
cabinet administrator. The second user is responsible for administering users and groups and is defined
as a user administrator with Create Groups authority. Table 6 on page 58 shows the administrative users
and the tasks assigned to the users.

Table 6. Administrator Roles in the Object Type Model

User Type Tasks

System Administrator Create an application group/folder/cabinet
administrator

Create a user administrator with Create Groups
authority

Create and maintain storage sets

Create and maintain system printers

Create and maintain cabinets

User Administrator with Create Groups authority Create and maintain users
Create and maintain groups

Application Group/Folder/Cabinet Administrator Create and maintain application groups
Create and maintain applications
Create and maintain folders

Create and maintain cabinets

When maintaining application groups and folders, the application group/folder/cabinet administrator
must give other users access to the application groups, folders, and cabinets. The recommended and
simplest way to do this task is to give access to a group, rather than to individual users. No additional
work is required by the application group/folder/cabinet administrator when another user needs access
to the application group, folder, or cabinet. When a new user is added to the group, the user automatically
gets access to the application group, folder, or cabinet. Adding the user to the group is the responsibility
of the user administrator since the user administrator owns all of the groups in this model.

Another reason for giving groups rather than individual users access to application groups and folders is
that the application group/folder/cabinet administrator does not have access to the users and groups in
this model. Because the application group/folder/cabinet administrator must first be given access to any
users or groups that require access to application groups, folders, or cabinets, it is simpler and less time
consuming to give access to a few groups rather than hundreds or even thousands of users. The
application group/folder/cabinet administrator is given access to a group by adding the application group/
folder/cabinet administrator to the group. This task is done by the user administrator with Create Groups
authority. As a group member, the application group/folder/cabinet administrator will be able to see the
group in the list and will therefore be able to give the group access to any application groups and folders
on the system.

To give an application group/folder/cabinet administrator access to a user, the user administrator with
Create Groups authority must update each user and give the application group/folder/cabinet
administrator access to the user. Once access has been given, the application group/folder/cabinet
administrator will be able to see the user in the list and will therefore be able to grant the user access to
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any application groups, folders, and cabinets on the system. Again, this is not the recommended
approach because this task will have to be repeated each time that a user is added to the system.

Object Owner model

In the Object Owner model, the system administrator defines two users for each logical part of the
system. One user is responsible for maintaining the users and groups for a logical part of the system. The
other user is responsible for maintaining the applications, application groups, folders, and cabinets for a
logical part of the system. The Object Owner model allows you to store data from several sources on one
Content Manager OnDemand system and let only one set of users access each set of data. Table 7 on
page 59 shows the administrative users and the tasks assigned to the users.

Table 7. Administrator Roles in the Object Owner Model

User Type Tasks

System Administrator Create a user with Create Users and Create
Groups authority

Create a user with Create Application Groups
and Create Folders authority

Create and maintain storage sets
Create and maintain system printers

User with Create Users and Create Groups Create and maintain users

authority Create and maintain groups

User with Create Application Groups, Create Create and maintain application groups
Folders, and Create Cabinets authority Create and maintain applications

Create and maintain folders
Create and maintain cabinets

In addition to the tasks listed in Table 7 on page 59 under System Administrator, it is also necessary for
the system administrator to give the user with Create Users and Groups authority access to the user with
Create Application Groups, Create Folders, and Create Cabinets authority. Otherwise, the user that
creates groups will not be able to add the user that creates application groups, folders, and cabinets to
any groups. To simplify the explanation that follows, the user with Create Users and Groups authority will
be called the user administrator and the user with Create Application Groups and Folders authority will be
called the application group/folder/cabinet administrator.

When maintaining application groups folders, and cabinets, the application group/folder/cabinet
administrator must give access to application groups, folders, and cabinets to other users on the system.
The recommended and simplest way to do this task is to give access to a group, rather than to individual
users. No additional work is required by the application group/folder/cabinet administrator when another
user needs access to the application group, folder, or cabinet. When a new user is added to the group, the
user automatically gets access to the application group, folder, or cabinet. Adding the user to the group is
the responsibility of the user administrator since the user administrator owns the groups in this model.

Another reason for providing access to application groups, folders, and cabinets from a group rather than
to an individual user is that the application group/folder/cabinet administrator does not have access to
the users and groups in this model. Since the application group/folder/cabinet administrator must first be
given access to any users or groups that require access to application groups, folders, or cabinets, it is
simpler and less time consuming to give access to a few groups rather than hundreds or even thousands
of users. The application group/folder/cabinet administrator is given access to a group by adding the
application group/folder/cabinet administrator to the group. This is done by the user administrator in this
model. As a group member, the application group/folder/cabinet administrator will be able to see the
group in the list and will therefore be able to grant the group access to the application groups, folders,
and cabinets that have been defined by the application group/folder/cabinet administrator in this model.
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To give an application group/folder/cabinet administrator access to a user, the user administrator must
update each user and give the application group/folder/cabinet administrator access to the user. Once
access has been given, the application group/folder/cabinet administrator will be able to see the userin
the list and will therefore be able to grant the user access to the application groups, folders, and cabinets.
Again, this is not the recommended approach because this task will have to be repeated each time that a
user is added to the system.

To illustrate how the Object Owner model can be used, assume that a company installs a Content
Manager OnDemand system to provide data archival and retrieval services for other organizations. The
company provides the hardware and software required to administer the system and archive and retrieve
the data. An administrator from each organization defines application groups and folders for their data.
Another administrator defines the users that can access the data. The system must be able to limit access
to an organization's application groups and folders. Only users defined by an organization should have
access to the application groups and folders that are owned by the organization. The system must also be
able to limit access to the data. Only users defined by an organization should have access to the data that
is owned by the organization. By using the Object Owner model, both requirements can be met.

Summary

There can be many different variations of the two models that have been described. For example, in the
Object Owner model, rather than one user administering both application groups and folders, one user
can be defined to administer application groups and another user can be defined to administer folders.
Choosing the right model or variation is an important decision that should be made early in the planning
process. Changing to a different model later is not impossible but may require additional work if there are
a large number of objects defined on the system.

Helpful hints

1. To simplify the task of providing access to application groups, folders, and cabinets, give access to a
group rather than a user. When a new user needs access, add the user to the group.

2. To allow an application group/folder/cabinet administrator to see groups in the permissions list, add
the application group/folder/cabinet administrator to the groups that require access to application
groups, folders, and cabinets.

3. To allow multiple users to administer the same groups, create a group of users and make that group
the group owner for any groups that need to be administered by multiple users.

4. The Create Groups authority is most effectively used if it is combined with the Create Users authority
or added to a user administrator. Because the purpose of a group is to give a set of users permissions
to another object, it is not very useful if the user that creates the group does not have access to any
users. Otherwise, the user that creates a group must be given access to each user that needs to be
added to the group.
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Chapter 10. LDAP (Lightweight Directory Access
Protocol) authentication support

The Lightweight Directory Access Protocol (LDAP) is an open industry standard that has evolved to share
information between distributed applications on the same network, organize information in a clear and
consistent manner, and prevent unauthorized modification or disclosure of private information. In recent
years, LDAP has gained wide acceptance as the directory access method of the Internet, and becomes
strategic within corporate intranets.

You can use LDAP to manage basic login authentication directly on the server, in other words, you no
longer need to use the user security exit.

Requirements

The Content Manager OnDemand library server supports all LDAP servers that support the LDAP V3
Specification.

How Content Manager OnDemand works with LDAP

The following diagram illustrates how Content Manager OnDemand works with LDAP:
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Figure 7. How OnDemand works with LDAP

When a Content Manager OnDemand client makes a login request to the Content Manager OnDemand
server, if you enabled LDAP authentication in the server, the Content Manager OnDemand server makes
an authentication request to the LDAP through either an anonymous or credentialed bind.

This initial call accesses the LDAP server, searches for the user's credentials and finds the user's
distinguished name (DN). If the user's DN is found, the Content Manager OnDemand server makes
another call to the LDAP server using that DN to confirm that the password that was given by the user is
correct. If the password is correct, the LDAP server returns a mapped attribute in LDAP, which is usually
the Content Manager OnDemand user ID. The Content Manager OnDemand server takes the attribute, and
proceeds with its login.

Enabling LDAP authentication

To enable LDAP authentication, in the Content Manager OnDemand Administrator client, right-click your
Content Manager OnDemand server, and select System Parameters. In the System Parameters window,
under LDAP Authentication, select the Enable check box. Under Login Processing, select the Password
Case Sensitive check box.

To disable LDAP authentication, clear the Enable check box.

You must also add information about the LDAP server and the LDAP attributes that are used for
authentication to the ARS.CFG file for the instance. Then, after enabling LDAP support, you must stop and
restart the Content Manager OnDemand server for the changes to take effect.
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Chapter 11. Examples of using the administrative
client

Overview

About the examples

The following examples demonstrate how to use the administrative client to:

Add users and groups to the system. Users on the system obtain permission to open folders and access
application group data from a group.

Define a server printer that can be used as the default printer for an application.

Specify the primary node for an HFS storage set, if you are using the Content Manager OnDemand cache
storage feature. Content Manager OnDemand caches data on the object server identified by the primary
storage node.

Specify a collection name, if you plan to maintain data in archive storage on devices that are managed
by Open Access Method.

Specify a high level qualifier, if you plan to maintain data in archive storage on VSAM data sets.

Add a report to the system. To add a report, you must add an application group, an application, and a
folder.

System configuration

Here are the assumptions about the system:

© Copyright IBM Corp. 2001, 2020

Two groups of users: the customer service department and users at Customer XYZ.

Note: This example assumes that customers access the system by using the Content Manager
OnDemand Web Enablement Kit (ODWEK) feature. However, for purposes of demonstrating how the
system works and how to use the administrative client to implement the requirements, these users
could easily represent another department within the organization.

Add the telephone bill report to the system. The telephone report is generated by an application
program running on a z/0S system. Download is used to transmit the report data to the Content
Manager OnDemand server. The report is indexed on the server.

Content Manager OnDemand servers. The library server and the object server reside on the same
workstation.

Database. Use table spaces and create incremental backups each time that a report is loaded into the
system. The database resides on RAID storage devices. Use Tivoli Storage Manager to maintain the
database log files and backup image files. Tivoli Storage Manager maintains the files in an automated
tape library.

Cache storage. When a report is loaded into the system, Content Manager OnDemand stores a copy in
cache storage and maintains the report for 60 days. Reports are cached on RAID storage devices
attached to the object server.

Archive storage. When a report is loaded into the system, Content Manager OnDemand stores a copy of
the report in archive storage. Tivoli Storage Manager maintains the report in an optical storage library
for five years.

System parameters. Users must log on to the system with a password. Set the minimum password
length to six characters. Accept the defaults for the other system parameters.
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Adding a user

About the example
First, review the requirements of the users that need to access the telephone bill reports.

« One set of userids for the customer service department. Identify one user as a user administrator. The
user administrator can add other users and reset passwords.

« One userid for Customer XYZ.

On the example system, users obtain permissions from groups. That means that the users are not added
to application groups and folders. When groups are defined, the users are added to the groups.

The basics
In general, here is how you work in the administrative client to add a user. See the online help for details.

1. Choose a library server and select Users.

. Pick one of two ways to add a user.

. Define the properties of the user by completing fields in the Add a User dialog box.

. Optionally add the user to groups.

. Optionally add the user to application groups and set application group permissions.
. Optionally add the group to folders and set folder permissions.

. When finished, add the user by clicking OK in the Add a User dialog box.

Note: To add a user, the logon userid must be a user with create users authority, a user administrator, or
a system administrator.
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Choose a server

1. On the left side of the administrator window, click the name of the library server to which you want to
add the user.

2. Expand the areas of the library server. Double click the server name or click the + (plus) to the left of
the server name.

3. Select Users.

Two ways to add a user
You can add a user by using the New User command. You can also add a user by copying an existing user
definition.

New User command
From the File menu, select New User to open the Add a User dialog box.

Copy command
You can use the copy command to add a user. In the User ID list, point to the user that you want to
copy and click the right mouse button. Select Copy from the pop-up menu to open the Add a User
dialog box. The fields in the dialog box contain information copied from the user you selected. At a
minimum, you need to change the User ID (userids must be unique to the library server).

Adding the user

In the Add a User dialog box, click OK. The administrative client adds the user to the database and returns
to the main window.

Adding the customer service users

Note: The following shows how to add two of the users. You can repeat the steps to add the others.
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Use the New User command to add a user.

1.
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11.

First, point to Users and click the right mouse button. From the pop-up menu, select New User to
open the Add a User Dialog box.

. In the User ID field, enter the name of the user: CSR1

. Accept the UID generated by Content Manager OnDemand.

. Set the user's initial password to the userid. In the Password field, enter: servicel

. In the Verify Password field, enter: servicel. The password needs to be between 6 and 8 characters.
. In the Description field, enter: Customer Service Representative

. Under User Type, select User Administrator. The user will be able to maintain userids on the system.
. Click the User Information tab.

. Complete the fields on the User Information page, such as the Name, Department, and Phone

Number.

. Click the General tab.

The user will obtain application group and folder permissions from a group. Add the user to the group
when the group is added to the system. Therefore, do not add the user to application groups, folders,
or groups at this time.

At this point, the properties of the user meet the requirements. Click OK to add the user.

Use the Copy command to add another user.

1.
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Point to CSR1 and click the right mouse button. From the pop-up menu, select Copy to open the Add
a User Dialog box.

. In the User ID field, replace CSR1 with CSR2

. Accept the UID generated by Content Manager OnDemand.

. Set the user's initial password to the userid. In the Password field, enter: service2

. In the Verify Password, enter: service2

. Under User Type, select User.

. Click the User Information tab.

. Replace the information in the fields on the User Information page.

. Click the General tab.

. At this point, the properties of the user meet the requirements. Click OK to add the user.

Adding a group

About the example

Review the requirements of the groups that need to access the telephone bill reports.

- Customer service group. Users that belong to the group can open the telephone bill report folder and
query documents stored in the telephone bill report application group. When you define the report to
the system, add the group to the application group and the folder. Identify a group owner. The group
owner can add new customer service users to the group and remove users from the group.

« Customer XYZ group. Users that belong to the group can also open the telephone bill report folder and
query documents stored in the telephone bill report application group. However, you can limit access to
documents that contain a specific customer name and account number. When you define the report to
the system, add the group to the application group and the folder and specify the necessary restrictions.

« Users. Add the users that were defined in “Adding a user” on page 64 to the groups.
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The basics

In general, here is how you work in the administrative client to add a group. See the online help for
details.

1. Choose a library server and select Groups.

. Pick one of two ways to add a group.

. Define the properties of the group by completing fields in the Add a Group dialog box.
. Optionally assign a group owner.

. Optionally add users to the group.

. Optionally add the group to application groups and set application group permissions.
. Optionally add the group to folders and set folder permissions.

. When finished, add the group by clicking OK in the Add a Group dialog box.
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Note: To add a group, the logon userid must be a user with create groups authority or a system
administrator.

Choose a library server
1. On the left side of the window, click the name of the library server to which you want to add the group.

2. Expand the areas of the library server. Double-click the server name or click the + (plus) to the left of
the server name.

3. Select Groups.

Two ways to add a group

This section explains how to add a group by using the New Group command. You can also add a group by
copying an existing group definition.

New Group command
From the File menu, select New Group to open the Add a Group dialog box.

Copy command
You can use the Copy command to add a group. In the Name list, point to the group that you want to
copy and click the right mouse button. Select Copy from the pop-up menu to open the Add a Group
dialog box. The fields in the dialog box contain information copied from the group you selected. At a
minimum, you need to change the group name. (Group names must be unique to the library server.)

Adding users
You can add one or more users to the group. Complete the following steps to add a user to a group.

1. From the List of Users list, select the user.
2. Click Add. The administrative client moves the user to the Users in the Group list.

To remove a user from the group, select the user in the Users in the Group list and click Remove.

Adding the group

In the Add a Group dialog box, click OK. The administrative client adds the group to the database and
returns to the main window.

Adding the customer service group
Use the New Group command to add the group.

1. First, point to Groups and click the right mouse button. From the pop-up menu, select New Group to
open the Add a Group Dialog box.
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2. In the Name field, enter the name of the group: CustomerService. Do not include any blank in the group
name.

3. Accept the GID generated by Content Manager OnDemand.

4. From the Group Owner list, select the user that can add users to and remove users from the group:
CSR1

Note: The user that you select does not obtain permissions from the group unless you add the user to
the group (see step “6” on page 67). However, a group owner can add their userid to the group at any
time.

5. In the Description field, enter: Access to Telephone Bill Reports; call Leonard Little, x90565, for more
information

6. From the List of Users list, select and add users to the group: CSR1, CSR2, CSR3, CSR4, and CSR5
7. At this point, the properties of the group meet the requirements. Click OK to add the group.

Adding the Customer XYZ group
Use the Copy command to add the group.

1. Point to Customer Service and click the right mouse button. From the pop-up menu, select Copy to
open the Add a Group Dialog box.

2. In the Name field, replace CustomerService with CustomerXYZ
3. Accept the GID generated by Content Manager OnDemand.

4. Use a system administrator to maintain the group. Therefore, do not assign a group owner. In the
Group Owner list, replace CSR1 with *NONE.

. Replace the contents of the Description field with: Access to Telephone Bill Reports by Customer XYZ
. From the Users in the Group list, remove CSR1, CSR2, CSR3, CSR4, and CSR5.

. From the List of Users list, add XYZ1.

. Click OK to add the group.
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Adding a printer

About the example

Add a printer that can be used as the default server printer for the application that will be defined in
“Adding a report” on page 70. The physical printer resides in the customer service department. By
default, when users of the telephone bill report application select a document and choose the printer
command, Content Manager OnDemand sends the document to this print device.

The basics

In general, here is how you work in the administrative client to add a printer. See the online help for
details.

1. Choose a library server and select Printers.

2. Pick one of two ways to add a printer.

3. Define the properties of the printer by completing fields in the Add a Printer dialog box.
4. When finished, add the printer by clicking OK in the Add a Printer dialog box.

Note: To add a printer, the logon userid must be a system administrator.

Choose a library server

1. On the left side of the main window, click the name of the library server to which you want to add the
printer.
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2. Expand the areas of the library server. Double click the server name or click the + (plus) to the left of
the server name.

3. Select Printers.

Two ways to add a printer

You can add a printer by using the New Printer command. You can also add a printer by copying an
existing printer definition.

New Printer command
From the File menu, select New Printer to open the Add a Printer dialog box.

Copy command
You can use the copy command to add a printer. In the Name list, point to the printer that you want to
copy and click the right mouse button. Select Copy from the pop-up menu to open the Add a Printer
dialog box. The fields in the dialog box contain information copied from the printer you selected. At a
minimum, you need to change the name. (Printer names must be unique to the library server.)

Adding the printer
Use the New Printer command to add the printer.

1. First, point to Printers and click the right mouse button. From the pop-up menu, select New Printer to
open the Add a Printer dialog box.

2. In the Name field, enter the name of the printer: Customer Service Printer.

3. In the Description field, enter: Customer service printer for the telephone bill report application.
4. In the Server Queue Name, enter: ip60cs.

5. Accept the default Printer Type of Printer.

6. At this point, the properties of the printer meet the requirements. Click OK to add the printer. The
administrative client adds the printer to the database and returns to the main window.

Adding a storage set and storage node

About the example

Review the storage requirements for the telephone bill report that will be defined in “Adding a report” on
page 70. Each report that is loaded into the system must be copied to cache storage. In addition, for
long term storage, the system must maintain a copy of the report in archive storage.

« Cache storage. Content Manager OnDemand can automatically copy report data to cache storage on the
object server identified by the primary storage node. However, you need to do two things to make sure
that this happens. First, configure HFS storage. (The Configuration Guide describes how to configure
HFS storage.) Second, specify the correct storage management information when you define the
application group. For example, specify that the data stored in the application group is copied to cache
storage and specify the number of days that you want the system to maintain the data in cache storage.

« Archive storage. This is the storage to which report data is copied for long term storage. Define one
primary storage node in the storage set. The primary storage node will identify the object server on
which the data is stored. In this example, the object server is on the same z/0S system as the library
server. OAM is used to maintain data in archive storage. The primary storage node identifies a collection
in OAM.

The basics

In general, here is how you work in the administrative client to add a storage set. See the online help for
details.

1. Choose a library server and select Storage Sets.
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2. Pick one of two ways to add a storage set.
3. Define the properties of the storage set by completing fields in the Add a Storage Set dialog box.

4. Add a primary storage node to the storage set by completing the fields in the Add a Primary Node
dialog box.

5. When finished, add the storage set by clicking OK in the Add a Storage Set dialog box.

Note: To add a storage set, the logon userid must be a system administrator.

Choose a library server

1. On the left side of the main window, click the name of the library server to which you want to add the
storage set.

2. Expand the areas of the library server. Double click the server name or click the + (plus) to the left of
the server name.

3. Select Storage Sets.

Two ways to add a storage set

You can add a storage set by using the New Storage Set command. You can also add a storage set by
copying an existing storage set definition.

New Storage Set command
From the File menu, select New Storage Set to open the Add a Storage Set dialog box.

Copy command
You can use the Copy command to add a storage set. In the Name list, point to the storage set that
you want to copy and click the right mouse button. Select Copy from the menu to open the Add a
Storage Set dialog box. The fields in the dialog box contain information copied from the storage set
you selected. At a minimum, you need to change the Name (storage set names must be unique to
Content Manager OnDemand).

Adding the storage set
Use the New Storage Set command to add the storage set.

1. First, point to Storage Sets and click the right mouse button. From the menu, select New Storage Set
to open the Add a Storage Set Dialog box.

2. In the Name field, type the name of the storage set: Five Year Storage Set
3. In the Description field, type: Contact Leonard Little, x90059

4. Accept the default Load Type of Fixed. This means that Content Manager OnDemand will store data in
the primary storage node that has the Load Data check box selected.

5. Next, add a primary storage node to the storage set. In the Storage Nodes area, click Add to open the
Add a Primary Node dialog box.

6. Accept the default Object Server of *ONDEMAND. This means that the object server (and primary
storage node) reside on the same z/0S system as the library server.

7. In the Collection Name field, type: ARS. This is the identifier in OAM for the data that is stored in the
primary node.

8. In the Description field, type: OnDemand Archive Storage.

9. Select the Load Data check box to identify this node as the primary storage node in which Content
Manager OnDemand will load data for the application groups that are assigned to the storage set.

10. At this point, the properties of the primary storage node meet the requirements. Click OK to add the
primary storage node to the storage set and return to the Add a Storage Set window.

11. At this point, the properties of the storage set meet the requirements. Click OK. The administrative
client adds the storage set to the database and returns to the main window.
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Adding a report

About the example report
This section provides an overview of the sample telephone bill report that will be added to the system.

A telephone bill report typically contains hundreds of pages of line data. The report is logically segmented
into statements. Users search for statements using a date and any combination of account number and
customer name. The line data will be formatted into pages and the appearance of the output will be
enhanced with images and fonts.

Most queries about a statement occur in the first sixty days after it is mailed to the customer. Little or no
activity occurs a year after a statement is generated. For legal reasons, statements are kept for five years.
The system must maintain index information in the most efficient way possible.

Two groups of users need to access the telephone bill reports. The customer service department is
responsible for handling queries from customers. They answer questions about the statements, attach
annotations to statements, and reprint statements. As part of a customer self-service initiative, Customer
XYZ is permitted to access the system and retrieve and view their statements.

The basics
In general, here is how you work in the administrative client to add a report to the system:

1. Choose a library server. On the left side of the main window, click the name of the library server on
which you want to define the report.

2. Select the area. First expand the areas of the library server. Double click the server name or click the +
(plus) to the left of the server name. Then select the area.

When you define a report to the system, you typically add an application group, an application, and a
folder.

« The application group identifies database and storage management information.
- The application identifies viewing, indexing, loading, and printing information.
« The folder provides users the ability to search for, retrieve, view, and print report data.

3. Pick one of two ways to add an application group, an application, and a folder. For example, use one of
the following methods to add an application group:

« Add a new application group. From the File menu, select New Application Group to open the Add an
Application Group dialog box.

« Copy an existing application group. In the Name list, point to the application group that you want to
copy and click the right mouse button. Select Copy from the pop-up menu to open the Add an
Application Group dialog box. The fields in the dialog box contain information copied from the
application group you selected. At a minimum, you need to change the Name (application group
names must be unique to the library server).

4. Define the properties of the application group, application, and folder.
5. When finished, add the application group, application, and folder by clicking OK in the add dialog box.

Note: To add an application group, the logon userid must be a system administrator, an application
group/folder/cabinet administrator, or a user with create application groups authority.

To add an application, the logon userid must be a system administrator, an application group/folder/
cabinet administrator, or a user with create application groups authority.

To add a folder, the logon userid must be a system administrator, an application group/folder/cabinet
administrator, or a user with create folders authority.
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About the application group

Before adding the application group, review the database and storage management requirements.

Database requirements

Database requirements can be grouped in two categories: database tables and the database fields.

Database tables

« Index data is stored in table spaces

A database table contains index data from one or more reports
- Datais managed by Content Manager OnDemand

An annotation field is not required in the database

The date field is the segment field for the application group

Database fields

« Three database fields: account number, customer name, and report date

« Account number is the index, data type string, 16 bytes. However, plan to store only 13 bytes in the
database, removing the - (dash) characters from the account number string.

« Customer name is a filter, data type string, 30 bytes
« Report date is a filter, data type date

Storage management requirements

The storage management requirements determine where, how, and how long Content Manager
OnDemand maintains the report and index data.

 Maintain a report for five years

« Copy documents to cache storage and maintain them for sixty days

- Copy documents to archive storage when the report is loaded into the system
« Delete a table of index data at a time

Adding the application group

Use the New Application Group command to add the application group. First, point to Application Groups
and click the right mouse button. From the pop-up menu, select New Application Group to open the Add
an Application Group dialog box.

The pages of the Add an Application Group dialog box organize information about the application group
into sections. The tabs show which page you are on: General, Message Logging, Storage Management,
Permissions, Field Definition, Field Information, and Advanced Index Information.

Application group - General page
Start by completing the General page.

1. In the Name field, type the name of the application group.

2. In the Description field, type up to 120 characters of descriptive information about the application
group.

3. Based on the database requirements, accept the recommended defaults for the rest of the fields on
the General page. (You can click Advanced to see the other options.)
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Application group - Message Logging page

1. Select the Message Logging tab to specify the types of application group messages that you want
Content Manager OnDemand to save in the system log. You can use the information in the system log
messages to generate system usage reports.

2. Select Retrieval, Database Queries, and Server Printing. Clear all of the other check boxes.

Application group - Storage Management page

1. Select the Storage Management tab to provide information that Content Manager OnDemand uses to
manage data stored in the application group.

2. From the Storage Set Name list, select the name of the storage set that the system will use to maintain
the report in cache storage and in archive storage. The storage set was added to the system in "Adding
a storage set and storage node". The storage set can contain one or more primary storage nodes. A
primary storage node identifies an object server and archive storage node in Tivoli Storage Manager.
The system caches the report on the object server on which the primary storage node resides.

3. Under Cache Data, select Cache Data for __ Days and type 60 in the space provided. The system
should maintain the report in cache storage for 60 days. After that time, when a user views or prints
the report, the system retrieves the report from archive storage.

4. Under Life of Data and Indexes, select Expire in ____ Days and type 1825 in the space provided.
This is the number of days (1825, or five years) that the system should maintain index data,
documents, and resources related to the report. After that number of days, the system can delete the
report from the system.

Application group - Permissions page

1. Select the Permissions tab to specify the types of report and application group functions that users
can perform. For example, you can let users query report data, create logical views, print pages of the
report, and maintain the application group. You can specify default permissions and permissions for
specific groups and users. By default, the person that creates the application group is given all
application group permissions; no other users can access report data or maintain the application
group. On the example system, other users obtain permissions from a group. The groups were added
in “Adding the customer service group” on page 66 and “Adding the Customer XYZ group” on page 67.

. First, add the customer service group. From the User/Groups list, select +CustomerService.
. Select the Access check box.
. Click Add.

. Next, add the Customer XYZ group. From the User/Groups list, select +CustomerXYZ.

o o1 WN

. In the Annotation area, clear the View check box. The client also clears the Add check box. Customer
XYZ users can view, print, and copy documents but do not have permission to use the annotation tools
provided by the system.

7. Click Add.

Application group - Field Definition page
1. Select the Field Definition tab to define the database fields.
2. Define three database fields for the sample telephone bill report:

« Account number
» Customer name
» Report date

To define a database field, type the name of the field in the Database Field Name field and click Add.

Application group - Field Information page

1. Select the Field Information tab to define the attributes of the database fields.
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2. First, define field information for the account number field.
« From the Type list, select Index
« Type the string length (13)
3. Next, define field information for the customer name field.
- From the Name list, select custname
« From the Type list, select Variable
« In the Length field, type 30
4. Next, define field information for the report date field.
- From the Name list, select rdate
« From the Data Type list, select Date
« Select the Segment check box
For this example, leave the Advanced Index Information tab as default.

At this point, the properties of the application group meet the requirements. Click OK in the Add an
Application Group window. The administrative client adds the application group to the database and
returns to the main window.

About the application

Before adding the application, review the viewing, indexing, loading, and printing requirements.

Viewing requirements

« Source (line) data stored in Content Manager OnDemand as AFP data

- Format data into pages and enhance the appearance with images and fonts
- Retrieve statements of one or more pages

- Define a default printer for the application. The default printer is where Content Manager OnDemand
sends documents when users select the server print command.

Indexing requirements

 Source data is EBCDIC, code page 500
Segment report into groups of pages, one statement in each group

Identify the beginning of a statement using:

Skip-to-channel one (X'F1")
PAGE 1 (X'D7C1C7C5404040F1")

Generate three indexes for each statement: statement date, account number, and customer name

Collect resources

Loading requirements

« Compress and store data in the most efficient method possible

Application group database field names and index names match
« Date format is Mth d, yyyy
« Remove embedded - (dash) character from account number before storing value in the database

Adding the application

Use the New Application command to add the application. First, point to Applications and click the right
mouse button. From the pop-up menu, select New Application to open the Add an Application dialog box.
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The pages of the Add an Application dialog box organize information about the application into sections.
The tabs show which page you are on: General, View Information, Indexer Information, Load Information,
Logical View Fields, Logical Views, and Miscellaneous Options.

Application - General page
Start by completing the General page.

1. In the Name field, type the name of the application.

2. In the Description field, type information about the application.
3. Click Select to open the Application Groups dialog box.

4. From the Names list, select Telephone Bill Reports.

5. Click OK.

Application - View Information page

1. Select the View Information tab to specify information needed by Content Manager OnDemand client
programs to display the telephone bill report. This information is also used by the indexing program.

2. From the Data Type list, select Line.

Even though the report will be stored in the system as AFP data, initially set the Data Type to Line so
that a sample of the source data can be processed with the graphical indexer. After generating the
indexing parameters, you must reset the Data Type to AFP by selecting CONVERT=YES on the Data
Format page of the Indexer Properties dialog box.

3. Inthe RECFM area, select Fixed. The report contains fixed length records, 133 bytes in length.

Application - Indexer Information page

The Indexer Information page is where you can use a sample input report to define the indexing
parameters and extract sample data values for use when processing reports in production.

Note: The example provides instructions for using the Content Manager OnDemand graphical indexer to
process a sample report and create indexing information. The graphical indexer is part of the Content
Manager OnDemand administrative client, a Windows application. To process a sample report, you
typically create or extract a subset of a complete report. The report in this example was generated on a
z/0S system, transferred to a Windows workstation (as a binary file) and then loaded into the graphical
indexer.

It is important that the sample data that you use to create the indexing information matches the actual
data to be indexed and loaded into the system. When you load a report into the system, Content Manager
OnDemand uses the indexing parameters, options, and data values from the Content Manager OnDemand
application to index the data. If the data being loaded does not match the data that you use to generate
indexing parameters with the graphical indexer, then Content Manager OnDemand may not index the data
properly. For example, Content Manager OnDemand may not be able to locate triggers, indexes, and
fields or extract the correct index values.

1. Select the Indexer Information tab.
2. From the Indexer list, select ACIF.

3. Process a sample report using the graphical indexer. In the Parameters Source area, select Sample
Data.

4. Click Modify to open the Open dialog box.
5. Select the name of the file that contains the sample report data.

6. Click Open. The client opens the Indexer Properties dialog box to the Data Format page. The Data
Format page is where you can specify information that the client uses to read the report into the
report window. For example, you can use the Maximum pages to display field to limit the number of
pages that the client reads into the report window. Assume that the input report contains thousands
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of

pages. You need only the first 20 pages of the report to define the indexing information. You can

select the ____ Pages field and type 20 in the space provided.

7. No changes are required on the Data Format page for the example. However, when processing your
own sample data, you must verify the information on the Data Format page; the report data will be
displayed correctly only if all the information is correct for the type and format of the input data.

8. Cl

ick OK. The client reads the file into the report window.

9. Define the triggers for the report.

a.

Define trigger number one. First, select any blank column in the first record. Click the Add a
Trigger button to open the Add a Trigger dialog box.

. In the Columns to Search area, select Carriage Control.
. Click OK to add the trigger.

d. Define trigger number two. First, select the string PAGE 1. Click the right mouse button. From the

e.

pop-up menu, select Trigger to open the Add a Trigger dialog box.
Click OK to add the trigger.

10. Define the fields for the report.

a.

Define field number one. First, select the string Customer XYZ and enough blank characters to the
right of the string to reserve enough space to hold the largest index value (30 characters) the field

can contain. (The selected string length guide, which appears above the field, displays the number
of selected characters.) Then click the right mouse button. From the pop-up menu, select Field to

open the Add a Field dialog box.

. From the Trigger list, select Trigger2.
. Click OK to add the field.

. Define field number two. First, select the string May 11, 1996. Then click the right mouse button.
From the pop-up menu, select Field to open the Add a Field dialog box.

. From the Trigger list, select Trigger2.

f. Click OK to add the field.

g.

h.

i. Click OK to add the field.

Define field number three. First, select the string 303-555-1212-95B. Then click the right mouse
button. From the pop-up menu, select Field to open the Add a Field dialog box.

From the Trigger list, select Trigger2.

11. Define the indexes for the report.

a. First, clear any selected areas of the report. Right-click and select Index to open the Add an
Index dialog box.

. From the Attribute list, select custname.
. In the Break area, select No.

. In the Fields list, double-click Fieldl.
. Click Add to add the index.

. From the Attribute list, select rdate

. In the Break area, select No.

. In the Fields list, double-click Field2.
i. Click Add to add the index.

j. From the Attribute list, select acct.

k. In the Fields list, double-click Field3.
L. Click Add to add the index.
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m. Click Done to close the Add an Index dialog box.

12. In the toolbar, click the Indexer Properties button to open the Indexer Properties dialog box.
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13. On the Data Format page, change the Data Conversion field to Yes so that ACIF converts the input
line data to AFP.

When you change Data Conversion to Yes, the administrative client automatically changes the Data
Type on the View Information page to AFP.

14. Define the resources for the report.

a. Click the Resource Information tab to specify the resources required to view the report.

b. Type the name of the form definition. This is the AFP object that determines how data is placed on
a page.

c. Type the name of the page definition. This is the AFP object that determines other resources
required to view a page.

d. In the Resource File Contents area, select the Form Definitions, Page Segments, and Overlays
check boxes. These are the resources that ACIF should collect.

e. In the Search Paths area, type the full path names of the directories in which the indexing program
can locate the resources.

15. Click OK to close the Indexer Properties dialog box.
16. Close the report window, saving the changes.

Application - Load Information page

1. Select the Load Information tab to specify information that Content Manager OnDemand uses to
process the index data before storing it in the database.

2. In the Application Group Database Name list, select rdate to specify the format of the date as it
appears in the report.

3. From the format list, select %b %d, %Y.

4. In the Application Group Database Name list, select acct. To conserve space in the database, Content
Manager OnDemand will remove the - (dash) character from index values before storing the values in
the database.

5. In the Embedded field, type the - (dash) character.

Application - Miscellaneous Options page

1. Select the Miscellaneous Options tab to specify client and server processing options for the
application.

2. Under Client Options, in the Default Server Printer list, select Customer Service Printer. This is the
printer that was defined in “Adding a printer” on page 67.

At this point, the properties of the application meet the requirements. Click OK in the Add an Application
window. The administrative client adds the application to the database and returns to the main window.
About the folder

Before adding the folder, review the data access requirements, the types of permissions that should be
specified, and the search and display fields that should be defined.

Data access requirements

The folder allows users to access the telephone bill report application group and the telephone bill report
application.

Permissions

Who needs access to the folder and what types of permissions do the users need?

« Users in the customer service department can open the folder to search for and retrieve statements.
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« Users at Customer XYZ can open the folder to search for and retrieve statements that contain their
account number and customer name.

« Define a set of folder fields for the Customer XYZ users. The folder fields will limit access to specific
statements.

Search and display fields
Define two sets of folder fields:

« One set at the folder level. These folder fields allow users in the customer service department to access
any statement in the database.

« One set for the CustomerXYZ group. These folder fields allow users at Customer XYZ to access specific
statements.

Adding the folder

Use the New Folder command to add the folder. First, point to Folders and click the right mouse button.
From the pop-up menu, select New Folder to open the Add a Folder dialog box.

The pages of the Add a Folder dialog box organize information about the folder into sections. The tabs
show which page you are on: General, Permissions, Field Definition, Field Information, and Field Mapping.

Folder - General page
Start by completing the General page.

1. In the Name field, type the name of the folder.
2. In the Description field, type up to 120 characters of descriptive information about the folder.

3. Select the Display Document Location check box. This provides users with a visual clue about the type
of media on which a statement is stored.

4. In the Application Groups list, select Telephone Bill Reports.

Folder - Permissions page

1. Select the Permissions tab to specify the types of folder functions that users can perform. For
example, you can let users open the folder, create private named queries, and maintain folder fields.
You can specify default permissions and permissions for specific groups and users. By default, the
person that creates the folder is given all folder permissions; no other users can open or maintain the
folder. On our system, other users obtain permissions from a group. You need to add two groups to the
folder. The groups were added in “Adding the customer service group” on page 66 and “Adding the
Customer XYZ group” on page 67.

. From the Users and Group list, select +CustomerService.

. Select the Access check box.

. Click Add, to add the Customer Service group to the folder.
. From the Users and Group list, select +CustomerXYZ.

. Click Add, to add the CustomerXYZ group to the folder.
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Folder - Field Definition page

1. Select the Field Definition tab to define the folder fields. Define four folder fields to allow users to
search for statements:

e Account Number, a string field

« Customer Name, a string field
 Report Date, a date field

« Other Information, a text search field
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2. Complete the following steps to define a folder field:

a. In the Name field, type the name of the folder field.

b. In the Description field, type up to 120 characters of descriptive information about the folder field.
c. From the Field Type list, select the data type of the field.

d. Select the Mapping Type. All of the fields in this example use the Single mapping type.

e. Click Add.

Folder - Field Information page

1. Select the Field Information tab to specify the properties of the folder fields. Using the *PUBLIC
identifier, you can specify field information that is used by all users that can open the folder. You can
also specify field information for specific users and groups. The public field information will be used
unless it is overridden by field information for a specific user or group. For this folder, do the following:

« Specify public field information. For the Account Number, Customer Name, and Other Information
fields, accept the default values. For the Report Date field, you must specify field information.

« Specify field information for the CustomerXYZ group. For the Other Information and Report Date
fields, accept the default values. For the Account Number and Customer Name fields, specify field
information.

2. First, specify the public field information for the Report Date field.

a. From the Name list, select Report Date

b. From the ID list, select *PUBLIC

c. Select the Default check box

d. From the Display Format list, select %b %e, %Y

e. From the Display Formats list, select %b %e, %Y

f. In the Interval area, select Last, type a 3 (three) in the entry field, and select Months

3. Next, specify the field information for the CustomerXYZ group. First, make a copy of the folder fields.
Click the Permissions tab.

. From the Selected List, select +CustomerXYZ.

. In the User/Group Fields area, click Yes.

. Click the Field Information Tab.

. Specify the Customer XYZ field information for the Account Number field.
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a. From the Name list, select Account Number
b. From the ID list, select +CustomerXYZ
c. From the Default list, select Equal
d. Clear the Like check box
e. Select the Default check box
f. Select the Fixed check box
g. In the first Defaults entry field, type 1234567890123
h. Clear the Append check box
8. Next, specify the Customer XYZ field information for the Customer Name field.
a. From the Name list, select Customer Name
b. From the Default list, select Equal
c. Clear the Like check box
d. Select the Default check box
e. Select the Fixed check box
f. In the first Defaults entry field, type Customer XYZ
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g. Clear the Append check box

Folder - Field Mapping page

1. Select the Field Mapping tab to map the folder fields to application group database fields. Content
Manager OnDemand uses the values that users type in folder fields to construct queries against the
Content Manager OnDemand database.

2. Map the following folder fields to their corresponding application group fields:

« Account Number to acct
« Customer Name to custname
« Report Date to rdate

At this point, the properties of the folder meet the requirements. Click OK in the Add a Folder window. The
administrative client adds the folder to the database and returns to the main window.

Summary

The example shows the basic requirements for adding a report to the system. Hopefully the scenario that
was described and developed is similar to how you plan to use Content Manager OnDemand at your
company. The example should have enough variations to show the flexibility of Content Manager
OnDemand to meet a range of business and operational requirements. Of course, there are several tasks
that were not shown. For example, logical views of the report were not created. The system log user exit
was not explored. And all of the ways to complete a given task or implement a specific requirement were
not shown. As with most administrative software, there is more than one way to accomplish a task.
Hopefully, the example showed you the most straightforward way to get things done with the
administrative client.

You can use reference information provided with the product and the online help to find out more about
how to use Content Manager OnDemand. If you have questions and can't find the answers, please contact
the IBM support center. IBM also offers classes that further explore how to administer the system.
Finally, you can let IBM know how well the information in this book was presented and if you found the
book helpful. The section titled How to Send Your Comments explains how to let IBM know.

Adding a field to an existing application group

About the example

After working with the system for several months, the customer service department wants the following
information displayed on the hit list, for each telephone bill:

« The number of pages

« The size, in bytes

« The format (for example, PDF or Line)

In addition, to help monitor data loads, the system administrator wants to add a Load Date & Time field

that displays the date and time the telephone bill was loaded into the system. This information is
available through the system log; however, adding it to the hit list makes it easier to find.

To implement these changes, you add the following fields to the Telephone Bill Reports application group:

Page Count
The number of pages in a telephone bill. Only new data loaded into this application displays a page
count. Previously loaded data displays 0 for page count.

Document Size
The size (in bytes) of a telephone bill.
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Load Date & Time
Display the time (according to the object server clock) that the telephone bill was loaded into the
system.

Overview

In general, here is how you work in the administrative client to add fields to an existing application group.
See the online help for details.

1. Update the Telephone Bill Reports application group to add the Page Count, Document Size, and Load
Date & Time fields.

2. Update the Telephone Bill Reports application to indicate the format of the Load Date & Time field.

3. Make a new folder that displays these changes by copying the previous folder and adding new field
definitions and mapping.

Note: To update an application group, the logon user ID must be one of the following types:
« A system administrator

« An application group/folder/cabinet administrator

To update an application, the logon user ID must be one of the following types:

- A system administrator

- An application group/folder/cabinet administrator

To update a folder, the logon user ID must be one of the following types:

» A system administrator

« An application group/folder/cabinet administrator

Update the application group

1. Click Application Groups.

2. Point to Telephone Bill Reports and click the right mouse button.

3. From the menu, select Update.

4. Click the Field Definition tab.

5. Add the following fields by typing in the name of the field in Database Field Name, then clicking Add:

Table 8. Values to add to fields.

Field name as it will appear in the hit list Name to type into Database Field Name
Page Count pagecnt

Document Size docsize

Load Date & Time loaddatetime

6. Click the Field Information tab.
7. For each field that you added, select the corresponding data type and values:

Table 9. Values to add and data types to select for fields.

Select the following
Field name Field Type Data type check box
pagecnt Filter Integer Page Count
docsize Filter Integer Document Size
loaddatetime Filter Date/Time (TZ) Log
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Table 9. Values to add and data types to select for fields. (continued)

Select the following
Field name Field Type Data type check box

For loaddatetime, select Date/Time (TZ) to ensure that the application adjusts for differences in time
zone.

Always define the Field Type for new fields as Filter. Content Manager OnDemand always provides a
single, default value for the new field as it updates existing application groups, as described in the
following list:

« For numeric data types (for example, INTEGER), the default value is 0.
- For fixed-length string data types, the default value is a string made of blanks.
 Forvarying-length strings, the default value is a string of length 0.

8. Click OK to save the changes to the application group.

Update the application

. Click Applications.

. Point to Telephone Bill Reports and click the right mouse button.

. From the menu, select Update.

. Click the Load Information tab.

. In the Application Group Database Name list, select loaddatetime.
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. In the Default Value field, type in a lowercase t. This field instructs the application to get the system
date and time.

7. In the Format list, select %m/%d/%y %H:%M.
8. Click OK to save the changes to the application.

Create a folder

1. Click Folders.

2. Point to the folder you created when you added a report and click the right mouse button.
3. From the menu, select Copy.

4. Type in a new name in the Name field.

5. Click the Field Definition tab.

6. For each field, type in or select the values described in the following table and click Add:

Table 10. Values to add to fields.

Name Description Field Type Mapping Type

Page Cnt Number of pages in the | Integer Single
telephone bill.

Doc Size Number of bytes. Integer Single

Doc Type Format of the Document Type

telephone bill. (For
example, PDF.)

Load Date Date and time that Date/Time (TZ2) Single
telephone bill was
loaded into system.

7. Click the Field Information tab.
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8. Select Load Date from the Name list.

9. Click the Field Mapping tab.
10. Select Page Cnt from the Name list. Click pagecnt in the Application Group Fields box. Click Add.
11. Select Doc Size from the Name list. Click docsize in the Application Group Fields box. Click Add.

12. Select Load Date from the Name list. Click loaddatetime in the Application Group Fields box. Click
Add.

13. Click OK to save this new folder.

82 Administration Guide: Administration Guide



Chapter 12. Loading AFP" and line data

About this task

This section provides an overview of the data loading process.

Overview

You can archive the print output of your existing application programs in Content Manager OnDemand
without changing the print data stream or writing programs to process the data. In Content Manager
OnDemand, the print output of an application program is called a report. Content Manager OnDemand
provides programs that can automatically index the report, add the index data to the database, divide the
input data into indexed groups of pages (documents), compress the documents, and copy the
compressed documents to storage volumes. After you load a report into the system, your users can
query, retrieve, and view or print pages of the report using one of the Content Manager OnDemand client
programs.

The Content Manager OnDemand data indexing and loading programs process input files that reside on a
Content Manager OnDemand server. When you index a report that contains AFP data (or if you plan to
convert line data to AFP data), you must make sure that the data indexing program can access the
resources required by the report. Resources include page segments and fonts.

You can create up to 128 index fields for each type of report that you define to Content Manager
OnDemand, providing many ways for users to query information contained in a report. The number of
index fields that you define depends on the organization of the data in the report. For example, when you
index a report that contains logical items, such as policies and statements, you might define index fields
for the date, customer name, customer number, balance due, transaction number, and amount. When you
index a report that contains transaction data, such as a general ledger, you might define index fields for
the date and transaction number. After you determine what index fields you need and define them to the
system, Content Manager OnDemand extracts the index values from a report during the load process and
stores them in records that are added to the database.

Content Manager OnDemand compresses report data into storage objects, using information that you
specify in the application. Depending on how you configure storage management for your application
groups, Content Manager OnDemand can automatically copy the report to cache storage and archive
storage.

The load process saves messages in the system log each time that you load an input file into the system.
You can open the System Log folder and view the messages for information such as the name of the input
file, the indexing information, and the number of rows that were added to the database.

The load process provides checkpoints so that you can restart a previously interrupted load process. You
can recover or restart the steps that add the index data to the database and copy the storage objects to
storage volumes.

Before you begin loading input data

Estimating storage space

When you initially configure a Content Manager OnDemand system, you calculate the total amount of
disk, optical, and tape storage required to hold the Content Manager OnDemand database, database log
files, and reports. You also need to plan for the temporary space needed by Content Manager OnDemand
programs. The amount of storage space that you need on your system is usually a factor of how much
data that you plan to store in Content Manager OnDemand, how long you need Content Manager
OnDemand to maintain the data, the compression ratio that you can expect to achieve on the report data,
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and the number of copies of reports that you need the system to maintain. If you plan to index your
reports on the Content Manager OnDemand server, then you must allocate temporary space for the data
indexing program. Temporary space is also required for the data loading program.

After you determine how much storage space you need, you should organize the physical storage devices
for the various components of the system, such as the database, and cache storage. If you plan to
maintain data in archive storage, then you also need to prepare storage devices for use by the archive
storage manager (VSAM or OAM). Physically separating program directories, the database, cache storage,
and temporary work spaces can improve performance.

Defining the application group

About this task

When you load a report into the system, the ARSLOAD program adds index data to the database and
compresses report data into storage objects and copies the storage objects to storage volumes. The index
data and the storage objects are associated with an application group. As part of defining a report to
Content Manager OnDemand, you must define or specify the application group that Content Manager
OnDemand uses to maintain the data. The application group specifies the database fields that hold the
index data and the storage management information that determines where Content Manager OnDemand
maintains the report data and how long it maintains the index data and the report data. You can use the
OnDemand Administrator client to define an application group. See the online help for the OnDemand
Administrator client for more information about defining database fields and specifying storage
management information for application groups.

If you plan to maintain a copy of your reports in archive storage, the application group must use a storage
set that includes a primary node that identifies a collection name (OAM) or the high level qualifier of the
data sets (VSAM) that will be used for storage.

Note:

1. OAM and VSAM are documented under DFSMS/MVS system management software. DFSMS/MVS
product information is available from the z/0S and 0S/390° Web sites. . For OAM, see z/0S DFSMS
Object Access Method Planning, Installation, and Storage Administration Guide for Object Support,
SC35-0426.

2. VSAM datasets to be used for archive storage of Content Manager OnDemand documents must be
managed by SMS.

Defining the application

About this task

Most customers define an application for each different report (or source of data) that they plan to load
into the system. When you create an application, you specify information about the report, such as:

« The application group in which you want to store the report

« Physical information about the report, including the type of data found in the report and the code page
of the data

- The indexing parameters, if you plan to index the report on the server

- The processing that Content Manager OnDemand should do to the index data before adding it to the
database

You can use the Content Manager OnDemand administrative client to define an application.
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Configuring the ARSLOAD program

About this task

The ARSLOAD program is the primary Content Manager OnDemand data indexing and loading program.
The ARSLOAD program determines if the input data needs to be indexed, and if it does, calls the indexing
program. The ARSLOAD program then processes the index data, adding it to the database, optionally
compresses the report data into storage objects, and copies the storage objects to storage volumes.

You run the ARSLOAD program each time that you want to load a report or set of reports into the system.
You can run the ARSLOAD program either as a started task or from a job to periodically check for input
data to process.

Note: The OnDemand server program (ARSSOCKD or ARSOBJD) must be running, otherwise the
ARSLOAD program will fail.

See ARSLOAD for more information about the ARSLOAD program, including the parameters that you can
specify, examples, and sample JCL.

Specifying input data to process

About this task

The ARSLOAD program can use the following sources for input files to process:
« one or more classes specified with the -C parameter,

« one or more file systems specified with one or more -d parameters,

- adestination that is specified with the =D parameter,

« a FORM name that is specified with the -F parameter,

a WRITER name that is specified with the =W parameter, or
- one or more load file names.

If you omit the load file name, the ARSLOAD program will run in daemon mode and attempt to load input
data from the JES spool (if any of the JES spool options -C, -D, -F, or =W were specified) or poll the
directories that are specified by the -d parameter for input data to process. If you omit the load file name
and you do not specify at least one of the daemon mode parameters (-C, =D, -F, =W, or -d), the ARSLOAD
program will issue a usage note and exit without processing.

Important: For JES3, only SPOOL datasets in the "hold for XWTR" queue are selected. It is
recommended that all SYSOUT datasets to be loaded through the ARSLOAD daemon processing be
written to a SYSOUT class defined as "HOLD=EXTWTR".

See JES3 Initialization and Tuning Reference for instructions on how to define a SYSOUT class as
"HOLD=EXTWTR".

Input file names

About this task

The ARSLOAD program can derive the name of the application group to load from the input file name. To
do so, the input file name must conform to the following format:

WRITER.MVS.JOBNAME.DATASET.FORMS.YYYYDDD.HHMMSST . ARD

Important: The . ARD file name extension is required to initiate a load process.

By default, the ARSLOAD program uses the FORMS part of the file name to identify the application group
to load. However, you can use the -G parameter to specify a different part of the file name (WRITER,
MVS™, JOBNAME, or DATASET) to identify the application group to load.
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If the application group contains more than one application, you must identify the application to load;
otherwise the load will fail. You can run the ARSLOAD program with the =A parameter to specify the part
of the input file name (WRITER, MVS, JOBNAME, DATASET, or FORMS) that identifies the application.

Userid and password

About this task

When you run the ARSLOAD program, you must specify a userid with administrator authority for the
application group. You must also specify a password for the user. There are several ways that you can
provide the userid and password:

 You can specify the =u and -p parameters each time that you run the ARSLOAD program. The IBM
Content Manager OnDemand for z/0OS: Configuration Guide describes these parameters and how to
specify them to the ARSLOAD program.

« Assign a userid to the ARSLOAD started task via the RACF® STARTED class and use the ARS.PTGN exit
to provide a PassTicket. See z/0S SecureWay Security Server RACF System Programmer's Guide,
SA22-7683 for information about the RACF STARTED class. See IBM Content Manager OnDemand for
z/0S: Configuration Guide for information about the ARS.PTGN exit and creating PassTickets.

Indexing input data

About this task

You must generate index data for a report before you load the report into the system. Content Manager
OnDemand supports several programs that you can use to generate index data for your reports:

« AFP Conversion and Indexing Facility (ACIF), to index AFP data and line data reports. ACIF can also
collect AFP resources. If the report contains AFP data (or you are converting line data to AFP data), you
need to store the AFP resources in Content Manager OnDemand. The resources are required to display
and reprint pages of a report that contains AFP data.

- Content Manager OnDemand 390 Indexer, to index line data reports and fully resolved AFP data
streams.

- Content Manager OnDemand PDF Indexer for Multiplatforms, to index Adobe PDF input files
« Content Manager OnDemand Generic Indexer, to index almost any other type of input data.

If the report contains AFP data (or you are converting line data to AFP data), then you need to store the
AFP resources in OnDemand. The resources are required to display and reprint pages of a report that
contains AFP data.

Important: Some users find that they are able to pass large files through ACIF successfully, and then the
job fails during the load. This problem is typically related to ulimits. RSS and file size usually have default
settings from installation. Increasing these values usually fixes this issue.

For details about indexing data, see the IBM Content Manager OnDemand: Indexing Reference.

Processing the input data

About this task

After a report has been indexed, the ARSLOAD program can process the index file to prepare the index
data for loading into the database and prepare the report data and resource group files for the storage
manager to load on storage volumes.
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Processing index data

About this task

The index file that ACIF creates is processed by the ARSLOAD program before the index data is added to
the database. The ARSLOAD program extracts information from the application group and the application
and performs the following processing:

 Extracts the database field information from the application group.

« Extracts the preprocessing information from the application. This step is required if the field names in
the index file are not the same as the database field names. Then you must map the field names so that
Content Manager OnDemand stores index values in the correct database fields.

« After preprocessing the index file, the ARSLOAD program creates the database rows:

— One row for every group of indexed pages in a report that contains a sorted transaction value

— One row for every indexed item in a report that contains logical items, such as policies and
statements

- Extracts the postprocessing information from the application. You specify exactly what processing you
want the ARSLOAD program to do when you define the application.

« Passes the index rows to the database manager. The rows consist of fields that contain the index values
that the indexing program extracted from the report and other fields generated by Content Manager
OnDemand. An index row contains:

— One column for each field defined in the application group
— One or more columns of OnDemand control information

Processing reports and resources

About this task

The ARSLOAD program divides the input data into indexed groups of pages (documents) and compresses
the documents into storage objects. Dividing a report into groups of pages improves the efficiency of
queries and can improve the time required to retrieve and display the report. Compression improves the
efficiency of the storage manager. In this step, the ARSLOAD program:

« Extracts the compression information from the application.

« Extracts the storage management information from the application group. The storage management
information determines the storage locations, such as cache storage and archive storage.

« Compresses the documents into storage objects. Content Manager OnDemand compresses report data
into approximately 100 KB blocks (a default value) and places the blocks into a storage object. Content
Manager OnDemand uses a 10 MB storage object (a default value) to improve storage efficiency and
performance. Compressed data does not span storage objects. Content Manager OnDemand assigns
unique file names to the storage objects and sequentially numbers them within an application group.

Loading index data

About this task

The ARSLOAD program works with the database manager to add the index data to the database.
Depending on the database organization that you specified when you defined the application group,
Content Manager OnDemand either creates a new database table each time that you load a report or adds
the index data to an existing database table.

Content Manager OnDemand uses a segment table as a high level index to the index data for an
application group. Each row in the segment table identifies a specific table of application group index
data. The fields in the segment table identify the application group and the dates found in a table. The
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dates represent the earliest and latest date that can be found in that segment of application group index
data. Content Manager OnDemand can use the segment table to limit a query to a specific table of
application group index data.

The database manager updates the segment table if the beginning date in the report is earlier than a date
already stored in the table.

Content Manager OnDemand limits the size of a table to improve performance and storage management.
The number of rows in a table can be specified when you define the application group. The default size of
a table is ten million rows. The database manager automatically closes a table and opens a new table
when this threshold is reached. When closing a table, the database manager updates the segment table
with the latest ending date found in the table.

Loading storage objects

About this task

Cache storage

The primary purpose of cache storage is for short-term, high-speed retrieval of report data. Cache storage
is located in HFS storage. Reports are always stored in cache storage on the object server identified by
the active storage node.

If you configure your application groups to copy data to cache storage, then the storage manager copies
the storage object to cache storage. The Cache Data for xx Days setting on the Storage
Management page determines whether Content Manager OnDemand copies documents to cache storage.

Archive storage

A storage node can identify a client node in OAM or VSAM. Content Manager OnDemand uses archive
storage to maintain storage objects for long-term storage and for backup copies of reports.

The storage manager can copy the storage object to archive storage when the report is initially loaded
into the system or at a later time, depending on how you configure your application groups. Most
customers configure the system to copy report data to cache storage and archive storage at the same
time.

Resources

If caching of data is enabled, Content Manager OnDemand stores resources in the cache, and the
resources are not expired from the cache to provide fast retrieval when a user selects an item for viewing.

The ARSLOAD program saves one copy of a resource on each node for each application group. The
resource can be stored multiple times depending on how the ARSLOAD program compares the data.
ARSLOAD compares the last 50 resources against the resource generated by the load. If a match is not
located, then a new resource is stored.

When processing a resource group file, the ARSLOAD program checks the resource identifier to determine
if the resource is already present on the system.

If the storage node identifies a client node in OAM or VSAM, then the storage manager copies the
resources to archive storage.

Verifying processing

About this task

When you load an input file into the system, the ARSLOAD program saves a copy of the messages
generated during the load process in the system log. After a load process completes, you can open the
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System Log folder and view the messages. Message number 87 indicates a successful load; message
number 88 indicates a failure. The information in the messages includes the date and time that the load
process started aarnd completed, the name of the input file, and the number of rows that were added to
the database. For example:

2018-09-11 11:48:55.428185: ARS4315I Processing file >/archive/afp/arsrimst.afp<

2018-09-11 11:48:55.428233: ARS4334I Load Version <10.5.0.3> Operating System <z/0S> <04.25.00> 0S Userid
<ADM. ..

2018-09-11 11:48:55.428260: ARS4335I Server Version <10.5.0.3> Operating System <z/0S> <04.25.00>
Database ...

2018-09-11 11:48:55.432552: ARS4339I Application Group >STMTS<

2018-09-11 11:48:55.432585: ARS4340I Application >STMTS<

2018-09-11 11:48:55.432601: ARS4341I Storage Set >Cache Only - Library Server<

2018-09-11 11:48:55.432615: ARS4342I Storage Node >>Cache Only - Library Server<

2018-09-11 11:48:55.432629: ARS43471 Encryption >None<

2018-09-11 11:48:55.434596: ARS4302I Indexing started, 892034 bytes to process

2018-09-11 11:48:55.492069: ARS4308I Indexing completed

2018-09-11 11:48:55.492176: ARS4312I Loading started, 951374 bytes to process

2018-09-11 11:48:55.529560: ARS1144I OnDemand Load Id = >638007-1-0-3FAA-20000419000000-20000419000000-638069<
2018-09-11 11:48:56.317249: ARS1146I Loaded 4 rows into the database

2018-09-11 11:48:56.322782: ARS1175I Document compression type used - OD77. Bytes Stored = >207682< Rows =
>4<

2018-09-11 11:48:56.322805: ARS4310I Loading completed

2018-09-11 11:48:56.325592: ARS4317I Processing successful for file >/archive/afp/arsrimst.afp<

2018-09-11 11:48:56.325706: ARS4349I Load Statistics: Index In >892,034< Load In >971,443<

Load Out >207,682< Rows >4< Pages >165< Time >0.8980<

You can verify the number of rows that Content Manager OnDemand added to the database:

- For areport that contains transaction data that you have divided into indexed groups of pages, the
number of pages in the report divided by the number of pages in an indexed group of pages should
equal the number of rows added to the database. For example, if a report contains 150,010 pages and
there are 100 pages in an indexed group of pages, then Content Manager OnDemand should have
added 1,501 rows to the database.

- For areport that contains logical items, such as statements and policies, the number of rows added to
the database should equal the number of indexed items in the report. For example, if a report contains
1,000 statements, Content Manager OnDemand should have added 1,000 rows to the database.

The Content Manager OnDemand Load ID represents the data that the ARSLOAD program stored in the
system during a load process. The Load ID can be used to identify a specific load process. For example,
you can run the ARSADMIN program and specify the Load ID to delete the index data and documents that
were created when the ARSLOAD program processed an input file. For an explanation of the format of the
load ID, see the description of the =L parameter in “Parameters” on page 144.

Backing up databases

After you load reports into Content Manager OnDemand, IBM recommends that you create a backup copy
of the Content Manager OnDemand database. When you backup the Content Manager OnDemand
database, you protect control information and index data that Content Manager OnDemand and the
database manager need to support the system. Also, if you maintain DB2°® archived log files on disk, then
after the backup completes, the database manager can reclaim the disk space used by the log files.

Utilities provided with DB2 must be used to take backups of the database tables. See the appropriate DB2
reference material for information about DB2 table maintenance; also see your installation's database
administrator.
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Chapter 13. Loading image files

About this task

Overview

Content Manager OnDemand provides support for storing and retrieving letters and other types of
correspondence. The most straight forward way to store this type of information is to transform a printed
copy of a letter into an image file using a scanner and image capture software. In addition to scanning the
letter and saving it as an image file, you must create index data for the letter. You can then use the
ARSLOAD program to load the index data into the database and store the letter file on the system. Your
users can then query, retrieve, and view, print or send copies of the letter using one of the Content
Manager OnDemand client programs.

Content Manager OnDemand provides the Generic indexer so that you can index input files that contain
data other than AFP data, line data, and PDF. You specify the index data for the input files that you want to
index with the Generic indexer in a parameter file. The parameter file contains the index field names and
values and identifies the input files that you want to process. You can create up to 128 index fields for
each input file that you want to load into the system, providing many ways for users to query and retrieve
the letters. The number of index fields that you define usually depends on how your users retrieve
documents from the system. In the example that follows, index fields were specified for the date on the
letter, the name of the person that sent the letter, the company name, and the subject of the letter.

This section describes how to use a scanner and image capture software to create the image files. Before
you can load the image files into the system, you must define an application group to manage the storage
of the letters, an application to specify the physical and logical properties of the letters, and a folder to let
users search for and retrieve the letters.

Defining the application group

When you load an input file into the system, Content Manager OnDemand updates the database with the
index data that you provide and stores the indexed groups of pages as documents in cache storage and
archive storage. The application group contains the information that Content Manager OnDemand uses to
store and maintain the index data and the documents on the system. This section provides information
about some of the key properties of the application group. You can use the Content Manager OnDemand
administrative client to define an application group.

Database Organization

The Database Organization determines how Content Manager OnDemand organizes the index data that is
stored in the application group.

Accept the default Database Organization of Multiple Loads per Database Table and Table Size of 10
million rows. Each time that a letter (input file) is loaded into into the system, Content Manager
OnDemand adds one row to a database table. When a table reaches 10 million rows, Content Manager
OnDemand closes the table and creates a new table. Content Manager OnDemand always adds index
records to the open table; the closed tables can be queried.

Expiration Type

The Expiration Type determines how Content Manager OnDemand deletes index data and documents
from the application group.
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Accept the default Expiration Type of Load. This means that Content Manager OnDemand deletes the
index data and documents from one load process (one or more input files) at a time from the application
group. Depending on the number of input files that are processed during a load process, one or more
letters (input files) may be deleted at a time. For example, if you create a parameter file for the Generic
Indexer that contains index data for several input files, then Content Manager OnDemand will delete all of
the index data and documents from the application group at the same time.

Permissions

Application group permissions determine the users that can access information stored in the application
group and determine the users that can do other types of tasks related to the application group.

Under the *PUBLIC identifier, specify the Access permission so that all of the users defined to the library
server can access data stored in the application group.

Field Definition

The Field Definition page is where you define the database fields for the application group. When you load
an input file into the system, Content Manager OnDemand stores the index data that is specified in the
parameter file into fields in records that are added to the database. When a user searches for letters,
Content Manager OnDemand compares the search criteria entered by the user with index data in the
application group.

Define the following database fields. The fields allow users to locate letters based on different criteria,
such as the date of the letter, the name of the person that sent the letter, and the subject of the letter.

ldate
The date on the letter. Defined as a date field.

name
The person that sent the letter. Defined as a string field that contains variable length data.

company
The person's company. Defined as a string field that contains variable length data.

subject
The subject of the letter. Defined as a string field that contains variable length data.

Defining the application

Most customers define an application for each different source of input data that they plan to load into
Content Manager OnDemand. This section provides information about some of the key properties of the
application. You can use the Content Manager OnDemand administrative client to define an application.

Application Group

You must assign an application to an application group. Assign the application to the application group
that was created in “Defining the application group” on page 91.

Data Format

The Data Format determines the kind of data that is found in the documents that are stored on the
system. If the type of the data that is found in the original input file is different than the type of the data
that is found in the documents that are stored on the system, then you should specify the type of the data
that will be stored in Content Manager OnDemand. (In this example, the type of the data is the same — a
TIFF image.) Select TIFF as the Data Type. When saving the scanned image of a letter, save the data as a
TIFF image.
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Indexer

The Indexer determines the indexing program that Content Manager OnDemand uses to index and
convert input data. Select Generic as the Indexer. To store TIFF images in the system, you must index
them with the Generic indexer program that is provided with Content Manager OnDemand.

Note: some users may get the following error when trying to load TIFF data to Content Manager
OnDemand:

"arsload: Processing file >D:\SourceDBHK\SOURCE\120040511.txt<

arsload: 05/20/04 18:13:06 -- Loading started, --UNKNOWN-- bytes to process
Unable to allocate enough memory. File=arslacif.c, Line=402

OnDemand Load Id = >5242-3-0-20040101000000-20040101000000-5243<

An error occurred. Contact your system administrator and/or consult

the System Log. File=arsadmin.c, Line=1651

Unable to store the object >27FAAA<. Object size 8

Loaded 0 rows into the database".

The failure is because of the 0 byte file. It does not work to try to reallocate a buffer to the 0 byte file.
OnDemand issues a generic allocation message "Unable to allocate enough memory. File=arslacif.c,
Line=402". The 0 byte file loading is not supported by Content Manager OnDemand.

Data Compression
The Data Compression determines whether Content Manager OnDemand compresses the input files.

Select Disable, so that Content Manager OnDemand does not attempt to compress the input files. In this
example, the scanned image files are saved as compressed TIFF images, Therefore, it is not necessary for
the system to compress them.

Defining the folder

You must define a folder so that users can search for and retrieve the input files that you load into Content
Manager OnDemand. This section provides information about some of the key properties of the folder.
You can use the Content Manager OnDemand administrative client to define a folder.

Application Group

A folder can be used to search one or more application groups. Select the application group that was
created in “Defining the application group” on page 91. When users open the folder, they can search for
and retrieve the input files that were loaded into the application group.

Permissions

Folder permissions determine the users that can open the folder and determine the users that can do
other types of tasks related to the folder.

Under the *PUBLIC identifier, specify the Access permission so that all users defined to the library server
can open the folder.

Field Definition

The Field Definition page is where you define the search fields for the folder. The search fields contain the
search criteria entered by the user. For most folders, you probably want to define a search field for each
field that you defined for the application group.

Define the following fields. The fields allow users to locate letters based on different criteria, such as the
date of the letter, the name of the person that sent the letter, and the subject of the letter.

Letter Date
The date on the letter.

From
The person that sent the letter.
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Company
The person's company.

Subject
The subject of the letter.

Field Mapping

The Field Mapping page is where you map, or associate, the folder fields to the application group fields.
This is how you specify that the search criteria that a user enters in a particular folder field should be used
to search a specific application group field. Map each of the folder fields to their corresponding
application group fields. For example, map the folder field named Letter Date to the application group
field named ldate.

Accessing the input files

About this task

The ARSLOAD program runs on the Content Manager OnDemand server. Therefore, the files that you want
to load into the system must be stored on the server or you must provide network access to files that
reside on some other system.

In the example, the files were copied from a PC to the server as binary files with a file type of TIF.

Store the input files on the server in the location from which you plan to run the ARSLOAD program.
Otherwise, specify the full path name of the input files in the Generic index file.

Creating index data

About this task

You must create index data for your input files before you can load them into Content Manager
OnDemand. If the input data is other than AFP, line data, or PDF, then you must use the Generic indexer to
load it into the system. You specify index data for the Generic indexer using a parameter file. You should
use a standard text editor to create the parameter file. Figure 8 on page 95 shows an example of a
parameter file that can be used by the Generic indexer to process image files.

See the IBM Content Manager OnDemand Indexing Reference for more information about the Generic
indexer and the parameter file.
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COMMENT : input file number 1
GROUP_FIELD_NAME:1ldate
GROUP_FIELD_VALUE:09/01/95
GROUP_FIELD_NAME:name
GROUP_FIELD_VALUE:Mx. Earl Hawkins
GROUP_FIELD_NAME:company
GROUP_FIELD_VALUE:Soft Products
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:optical storage devices
GROUP_OFFSET:0

GROUP_LENGTH:0
GROUP_FILENAME:letterl.tif

COMMENT : input file number 2
GROUP_FIELD_NAME:1ldate
GROUP_FIELD_VALUE:09/01/95
GROUP_FIELD_NAME:name
GROUP_FIELD_VALUE:Hans G. Piker
GROUP_FIELD_NAME:company
GROUP_FIELD_VALUE:MBI Company
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:optical storage devices
GROUP_OFFSET:0

GROUP_LENGTH:0
GROUP_FILENAME:letter2.tif

COMMENT : input file number 3
GROUP_FIELD_NAME:1ldate
GROUP_FIELD_VALUE:09/16/95
GROUP_FIELD_NAME:name
GROUP_FIELD_VALUE:Laurie Unicolas
GROUP_FIELD_NAME:company
GROUP_FIELD_VALUE:Dove Properties
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:account balance due
GROUP_OFFSET:0

GROUP_LENGTH:0
GROUP_FILENAME:letter3.tif

COMMENT : input file number 4
GROUP_FIELD_NAME:1ldate
GROUP_FIELD_VALUE:10/01/95
GROUP_FIELD_NAME:name
GROUP_FIELD_VALUE:George VanLocal
GROUP_FIELD_NAME:company
GROUP_FIELD_VALUE:Express American
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:airline fares
GROUP_OFFSET: 0

GROUP_LENGTH:0
GROUP_FILENAME:letter4d.tif

Figure 8. Example of a Generic indexer parameter file

Save the parameter file as LETTERS. IND on the server in the directory from which you plan to run the
ARSLOAD program.

Configuring the ARSLOAD program

About this task

Note: The Content Manager OnDemand server program must be running, otherwise the ARSLOAD
program will fail.

The ARSLOAD program is the primary Content Manager OnDemand data indexing and loading program.
The ARSLOAD program determines if the input data needs to be indexed, and if so, it calls the indexing

program. The ARSLOAD program then processes the index data, loading it into the database, optionally
compresses the input data into storage objects, and copies the storage objects to storage volumes. See
Chapter 27, “ARSLOAD,” on page 211 for more information about the ARSLOAD program, including the
parameters that you can specify to process input files.

You typically run the ARSLOAD program each time that you want to load files into the system. You can
either run the ARSLOAD program as a started task or from a job to periodically check for input data to
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process. To support a low volume scanning operation, most customers choose to run the ARSLOAD
program from the TSO OMVS command line. For example:

/usr/lpp/ars/V10R5M0/bin/arsload -u admin -p "" -n -g Letters letters

Specify the following parameters to the ARSLOAD program:

-u admin
The name of a Content Manager OnDemand user that can add documents to the application group.
This is typically a user with administrator authority for the application group.
_p nn
The password for the Content Manager OnDemand user.
-n
Do not delete the input files.

-g Letters
The name of the application group to load.

letters
The name of the input files to process.

In the example, the ARSLOAD program can locate the input file LETTERS . IND in the directory from which
the program was started. The input file contains the index information that was created in “Creating index
data” on page 94 (which is a parameter file for the Generic indexer). The image files to be loaded are in
the same directory.

See Chapter 19, “Commands overview,” on page 135 for information about running the Content Manager
OnDemand programs as commands (under the TSO OMVS command), about setting up JCL to run the
Content Manager OnDemand programs from jobs and started tasks, and examples of how to specify
parameters to the Content Manager OnDemand programs.

Processing the input data

The ARSLOAD program processes the parameter file, loads the index data into the database, and loads
the image files on to storage volumes.

Processing index data

The ARSLOAD program processes the parameters that were specified on the command line and the
indexing parameter file before loading the index data into the database. The ARSLOAD program extracts
information from the application group and the application and performs the following processing:

 Extracts the database field information from the application group
« Extracts the data type and other information from the application

« Creates one database row for each group that was specified in the parameter file. Specified one group
for each image file.

« Passes the index rows to the database manager. The rows contain the index values and other fields
generated by Content Manager OnDemand. An index row contains:

— One column for each field that was defined for the application group
— One or more columns of Content Manager OnDemand control information

Processing the image files

The ARSLOAD program processes each image file that was specified in the parameter file. The ARSLOAD
program extracts information from the application group and the application and performs the following
processing:

 Extracts the compression information from the application
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- Extracts the storage management information from the application group. The storage management
information determines the storage locations, such as cache storage and archive storage.

« Stores the image files in storage objects. Content Manager OnDemand uses a 10 MB storage object (the
default value) to improve storage efficiency and performance. Content Manager OnDemand assigns
unigue names to the storage objects and sequentially numbers them within an application group.

Verifying processing

The ARSLOAD program saves a copy of the messages that were generated during a load process in the
system log. (Search for message number 87 in the system log.) After a load process completes, you can
open the System Log folder and review the messages. The information in the messages includes the date
and time that the load process started and completed, the name of the input file(s), and the number of
rows that were added to the database. For example:

arsload: Processing file >letters<
arsload: Mon Dec 18 13:04:37 MST 1995 Indexing started,
116017 bytes to process
Content Manager OnDemand Load ID =
>6927-1-0-19950101000000-19950101000000-7606<
Loaded 4 rows into the database
arsload: Mon Dec 18 13:05:14 MST 1995 Loading Completed
arsload: Processing successful for file >letters<

You can verify the number of rows that Content Manager OnDemand added to the database. In the
example, the number of rows added to the database should equal the number of groups (and image files)
that were specified in the parameter file.

The Content Manager OnDemand Load ID represents the data that the ARSLOAD program stored into the
system during a load process. The Load ID can be used to identify a specific load process. For example,
you can run the ARSADMIN program and specify the Load ID to delete the index data and documents that
were created when the ARSLOAD program processed a Generic indexer parameter file.
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Chapter 14. Loading user-defined data

About this task

Overview

Content Manager OnDemand provides support for storing and retrieving almost any type of data. For
example, OnDemand provides support for AFP data, line data, PDF files, and image data (GIF, JFIF
(JPEG), PCX, and TIFF). However, Content Manager OnDemand is not limited to maintaining these types
of data. Content Manager OnDemand provides the User-Defined data type to support almost any other
type of data that you want to store in the system. For example, you can configure the system to process
Lotus® WordPro documents, so that when a user retrieves one of the documents from the system, Content
Manager OnDemand automatically starts Lotus WordPro to open the document.

To store user-defined data on the system, you must create index data for the input files and you must
register the file type of the input file with Content Manager OnDemand. The file type determines the
program that is started on the client PC to open a file when a user retrieves one of the files from the
system. The file type must also be registered with the client operating system. If your Content Manager
OnDemand system supports client programs that run under different operating systems, then you must
register the specified file type on all of the client operating systems.

Content Manager OnDemand provides the Generic indexer so that you can index user-defined data. You
specify the index data for the input files that you want to index with the Generic indexer in a parameter
file. The parameter file contains the index field names and values and identifies the input files that you
want to process. You can create up to 128 index fields for each input file that you want to load into the
system, providing many ways for users to query and retrieve documents. The number of index fields that
you define usually depends on how your users retrieve documents from the system. For example, you
might want to define index fields for the date, author, and subject or purpose of the user-defined data.

Before you can load user-defined data into the system, you must define an application group to manage
the storage of the data, an application to specify the physical and logical attributes of the input files, and a
folder to let users search for and retrieve the documents. This section contains an example that shows
how to define Lotus WordPro files to Content Manager OnDemand. It provides an overview of defining the
application group, application, and folder.

Defining the application group

When you load an input file into the system, Content Manager OnDemand updates the database with the
index data that you provide and stores the indexed groups of pages as documents in cache storage and
archive storage. The application group contains the information that Content Manager OnDemand uses to
store and maintain the index data and the documents on the system. This section provides information
about some of the key properties of the application group. You can use the Content Manager OnDemand
administrative client to define an application group.

Database organization

The Database Organization determines how Content Manager OnDemand organizes the index data that is
stored in the application group.

Accept the default Database Organization of Multiple Loads per Database Table and Table Size of 10
million rows. Each time that a Lotus WordPro file is loaded into the system, Content Manager OnDemand
adds one row to a database table. When a table reaches 10 million rows, Content Manager OnDemand
closes the table and creates a new table. Content Manager OnDemand always adds index records to the
open table; closed tables can be queried.
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Expiration type

The Expiration Type determines how Content Manager OnDemand deletes index data and documents
from the application group.

Accept the default Expiration Type of Load. This means that Content Manager OnDemand deletes the
index data and documents from one load process (one or more input files) at a time from the application
group. Depending on the number of input files processed during a load process, one or more Lotus
WordPro files may be deleted at a time. For example, if you create a parameter file for the Generic indexer
that contains index data for several input files, then Content Manager OnDemand will delete all of the
index data and documents from the application group at the same time.

Permissions

Application group permissions determine the users that can access information stored in the application
group and determine the users that can do other types of tasks related to the application group.

Under the *PUBLIC identifier, specify the Access permission so that all of the users defined to the library
server can access data stored in the application group.

Field definition

The Field Definition page is where you define the database fields for the application group. When you load
an input file into the system, Content Manager OnDemand stores the index data that is specified in the
parameter file into fields in records that are added to the database. When a user queries the system,
Content Manager OnDemand compares the search criteria entered by the user with index data in the
application group.

Define the following database fields. The fields allow users to locate files based on different criteria, such
as the date, author, and subject of the file.

fdate
The date associated with the input file. For example, the date that the file was created or the date that
the file was published. Defined as a date field.

author
The author of the file. Defined as a string field that contains variable length data.

subject
The subject or purpose of the file. Defined as a string field that contains variable length data.

Defining the application

Most customers define an application for each different source of input data that they plan to load into the
system. This section provides information about some of the key properties of the application. You can
use the Content Manager OnDemand administrative client to define an application.

Application Group

You must assign the application to an application group. Assign the application to the application group
that was created in “Defining the application group” on page 99.

Data Format

The Data Format determines the kind of data that is found in the documents that are stored on the
system. If the type of the data that is found in the original input file is different than the type of the data
that is found in the documents that are stored on the system, then you should specify the type of the data
that will be stored in Content Manager OnDemand.

Because there is not a supplied Data Format for Lotus WordPro files, select User Defined from the Data
Type list.
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File Extension

When you select User Defined from the Data Type list, you must also enter a value in the File Extension.
The File Extension determines the program that is started by the client to open a user-defined document
when it is retrieved from the system. For the example, enter the characters LWP, for Lotus WordPro.

The File Extension that you specify must also be registered on the client operating system. See your
operating system information for help with registering file extensions.

Indexer

The Indexer determines the indexing program that Content Manager OnDemand uses to index and
convert input data. Select Generic as the Indexer. To store user-defined files on the system, you must
index them with the Generic indexer program that is provided with Content Manager OnDemand.

Data Compression
The Data Compression determines whether Content Manager OnDemand compresses the input files.

On the Load Information page, accept the default Data Compression of 0D77, to compress the input files
before storing them on the server.

Note: Resources are not supported for user-defined input data.

Defining the folder

You must define a folder so that users can search for and retrieve the input files that you load into Content
Manager OnDemand. This section provides information about some of the key properties of the folder.
You can use the Content Manager OnDemand administrative client to define a folder.

Application Group

A folder can be used to search one or more application groups. Select the application group that was
created in “Defining the application group” on page 99. When users open the folder, they can search for
and retrieve the Lotus WordPro files that were loaded into the application group.

Permissions

Folder permissions determine the users that can open the folder and determine the users that can do
other types of tasks related to the folder.

Under the *PUBLIC identifier, specify the Access permission so that all users defined to the library server
can open the folder.

Folder fields

The Field Definition page is where you define the search fields for the folder. The search fields contain the
search criteria entered by the user. For most folders, you probably want to define a search field for each
field that you defined for the application group.

Define the following folder fields. The fields allow users to locate files based on different criteria, such as
the date, the author, and the subject.

File Date
The date associated with the file. For example, the date the file was created or the date that the file
was published.

Author
The person that created the file.

Subject
The subject or purpose of the file.
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Field Mapping

The Field Mapping page is where you map, or associate, the folder fields to the application group fields.
This is how you specify that the search criteria that a user enters in a particular folder field should be used
to search a specific application group field. Map each of the folder fields to their corresponding
application group fields. For example, map the folder field named File Date to the application group
field named fdate.

Accessing the input files

About this task

The ARSLOAD program runs on the Content Manager OnDemand server. Therefore, the files that you want
to load into the system must be stored on the server.

You can transfer the files to the server using one of a number of methods. For example, use FTP to copy
the files from the PC on which the files were created to the server on which the ARSLOAD program will
run. Copy the files from the PC to the server in binary format with a file type of LWP.

Store the input files on the server in the location from which you plan to run the ARSLOAD program.
Otherwise, specify the full path name of the input files in the Generic index file.

Creating the index data

About this task

You must create index data for your input files before you can load them into the system. If the input data
is other than AFP, line, or PDF, then you must use the Generic indexer to load it into the system. You must
specify index data for the Generic indexer using a parameter file. You should use a standard text editor to
create the parameter file. Figure 9 on page 103 shows an example of a parameter file that can be used by
the Generic indexer to process the Lotus WordPro files.

See the IBM Content Manager OnDemand Indexing Reference for more information about the Generic
indexer and the parameter file.
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COMMENT : input file number 1
GROUP_FIELD_NAME:fdate
GROUP_FIELD_VALUE:12/18/95
GROUP_FIELD_NAME:author
GROUP_FIELD_VALUE:Jessica Hawkins
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:optical storage devices
GROUP_OFFSET:0

GROUP_LENGTH: 0
GROUP_FILENAME:letterl.lwp

COMMENT : input file number 2
GROUP_FIELD_NAME:fdate
GROUP_FIELD_VALUE:12/18/95
GROUP_FIELD_NAME:author

GROUP_FIELD_VALUE:Paul Garveys
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:optical storage devices
GROUP_OFFSET: 0

GROUP_LENGTH: 0

GROUP_FILENAME:letter2.lwp

COMMENT : input file number 3
GROUP_FIELD_NAME:fdate
GROUP_FIELD_VALUE:12/18/95
GROUP_FIELD_NAME:author
GROUP_FIELD_VALUE:Randy Perkinsen
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:account balance due
GROUP_OFFSET:0

GROUP_LENGTH:0
GROUP_FILENAME:letter3.1lwp

COMMENT : input file number 4
GROUP_FIELD_NAME:fdate
GROUP_FIELD_VALUE:12/18/95
GROUP_FIELD_NAME:author
GROUP_FIELD_VALUE:Georgia July
GROUP_FIELD_NAME:subject
GROUP_FIELD_VALUE:airline fairs
GROUP_OFFSET:0

GROUP_LENGTH: 0
GROUP_FILENAME:letter4.lwp

Figure 9. Example of a Generic indexer parameter file

Save the parameter file as LWP . IND on the server in the directory from which you plan to run the
ARSLOAD program.

Configuring the ARSLOAD program

About this task

Note: The Content Manager OnDemand server program (ARSSOCKD or ARSOBJID) must be running,
otherwise the ARSLOAD program will fail.

The ARSLOAD program is the primary Content Manager OnDemand data indexing and loading program.
The ARSLOAD program determines if the input data needs to be indexed, and if so, it calls the indexing

program. The ARSLOAD program then processes the index data, loading it into the database, optionally
compresses the input data into storage objects, and copies the storage objects to storage volumes. See
Chapter 27, “ARSLOAD,” on page 211 for more information about the ARSLOAD program, including the
parameters that you can specify to process input data.

You typically run the ARSLOAD program each time that you want to load files into the system. You can
either run the ARSLOAD program as a started task or from a job to periodically check for input data to
process. To store a few WordPro files at a time, most customers choose to run the ARSLOAD program
from the TSO OMVS command line. For example:

/opt/IBM/ondemand/V10.5/bin/arsload -u admin -p "" -n -g 'Lotus WordPro Documents'
lwp

The following parameters were specified to the ARSLOAD program:
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-u admin
The name of a Content Manager OnDemand user that can add documents to the application group.
This is typically a user with administrator authority for the application group.

_p nun
The password for the Content Manager OnDemand user.

-n
Do not delete the input files.

-g 'Lotus WordPro Documents'
The name of the application group to load.

lwp
The name of the input file to process.

In the example, the ARSLOAD program can locate the input file LWP . IND in the directory from which the
program was started. The input file contains the index information that was created in “Creating index
data” on page 94 (which is a parameter file for the Generic indexer). Because the full path name of the
input files was not specified, they must reside in the same directory.

See Chapter 19, “Commands overview,” on page 135 for information on running ARS programs as
commands (under the TSO OMVS command) and on setting up JCL to run the ARS programs from jobs
and started tasks. This chapter also has examples of how to input parameters to the ARS programs.

Processing the input data

The ARSLOAD program processes the parameter file, loads the index data into the database, and loads
the Lotus WordPro files on to storage volumes.

Processing index data

The ARSLOAD program processes the parameters that were specified on the command line and the
indexing parameter file before loading the index data into the database. The ARSLOAD program extracts
information from the application group and the application and performs the following processing:

 Extracts the database field information from the application group
« Extracts the data type and other information from the application

- Creates one database row for each group that was specified in the parameter file. One group was
specified for each Lotus WordPro file.

« Passes the index rows to the database manager. The rows contain the index values and other fields
generated by Content Manager OnDemand. An index row contains:

— One column for each field that was defined for the application group
— One or more columns of Content Manager OnDemand control information

Processing the Lotus WordPro files

The ARSLOAD program processes each Lotus WordPro file that was specified in the parameter file. The
ARSLOAD program extracts information from the application group and the application and performs the
following processing:

« Extracts the compression information from the application

- Extracts the storage management information from the application group. The storage management
information determines the storage locations, such as cache storage and archive storage.

« Stores the Lotus WordPro files in storage objects. Content Manager OnDemand uses a 10 MB storage
object (the default value) to improve storage efficiency and performance. Content Manager OnDemand
assigns unique names to the storage objects and sequentially numbers them within an application

group.
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Verifying processing

The ARSLOAD program saves a copy of the messages that were generated during a load process in the
system log. (Search for message number 87 in the system log.) After a load process completes, you can
open the System Log folder and review the messages. The information in the messages includes the date
and time that the load process started and completed, the name of the input file, and the number of rows
that were added to the database. For example:

arsload: Processing file >lwp<
arsload: Mon Dec 18 14:14:47 MST 1995 Indexing started,
5116017 bytes to process
Content Manager OnDemand Load ID = >6927-0-0-4FAA-0-0<
Loaded 4 rows into the database
arsload: Mon Dec 18 14:25:11 MST 1995 Loading Completed
arsload: Processing successful for file >lwp<

You can verify the number of rows that Content Manager OnDemand added to the database. In the
example, the number of rows added to the database should equal the number of groups (and Lotus
WordPro files) that were specified in the parameter file.

The Content Manager OnDemand Load ID represents the data that the ARSLOAD program stored into the
system during a load process. The Load ID can be used to identify a specific load process. For example,
you can run the ARSADMIN program and specify the Load ID to delete the index data and documents that
were created when the ARSLOAD program processed a Generic indexer parameter file.
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Chapter 15. Restarting a load process

About this task

The ARSLOAD program will terminate if an unrecoverable error occurs during index, database, or storage
manager processing. Termination processing includes setting a return code and saving error messages in
the system log.

To start problem determination, open the System Log folder and view the messages that the ARSLOAD
program generated during the load process. (Search for message number 87 in the system log.) The
message log will contain normal processing messages, return codes, and error messages. See IBM
Content Manager OnDemand: Messages and Codes for more information about messages.

If the ARSLOAD program failed during indexing, correct the problem and then restart the load process
from the beginning. Common causes of problems during indexing include invalid input files or indexing
parameter files and insufficient temporary space.

If the ARSLOAD program failed during database processing or storage manager processing:

« Determine and correct the problem.

« Ifaload ID is listed in the message log that the ARSLOAD program saved in the system log, then you
can use the ARSADMIN program to unload the data. See "Deleting a report" for information about
unloading data from Content Manager OnDemand.

 Restart the load process from the beginning.
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Chapter 16. Enabling Full Text Search

About this task

This section provides an overview of the Full Text Search (FTS) feature of Content Manager OnDemand.
This feature enables users to build an index of document content and to search within this full text.

Overview

Content Manager OnDemand users primarily search on the metadata, such as extracted index values, that
is associated with documents. By using FTS, you can intelligently search through actual document
content. To enable FTS, the documents are first parsed and an index is built. This index can then be
queried by a full text engine.

The FTS feature of Content Manager OnDemand comes with a separate server, the Full Text Search Server
(FTS Server), which handles the text extraction, indexing, and searching of the indexed data. This
separate server offloads the processing of full text data to a machine other than your Content Manager
OnDemand server.

The full text engine is the same search services engine that is used by other IBM products, such as Db2 or
IBM FileNet P8. It is based on the Lucene engine and allows advanced and flexible queries. Users can
perform wildcard searches, fuzzy or similar searches, proximity searches, Boolean searches, and other
complex queries.

The FTS feature can handle many formats, including Microsoft Office documents, XML files, and typical
Content Manager OnDemand formats, such as AFP, Line Data, and Adobe Portable Document File (PDF).

The FTS feature supports full text indexing of both new and existing data. For new data, the FTS Server is
configured to index the newly loaded reports by using the OnDemand Administrator client. For existing
data, indexing is invoked by using the Content Manager OnDemand command-line utilities or the Content
Manager OnDemand Web Enablement Kit (ODWEK) Java application programming interface (API).

FTS is enabled through the Content Manager OnDemand folder and allows all clients to take advantage of
full text queries after the server configuration is complete. Several Content Manager OnDemand folder
field types are defined in support of FTS. Search score, highlight, and summary are returned, aiding the
user in determining whether the document is a good match.

Note: Before the release of the FTS feature in Content Manager OnDemand, a document content-based
search was possible by using the server-based text search functionality. However, this functionality is
limited to AFP, Line, SCS, and PDF documents. It does not use an index, but instead the server retrieves
the documents and then scans those documents for the index values. This method limits the capabilities
of the functions to exact matches of a query string and might cause workload problems on the Content
Manager OnDemand server. FTS eliminates these issues and limitations by introducing new processing
components.

Full Text Search (FTS) architecture

The process of full text indexing can be lengthy in terms of time and processor consumption. Therefore,
an integration architecture, which decouples the full text engine from the Content Manager OnDemand
server and keeps the different workloads separate, is required.

FTS Server

The Full Text Search Server (FTS Server) provides a full document processing pipeline that includes text
extraction from binary formats, a wide range of encoding support, and language processing in various

© Copyright IBM Corp. 2001, 2020 109



languages. The flow of data during indexing depends on the configuration and environment. For example,
the following process occurs in a single-server configuration:

« Document contents and properties are sent from the Content Manager OnDemand repository through
the FTS Exporter to the FTS Server.

« FTS then preprocesses the data, including text extraction, language identification, tokenization, and
language analysis on the documents.

- After preprocessing, the document content is stored in the FTS index.

The FTS Server comes with text extractors for many varied document types, including Microsoft Office
formats and XML. However, for AFP and Line Data, text extraction occurs within the FTS Exporter. Images
do not contain text, and they are not supported in FTS.

Index structure

The FTS Server creates a binary Lucene index that is stored on the FTS Server. The index is segmented
into logical groupings called collections. The segmentation model is designed to parallel the data table
segmentation model in Content Manager OnDemand. For each application group data table which has
data that is indexed in the FTS Server, a collection is created on the FTS Server. Therefore, FTS collections
maintain a one-to-one relationship with Content Manager OnDemand data tables. Collections are created
with the following naming convention:

InstanceName_TableName

This naming convention allows the FTS index to scale horizontally without affecting the performance of
the Content Manager OnDemand server. During a query operation, you can narrow the scope of
documents that must be searched. If the user specifies a date range in addition to the FTS criteria, the
Content Manager OnDemand segment tables are referenced to determine the collections that must be
queried.

Because the full text index contains the processed text of each indexed document, the index can become
large. For more information about size calculation, see “Index considerations” on page 112.

Indexing documents through the FTS Exporter

New documents that are to be full text indexed are retrieved from Content Manager OnDemand by the
FTS Exporter component. These documents are then pushed into the full text engine of the FTS Server.

To support the FTS Server, a table named ARSFTIWORK exists in the Content Manager OnDemand
database. The ARSFTIWORK table is used to hold full text indexing work items. Whenever a new
document is indexed, a work item record is created in the ARSFTIWORK table as part of the Content
Manager OnDemand load process. For existing data, this process occurs explicitly by using the command-
line tools or the ODWEK Java API.

To index new documents, the FTS Exporter connects to the ARSFTIWORK table and works through the
records, retrieving the associated documents from the Content Manager OnDemand server and pushing
them into the FTS Server to be indexed. Documents that are to be removed from the full text index follow
the same process. The FTS Exporter handles all tasks that relate to adding, updating, and deleting
documents to and from the full text index.

The FTS Exporter application is a Java application that communicates with the Content Manager
OnDemand server to retrieve the documents from the Content Manager OnDemand server and push the
documents to the FTS Server.

Searching

Search queries are handled by the Content Manager OnDemand server by directly communicating with
the FTS Server. When an FTS string is specified during a query in a Content Manager OnDemand folder, a
query is issued to the FTS Server for all applicable collections that match the date range. If no date range
is specified in the query, all collections for the specified application group are queried.
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Planning and installing FTS

About this task

This section describes the main aspects of the FTS component installation and configuration.

Component overview

FTS in Content Manager OnDemand consists of the FTS Server, the Full Text Search Exporter (FTS
Exporter), and a Content Manager OnDemand server that uses both components to provide FTS to the
users.

Full Text Search Server

The FTS feature in Content Manager OnDemand is a separately licensed component that must be
downloaded and installed. It contains the FTS Server. Full text Indexing and Search functionality can be
implemented on any Content Manager OnDemand platform (z/0S, IBM i, and Multiplatforms). The FTS
Server itself runs only on Multiplatforms systems. The FTS Server is typically installed on a different
system than the Content Manager OnDemand server because of the difference in workload types and the
amount of processing that is required for high performance and throughput.

Full Text Search Exporter

The FTS Exporter is a Java application, which is available as a JAR file named ODFTIExpozrter. jar, that
comes with the Content Manager OnDemand server installation. The ODFTIExportexr. jar file is in the
jars subdirectory.

The FTS Exporter relies on the following components:

« Java Database Connectivity (JDBC) database drivers for your Content Manager OnDemand database
(Db2, Oracle, or SQL Server on Windows).

« Java Runtime Environment (JRE) to run the ODFTIExporter. jar file.

The FTS Exporter communicates with the Content Manager OnDemand server to retrieve the documents
that are sent to the FTS Server. It uses a JDBC connection to the Content Manager OnDemand database
to read the ARSFTIWORK table.

The FTS Exporter can be run on the Content Manager OnDemand server system or from any other system
that is connected by TCP/IP. The FTS Exporter does not require the existence of the Content Manager
OnDemand database on the same system. The FTS Exporter obtains the instance configuration from the
Content Manager OnDemand server.

For more information, see “Configuring the FTS Exporter” on page 115.

Note: Ensure that you apply the latest Content Manager OnDemand version and fix pack to the Content
Manager OnDemand server and the FTS Server component before you use FTS.

Installing the FTS Server

Install the FTS Server on a Multiplatforms system by running the FTS Server installation program. Use the
command-line parameter -1 console for a console mode setup. For more information on running the
installation program, see the IBM Content Manager OnDemand for Multiplatforms Installation and
Configuration Guide.

The installation program creates a set of directories under the FTS_Home (installation target) directory.
Most of these directories are not modified after the installation.

Special attention is required for the following directories:

- bin: Contains all of the executable files
« config: Contains the configuration and the index structures
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- log: Contains the log files of the FTS Server

Ensure that the target location has sufficient free disk space for the log files (at least 100 MB). Otherwise,
the FTS Server stops logging and returns an error code. For more information about capacity planning for
the config directory and the index size, see “Index considerations” on page 112.

Operating system resources

For better throughput results during the indexing process on AIX and Linux servers, ensure that the
operating system resource limits are set correctly.

The values of the £size (maximum file size) and nofiles (maximum number of files that are allowed for
a process) parameters must be set to unlimited (-1) or 65536 to ensure correct system operation. The
FTS Server startup script checks these settings and tries to correct them for the session. They can be set
permanently by modifying the /etc/security/limitsor /etc/security/limits.conf files.

Workload

Processor consumption depends on the following items:
« Number of collections

« Number of documents for each collection

« Number of concurrently indexed collections

« Required indexing throughput

« Query load

A minimum of one processor, 2 GB of RAM, and 8 GB of swap space must be assigned to the FTS Server.

Memory heap size

During indexing and searching, the FTS Server consumes heap memory for storing the indexed
documents, preprocessing and indexing queues, and indexing memory structures. To optimize the
performance of the FTS Server, it is important that the maximum heap memory size in the Java virtual
machine (JVM), the queue size, and file size limits are configured correctly. You can configure the
maximum heap size by using the configuration tool.

The maxHeapSize parameter sets the maximum heap size for the FTS Server. The default is 1.5 GB. This
value must be a number between 1.5 GB and the amount of available memory.

The maximum file size that can be processed is a function of the heap size. When you set the maximum
heap size to a value greater than 2 GB, the file size limits for text, XML, and binary documents must be
increased for new collections. For each 8.3 MB of heap memory over 2 GB, the values of the file size limits
(60 MB by default) must be increased by 1 MB (up to 400 MB), as demonstrated by the following formula:

Max file size = 60 MB + (heap memory - 2 GB) / 8.3

For example, a 2 GB maximum heap size results in 60 MB as the maximum size of a file that can be
processed.
Index considerations

The most significant sizing option for the FTS Server system is the hard disk requirements for the full text
index. The FTS Server requires a fast disk subsystem. Because the textual representation of each indexed
document is stored in the disk subsystem, a considerable amount of disk space might be needed.

Index size calculation

Although the disk space usage depends on the text in each document, this usage is linear to the original
size of the indexed data. Typically, the size of the index on the disk is 50% - 150% of the original text size
as illustrated in the following formulas:
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minimum disk space = Number of documents x document size x 50%

maximum disk space required = Number of documents x document size x 150%
The actual percentage, 50% through 150%, is data-dependent. So, an exact number can be obtained only
by testing with your data.

For example, 100,000 documents of 20 KB each can require about 1500 MB (100,000 x 20 KB x 75%) of
disk space.

Note: To determine the text size for AFP and Line Data documents, extract a sample document and use
the ARSXAFP server program to determine the text size.

The size of the index is not limited. However, when data is added to or removed from a text index, the text
index structure is merged to improve query performance. The required processing time to complete the
merger depends on several factors, such as index size and absolute throughput, which in turn depends on
the data type and index format. These factors result in practical limits on the total text index size.

For query performance, the biggest impact is the number of matching results, not the size of the text
index.

Temporary disk storage

During the indexing process, the server requires additional disk space for temporary storage. The
maximum required disk space is approximately four times the total size of the text of the documents that
are indexed.

Index location

The full text index is stored within the installation directories of the FTS Server. The default directory is
shown:

<FTS_Home>/config/collections/<collection_name>/data/text

If you want to place the configuration and the index structures into a different file system path, use the
configTool command-Lline utility in the FTS_Home/bin directory. You must perform this action
immediately after the installation, that is, before you start the FTS Server and create any full text indexes
by using Content Manager OnDemand. After an index is created, the index structures cannot be changed.

The configuration and index location are stored in the defaultDataDirectoxry parameter. First, show
the current value of the parameter by running the following command:

configTool.sh list -system -defaultDataDirectory
Then, you can change the value by running the following command:
configTool.sh set -system -defaultDataDirectory <new value>

On Windows platforms, configTool. shis available as configTool. cmd.

After you change the defaultDataDirectory parameter, you must restart the FTS Server.

Configuring and operating FTS

The FTS Server can be operated by the startup and shutdown scripts in the FTS_Home/bin subdirectory.
The FTS Server must be running to perform indexing and full text searches.

After the FTS Server is started, by default it listens on TCP port 8191. Content Manager OnDemand and
the FTS Exporter must know this port to communicate with the FTS Server. The port can be changed by
using the port parameter with the configTool. For more information about how to use this command,
see “Index considerations” on page 112.
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The following command-line tools are installed in the bin directory and used to manage the FTS Server:

- adminTool: Used to manage collections, set trace options, and check statuses

« configTool: Used to review and change most system and collection parameters

- startup and shutdown scripts

« stopwordTool: Used to add or modify the list of stop words (common words that are not indexed)
« synonymTool: Used to add or remove synonym dictionaries from the index

dumpIndex: Used to dump documents from the index

Base configuration

To enable FTS in Content Manager OnDemand, FTS must be enabled for each of your Content Manager
OnDemand instances.

For Windows servers, you enable FTS for each of your Content Manager OnDemand instances in the
OnDemand Configurator by selecting the Enable Full Text Index and Search check box on the Server
(Advanced Options) window.

On all other platforms, the ARS. CFG file of your Content Manager OnDemand instance must be edited.
You must add the following line:

ARS_SUPPORT_FULL_TEXT_INDEX=1

You must restart the instance after this configuration to enable the FTS option in the OnDemand
Administrator client. Then, you can configure the FTS options in the application groups and folders.

Configuring application groups for full text search

FTS support must be configured for each application group for which you plan to perform full text index
and search.

To FTS-index an application group, configure the application group for FTS by completing the following
steps:

1. Click Application Group — General tab » Advanced and select Yes under Use Full Text Index?.
Specify the FTS Server name and port. The server name must be in format of address, port. For
example, myserver.info.com, 1400. The default port is 8191. Choose whether to automatically
index all new loads. The setting Full Text Index documents automatically indexes new documents
after they are loaded.

2. Add an FTS field to the application group on the Field Definition tab. You can use any name you
choose. On the Field Information tab, set the field data type to Small Int (2) and select the Full Text
Index attribute option.

3. Modify the permissions to add the Full Text Index permission to users and groups who must be
authorized to index documents, which includes users who load and run a full text indexing request
through the ARSDOC program or the APL.

Configuring a folder for full text search

The Content Manager OnDemand folders must be configured before any full text searching can occur. FTS
uses these four folder field types:

« Full Text Index Search: This field is required for users to specify their FTS criteria. This field can be
queried only.

- Full Text Index Score: This field is optional. It represents the score of the hit, relative to the other
matching hits. It can be queried and displayed in the hit list.

« Full Text Index Highlight: This field is optional. It returns the text that surrounds the matching text. It
represents the context in which the text was found. This field can be only displayed in the hit list.
Highlighting is not supported for XML documents.
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« Full Text Index Summary: This field is optional. It returns the first 80 characters of the document. This
information might be useful, depending on the data. For example, bills and statements typically have
identical text for headers; therefore, this information cannot be used to distinguish hits.

Configuring the FTS Exporter

The FTS Exporter requires configuration parameters for connecting to Content Manager OnDemand, its
database, and the FTS Server. These parameters can either be specified on the command line or written
into a configuration file. It is recommended that you use the configuration file because your JDBC
connection password is part of the required parameters and stored with the other password parameters
that are encrypted in the configuration file.

To create the configuration file, run the FTS Exporter with the configure parameter:

Java -jar ODFTIExporter.jar configure -configFile <file>
<all configuration parameters>
The following parameters are required:

-dbEngine <db engine>
DB engine (Db2, MSSQL, or ORACLE)

-dbHostname <server>
Database server host name

-dbPort <port>
Database port

-dbUser <user>
Database user ID

-dbPassword <passwd>
Database password

-dbName <db name>
Database name

-dbOwner <db owner>
Database owner

-odInstance <instance>
Content Manager OnDemand instance name

-odUser <user>
Content Manager OnDemand user ID

-odPassword <passwd>
Content Manager OnDemand user password

-odInstallDir <path>
Where Content Manager OnDemand is installed

-pollDelay <seconds>
Number of seconds between polling (optional)

-ftiToken <FTI authentication token>
(optional)

-tempDir <path>
Temporary work directory (optional)

-traceDir <path>
Directory to store trace files (optional)

-traceLevel <export trace level>
(optional)

Table 11 on page 116 describes the purpose of each parameter.
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Table 11. FTS Exporter parameters

Parameter Purpose

dbEngine The engine of the database that is being used. This parameter defines the
JDBC class that is used by the FTS Exporter. It must be either Db2, MSSQL,
or ORACLE.

dbHostname The host name of the database server that runs the Content Manager
OnDemand instance database.

dbPort The port number of the database server.

dbUser, dbPassword The user and password combination that is used to connect to the
database.

dbName For Multiplatforms systems, this value is the database name of the instance

database to which to connect. For Db2 on z/0S, this value is the database
location. For IBM i, the dbName is the instance name.

dbOwner The database owner (used to open the correct ARSFTIWORK table).

odInstance The Content Manager OnDemand instance to which to connect. This
parameter must match the Content Manager OnDemand instance name that
is in the ARS.INI file (or registry in Windows).

odUser, odPassword The user and password of a Content Manager OnDemand user. This user is
used to retrieve the documents for full text indexing.

odInstallDir The installation directory of the Content Manager OnDemand server. This
server contains the ARS.CFG file, which is used to look up the instance
name.

pollDelay Optional. A polling interval in seconds in which the FTS Exporter checks the
ARSFTIWORK table for new work items.

ftiToken Optional. The Full Text Index (FTI) authentication token that is used to
communicate with the FTS Server.

tempDir Temporary directory.

traceDir, tracelLevel The location of trace files and the tracing level. If the tracing level is

specified, it must be any of the following tokens: OFF, SEVERE, WARNING,
INFO, FINE, FINER, or FINEST.

A call to configure the FTS Exporter is similar to this call:

java -jar ODFTIExporter.jar configure -configFile odfts.cfg -dbEngine DB2
-dbHostname localhost -dbPort 60004 -dbUser ondemand -dbPassword ondemand
-dbName ondemand -odInstallDir /opt/ibm/ondemand/V9.0 -pollDelay 60
-tempDir /tmp -traceDir /tmp -ftiToken "fIgBxTQ=" -odUser admin
-odPassword ondemand -dbOwner ondemand -odInstance ONDEMAND

The example call writes the configuration file called ODFTS.CFG and configures a connection to the
Content Manager OnDemand instance named ONDEMAND with the user admin and to the Content
Manager OnDemand instance Db2 database named ondemand. The FTS Exporter polls for work items in
the ARSFTIWORK table every 60 seconds and processes them against the FTS Server that is configured
with this Content Manager OnDemand instance.

Content Manager OnDemand supports running the FTS Exporter on a system other than your Content
Manager OnDemand server. In certain instances, this separation is highly recommended. If the FTS
Exporter is installed on a remote system, the Content Manager OnDemand server code must be installed
on this system because the FTS Exporter requires part of the binary and supporting files from the Content
Manager OnDemand server installation. The FTS Exporter also gets part of its connection information
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from the ARS.INI file that is installed with the Content Manager OnDemand server or from the Windows
registry.

The JDBC connection user that is used by the FTS Exporter must have SELECT, UPDATE, and DELETE
authority on the ARSFTIWORK table and SELECT authority on the ARSSEG table of each Content Manager
OnDemand instance with which it works.

To connect to your Content Manager OnDemand database by using JDBC, additional driver JAR files are
required. The FTS Exporter is built to reference two additional JAR files in its directory by default:
jdbcl.jar and jdbc2. jar. To use JAR file execution capability, you must link (or copy) your required
JDBC driver JAR files to these locations so that they are automatically loaded by the FTS Exporter.

For example, when you use Db2 on AIX or Linux, you can issue the following commands in the jars
subdirectory of the server to create these two links:

In -s /opt/IBM/db2/V9.7/java/db2jcc.jar jdbcl.jar
In -s /opt/IBM/db2/V9.7/java/db2jcc_license_cu.jar jdbc2.jar

For the connection with Content Manager OnDemand, the FTS Exporter automatically references the Java
API called ODApi.jar.

Note: Each instance of the FTS Exporter can connect to one Content Manager OnDemand instance. Only a
single instance of the FTS Exporter for each Content Manager OnDemand database is supported.

Running the full text indexing process

Both the FTS Server and the FTS Exporter must be running for the full text indexing requests to complete.

If the FTS Exporter and the FTS Server are not running, all full text indexing requests are written to the
ARSFTIWORK table. They are not processed until the FTS Exporter processes them and sends the
documents to a running FTS Server.

Automatically indexing new data during the load

Indexing new data is simple with Content Manager OnDemand and FTS. When FTS is configured correctly,
the result of a data loading operation automatically creates work items in the ARSFTIWORK table. Each
application group for which FTS is enabled must be configured correctly. For more information, see “Base
configuration” on page 114.

Indexing existing data through the ARSDOC program
The ARSDOC program has two options specifically related to FTS.

The first option is £ti_add. Parameters for this option control whether the resulting documents are
queried through SQL (the -i parameter) or if an entire load will be full text indexed (the -X parameter).

The second ARSDOC program option is fti_release. This option takes the same parameters as
fti_add to determine the documents that need their indexes removed from the full text index.

Both of these options result in work items that are created in the ARSFTIWORK table.

The following shows an example command that is used with an application group and folder named
Bank1:

arsdoc fti_add -f "Bankl" -h localhost -i "where 1=1" -u admin -v -G Bankl

Indexing existing data through ODWEK

The Content Manager OnDemand Web Enablement Kit (ODWEK) Java API contains two methods that
support FTS.

The first method is called ODFolder.FTIAddHits (). This method has a single parameter, which is a
Vector of 0DHit objects. The Vectoxr of ODHit objects can be produced by using the search ()
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methods of the ODFolder object. All ODHit objects that are contained in the Vector parameter that is
passed to FTIAddHits () are sent to the FTS Exporter for full text indexing.

The second method of the ODFolder object is called FTIReleaseHits (). This method also takes a
Vector of ODHit objects as a parameter. This method is used to remove the indexes from the FTS
Server.

Both of these calls produce work items in the ARSFTIWORK table.

Running the FTS Exporter

The FTS Exporter processes the work items in the ARSFTIWORK table. The FTS Exporter begins
processing work items, starting with the oldest items. It continues to process these work items until the
table is empty. Then, it goes to sleep for a specified amount of time before it wakes up to look for more
work items.

After you configure the FTS Exporter, as described in “Configuring the FTS Exporter” on page 115, you
must run the FTS Exporter with the config file as a parameter. The FTS Exporter requires a reference to
the ODWEK native libraries that ship with Content Manager OnDemand to work correctly. The easiest way
to perform this task is to add this reference to the start command line when you run Java with the FTS
Exporter JAR file.

The following shows how to start the FTS Exporter with odfts.cfg as the configuration file
and /opt/ibm/ondemand/Vx.y/1ib64 as the directory where the native library is installed:

java -Djava.library.path=/opt/ibm/ondemand/V10.5/1ib64
-jar ODFTIExporter.jar index -configFile odfts.cfg

In Windows environments, ensure that you enclose the ODWEK path with quotation marks if it contains
spaces.

Using FTS in the OnDemand clients

All Content Manager OnDemand clients use the same process and procedure when they search the full
text index. The query is first sent to the Content Manager OnDemand server for processing. If the
application group that is being searched contains a segment date, and if the search criteria specified a
date range, that range is used to narrow the collections on the FTS Server that must be searched.

Query syntax

The FTS Server supports a rich query language that enables fuzzy searches, proximity searches, weighted
searches, and Boolean searches.

Queries can contain terms and operators. A term is a single word, such as “united”. A phrase is a group of
words that are contained in quotation marks, such as “computer software”. Phrases are searched as
exact expressions. Stop words are not removed. No lemmatization is performed. Boolean operators, such
as AND, or wildcards, such as asterisk (*) or question mark (?), are treated as literal characters.

Without quotation marks, the query is parsed and the syntactical options that are described in the
following sections are allowed.

Boolean searches

Boolean operators allow terms to be combined through logical operators. The following Boolean
operators are supported: AND, OR, NOT, and the minus sign (-).

Boolean operators must be specified in all uppercase characters. For example, when you search for
documents about dogs or cats while you specify the OR Boolean operator, specify the query as dogs OR
cats, notdogs or cats.
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Precede a term with a minus sign (-) to indicate that the term must be absent from a document for a
match to occur. For example, the following query returns documents that include the term computer and
not the term hardware:

computer -hardware

Use parentheses to control the Boolean logic in a query. For example, the following query finds
documents that contain either WebSphere or IBM and website:

(WebSphere OR IBM) AND website

Wildcard searches and optional terms
FTS supports wildcard searches. You can place wildcard characters before, within, or after a term.

Use a question mark (?) to perform a single character wildcard search. For example, the following query
finds documents that contain the terms mare, mere, mire, and more:

m?re

Use an asterisk (*) to perform a multiple character wildcard search. A multiple character wildcard search
looks for zero or more alphanumeric characters.The following query finds documents that contain the
terms bar, rebar, far, afar, and car:

*ar

Use a percent sign (%) to indicate that a search term is optional. For example, the following query finds
documents that include the term log and optionally include the term file:

log %file

Fuzzy and proximity searches

A fuzzy search looks for character sequences that are not only the same but similar to the query term. Use
the tilde symbol (~) at the end of a term to perform a fuzzy search. For example, the following query finds
documents that include the terms analytics, analyze, and analysis:

analytics~

An optional parameter can be used to specify the required similarity. Specify a value greater than 0 and
less than 1. The value must be preceded by a 0 and decimal point, for example, 0.8:

analytics~0.8

A value closer to 1 matches terms with a higher similarity. If the parameter is not specified, the default is
0.5.

A proximity search finds documents that contain terms within a specified number of words of each other.
Use the tilde symbol (~) to perform a proximity search. For example, the following query finds documents
that contain “IBM” and “WebSphere” within seven words of each other:

"IBM WebSphere"~7

Proximity search is supported for individual terms, not phrases. Also, a word after a sentence break is
considered 10 positions apart from the last word of the previous sentence.

Weighted searches (boosting terms)

Follow a search term by a boost value to influence how documents that contain a specified term are
ranked in the search results. Use the caret symbol () with a number (the boost factor) at the end of the
term. For example, the following query finds documents that include the terms IBM and Germany and
increases the relevance of these documents by a factor of five in the search results:
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ibm Germany”5.0

Note: Special characters, such as punctuation marks, are not alphanumeric characters. They are not
supported in fuzzy or proximity searches, or they are not hit by a wildcard (*) operator.

Troubleshooting tips

If you encounter any problems during full text indexing and searching, investigate the issue by looking at
the different logs or by using the trace options.

Content Manager OnDemand server log

Each full text indexing operation is included in the Content Manager OnDemand system log. The following
list shows some examples of FTS message numbers with their text:

Message 397: Document Full Text Index Add: ApplGroupName (Adobe PDFs)
Agid(5021) Full Text Index Notified(1) Count(16) Time(0.069)

Message 398: Document Full Text Index Add Failed: ApplGroupName (Adobe PDFs)
Agid(5021) Full Text Index Notified(®) Count(16) Time(0.001)

Message 399: Document Full Text Index Delete: ApplGroupName(Adobe PDFs)
Agid(5021) Full Text Index Notified(1) Count(16) Time(0.025)

Message 226: Application Group Query: Name(BaxterBayBank) Agid(5025)
Time (0.120) Hits(2) Count()

Sql (WHERE ODDAT_Sdate BETWEEN '1996-06-22' AND '2013-06-22' )

SqlR() FullTextSearch(lunch* newark) FullTextScore() ServerTextSearch()
AnnColoxr() AnnText() OrderBy()

Message 439: FTS Error: IQQSO032E The query lunch~x cannot be processed
because it has incorrect syntax. Causes of the problem: IQQP9014E The
query [lunch~x] cannot be parsed because there is a syntax error at
position 7. The fuzzy argument value [x] is not valid because its data
type is not float or double. --

File=arsfti.cpp, Line=394

Message numbers 397, 398, and 399 are viewable and contain the list of documents (their metadata)
that are affected by this operation. In the case of message number 398 (fail), the failure reason is
documented as well.

Each time the FTS Server reports an error, message number 439 is issued, and it contains the error
message that was returned by the FTS Server. In the example, the query that is entered by the user
contained a wrong syntax for a proximity or fuzzy search.

FTS Server log

You can troubleshoot the FTS Server by configuring and viewing the FTS Server logs. The FTS Server
generates logging information during server startup, indexing, and searching. The log files contain
configuration information, warnings, errors, and debugging information that can be useful for monitoring
the server and for troubleshooting specific issues. The command-line tools also generate log files. By
default, log files are stored in the FTS_Home/1log directory. You can run the configTool with the 1ist
-logFolder command to see your log directory.

Every message in the log file has an associated level that indicates the message type. The logging levels,
in descending order of severity, are defined:

« SEVERE: Errors and exceptions that occur while the server is running. Typically, SEVERE messages
include detailed information with the stack trace.

« WARNING: Mild problems that might require the attention of an administrator, such as a missing value
for a setting with a default value, or the truncation of a document during indexing.

« INFO: Informational messages that are generated during system operation.
« FINE: Detailed messages for debugging purposes. This level includes parsed queries.
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« FINER: More details, for example, the results of document parsing.
« FINEST: The most detailed level.

The default logging level is INFO, which means that messages of levels SEVERE, WARNING, and INFO are
generated. To view the current logging level, run the FTS Server adminTool with the printLoglLevel
command. To change the logging level at run time, run the adminTool with the configureTrace -
loglLevel command.

FTS Exporter trace

When you experience issues with the FTS Exporter, enable tracing by using the -traceDir and -
tracelevel parameters. Set the -tracelLevel parameter to FINE when you troubleshoot a problem. A
trace file is created and named ftiexpoxrt_0.0_DDMMYYHHMM. log in the directory that is specified by
the -traceDir parameter.

By enabling trace within the FTS Exporter, you also enable trace in ODWEK, which results in the creation
of an ODWEK trace file that is named arswww. trace. This trace file is also written to the traceDir
directory. The FTS Exporter trace files can be read with any text editor, but the ODWEK trace files are
viewable only by using the Content Manager OnDemand ARSTFMT program.

If you are running the FTS Exporter by using a configuration file, you must create a separate configuration
file with the trace level set to a different level because the command-line parameter is ighored when you
use a configuration file.

Authentication and FTS Exporter errors

Use the following tips to help you troubleshoot authentication and FTS Exporter-related errors.

Authentication errors

If you encounter any errors about authentication in the FTS Exporter trace, the FTS Server log, or
message 439 in the Content Manager OnDemand system log with the following message text, the wrong
authentication token might be in use:

FTS Error: IQQDOO4OE The client specified the wrong authentication token. --
File=arsfti.cpp, Line=394

The default authentication token of £1gBxTQ= can change because of a reinstallation of the FTS Server or
other severe incidents. You can discover the current authentication token by running the configTool of
the FTS Server with the printToken parameter as shown in the following example:

# /opt/ibm/odfts/V9.0/bin/configTool.sh printToken

The authentication token is printed below. This token is used to communicate
with the server. Store the token if applicable.

fIgBXTQ=

You can configure the authentication token that is used by Content Manager OnDemand through a
configuration setting in the ARS.CFG file of your instance:

ARS_FULL_TEXT_INDEX_TOKEN=fIqBxTQ=
You can also configure the configuration parameter and the parameter file of the FTS Exporter application
through a configuration setting in the ARS.CFG file of your instance.

Note: If you are documenting the default token (for example, as a parameter of the FTS Exporter), be
aware that the second character of the token value is an uppercase letter I, as in IBM.

FTS Exporter errors

If you encounter issues with the FTS Exporter, increase the trace level as described in “FTS Exporter
trace” on page 121. Also ensure that you review the configuration file by opening it in a text editor. Check
whether all settings are correct.
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If you encounter errors about ars3wapi in the FTS Exporter output or trace, the FTS Exporter cannot find
the native library reference to the ODWEK system libraries. To see how to use the -D parameter of Java to
include the native library path at application start, see “Running the FTS Exporter” on page 118.

If the error relates to a java.lang.UnsatisfiedLinkExrrox error that does not find the ars3wapi32,
you are running on a 32-bit JVM. The Java classes of the FTS Exporter try to load the 1ibars3wapié4,
which is in the 1ib64 subdirectory of your Content Manager OnDemand installation. If they cannot load
the 1ibars3wapi64, a 32-bit version is searched (which is not present in the 1ib64 folder). If both
attempts fail, they fail with the related error message.

Important: Ensure that you run the FTS Exporter with a 64-bit JVM that can load the 64-bit share library
libars3wapib4.

For more information, see “Configuring the FTS Exporter” on page 115.

Note: Ensure that you apply the latest Content Manager OnDemand version and fix pack to the Content
Manager OnDemand server and the FTS Server component before you use FTS.
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Chapter 17. Deleting a report

You can use the UNLOAD function of the ARSADMIN program to delete the index data and documents
that the ARSLOAD program stored in the system during a load process. To use the UNLOAD function, you
must specify the Load ID that the ARSLOAD program generated during the load process. The Load ID
represents the index data that was added to the database and the storage objects that were copied to
cache storage and archive storage. The Load ID can be found in the message log that the ARSLOAD
program saved in the System Log.

When you use the UNLOAD function, you must specify the name of the application group and the Load ID.
You can obtain the Load ID from the message log that the ARSLOAD program generated during the load
process. If there is more than one Load ID listed in the message log, then you should use the last Load ID
listed in the log. Storage locations include cache storage, the primary storage node, and the secondary
storage node. The UNLOAD function deletes the storage objects associated with the Load ID. The
UNLOAD function also deletes the rows of index data that were added to the database during the original
load process.

The following shows an example of the program, path, and required parameter values to run the
ARSADMIN program from the TSO OMVS command line on a z/OS server to delete a load process from all
of the storage locations:

/opt/IBM/ondemand/V10.5/bin/arsadmin unload -g 'Credit' -L
1220-1-0-8FAA-5538-5673

When the ARSADMIN program completes, you should open the System Log folder to view the messages
that were generated during the UNLOAD process.
Note:

1. The Content Manager OnDemand server program (ARSSOCKD or ARSOBJID) must be running,
otherwise the ARSADMIN program will fail.

2. See Chapter 20, “ARSADMIN,” on page 141 for more information about the ARSADMIN program and
the parameters that you can specify to UNLOAD data from the system.

3. See Chapter 19, “Commands overview,” on page 135 for information about running the Content
Manager OnDemand programs as commands (under the TSO OMVS command), specifying JCL to run
the Content Manager OnDemand programs from jobs and started tasks, and examples of how to
specify parameters to the Content Manager OnDemand programs.
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Chapter 18. Importing and exporting administrative
objects through an XML interface

Overview

You can use an XML interface to import and export administrative objects from and into a Content
Manager OnDemand system. The administrative objects that can be imported and exported include:

- systemParameters

user

group
printer

storageSet

applicationGroup

application

folder

cabinet
hold
odfRecipient

odfRecipientList
odfReportId
odfDistribution with odfReportBundles

This XML interface expands the functionality and enables you to export all administrative objects into a
single XML file, and later import them into the same OnDemand system or another system. Also, you can

create an XML file from scratch through a user application or Web interface according to the defined
specifications, and import it into the system.

When you create an XML import file, ensure that you include the administrative objects in this order:
1.
. user

. group
. printer
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systemParameters

. storageSet

. applicationGroup

. application

. folder

. cabinet

. hold

. odfRecipient

. odfRecipientList

. odfReportId

. odfDistribution with odfReportBundles
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For instructions about installing the administration interface, see "Installing the OnDemand
administration interface" in the Content Manager OnDemand for z/OS Configuration Guide.

Files provided

The following files are provided in the -PathPrefix-/opt/IBM/ondemand/V10.5/ directory:

« arsxml
xml/0DAdmin. jar
« xml/libarsxapi.so

« xml/ondemand. xsd - OnDemand schema definition in UTF-8

« xml/ondemand.ebcdic.xsd - OnDemand schema definition in IBM-1047

« xml/samples/addgroups.xml - Sample to add groups in UTF-8

« xml/samples/addgroups.ebcdic.xml - Sample to add groups in IBM-1047

« xml/samples/addusers. xml - Sample to add users in UTF-8

« xml/samples/addusers.ebcdic.xml - Sample to add groups in IBM-1047

« xml/samples/deletegroups.xml - Sample to delete groups in UTF-8

« xml/samples/deletegroups.ebcdic.xml - Sample to delete groups in IBM-1047
« xml/samples/deleteusers.xml - Sample to delete users in UTF-8

« xml/samples/deleteusers.ebcdic.xml - Sample to delete users in IBM-1047

« xml/samples/exportgroups.xml - Sample to export groups in UTF-8

« xml/samples/exportgroups.ebcdic.xml - Sample to export groups in IBM-1047
« xml/samples/exportusers.xml - Sample to export users in UTF-8

« xml/samples/exportusers.ebcdic.xml - Sample to delete groups in IBM-1047

« xml/samples/updategroups.xml - Sample to update groups in UTF-8

« xml/samples/updategroups.ebcdic.xml - Sample to update groups in IBM-1047
« xml/samples/updateusers.xml - Sample to update users in UTF-8

- xml/samples/updateusers.ebcdic.xml - Sample to update users in IBM-1047

The XML parser included with IBM 64-Bit SDK for z/OS Java™ 2 can process both UTF-8 and EBCDIC (for
example, IBM-1047).

However, be careful when you edit the UTF-8 files on z/OS to make sure that the files do not get saved in
EBCDIC.

Importing an XML file into a Content Manager OnDemand system

About this task

Importing an XML file that contains administrative objects into a Content Manager OnDemand system is a
two-step process:

Procedure

1. Preparing an XML file for the import process
2. Importing the XML file by using the ARSXML command
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Preparing an XML file for the import process

About this task

Before importing data into a Content Manager OnDemand system, you need to have an XML file that
contains all the data that needs to be imported. The XML file can be either created during a previous XML
export process or written new. If you decide to develop your own XML file, you must follow the format of
the Content Manager OnDemand XML schema file.

The Content Manager OnDemand XML schema file defines the syntactical format for all Content Manager
OnDemand XML files, and is used during the import process to validate the contents of the import XML
file. For different objects, the schema file specifies which fields are required and which fields are optional.
Also, the schema file can establish a list of valid values for certain fields.

Creating an XML file

Occasionally, you need to create a Content Manager OnDemand XML file, and this section discusses the
overall syntax and layout of the XML file. The XML syntax discussed in this section helps you understand
XML to be able to construct the XML objects which are used by Content Manager OnDemand. For more
detailed information on XML and specific XML syntax information, reference XML documentation.

Overall file structure
A Content Manager OnDemand XML file is a basic text file that can be created by the user.
Every Content Manager OnDemand XML file will contain the following:

- An XML identifier tag

« An OnDemand identifier tag

« One or more Content Manager OnDemand objects
- An OnDemand ending tag

XML identifier tag
The XML identifier tag specifies the version of XML that is used and the encoding that is used. The
standard XML identifier is:

<?xml version="1.0" encoding="UTF-8"?>

OnDemand identifier tag
The OnDemand identifier tag specifies the purpose for which the XML file is used. The standard
OnDemand identifier is:

<onDemand xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">

Previous versions of Content Manager OnDemand included an xsi:noNamespaceSchemalocation
attribute on the OnDemand identifier tag to indicate the location of the Content Manager OnDemand
schema file. The schema file is now located in the Content Manager OnDemand installation directory.
Content Manager OnDemand no longer looks for the schema file location based on the
xsi:noNamespaceSchemalocation attribute in the input XML file. If the
xsi:noNamespaceSchemalocation attribute is present in the XML file, it is ignored.

Content Manager OnDemand objects
See “Objects and data model used in the Content Manager OnDemand XML file” on page 352 for the
objects and data model used in the XML file.

OnDemand ending tag
The OnDemand ending tag indicates the end of the Content Manager OnDemand XML file. The ending
tagis:

</onDemand>
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Every standard Content Manager OnDemand XML file looks like this:

<?xml version="1.0" encoding="UTF-8"?>
<onDemand xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">

. Content Manager OnDemand Objects ...
</onDemand>

Content Manager OnDemand objects
The basic building blocks for the XML file are referred to as objects.
The following objects can be included within the Content Manager OnDemand XML file:

« systemParameters
. user

« group

 printer

- storageSet

« applicationGroup
« application

- folder

- cabinet

« hold

« odfRecipient

- odfRecipientList

« odfReportld

« odfDistribution with odfReportBundles

These objects as well as all of the child objects are shown in detail in the XML data tables in “XML objects
in the Content Manager OnDemand XML file” on page 352.

Ensure that you include the objects in this order:

1. systemParameters
. user

. group

. printer

. storageSet

. applicationGroup
. application

. folder

. cabinet

. hold

. odfRecipient
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. odfRecipientList
. odfReportld
14. odfDistribution with odfReportBundles

=
w

Each object which is to be put into the XML file contains the following information:

1. AStart of Objecttag.
2. A list of object attributes.
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3. An optional list of child objects.
4. AnEnd of Object tag.

Start of Object

An object is specified in the XML file by placing the object name after a < symbol. For example,

<user

starts a user object.

Important: The capitalization of the object names is important and should be used exactly as shown in
the data tables in “Objects and data model used in the Content Manager OnDemand XML file” on page
352.

Object attributes

All of the information about the object is contained within the object attributes. To add an attribute,
specify the attribute name followed by an "=" symbol followed by the value of the attribute in double
quotes. (Note: all attribute values need to be enclosed in a set of double quotes even if the value is a
numeric value or a single character.) After all of the attribute values the '>' character is used to indicate
the end of the object tag. For example,

<user name="SAMPLEUSER" phone="(212) 555-1212" timeOut="4" >

Indicates a user with a name of SAMPLEUSER, a phone number of (212) 555-1212, and a timeout value
of 4 minutes. All of the attributes that can be specified for each object as well as the possible values
and default values are shown in the XML data tables.

Important:

1. The capitalization of the object names is important and should be used exactly as shown in the data
tables in “Objects and data model used in the Content Manager OnDemand XML file” on page 352.

2. Unless you set Case Sensitivity as one of the system parameters, when you add a user, Content
Manager OnDemand converts lowercase letters in the user ID to uppercase. You can type the user ID
in uppercase, lowercase, or mixed case letters. In the above example, whether you enter the user ID
as SAMPLEUSER, sampleuser, or SampleUser, Content Manager OnDemand automatically converts
it to SAMPLEUSER.

Child objects

Child objects are constructed the same way as the main Content Manager OnDemand objects. All child
objects must occur after the object to which they are associated with and before the end of the object tag.
In this example, there are two user permission children for the SampleUser user.

<user name="SampleUser" phone="(212) 555-1212" timeOut="4" >
<permission user="APP1" adminAuthority="Yes" />
<permission user="APP2" adminAuthority="Yes" />

Important: If an object does not contain any children, such as the permission objects shown above, it
must be ended with a slash / and the > symbol.

See “XML objects in the Content Manager OnDemand XML file” on page 352 for detailed information
about the types of child objects that each object can have and, in some cases, the maximum number of
child objects that can be created.

Some of the child objects themselves can have children. These are defined in the same way as above. See
the second example in the Examples section below.
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End of object

The last item the user object needs is the end of object tag. This is indicated by placing the name of
the object between </ and >. For example,

</user>

indicates the end of the user object.

As with any object if the object does not contain child objects, the object can be ended by placing a /> at
the end of the object definition. So the following,

<group name="Sample" gid="1084000">
</group>

is equivalent to:

<group name="Sample" gid="1084000"/>

Examples

The following is a complete Content Manager OnDemand XML file that contains two users and a user
group.

<?xml version="1.0" encoding="UTF-8"?>
<onDemand xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">

<user
name="SampleUserl" email="Sample@us.ibm.com" printer="Sample"
userType="User Admin"
createFoldersAuth="Yes">
<permission user="SampleUser2" adminAuthority="Yes" />
<permission user="SampleUser3" adminAuthority="No" />
<permission group="SampleGroupl"/>

</user>

<user
name="SampleUser2" password="xxxxxxx" timeOut="No Limit"
description="This is a description of Sample User Two">
</user>

<group
name="SampleGroupl"
description="A Sample Group Number One"
ownerUser="Admin">
<user name="SampleUser2"/>
<user name="SampleUser3"/>
</group>

</onDemand>

The following example shows a folder with a field child and the field child has a fieldInfo child.

<?xml version="1.0" encoding="UTF-8"?>
<onDemand xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">
<folder name="FolderOne" searchType="Hit List">
<field name="cost" fieldType="Decimal" >
<fieldInfo user="SampleUser" sortOrder="2" greaterThan="Default" lessThan="Yes"/>
</field>
</folder>
</onDemand>

Creating Content Manager OnDemand XML files for update

When creating an XML file to be used for updating information, the syntax and layout of the file are the
same as discussed in the previous section. However, there are two major differences.

« Only the fields which are intended to be updated need to be specified.

« Child objects might contain an additional attribute, task. The task attribute indicates the task that is
performed by the child object.
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Each object that you update must contain the name of the object. Any other attributes that are specified
are updated to the specified value. If an object that is updated requires a change to another object, that
object must be included in the XML file before the object that references it. For example, to change the

user SampleUser to timeout after 10 minutes, you need to put the following XML code into an XML file.

<user name="SampleUser" timeOut="10"/>

When you specify some special characters in XML, you need to use the XML specification. For example:

Table 12. XML specification for special characters

XML code Character
&amp; &

&apos; '

&quot; “

&lt; <

&gt; >

Your input file might look like this:

<user
name="DBRYANTDEU"
acctInfo="Engraving &amp; Printing"

To rename some objects, you should use the newName attribute. For example, to change the name of a
printer from Boston to New York, use the following XML code during an update:

<printer name="Boston" newName="NewYork"/>

Most objects might contain a set of similar child objects. To update these objects, you should use the task
attribute. The task attribute can have three values:

add
Indicates that the child object should be added to the parent object. The default value for the task
attribute is add. However, some child objects do not contain a task attribute. For those objects
without a task attribute, the action taken for the object is the same action as the parent object.

update
This indicates that the child object already exists and should be updated with the attributes provided.

delete
This indicates that the child object already exists and should be removed from the parent object.

The task attribute is only examined during an update process. To add, update or delete a child object, the
parent object must be specified, and must contain the child object to be updated. See the examples
below.

The default value for the task attribute is "add". However, some child objects do not contain a task
attribute. For those objects without a task attribute, the action taken for the object will be the same action
as the parent object.

If an object that is updated requires a change to another object, that object must be included in the XML
file before the object that references it.
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Additional examples

To add a permission for the user SampleUsexr to the folder FoldexOne, the following code could be used
during an update:

<folder name="FolderOne">
<permission user="SampleUser" adminAuthority="Yes" maxHits="No Limit" />
</folder>

To remove the admin authority permission from SampleUsexr on the folder FoldexrOne, you need to
update the permission child. The following code is an example:

<folder name="FolderOne">
<permission task="update" user="SampleUser" adminAuthority="No" />
</folder>

To remove the SampleUser permission from the folder, you need to delete the permission child.

<folder name="FolderOne">
<permission task="delete" user="SampleUser"/>
</folder>

Creating Content Manager OnDemand XML files for delete and export

When creating a Content Manager OnDemand XML file to be used to export or delete objects, the syntax
and layout of the file is the same as discussed above, however there are two major differences:

- The only attribute field which is examined is the name field.
« All child objects are ignored.

When you export or delete objects, the only information that is required is the name of the object(s).
Other attributes might be present in the XML file, but they are ignored. Child objects cannot be deleted
through the delete process, they can be deleted only during an update process by using the attribute
task="delete".

When you specify an application for delete or export, you must also specify the name of the application
group in which the application is contained.

To export the users, SampleOne, SampleTwo and SampleThree, the following Content Manager
OnDemand XML file can be used during an export:

<?xml version="1.0" encoding="UTF-8"?>
<onDemand xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">

<user name="SampleOne"/>
<user name="SampleTwo"/>
<user name="SampleThree"/>
</onDemand>

To delete the printer, OldPrinter, and the folder, MyFolder, use the following XML code:

<printer name="0ldPrinter"/>
<folder name="MyFolder"/>

To delete all defined printers, export all the printers by using the following XML code and command:

<printer name="_ALL"/>

arsxml export -h <host> -u <uid> -p <password> -i input.xml -o
allprinters.xml

Then use the output from this command to feed the delete command:

arsxml delete -h <host> -u <uid> -p <password> -i allprinters.xml

When you specify an application for delete or export, the name of the application group in which it is
contained must also be specified.
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Application Index Parameter Object

The indexParm child object of the application object has a slightly different syntax than all other objects.
Due to the nature of the data associated with the Index Parameters it is not appropriate to use an object
attribute to specify this information. Therefore, for this object (and only this object), the data associated
with the object is simply the character data which appears between the <indexParm> and the </
indexParm> flags.

For example, the following code can be used to set the index parameters associated with the SampleApp
application:

<application name="SampleApp" .... >
<indexParm>

*dummy index parameters

parml=value;

parm2=value;

parm3=value;

</indexParm>

</application>

Importing the XML file by using the ARSXML command

About this task

Use the ARSXML command to import the XML file into the Content Manager OnDemand system. For
syntax, description, and parameters of this command, see “Purpose” on page 261.

Exporting Content Manager OnDemand administrative objects to an XML file

About this task

You can use the ARSXML command to export objects from Content Manager OnDemand into an XML file in
several ways:

« Export a single object, such as a single user
« All of the defined objects of a particular type, for example, all user groups
- Any combination of objects, for example, a user group and all users in that group

This feature can be used to backup part of a Content Manager OnDemand system, copy objects from one
system to another, or store objects into an XML file so that they can be processed by another application.

Use the ARSXML command to export administrative objects into an XML file. For syntax, description, and
parameters of this command, see “Examples” on page 267.

If you are exporting objects that have dependencies on other objects: Some objects in Content
Manager OnDemand might have dependencies on other objects, for example, a group object has a
dependency on all of the users that are defined within the group. When you export these objects, you can
use the —x parameter with a value of d to include in the XML file all of the dependent objects that the
exported objects might have.

See “Examples” on page 267 for more example XML files that are generated in different export scenarios.
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Chapter 19. Commands overview

The commands contained in this reference are Content Manager OnDemand server commands and
commands that you can use to control the archive storage manager and the database manager. The
commands are performed by a set of utility programs which may be executed in a variety of ways:

« Under USS (UNIX System Services)

— Run from TSO command line using OMVS command
— Invoked by another program
— Run as a shell script
« Under native z/0S
— Run as a started task
— Invoke by a batch job JCL EXEC statement as the entry program in a job step
— Run from a batch job as a called program in a job step

IBM recommends that all commands be run under a started task.

The ARS utility programs require that the procedure ARSSOCKD be running as a started task before they

are invoked; ARSSOCKD executes the server. This procedure was customized to run in your operating

environment when OnDemand was installed.

In the following chapters the utility programs are presented in alphabetical order. Each chapter contains a
description of a utility program's purpose, syntax diagrams for each function that program performs, and

descriptions of the parameters which can be used to enter commands to that program. Examples and

general information about using the commands have also been included.

Running Content Manager OnDemand server commands

About this task

The examples below show some of the ways that the ARSLOAD utility program can be executed. They

illustrate how the same path, required parameter values and optional parameter values are entered to the

z/0S system using the different methods of execution. The examples in the chapters which follow will

present only the syntax for the path, required parameter values and optional parameter for the purposes
of illustrating their use for each utility program. Variation for method of execution as illustrated below is

not factored into further examples.

When running commands by using JCL, it may be necessary to set environment variables to control

program processing. For jobs that use BPXBATCH, the STDENV DD statement provides a means of setting

environment variables. See z/0S UNIX System Services Command Reference, SA22-7802 for more
information.

For JCL that does not use BPXBATCH, the Language Environment® ENVAR runtime option provides a
means of setting environment variables. See z/0S Language Environment Programming Reference,

SA22-7562 for more information. Additional environment variables can be set from an MVS data set or
HFS file by using the _CEE_ENVFILE environment variable. See z/0S V1R1.0 C/C++ Programming Guide,
SC09-4765 for details about the _CEE_ENVFILE environment variable. Note that for an MVS data set, the

data set must be allocated with RECFM=V.

Important: Examples of commands may appear in one of the following two formats:

/usxr/lpp/ars/V1OR5MO/bin/arsmaint -cdmsv >> /tmp/arsmaint.log 2>&1

/usr/lpp/ars/V10OR5MO/bin/arsmaint -cdmsv
>> /tmp/arsmaint.log 2>&1
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However, when you type the command, you must enter the entire command syntax on a single line.

Procedure

1. To run under USS from TSO using the OMVS command:
a) In a TSO session, enter OMVS into the command line and hit enter.

b) In the next screen, enter the parameter values into the command line: " /usxt/1pp/ars/
V10R5M0/bin/arsload -u USERID -p PASSWORD -d dl -h systemid -C Q"

2. To run as a started task, enter the following command on the SDSF command line: /S ARSLOAD

The following job stream will be submitted to the z/OS system:

//ARSLOAD JOB MSGLEVEL=1
//STARTING EXEC ARSLOAD

and the following procedure will be executed:

//ARSLOAD PROC

//ARSLOAD EXEC PGM=ARSLOAD,REGION=0M,TIME=NOLIMIT,

// PARM=("'/-h ARCHIVE -C Q')

//STEPLIB DD DISP=SHR,DSN=ARS.V10R5M0O.SARSLOAD

// DD DISP=SHR,DSN=DB2.V10R5M0O.SDSNEXIT

// DD DISP=SHR,DSN=DB2.V10R5MO@.SDSNLOAD

// DD DISP=SHR,DSN=APK.ACIF231.SAPKMOD1

[ ] FFkkdkokkdokokdkok sk kok ok kok sk okok ok okok ke okok ok ok ok ook ok k ok ok ok ok

//SYSPRINT DD SYSOUT=x,RECFM=FBA, LRECL=121,BLKSIZE=6050
//SYSOUT DD SYSOUT=x

[ ] *Fkkdkokkdkok ke kok ok kok ke okok ok okok sk okok ok okok ok kok ok okok ok ok ok ok ok ok

//* The following 3 DD statements should be uncommented and
//* customized if the PDF indexer is used.

[ ] *Fkkdkokkdkok ke kok ok ke kok ke kok ok okok sk okok ok okok ok kok ok okok ok kok ok ok ok ok

//*ADOBERES DD DSN=ADOBE.PDFLIB.RESOURCE.INDEX(ADOBERES) ,DISP=SHR
//*ADOBEFNT DD DSN=ADOBE.PDF405.PLUSP1C.ADOBEFNT.LST,DISP=SHR
//*TEMPATTR DD DSN=ADOBE.PDF405.PLUSP1C.TEMPATTR,DISP=SHR

3. To invoke a batch job JCL EXEC statement, use the sample JCL.

//STEP1 EXEC PGM=ARSLOAD,REGION=0OM,

;; PARM=('EN¥AR(”_CEE_ENVFILE=DD:MYVARS”)/-u user -p password -h ARCHI+
VE -C R '

//STEPLIB DD DISP=SHR,DSN=ARS.V10R5M0O.SARSLOAD

// DD DISP=SHR,DSN=DB2.V10R5MO.SDSNEXIT

// DD DISP=SHR,DSN=DB2.V10R5M0O.SDSNLOAD

// DD DISP=SHR,DSN=apk.acif231.SAPKMOD1

//SYSPRINT DD SYSOUT=x

//CEEDUMP DD SYSOUT=T

//MYVARS DD DUMMY

Reading a syntax diagram

About this task

A syntax diagram shows you how to specify a command so that the operating system can correctly
interpret what you type.

Read a syntax diagram from left to right and from top to bottom, following the horizontal line (the main
path). If the line ends with an arrowhead, the command syntax is continued and the next line starts with
an arrowhead. Facing arrowheads mark the end of the command syntax.

When you type a command from the syntax, be sure to include punctuation, such as commas and equal
signs.

Parameters are classified as keywords or variables:

- Keywords represent constants and are shown (in syntax) non italicized. Keywords are case sensitive, for
example: -G is a different keyword with different effects than -g.
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- Variables represent names or values you supply and are shown (in syntax) in italics. An example of a
variable is filename. You would substitute an actual file name for filename. The values you supply might
be case sensitive. A file name of /u/usexr/foo is a different file name than /u/usexr/F00Q.

The command names, when specified in a UNIX System Services (USS) shell, are case sensitive and must
be lowercase. For commands that can be specified in JCL, the command must be in uppercase. For
example: // EXEC PGM=ARSLOAD.

A parameter can be a combination of a keyword and a variable.

Required parameters are displayed on the main path.

»— COMMAND — required parameter >4

Optional parameters are displayed below the main path.

L optional parameter —J

A stack of parameters, with the first parameter displayed on the main path, shows that you must choose
one of the parameters.

»— COMMAND T required choice 1 j—N
required choice 2

A stack of parameters, with the first parameter displayed below the main path, shows that you can
choose one of the parameters.

»— COMMAND ><
t optional choice 1 j
optional choice 2
An arrow returning to the left, above the path, shows that items can be repeated following these
conventions:

»— COMMAND

« If the repeat arrow contains a break, the item can be repeated in a list with the items separated by
blank spaces.

»— COMMAND L repeatable parameter lu

« If the repeat arrow contains a comma, the item can be repeated in a list with the items separated by
commas.

»— COMMAND L repeatable parameter lu

You can repeat items from parameter stacks following the stack conventions for required and optional
parameters described previously.

A

Some syntax diagrams contain parameter stacks within other parameter stacks. You can only repeat
items from stacks according to the conventions described previously. That is, if an inner stack does not
have a repeat arrow above it but an outer stack does, you can choose only one parameter from the inner
stack and combine it with any parameter from the outer stack, and that combination can be repeated. For
example, the following diagram shows that you could combine parameter choice2a with parameter
choice2 and then you can repeat that combination again (choice2 plus choice2a).
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»— COMMAND { ] >4

L)

parameter choicel

M parameter choice2

parameter choice2a
parameter choice2b

parameter choice2c

- parameter choice3 /

Some commands are preceded by an optional path parameter.

path

If you do not supply the path parameter, the system searches the current directory for the command. If
the command is not in the current directory, the system continues to search for the command using the
directories defined in the PATH environment variable.

Some commands in this section have several formats that accomplish the same task. These commands
appear (in syntax) similar to the following:

COMMAND FORM2
The description of the command directs you to the correct format to use.

Using quotes in commands

About this task

When you run a Content Manager OnDemand program from the command line and you specify parameter
values that contain a null (blank) character or some other special character (such as the parenthesis), if
the command line interpreter of the operating system from which you are running the command requires
the quoting of special characters, then you must delimit the parameter value with double quotation mark
characters.

For example, when running the ARSDOC GET program from the command line under a USS shell and you
specify the -o parameter to specify one or more database field names, then in addition to delimiting each
field name with parenthesis, you must also delimit the entire parameter value with double quotation mark
characters. For example:

-0 "(sdate) (student)"

See your operating system documentation for more information about quoting and running commands.

Note: There are some exceptions to this rule, where quotes might always be required. See the specific
commands in this reference to identify specific instances where parameters and values may always
require quoting.
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Omitting a userid and password

If the installation has enabled unified login with the ARS.PTGN dynamic exit and you omit the parameters
specifying a userid and password, you may not be prompted for a userid and password. Instead, your
userid (as returned by UNIX System Services) will be used to log on to Content Manager OnDemand. If
that userid cannot be used, you will then be prompted for a userid and password.

For information about enabling unified login and the ARS.PTGN dynamic exit, see IBM Content Manager
OnDemand for z/0S: Configuration Guide.

Removing trailing blank characters

About this task

Trailing blank characters are trimmed from the name when adding or updating the following objects:
« application

« application group

- folder

- hold

- printer

» storage set

- cabinet

As a reminder, for existing objects, the name specified to a command line program must include trailing
blank characters that are part of the name.

Using the h and I parameters

About this task

The Content Manager OnDemand programs use the -h and -I parameters to determine the name of the
Content Manager OnDemand instance to process. You must specify the parameter and name the instance
if any of the following are true:

« The name of the default instance is archive and you are using a port number other than the default
port number (1445).

« The name of the default instance is not archive.

« You are running more than one instance on the same workstation and you want to process an instance
other than the default instance.

 You are running the program from an object server that resides on a different system or node than the
library server.

The Content Manager OnDemand programs locate the specified instance name in the ARS.INI file to
determine the TCP/IP address, host name alias, or fully-qualified host name of the system on which the
Content Manager OnDemand library server is running and other information about the instance. The
ARSADMIN, ARSDOC, and ARSLOAD programs support the -h parameter. The ARSDB, ARSLOAD,
ARSMAINT, and ARSTBLSP programs support the -I parameter. For the ARSLOAD program, if both the -
h and -I parameters are specified, the value of the last parameter specified is used.
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Chapter 20. ARSADMIN

Purpose

The ARSADMIN program provides functions that can help you manage storage objects, index data, and
specific documents in storage objects.

Description and syntax

The ARSADMIN program provides the following functions:

Unload
The Unload function can be used to delete the storage objects and index data that were loaded into
the system during input processing. To use the Unload function, you must specify a load ID. The Load
ID represents the database rows and storage objects that were created when an input file was loaded
into the system.

To get a load ID, in the Windows client, right-click a report and get a partial load ID, then search in the
system log for an 87 message to find the full load ID.

You would typically use the Unload function to manually remove an input file (report) from the
system. You can also use the Unload function to delete data that was created during testing. You must
specify the user ID of a user that is permitted to delete documents from the application group. The
ARSADMIN program searches the system log for the specified Load ID. If the Load ID is not found in
the system log, the unload will fail unless you specify the -Q parameter.

»— arsadmin unload — -g — applGroup — -h — instance — -L — loadID —»

] L -p — password —j L -Q J L -u — userid J ]
] L -1 — trace_file — -2 — level J )

Import
The Import function can be used to import migrated index data from archive storage to the database.
When Content Manager OnDemand determines that a query requires index data that has been
migrated to archive storage, then a message is sent to STDOUT and saved in the system log. An
administrator must use the ARSADMIN program to import the required table or tables into the
database. After the index data has been imported, the user can try the query again.

Note: Importing migrated index data requires additional space in the database, additional log file
storage, and additional temporary space.

»— arsadmin import — -g — applGroup — -h — instance L J >
-p — password

> tableName -»<
L -u — userid J L -1 — trace_file — -2 — level —J

Store
The Store function can be used to copy storage objects from one storage location to another. For
example, you could copy a storage object from cache storage to a primary storage node.
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»— arsadmin store L J -g — applGroup — -h — instance —»
-d — directory

-n — prinid-secnid >
L r 7 T J L -p — password J
-m 1

2 —

»
»

3 —
4 —

5§ —

;6_}

] L -u — userid —J L -1 — trace_file — -2 — level J

[ filename 1»1
Retrieve

The Retrieve function can be used to retrieve a storage object from a specified location. For example,
you could retrieve a storage object from cache storage or a primary storage node. After retrieving a
storage object, you could use the Decompress function to extract a specific document from the
storage object file.

»— arsadmin retrieve

-g — applGroup —»
L -b — offset —J L -d — directory —J
»— -h — instance
L -l— length J L
-m

-n — prinid-secnid —»
r 7 T J

12—

;3_}
— 4 —

5

;6_}

] L -p — password J L -u — userid J L -1 — trace_file — -2 — level —J

Compress
The Compress function is used to compress input files in preparation for creating storage objects.

»
»

The Compress function can also be used to estimate the amount of storage space required to store an
input file in the system:

- To estimate the amount of storage required to load an input file that contains logical items, such as
bills, invoices, or statements, first extract a representative sample of data from an input file. Then
compress the sample with the -1 parameter. Divide the size of the compressed output file by the
number of bytes of input data that you compressed. The result is the compression ratio achieved.
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- To estimate the amount of storage required to store an input file that contains transaction data, first
extract a representative sample of data from an input file. Then compress the sample with the -1
parameter. Divide the size of the compressed output file by the size of the input file. The result is the
compression ratio achieved.

To determine the best compression method for a particular type of input data, IBM recommends that
you compress a sample of the data using each of the four compression methods provided by Content
Manager OnDemand (LZW12, LZW16, OD77, OD77Lite, OD77HW, and OD77LiteHW). Compare the
compressed file sizes and the time required to compress the data to determine the best compression
method for the input data.

»— arsadmin compress L J L J >

-b — offset L ‘0! -l— length
-C L
INI
IDI

»— -0 — outputFile — -s — sourceFile L J >«

-1 — trace_file — -2 — level
Decompress

The Decompress function can be used to extract a specific document from a storage object file. The
document can then be sent to a printer or viewed with the appropriate viewing program. You must
first create the storage object file with the Retrieve function. Storage objects whose applications are
defined to use Large Object cannot be decompressed by using this command.

»— arsadmin decompress L J
-b — offset L '0'
-Cc

»
»

Y

L _J -0 — outputFile — -s — sourceFile —»
-l— length

»d

L -1 — trace_file — -2 — level J )

\ 4

ICU
The ICU function converts a document from one code page to another code page. The icu function
would be used if a document is stored in OnDemand in one code page and then is retrieved and
uncompressed on a system that uses a different code page than what the document was stored in;
the file would then need to be converted.

»— arsadminicu — -s — sourceFile — -F — sourceCodeSet — -0 — outputFile — -T —»

»— outputCodeSet >«
L -1 — trace_file — -2 — level —J
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Parameters

-b offset
For the RETRIEVE function, the offset (in bytes) into the specified storage object where the
ARSADMIN program begins a partial storage object retrieval. The default is the first byte in the
storage object.

For the COMPRESS function, the offset (in bytes) from the beginning of the file where the ARSADMIN
program begins data compression. The default is 0 (zero).

For the DECOMPRESS function, the offset (in bytes) from the beginning of the file where the
ARSADMIN program begins data decompression. The default is O (zero).

-c type
For the COMPRESS and DECOMPRESS functions, the compression type for source files. Options are
'"F' for OD77Lite, '0' for OD77 compression (the default), 'L "' for LZW12 compression, 'Z"' for
LZW16 compression, 'N' for no compression, and 'D' for disable compression. Storage objects
whose applications are defined to use Large Object cannot be decompressed by using the
DECOMPRESS function.

~-d directory
For the STORE function, the name of the directory that contains the storage object file to load. The
default is the directory from which the ARSADMIN program was invoked.

For the RETRIEVE function, the directory in which the ARSADMIN program writes the file that contains
the storage object retrieved from Content Manager OnDemand. The default is the directory from
which the ARSADMIN program was invoked.

-F
For the ICU function, specifies the code set for the document specified by the -s parameter.
filename
For the STORE function, the name of the storage object file (or files) to load. To specify more than one
storage object file, separate the file names with the blank character.

For the RETRIEVE function, the name of the storage object or objects to retrieve. To specify more than
one storage object file, separate the file names with the blank character. Also determines the name of
the file that the ARSADMIN program creates in the directory specified with the -d parameter.

-g applGroup
The name of the application group from which Content Manager OnDemand extracts processing
information and stores the data.

-h instance
The name of the Content Manager OnDemand instance to process. The ARSADMIN program will
attempt to locate the specified instance name in the ARS.INI file to obtain the TCP/IP address, host
name or host name alias of the workstation or node on which the instance is running. If the
ARSADMIN program cannot locate the instance name in the ARS.INI file, the specified value is treated
as a host name.

The -h parameter is required for all functions, except COMPRESS and DECOMPRESS.

If you are running multiple instances of Content Manager OnDemand on the same workstation or
node, then you should always specify the ~h parameter to identify the name of the instance that you
want to process. You should also verify that the ARS.INI file is configured with the correct information
for all instances of Content Manager OnDemand. See the IBM Content Manager OnDemand for z/0OS:
Configuration Guide for more information about working with multiple instances of Content Manager
OnDemand.

-l length
For the RETRIEVE function, the number of bytes that the ARSADMIN program retrieves from the
specified storage object. The =1 parameter and the -b parameter provides support for partial storage
object retrieval.

144 Administration Guide: Administration Guide



For the COMPRESS function, the number of bytes (from the offset) of data to compress. The default is
zero bytes, meaning all the remaining bytes in the file.

For the DECOMPRESS function, the number of bytes (from the offset) of data to decompress. The
default is zero bytes, meaning all the remaining bytes in the file.

-L loadID

Identifies the value that Content Manager OnDemand generates to uniquely identify an input file that
was loaded into the system. The Load ID contains the following parts:

agid-pri_nid-sec_nid-docid-start_date-stop_date-aid

The following list describes each part:
agid

Application group identifier.
docid

Document identifier.
pri_nid

Primary storage node.
sec_nid

Secondary storage node.
start_date

First date in the report. The format of the date is YYYYMMDDHHMMSS. Loads created with

versions of Content Manager OnDemand prior to version 9.0 use an older, internal date format for
this part.

The value of this part can also be 0.

stop_date
Last date in the report. The format of the date is YYYYMMDDHHMMSS. Loads created with
versions of Content Manager OnDemand prior to version 9.0 use an older, internal date format for
this part.

The value of this part can also be 0.
aid
Application identifier. This part is optional.

If you redirected the output of the ARSLOAD program or the Load function to a log file, see the log file
for the Load ID that was created during load processing.

For the UNLOAD function, the Load ID that you want to delete. When recovering from a system failure
or some other problem that occurred during input processing, you should delete the last (or only)
Load ID that is listed in the log file.

In the Windows client, you can right-click and get a partial load ID, and then check the system log for
an '87' message to find the full load ID.

-m location

Determines the location(s) of the storage objects that are processed by the storage manager. Possible
locations are cache storage, the primary storage node, and the secondary storage node. The default
value is 7, which specifies that the storage manager should process the storage objects for all of the
locations that are specified in the application group. Specify 1 for cache storage, 2 for the primary
storage node, or 4 for the secondary storage node. The values are additive; that is, if you specify a
value of 3, then the storage manager processes the storage objects in cache storage and the primary
storage node.

For the UNLOAD function, allows you to attempt to unload data even if the Load ID is not present in
the system log.
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-n prinid-secnid
The primary and secondary storage node identifiers for the application group. Separate the identifiers
with the - (dash) character.

Content Manager OnDemand stores the primary and secondary storage node identifiers in the
database when you load data into an application group. Content Manager OnDemand includes the
identifiers in the Load ID.

The values specified with the =n and =g parameters enable the ARSADMIN program to store data on
or retrieve data from a specific Content Manager OnDemand object server.

-0 outputFile
For the COMPRESS function, the name of the compressed output file.
For the DECOMPRESS function, the name of the file that contains the uncompressed document.

For the ICU function, specifies the name of the file that will contain the document after it has been
converted to the code set specified by the =T parameter.

For the Trace function, specifies the name of the output XML file.

-p password
Specify one of the following options for password:

« The name of the stash (encrypted password) file that contains the password for the user ID
specified with the -u parameter.

« The password for the Content Manager OnDemand user ID specified with the =u parameter. If the
user ID is not assigned a password, then enter a null password (that is, specify -p ""). If you do not
specify the -p parameter while you specify the -u parameter, then the program retrieves the
password for the user ID from the stash file specified in ARS.INI file for that instance. If the user ID
is not assigned a password, then press the Enter key when prompted.

For the UNLOAD function, allows you to force the ARSADMIN program to unload the Load ID named
with the =L parameter, even if the Load ID is not found in the system log. If the ARSADMIN program
does not find the Load ID in the system log and you do not specify the -Q parameter, then the Unload
function will fail.

-s sourceFile
For the COMPRESS function, the name of the uncompressed input file.

For the DECOMPRESS function, the name of the storage object file that contains the document or
resource to be uncompressed. You cannot decompress Large Object data with the Decompress
function.

For the ICU function, specifies the name of the file that contains the document that is in the code set
specified by the -F parameter.

For the Trace function, specifies the name of the binary file that is generated by any Content Manager
OnDemand command.

-T
For the ICU function, specifies the code set for the document specified by the -o parameter.

-u userid
A Content Manager OnDemand user ID with administrator authority for the application group. If you
do not specify this parameter, then the ARSADMIN program prompts you to enter the user ID.
For the UNLOAD function, the user ID that you specify must have permission to delete documents
from the application group.
If you do not specify the =p parameter with the =u parameter, the ARSADMIN program retrieves the
password for the user ID from the ARS.INI file for that instance.

tableName

For the IMPORT function, the name of the migrated index table to import into the database.
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-1 trace_file
Specify a fully qualified trace file name as directed by IBM Software Support.

-2 level
Specify a numeric value as directed by IBM Software Support.

Examples

1. The following example shows how to use the UNLOAD function to delete an input file from the system.
arsadmin unload -g 'Credit' -L 1220-1-0-1FAA-9339-9345

2. The following example shows how to use the COMPRESS function to estimate the amount of storage
required for an input file that contains logical items, such as bills, invoices, or statements. The
ARSADMIN program compresses the first 200 KB of data in the input file using the default (OD77)
compression method.

arsadmin compress -s report_file -o output_file -1 200000

3. The following example shows how to use the COMPRESS function to estimate the amount of storage
required for an input file that contains transaction data, such as a general ledger. The input file is a
portion of a larger input file.

arsadmin compress -s report_file_segment -o output_file

4. The following example shows how to use the IMPORT function to import a migrated index table from
archive storage into the database. The name of the application group and the index table to import can
be obtained from the message that OnDemand saves in the system log.

arsadmin import -g 'Credit' AAA27

5. The following example shows how to use the ICU function to convert the input.utf8 file from
Unicode to EBCDIC and save the output in the output.ibm500 file.

arsadmin icu -s input.utf8 -F UTF-8 -o output.ibm500 -T IBM-500

Notes

The Content Manager OnDemand server program (ARSSOCKD or ARSOBJD) must be running, otherwise
the ARSADMIN program will fail.

Files

[usr/lpp/ars/V10R5M0/bin/arsadmin
The z/OS executable program.
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Chapter 21. ARSAFPD

Purpose

The ARSAFPD command displays information about input files that are loaded into Content Manager
OnDemand.

The command also displays any Advanced Function Presentation (AFP) readable file. The AFP file can be
a document, index or resource file.

ARSAFPD command interprets a subset of valid structured fields only. Structured fields that are not
interpreted are displayed as

nnn ??? Unknown Structured Field

Syntax
»— arsafpd — -d -i— file — -s —»
L -f J L -t J L -W J
L -1 — trace_file — -2 — level —J

Remember: The -d option and the -s option cannot be used at the same time.

Description

The ARSAFPD command displays information about the format of an input file, or displays an Advanced
Function Presentation (AFP) readable file.

Parameters
-d

Displays an Advanced Function Presentation (AFP) readable file.

-f
Display the byte offset where each structured field begins in the input file. This parameter can be used
with the -d parameter only.

-i file
The input file name.

-s
Display information about the format of the file.

-t
Display information about AFP triplets. This option displays more detail about the AFP file. This
parameter can be used with the -d parameter only.

-w
Disables warning messages. The arsafpd command issues warning messages if the AFP file is not in
the correct format for loading into Content Manager OnDemand. This parameter can be used with the
-d parameter only. The axrsafpd command displays only up to 10 warning messages at one time.
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-1 trace_file
Specify a fully qualified trace file name as directed by IBM Software Support.

-2 level
Specify a numeric value as directed by IBM Software Support.

Examples

Display file format information

For example, if you use the arsafpd -s -i \acifl\input\loanil0k.report command to display
information, the output could be:

File is ASCII line data.
File contains hex ODOA delimiters.
Carriage control type is ANSI (ASCII).

Display AFP file format information

For example, if you use the arsafpd -s -i \acifl\input\test.afp command to display AFP format
information, the output could be:

File is AFP.

File contains group TLE structured fields.

AFP output

For example, if you use the arsafpd -d -i \acif\input\com.afp command to display AFP
information, the output could be:

1 BDT Begin Document 0070 D3A8A8
2 BNG Begin Named Page Group 00000001 002A D3A8SAD
3 TLE Tag Logical Element 0026 D3AE90
4 TLE Tag Logical Element 002B D3A090
5 TLE Tag Logical Element 0029 D3A090
6 TLE Tag Logical Element 0039 D3AE90
7 TLE Tag Logical Element 002C D3A090
8 TLE Tag Logical Element 002C D3A0E90
9 TLE Tag Logical Element 0043 D3A090
10 BPG Begin Page 00000001 0029 D3ABAF
11 BAG Begin Active Environment Group 0008 D3A8C9
12 MCF2 Map Coded Font2 0033 D3AB8A
13 NOP No Operation 0008 D3EEEE
14 PGD Page Descriptor 0016 D3A6AF
15 PTD2 Presentation Text Desc2 0016 D3B19B
16 EAG End Active Environment Group 0008 D3A9C9
17 BCT Begin Composed-Text Block 0008 D3A89B
18 PTX Presentation Text Data 12F7 D3EE9B
19 ECT End Composed-Text Block 0008 D3A99B
20 EPG End Page 0010 D3A9AF
21 ENG End Named Group 0010 D3A9AD

AFP with triplet display output

For example, if you use the arsafpd -d -t -i \acif\input\com.afp command to display AFP
information with the triplet display, the output could be:

1 BDT Begin Document 0070 D3A8A8
BDT Coded Graphic Character Set Triplet (01)
BDT Code Page = 500 (1F4)
BDT Comment Triplet (65)
BDT Fully Qualified Name Triplet (02)
BDT 01 Replace First GID Name
BDT Name = 'TEST.#331027.ACIF.OUTPUT'
BDT Fully Qualified Name Triplet (02)
BDT OA Begin Resource Group Reference
BDT Name = 'TEST.#331027.ACIF.RESOBJ'
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2

BDT Fully Qualified Name Triplet (02)
BDT 98 Begin Document Index Reference
e = 'TEST.#331027.ACIF.INDEX"'
BNG Begin Named Page Group 00000001
BNG Fully Qualified Name Triplet (02)
BNG 01 Replace First GID Name

BDT Nam

BNG N

ame =

'AB 00000001’

BNG Fully Qualified Name Triplet (02)

BNG 8D Begin Medium Map Reference

BNG N
TLE
TLE
TLE
TLE
TLE
TLE
TLE

ame =
Tag L

'F2F515'
ogical Element

Fully Qualified Name Triplet (02)

0B A
Name

Attribute Value Triplet (36)

Valu

ttribute Name
= 'ADMIN CD'

e = 'AB '

Attribute Qualifier Triplet (80)

AFP with bype offset display output

002A D3A8AD

0026 D3A090

For example, if you use the arsafpd -d -f -i \acif\input\com.afp command to display AFP

information with the file offset display, the output could be:

1 BDT Begin Document

BDT SF file byte offset = 0
BNG Begin Named Page Group
BNG SF file byte offset =

2
3
4

(&3]

O 00 9 O

10
11
12

TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
TLE
BPG
BPG

Tag
SF
Tag
SF
Tag
SF
Tag
SF
Tag
SF
Tag
SF
Tag
SF
Begi
SF

Logical Element
file byte offset
Logical Element
file byte offset
Logical Element
file byte offset
Logical Element
file byte offset
Logical Element
file byte offset
Logical Element
file byte offset
Logical Element
file byte offset
n Page 00000001
file byte offset

(0)

00000001
113 (71)

= 156
= 195
= 239
= 281
= 339
= 384
= 429
= 497

BAG Begin Active Environment

MCF2 Map Coded Font2

MCF2 SF file byte offset = 548 (224)

(9€)
(C3)
(EF)
(119)
(153)
(180)
(1AD)
(1F1)

Group
BAG SF file byte offset = 539 (21B)

0070
0070
002A
002A
0026
0026
002B
002B
0029
0029
0039
0039
002C
002C
002C
002C
0043
0043
0029
0029
0008
0008
0033
0033

D3A8A8
D3A8A8
D3A8AD
D3A8AD
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A090
D3A8AF
D3A8AF
D3A8C9
D3A8C9
D3AB8A
D3AB8A
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Chapter 22. ARSDATE

Purpose

For Date (old style), Date/Time (old style), Date/Time (TZ) (old style), and Time (old style) fields, do one of
the following tasks:

« Content Manager OnDemand displays the internal database value for the specified date and time string.
« Content Manager OnDemand displays the date and time string for the specified internal database value.

Syntax

e E% E% C.J U T

A 4

U J U J Tt Upoue J
T U T J G e J

C._ .. JL.J U, _..JUC.JLr,J°
Ut vcoste — 2 tovet | vate ﬂ )

number

\ 4

A 4

Description

The ARSDATE program displays the IBM Content Manager OnDemand internal database value for the
specified date and time string or displays the date and time string for the specified Content Manager
OnDemand internal database value.

Values whose data types are any of the following are represented in an internal form that is not apparent
to the casual user of Content Manager OnDemand:

« Date (old style)

« Date/Time (old style)

« Date/Time (TZ) (old style)
« Time (old style)

Casual users enter date and time values the same way that they are displayed in a report. However, to
search the database with an SQL string, a user must enter the internal form of the value. The ARSDATE
program lists the internal value of a date or time string.
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Parameters

-a
Use to display database values and date strings for date fields. For example, to display the database
value for the date 9/1/99, enter:
arsdate -a 9/1/99
The ARSDATE program returns:
9/1/99 -> 10836
To display the date string for the database value 10836 in the default date format, enter:
arsdate -a 10836
The ARSDATE program returns:
10836 -> 9/1/99
-A
Output date type (defaults to input type)
-i
Use to display database values and date and time strings for Date (old style), Date/Time (old style),
Date/Time (TZ) (old style), and Time (old style) fields. The time part of the Date/Time (old style) and
Date/Time (TZ) (old style) fields is not adjusted for the local time zone. You typically use the =i
parameter to find out one of two things:
 Given a date and time printed on a report, what value did Content Manager OnDemand store in Date
(old style), Date/Time (old style), Date/Time (TZ) (old style), or Time (old style) database field? You
can use the result to search a date or time field with an SQL string.
« Given a value stored in a Date (old style), Date/Time (old style), Date/Time (TZ) (old style), or Time
(old style) database field, what would be the date and time printed on a report?
-1
Output date/time type (without timezone)
-z

Use to display database values and date and time strings for Date/Time (TZ) (old style) fields. The
time part of a Date/Time (TZ) (old style) field is adjusted for the local time zone. If you run the
ARSDATE program with the =z parameter on systems in different time zones and you specify the
same date and time value, the result will be different. For example, suppose that you need to
determine the value stored in a Date/Time (TZ) (old style) field for "09/01/00 04:00:00". The
command:

arsdate -z "09/01/00 04:00:00"

When run on a server in the Eastern time zone will return:
09/01/00 04:00:00 -> 936187200

If you run the same command on a server in the Mountain time zone, then result will be:
09/01/00 04:00:00 -> 936180000

A typical use of the -z parameter is to determine a database value with which to search the system
log. You can use the result to search the Date/Time (TZ) (old style) field of the system log with an SQL
string. For example, suppose a user in New York logs on to a server in Denver. To retrieve the log on
messages with an SQL string, you must specify the date and time part of the query using the local time
of the client that is running the query. If the user logged on to the server at 4 a.m. Eastern time, then a
query that is run in Denver must specify 2 a.m. to retrieve the message.
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-Z
Output date/time type (with timezone)
-C
Convert to/from Content Manager OnDemand internal type and database type
-d days
Add the specified number of days to the specified internal value.
-D
Database type (default is Content Manager OnDemand internal type)
-f input_fmt
Determines the format of the date and time string that Content Manager OnDemand displays.

Table 13 on page 155 lists the standard date and time formats that are supported by Content
Manager OnDemand. If the input data contains a date or time format that is not listed in the table, you
can specify the format to Content Manager OnDemand. However, when specifying a format, you can
only use values and separators from the standard formats that are listed in the table. Date and time
formats may also be specified on the Load Information page in the application and the Field
Information page in the folder.

The format consists of a set of values (for example, %m) and separators (such as the slash, dash,
colon, or dot characters). A specification for a date format that uses any of these three chars (/ -.) can
be used interchangeably; the program allows any of the three, regardless of which one you specified
in the date format. A specification for a time format that uses either of these two chars (: .) can be
used interchangeably; the program allows either of the two, regardless of which one you specified in

the time format.

Table 13. Date and time format specifications

Date Format Specifier Date Format Example
%m/%d/%y mm/dd/yy 01/31/17
%d/%m/%y dd/mm/yy 31/01/17
%f/%e/ %y m/d/yy 1/31/17
%e/%f/ %y d/m/yy 31/1/17
%Yy.%m.%d yy.mm.dd 17.01.31
%m.%d.%Y mm.dd.yyyy 01.31.2017
%m-%d-%y mm-dd-yy 01-31-17
%d-%m-%y dd-mm-yy 31-01-17
%m%d%y mmddyy 013117
%mM%d%Y mmddyyyy 01312017
%Yy%m%d yymmdd 170131
%Y%m%d yyyymmdd 20170131

%b %e, %Y Mth d, yyyy Jan 31, 2017
%B %e, %Y Month d, yyyy January 31, 2017
%m/%d/%y %H:%M mm/dd/yy hh:mm 01/31/17 10:50
%H:%M hh:mm 10:50

%T hh:mm:ss 10:50:59
%H.%M hh.mm 10.50
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Table 13. Date and time format specifications (continued)

Date Format Specifier Date Format Example

%T hh.mm.ss 10.50.59

-F output_fmt
Output format string

-8
Display the current system date.

-h hours
Add the specified number of hours to the specified internal value.

-m months
Add the specified number of months to the specified internal value.

-n minutes
Add the specified number of minutes to the specified internal value.

-s seconds
Add the specified number of seconds to the specified internal value.

-t
Use to display database values and time strings for Time fields. The time is not adjusted for the local
time zone. For example, to display the database value for the time 04:00:00, enter:

arsdate -t 04:00:00
The ARSDATE program returns:
04:00:00 -> 4800
To display the time string for the database value 4800, enter:
arsdate -t 4800
The ARSDATE program returns:
4800 -> 04:00:00

-y years
Add the specified number of years to the specified internal value.

-1 trace_file
Specify a fully qualified trace file name as directed by IBM Software Support.

-2 level
Specify a numeric value as directed by IBM Software Support.

Examples

1. The following example shows how to determine the database value for the specified date and time
string. The data type of the database field is Date/Time (old style).

arsdate -i "09/01/99 04:00:00"
09/01/99 04:00:00 -> 936158400

In the example, you could use the database value to search a Date/Time (old style) field in the
database with an SQL string. For example:

arsdoc get -i "WHERE somedate=936158400" ...
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2. The following example shows how to determine the date and time string for the specified database

Notes

value. The data type of the database field is Date/Time (old style). The result is shown using the
default display format.

arsdate -i 936158400
936158400 -> 09/01/99 04:00:00

. The following example shows how to determine the database value for the specified date and time

string. The data type of the database field is Date/Time (TZ) (old style). The ARSDATE program
adjusts the time part of the result for the local time zone.

arsdate -z "09/01/99 04:00:00"
09/01/99 04:00:00 -> 936180000

If you were to run the same command on a server in the Eastern time zone, the result would be:

arsdate -z "09/01/99 04:00:00"
09/01/99 04:00:00 -> 936187200

. The ARSDATE program works with the following data types to display their internal values in a date or

time format that you can understand:
« Date (old style)

« Date/Time (old style)

« Date/Time (TZ) (old style)

« Time (old style)

The following data types are stored in a date and time format that you can understand; therefore, you
do not need to use the ARSDATE program to interpret the values:

» Date
- Date/Time
« Date/Time (TZ2)

. When displaying the date string for a given internal value, by default, the ARSDATE program displays

the date string using the mm/dd/yy format. If you want the ARSDATE program to display the date
string using a different format, then you must specify the date format with the -£ parameter. For
example:

arsdate 10907
10907 -> 11/11/99
arsdate -f "%m/%d/%Y" 10907

10907 -> 11/11/1999

. When displaying the internal value for a given date string, by default, the ARSDATE program expects

you to specify the date string using the mm/dd/yy format. If you want to specify the date string using a
different format, then you must specify the date format with the -£ parameter. For example:

arsdate 11/12/99

11/12/99 -> 10908

arsdate 11/12/1999

11/12/1999 -> -1 (Error)

arsdate -f "9%m/%d/%Y" 11/12/1999
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11/12/1999 -> 10908

Files

Jusr/lpp/ars/V10R5M0/bin/arsdate
The z/0S executable program.
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Chapter 23. ARSDB

Purpose

Provide an interface to the database manager for creating and initializing the Content Manager OnDemand
database. The ARSDB program may also be used to drop indexes and tables and import and export
tables. The Content Manager OnDemand database resides on the library server.

Syntax

TP LT TaT UaJ UiT Ur e
Cod Coiwe J UJ LT LT LT
U Uod U v —2om

<
<

Y

A 4

tableName

Description

The ARSDB program provides an interface to the database manager to create and initialize the Content
Manager OnDemand database, drop indexes and tables, and import and export tables.

The ARSDB program reads the ARS.CFG file to obtain the database configuration information. Before
creating the database, you should verify the database configuration information. The IBM Content
Manager OnDemand for z/OS: Configuration Guide provides details.

Parameters
-d

Drop tables from the database. The default is all tables. To drop a specific table, use the -d
tableName form of the command, where tableName is the name of the OnDemand system table.

Drops all the indexes for the specified Content Manager OnDemand system table (using -e
tableName). The default, if no tableName is specified, is to drop all indexes for all Content Manager
OnDemand system tables.

Ignore database manager failures.

-i
Import tables. The default is all Content Manager OnDemand system tables. To import a specific
table, use the -i tableName form of the command, where tableName is the name of the Content
Manager OnDemand system table (and the name of the file that contains the table to be imported).
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Content Manager OnDemand reads the file from the directory in which the ARSDB program was
invoked.

Important: The -1i parameter should only be used to import tables from files that are created with
the -x parameter when the system tables exist in multiple tablespaces.

-I instance

-m

The name of the Content Manager OnDemand instance to process. The ARSDB program will attempt
to locate the specified instance name in the ARS.INI file, to obtain the TCP/IP address, host name or
host name alias of the system on which the instance is running. If the ARSDB program cannot locate
the instance name in the ARS.INI file, then the specified value is treated as a host name.

You must specify the -1 parameter and name the instance if:

« The name of the default instance is not ARCHIVE

« You are running more than one instance on the same system and you want to process an instance
other than the default instance

Note: If you are running multiple instances of Content Manager OnDemand on the same system, then
you should always specify the -1 parameter to identify the name of the instance that you want to
process. You should also verify that the ARS.INI file is configured with the correct information for all
instances of Content Manager OnDemand. See the IBM Content Manager OnDemand for z/0S:
Configuration Guide, for more information about working with multiple instances of OnDemand.

Performs maintenance on system tables.

-o <filename>

-0

=r

=S

=V

=X

Create the output file name.

Parameter to identify the Content Manager OnDemand Distribution Facility. With the exception of the -
d parameter, parameters specified with the ARSDB program will only be performed on the Content
Manager OnDemand Distribution Facility tables if the -O parameter is specified.

Create configuration indexes. The default is all indexes. To configure a specific index, use the -t
tablename form of the command, where tableName is the name of the OnDemand system table.

Run database statistics. Use this parameter to optimize indexes and tables and make access to
information as efficient as possible. The default is all Content Manager OnDemand system tables. To
run statistics for a specific table, use the -s tableName form of the command, where tableName is
the name of the Content Manager OnDemand system table.

Create configuration tables. The default is all Content Manager OnDemand system tables. To
configure a specific table, use the -s tableName form of the command, where tableName is the
name of the Content Manager OnDemand system table.

Updates the Content Manager OnDemand system tables with new changes whenever you upgrade
Content Manager OnDemand. Use this option only when you are explicitly directed by IBM.

Enables verbose mode, to display all messages (informational and error). By default, the ARSDB
program displays only error messages.

Export tables. The default is all Content Manager OnDemand system tables. To export a specific table,
use the -x tablename form of the command, where tableName is the name of the Content
Manager OnDemand system table (and also the name of the file that Content Manager OnDemand
creates). Content Manager OnDemand writes the file in the directory from which the ARSDB program
was invoked.
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tableName
Optionally specify the name of one or more Content Manager OnDemand system tables for the drop (-
d and -e) and create configuration (-r and -t) parameters. If you do not specify the tableName
parameter, then Content Manager OnDemand runs the command for all of the system tables.

-1 trace_file
Specify a fully qualified trace file name as directed by IBM Software Support.

-2 level
Specify a numeric value as directed by IBM Software Support.

Examples

1. The following example shows how to use the ARSDB program to export the arspxrt table from the
database to a file. The output file is named arsprt and will be written to the directory in which the
ARSDB program was invoked.

arsdb -x arsprt

2. The following example shows how to use the ARSDB program to import the arsprt table from a file into
the database. The input file is named arsprt and resides in the directory in which the ARSDB program
was invoked.

arsdb -i arsprt

Files

Jusr/lpp/ars/V10R5M0/bin/arsdb
The z/OS executable program.
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Chapter 24. ARSDOC

Purpose

The ARSDOC program is a multi-purpose document processing program. You can use the ARSDOC
program to do the following tasks:

Query the database and generate a list of items that match a query

Retrieve documents from the system

Add, delete, and update documents

Send documents to a server printer

Add and release holds on documents
« Add or remove documents from full text indexing

Federate documents to IBM FileNet P8 through Content Federation Services for Content Manager
OnDemand

Description and syntax

The ARSDOC program provides the following functions:

. GET

« QUERY

. ADD

. UPDATE

. BULK_UPDATE
. DELETE

« BULK_DELETE
« PRINT

« HOLD_ADD

« HOLD_RELEASE
. CFSOD_FED

« FTI_ADD

« FTI_RELEASE

For each function, you can specify all of the required options on the command line or you can specify the
name of a parameter file that contains the options. The syntax of each function is listed twice: first, when
you specify the options on the command line; second, when you specify a parameter file.

GET function

Use to retrieve documents and resources from the system. The GET function can also generate and save
generic index data for the documents that match the query. You must identify the name of the IBM
Content Manager OnDemand library server. You specify the application group or folder that you want to
search. You can use the following parameters to query the database:

« SQL query (-1)
« hold name (-1)
« public named query (-q)
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- text search string (-t or -T)
e load ID (=x or =X)

If you use an SQL query, it must contain clauses, database field names, index values, and operators. By
default, the ARSDOC program sends a copy of the documents that match the query to stdout. You can
also choose to write the output to a file. To retrieve documents in a sorted order, you must specify the =n
parameter. The sorted order is determined by using the Sort Order parameter that is located on the Field
Information tab of the folder definition.

»— arsdoc get >
L'aJ L[—-A—value—]—j L-CJ
] L -d — directory —J L -f — folder J L -8 J L -G — applGroup —J

»— -h — instance —————— -i— sqlQuery L J >
-L — max_docs

L -l— holdname —J

M -q — namedQuery —

»
»

M -t — search_string —]

“—— -T — search_string —

L-nJ L-NJ L-o—name J L-p—password J L-pJ "
L -Q — SQLqueryfile J L -s — seconds J ]

L -S — startdate,enddate J L -u — userid J ]
L ,— format J

L -U — user_alias —J L v J L -x — loadId —J L -X — loadId —J ]
L -1 — trace_file — -2 — level J h

When you use the parameter file option, the only parameters that can be specified on the command line
are -F, -h, -s, -u, -U, -v, -1, and -2. The -u and -p parameters can be specified in the parameter file instead.
If specified, a logon will be performed for the retrieval request (if not already logged on). All other
parameters must be specified in the parameter file. The following diagram shows the syntax of the GET
function when you use the parameter file option:

»— arsdoc get — -F— parm_file — -h — instance >

L -p — password J
L -u — userid J L -U — user_alias J L -s — seconds J L v J
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the GET function is:

A 4

A 4

A 4

A 4

A 4

»
»

A 4

A 4
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WL[—-a—]—J L[—-A—value—]—J L[—-c—]—J ]
[— -f — folder — 1] >
L[—-d—directory —]—J L[__g_]_J

Y

> [— -i— sqlQuery — 11—
L [— -G — applGroup — ]_J ‘M [— -l— holdname — ]—
M [— -9 — namedQuery — |—
M [ — -t — search_string — ] —
“— [— -T — search_string — 11—

A 4

[—-o0—»
L[—-L—max_docs —]J L[—-n—]—J L[—-N—]J
»— name — ] >
L[—-P—]—J L[—-Q—SQLqueryfile —]J

L [ — -S — startdate,enddate ]J -
L ,— format J

] L[—-x—loadId—]—j L[—-X—loadID—]—j"

»
»

QUERY function

Use to generate a list of items that match a query. You must specify the name of the IBM Content
Manager OnDemand library server. You specify the application group or folder that you want to search.
You can use the following parameters to query the database:

« SQL query (-1)

« hold name (-1)

public named query (-q)

text search string (-t or -T)

load ID (-x or -X)

If you use an SQL query, it must contain clauses, database field names, index values, and operators. The

data that is retrieved from the server is sorted by using the Sort field from the Field Information page for
the folder.
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»— arsdoc query >
L -d — directory J L -D J L -e — delimiter J
> -h — instance ﬁ
L -f — folder J L -G — applGroup J -H
»——~—— -i— sqlQuery >
L -IJ L -L — max_docs J L -n J

M -l— holdname —

M— -q — namedQuery —

M— -t — search_string —]

“— -T — search_string —

Y

<

E < ] J L -0 — outputFile
— -N—" (— dbfield —) "

L -S — startdate,enddate J L -p — password —J
L ,— format —J

L -u — userid —J L -U — user_alias —J L v J L -X — loadId —J ]
L -X — loadId J L -1 — trace_file — -2 — level J )

When you use the parameter file option, the only parameters that can be specified on the command line
are -F, -h, -u, -U, -v, -1, and -2. The -u and -p parameters can be specified in the parameter file instead. If
specified, a logon will be performed for the retrieval request (if not already logged on). All other
parameters must be specified in the parameter file. The following shows the syntax of the QUERY
function when you use the parameter file option:

J >

\ 4

>
>

Y

\ 4

»— arsdoc query — -F— parm_file — -h — instance L _J >
-p — password

Y

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J )

The syntax of the parameter file for the QUERY function is:

Y
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WL[—-d—directory —]—J L[—-D—]—J L[—-e—delimiter —]—J ]
»—[— -f — folder — 1] >
L[—-G—appIGroup —]—J L[—-H—]—J
————[— -i— sqlQuery —] >
|

M [— -l— holdname — 11—
M [— -q — namedQuery — ]—
M [— -t — search_string — 11—
“— [— -T — search_string — 11—

\ 4

L[—-L—max_docs —]J L[—-n—]J ]

L E < ] J L [ — -0 — outputFile
[—-N (— dbfield —) 1

L [ — -S — startdate,enddate ]J -
L ,— format J

L[—-x—loadId—]J L[—-X—loadID—]—j"

A 4
v

A 4

\ 4

ADD function

The ADD function can be used to add a new document and its associated index values to Content
Manager OnDemand, or to add a new database row of index values that points to an existing document.

When adding a new document, you specify the folder, application group, application, and database fields
and values. If you specify the -0 parameter, then you do not have to specify all of the database fields;
however, you must always specify fields related to date or time fields. When you specify the -0
parameter, the ARSDOC program stores a default value in any database field that you omit. The default
value for string fields is an empty (null) string. The default value for numeric fields is 0 (zero). Numeric
fields include integer and decimal fields. When adding a new document, you also specify the input
document by using the —o parameter.

When adding a new database row that points to an existing document, you can locate the existing
document in one of the following ways:

« An SQL query that contains clauses, database field names, index values, and operators (-1)
« Ahold name (-1)

« A public named query (-q)

« Atext search string (-t or -T)

When you specify an SQL query, hold name, public named query, or text search string, you are creating a
database row that points to an existing document that has been identified by the query. The row must be
added to the application group and the application that contain the existing document. The application

must be specified with the =a parameter. The application group must be specified with the =g parameter
and must be one of the application groups that is referenced by the folder named with the -£ parameter.
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Important: The Database Organization of the application group must be set to Multiple loads per
database table to add a document. If a new document is added, the Expiration Type must be set to
Segment or Document. If you are adding a new database row that points to an existing document, Load
can also be specified for Expiration Type if the existing document is identified by an SQL string, hold
name, public named query, or text string.

Storage management for the application group needs to be configured to use cache. Cache is required to
allow the Content Manager OnDemand server to build a larger storage object and append to the data.
Then this storage object can be migrated to an external storage manager, such as TSM or cloud storage.

»— arsdocadd — -a — application L J -8 — applGroup -h —
-f — folder L J

-G — applGroup

»— instance { -n — dbfield=value ] >
M—— -i— sqlQuery — L -0 —J

M -l— holdname —
M—— -0 — docfilename —
M -g — namedQuery —

M— -t — search_string —

“— -T — search_string —

L -p — password J L -S — startdate,enddate J
L ,— format —J

L -u — userid —J L -U — user_alias —J L v J ]

»d

L -1 — trace_file — -2 — level —J )

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the ADD function when you use the parameter file option:

»— arsdocadd — -F— parmfile — -h — instance L _J >
-p — password

L -u — userid —J L -U — user_alias —J L v J ]

»d

L -1 — trace_file — -2 — level —J )

The syntax of the parameter file for the ADD function is:

>
>

\ 4

Y

\ 4

Y

\ 4
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»— [ — -a — application — ]— [— -f — folder —] [

v

-8 — applGroup
-G — applGroup
]

[— -n — dbfield=value —1] l»

N
A

Y

[ — -i— sqlQuery — ]—
—— [— -l— holdname — ]—
— [ — -0 — docfilename — ] —
— [— -q — namedQuery — | —
M [— -t — search_string — ]—
\— [— -T — search_string —]—

] L [—-0—1 —J L [ — -S — startdate,enddate | —J -
L , — format J

Important: To use the ADD function, every database field in the application group must be mapped to a
folder field. The database field values are validated based on the information that is provided in the folder
field.

UPDATE function

Use to update documents. You must name the application group to update and specify one or more
application group fields and their values. To identify the documents that you want to update, you can use
the following parameters to query the database:

« SQL query (-1)
hold name (-1)
« public named query (-q)

text search string (-t or -T)
load ID (=x or =X)

If you use an SQL query, it must contain clauses, database field names, index values, and operators. The
UPDATE function updates all of the rows that match the query. It does not change the actual document
data.
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»— arsdoc update L J -g — applGroup -h — instance —»
-f — folder L J

-G — applGroup

»——~—— -i— sqlQuery _,L -n — dbfield=value ] >

L -p — password —J ]

M -l— holdname —
M— -q — namedQuery —
M— -t — search_string —
M -T — search_string —

M—— -x — loadID ———

~—— -X — loadID —

L -S — startdate,enddate J L -u — userid J ]
L ,— format —J

L -U — user_alias —J L v J L -1 — trace_file — -2 — level —J A

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following shows
the syntax of the UPDATE function when you use the parameter file option:

A 4

A 4

»— arsdoc update — -F — parm_file — -h — instance L J >
-p — password

A 4

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the UPDATE function is:

A 4

»w— [ — -f — folder — ] [ [— -i— sqlQuery — ] —F»
-g — applGroup M [— -l— holdname — ]1—
-G — applGroup M [— -9 — namedQuery — ]—
1 M [— -t — search_string — 1—
M [— -T — search_string — 11—
M——1I[—-x—loadID — | —
—— [—-X—loadID —]——~

,L [— -n — dbfield=value —] lb

] L [ — -S — startdate,enddate ]J A
L ,— format J
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BULK_UPDATE function

Use to update the index values for a large number of documents. You must name the application group to
update and specify one or more application group fields and their values. To identify the documents that
you want to update, you can use the following parameters to query the database:

« SQL query (-1)
 hold name (-1)

« text search string (-T)
« load ID (-x)

If you use an SQL query, it must contain clauses, database field names, index values, and operators.
Without the -L parameter, the BULK_UPDATE function updates all of the rows that match the query. You
can optionally use the -L parameter to specify a maximum number of rows to be updated, regardless of
the number of items that match the query. This method allows for the updates to be done in smaller
batches, in a more controlled manner, by running the same ARSDOC command multiple times.

The BULK_UPDATE function does not change the actual document data.

»— arsdoc bulk_update T -g — applGroup j— -h — instance —»
-G — applGroup

»——~—— -i— sqlQuery _,L -n — dbfield=value ] >

L -L — max_docs —J ]

A

M——— -l— holdname —

M -T — search_string —]

“~—— -Xx — loadID ——

L -p — password J L -S — startdate,enddate J ]
L ,— format J

L -u — userid J L -U — user_alias J L v J ]
L -1 — trace_file — -2 — level J )

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following shows
the syntax of the BULK_UPDATE function when you use the parameter file option:

A 4

A 4

A 4

»— arsdoc bulk_update = — -F — parm_file — -h — instance L _J >
-p — password

\ 4

L -u — userid J L -U — user_alias J L v J ]
L -1 — trace_file — -2 — level J )

The syntax of the parameter file for the BULK_UPDATE function is:

A 4
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»t [— -8 — applGroup T— [— -i— sqlQuery — ] —F»
-G — applGroup —1] M— [— -l— holdname — ]1—

M [— -T — search_string — ] —

—[—-x—loadID — ] ——~

i [— -n — dbfield=value —1] j >

L[—-L—max_docs —]—J ]

L [ — -S — startdate,enddate ]J A
L , — format —J

»
»

DELETE function

Use to delete index records that point to individual documents in Content Manager OnDemand. The data
will still exist in cache or on archive media, because the documents being deleted might represent only a
few pages of an entire input file. However, the data will no longer be retrievable after the index records
are deleted.

To identify the documents for which you want to delete index records, you can use the following
parameters to query the database:

« SQL query (-1)
« public named query (-q)
« text search string (=t or -T)

If you use an SQL query, it must contain clauses, database field names, index values, and operators. The
DELETE function deletes all database rows that match the query.

»— arsdoc delete L _J L _J -h — instance —»
-f — folder -G — applGroup

-i— sqlQuery >
L -p — password J

-q — namedQuery

-t — search_string

-T — search_string

L -S — startdate,enddate J L -u — userid J ]
L ,— format —J

L -U — user_alias —J L v J L -1 — trace_file — -2 — level —J -

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the DELETE function when you use the parameter file option:

Y

Y
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»
»

»— arsdoc delete — -F — parmfile — -h — instance L J
-p — password

A 4

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the DELETE function is:

»w— [ — -f — folder — ]
L [— -G — applGroup —] J

[— -i— sqlQuery —]
[— -q — namedQuery — ]
[ — -t — search_string — 1]
[— -T — search_string — ]

L [ — -S — startdate,enddate ]J B
L ,— format J

A 4

»
»

»
»

BULK_DELETE function
Use to delete a large number of documents from the system.

To identify the documents that you want to delete, you can use the following parameters to query the
database:

« SQL query (-1)
- text search string (-T)

If you use an SQL query, it must contain clauses, database field names, index values, and operators.
Without the -L parameter, the BULK_DELETE function deletes all of the documents that match the query.
You can optionally use the -L parameter to specify a maximum number of rows to be deleted, regardless
of the number of items that match the query. This method allows for the deletions to be done in smaller
batches, in a more controlled manner, by running the same ARSDOC command multiple times.

»— arsdoc bulk_delete = — -h — instance T -i— sqlQuery j—»
-T — search_string
t -8 — applGroup j L -L — max_docs —J L -p — password —J

-G — applGroup

Y

\ 4

L -S — startdate,enddate J L -u — userid —J ]
L ,— format —J

L -U — user_alias —J L -V J L -1 — trace_file — -2 — level —J )

Y
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When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the BULK_DELETE function when you use the parameter file option:

»— arsdoc bulk_delete = — -F — parmfile — -h — instance L J >
-p — password

A 4

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the BULK_DELETE function is:

»T [— -i— sqlQuery — ] >
[— -T — search_string —] _J t [— -g — applGroup j

-G — applGroup — ]

A 4

A 4

L[—-L—max_docs —]J ]

L [ — -S — startdate,enddate ]J B
L ,— format J

A 4
y
A

PRINT function

Use to send documents to an IBM Content Manager OnDemand server printer. You must name the
Content Manager OnDemand library server. You specify the application group or folder that you want to
search. The items that match the query are sent to the server printer named with the =P parameter. The
server printer must be defined to Content Manager OnDemand by using either the OnDemand
Administrator client or ARSXML. You can use the following parameters to query the database:

« SQL query (-1)

« hold name (-1)

« public named query (-q)

- text search string (=t or -T)

« load ID (-x or =X)

If you use an SQL query, it must contain clauses, database field names, index values, and operators. You
can limit the number of documents sent to the printer by using the =L parameter and specifying the

maximum number of documents that should be retrieved, regardless of the number of documents that
match the query. The PRINT function does not support server fax.
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»— arsdoc print -h — instance —»
L -f — folder J L -G — applGroup J
»——~— -i— sqlQuery -P—
L -L — max_docs J L -p — password J

M -l— holdname —

M -q — namedQuery —
M— -t — search_string —

M -T — search_string —]

M——oy -x — loadID ——
— -X — loadID ——~
»— printer L J >
-S — startdate,enddate

L , — format —J
L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J )

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the PRINT function when you use the parameter file option:

»— arsdoc print — -F — parmfile — -h — instance >
L -p — password —J

L -u — userid —J L -U — user_alias —J L v J

L -1 — trace_file — -2 — level J

The syntax of the parameter file for the PRINT function is:

A 4

Y

A 4

Y
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»w— [ — -f — folder — ]
L [— -G — applGroup —] J

»
»

—~— [— -i— sqlQuery —] [—-P—>
M [— -l— holdname — ] —— L [— -L— max_docs —] J
M [— -9 — namedQuery — ]—
M [— -t — search_string — ] —
M [— -T — search_string — ]—
M——[— -x — loadID — ] —
“—— [ — -X — loadID — ] ——~
»— printer — ] >
L [ — -S — startdate,enddate ] J

HOLD_ADD function

L ,— format —J

Use to add documents to a hold. To query the database to determine the documents to add to the hold,
you can use the following parameters:

« SQL query (-1)

« public named query (-q)

- text search string (-t or -T)
load ID (-x or -X)

Ensure that enhanced retention management is turned on for the application group and you have
permission to add documents to a hold before you attempt this function. Otherwise, a permission error

will occur.

If a duplicate attempt is made to add the same documents to a hold, no error occurs and ARSDOC
displays a successful message. However, the system log might contain messages that indicate that the

documents were already added.
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»— arsdoc hold_add — -h — instance — -l— holdname

L -u — userid J ]
L -p — password —J L -f — folder —J L -G — applGroup J ]
L -U — user_alias J L v J L -1 — trace_file — -2 — level J

Y

\ 4

»
>

\ 4

>
>

L -S — startdate,enddate J

L ,— format —J
L -t — search_string —J L -T — search_string J -

M—— -t — search_string L _J
-T — search_string

-T — search_string

»——~— -i— sqlQuery

-q — namedQuery

-Xx — loadId

- -X — loadId J

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the hold_add function when you use the parameter file option:

L -p — password J ]
L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the hold_add function is:

»— arsdoc hold_add — -F— parmfile — -h — instance

A 4

A 4
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»— [ — -l— holdname — ]— [— -f — folder — ] L J >
[— -G — applGroup —]

L [ — -S — startdate,enddate ] J -
L ,— format J

——~—[— -i—sqlQuery — 1] >
L [— -t — search_string — ]J L [— -T — search_string —] J

[— -t — search_string — ] L

>
|

[— -T — search_string — ]J

[— -T — search_string —]

[— -g — namedQuery —1]
[— -x — loadld — ]

[— -X — loadld — ]

HOLD_RELEASE function

Use to remove documents from a hold. To query the database to determine the documents that should be
removed from the hold, you can use the following parameters:

« SQL query (-1)

« public named query (-q)

« text search string (-t or -T)
 load ID (-x or -X)

If you selected the option in the application group to use implied hold, documents are placed on hold as
soon as they are loaded, and there is not a hold name that is associated with the documents that are
placed on hold. To remove documents from an implied hold, specify IMPLIED_HOLD as the hold name.
For best performance when removing documents from an IMPLIED_HOLD, it is recommended that you
use the load ID (-x) parameter instead of the load ID (-X) parameter to determine the documents that
should be removed from the hold. For example, you might specify -x
770659-1-0-2FAA-19960313000000-19980313000000-770660 to remove holds on all documents
where 770659-1-0-2FAA-19960313000000-19980313000000-770660 is the load ID of the documents
that should be removed from the hold.

Ensure that Enhanced Retention Management is turned on for the application group and you have
permission to release documents from a hold before you attempt this function. Otherwise, a permission
error will occur.

If a duplicate attempt is made to remove the same documents from a hold, no error occurs and ARSDOC
displays a successful message. However, the system log might contain messages that indicate that the
documents were already released.
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»— arsdoc hold_release = — -h — instance — -|— holdname

L -u — userid J ]
L -p — password —J L -f — folder —J L -G — applGroup J ]
L -U — user_alias J L v J L -1 — trace_file — -2 — level J

Y

\ 4

»
>

\ 4

>
>

L -S — startdate,enddate J

L ,— format —J
L -t — search_string —J L -T — search_string J -

M—— -t — search_string L _J
-T — search_string

-T — search_string

»——~— -i— sqlQuery

-q — namedQuery

-Xx — loadId

- -X — loadId J

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the hold_release function when you use the parameter file option:

L -p — password —J ]
L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J h

The syntax of the parameter file for the hold_release function is:

»— arsdoc hold_release = — -F— parmfile — -h — instance

A 4

A 4
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»— [ — -l— holdname — ]— [— -f — folder — ] L J >
[— -G — applGroup —]

] L [ — -S — startdate,enddate ] J
L ,— format J

——~—[— -i—sqlQuery — 1] >
L [— -t — search_string — ]J L [— -T — search_string —] J

[— -t — search_string — ] L

»
»

[— -T — search_string — ]J

[— -T — search_string —]

[— -g — namedQuery —1]

[— -x — loadld — ]

[— -X — loadld — ] J

CFSOD_FED function

Sends documents to CFS-CMOD and makes them available to IBM FileNet P8 features. To query the
database to determine the documents to be sent to CFS-CMOD, you can use the following parameters:

« SQL query (-1)
hold name (-1)
public named query (-q)

text search string (-t or -T)
load ID (-x or =X)

To enable the CFS-CMOD feature, add the following line to the ARS . CFG file:

ARS_SUPPORT_CFSOD=1

Ensure that the CFS-CMOD function is turned on for the application group and you have permission to use
CFS-CMOD before you attempt this function. Otherwise, a permission error will occur.

If a duplicate attempt is made to send the same documents to CFS-CMOD, no error occurs and ARSDOC
displays a successful message. However, the system log might contain messages that indicate that the
documents were already sent to CFS-CMOD.
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»— arsdoc cfsod_fed L J L -h — instance —»
-f — folder -G — applGroup J

»——~— -i— sqlQuery L J >
M—— -l— holdname — -p — password

M -q — namedQuery —
M— -t — search_string —

M -T — search_string —]

M——-x — loadID ——

—— -X— loadID ——

L -S — startdate,enddate J L -u — userid —J ]
L ,— format —J

L -U — user_alias —J L -V J L -1 — trace_file — -2 — level —J )

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the CFSOD_FED function when you use the parameter file option:

\ 4

Y

»— arsdoc cfsod_fed — -F— parmfile — -h — instance L J >
-p — password

Y

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level J )

The syntax of the parameter file for the CFSOD_FED function is:

Y

w— [ — -f — folder — ] >
L [— -G — applGroup — ] J
b~ [— -i—sqlQuery —]1—»
—— [— -l— holdname — ]—
— [— -q — namedQuery — | —
M [ — -t — search_string — ] —
M [— -T — search_string — 1—
M [— -x — loadID — ] —
—— [— -X— loadID — | ——

» »d
»

L [ — -S — startdate,enddate ]J B
L ,— format J
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FTI_ADD function

Use this function to add documents to the full text index. To query the database to determine the
documents to be indexed, you can use the following parameters:

SQL query (-1)
hold name (-1)
« public named query (-q)

text search string (-t or -T)
load ID (=x or =X)

If a duplicate attempt is made to add the same documents to be indexed, no error occurs and ARSDOC
displays a successful message. However, the system log might contain messages that indicate that the
documents were already indexed.

»w— fti_add -h — instance —»
L -f — folder J L -G — applGroup —J

»——~—— -i— sqlQuery

' -l— holdname — L -S — startdate,enddate L _J J
M -q — namedQuery — »— format
M— -t — search_string —

M -T — search_string —]

M—— -x — loadID ———

~—— -X — loadID ——~

L -p — passwd —J L -u — userid J L -U — user_alias J L v J
L -1 — trace_file — -2 — level J h

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the FTI_ADD function when you use the parameter file option:

»— fti_add — -F — parmfile — -h — instance >
L -p — passwd —J L -u — userid —J
] L -U — user_alias —J L v J L -1 — trace_file — -2 — level —J A

The syntax of the parameter file for the FTI_ADD function is:

»
»

A 4

A 4
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»
»

»w— [ — -f — folder — ]
L [— -G — applGroup —] J

———[— -i—sqlQuery —]——>
M—— [ — -l— holdname — ]—
M [— -9 — namedQuery — ]—
M [— -t — search_string — 1—
M [— -T — search_string — 11—
M———7">1[— -x —loadID — 11—
N———[— -X—loadID — ] ——

»
»

L [ — -S — startdate,enddate ]J B
L ,— format —J

FTI_RELEASE function

Use this function to remove documents from the full text index. To query the database to determine the
documents to be removed from the full text index, you can use the following parameters:

« SQL query (-1)

« hold name (-1)

« public named query (-q)

« text search string (-t or -T)
 load ID (-x or =-X)

Ensure that Full Text Index is turned on for the application group and that you have permission to remove
index information from the FTS server for the documents before you attempt this function. Otherwise, a
permission error occurs.

If a duplicate attempt is made to remove the index information from the FTS server, no error occurs and
ARSDOC displays a successful message. However, the system log might contain messages that indicate
that the documents were already removed from the full text index.
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»w— fti_release L J L J -h — instance —»
-f — folder -G — applGroup

»——— -i— sqlQuery L J >
M -l— holdname — -l— holdname

M -q — namedQuery —
M— -t — search_string —

M -T — search_string —]

M——-x — loadID ——

—— -X— loadID ——

L -S — startdate,enddate J L -p — passwd —J ]
L ,— format —J

L -u — userid —J L -U — user_alias —J L v J ]
L -1 — trace_file — -2 — level —J )

When you use the parameter file option, you must specify the -F, -h, -p, -u, -U, -v, -1, and -2 parameters
on the command line. All other parameters must be specified in the parameter file. The following diagram
shows the syntax of the FTI_RELEASE function when you use the parameter file option:

»— fti_release — -F— parmfile — -h — instance >
L -p — passwd —J

L -u — userid —J L -U — user_alias —J L v J

L -1 — trace_file — -2 — level J

The syntax of the parameter file for the FTI_RELEASE function is:

\ 4

Y

\ 4

Y

Y

w— [ — -f — folder — ] >
L [— -G — applGroup — ] J
b—~——[— -i— sqlQuery — ] ——>
—— [— -l— holdname — ] —
— [— -q — namedQuery — | —
— [ — -t — search_string — ] —
M [ — -T — search_string — 1—
M [— -x — loadID — ] —
——[— -X— loadID — ] ——

» »d
»

L [ — -S — startdate,enddate ]J B
L ,— format J
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Parameters

-a
For the GET function, when retrieving AFP or XML documents, specify this parameter to include
resources with the documents that are retrieved. If documents from the same Content Manager
OnDemand application have different resource groups, then the ARSDOC program creates separate
output files for each resource group.
For the ADD function, you must specify the name of the Content Manager OnDemand application. The
application must belong to the application group named with the -g (or -G) parameter.
Note that resource groups for XML documents are always written to a separate file, and are never
added to the same file that contains document data even when the -c option is specified.

-A value

Use this parameter to retrieve annotations. The retrieved annotation files can be used by the
ARSLOAD program if you need to reload the data and annotations in a different instance or on a
different system. The following are the basic values of this parameter:

0
Include public text annotations
1
Include private annotations
2
Include annotations that cannot be copied to another server
4

Include graphic annotations

You can also add up two or more of the basic parameter values to create new values. For example:

3
Retrieve all public and private text annotations

5

Retrieve public and private annotations (text and graphic) that can be copied to another server
6

Retrieve all public annotations (text and graphic)
7

Retrieve all text and graphic annotations

Table 14. Possible values for the ARSDOC GET function -A parameter

Can be Cannot be
Flag value  Public Text copied Private copied Graphic

-AO
-Al

-A2
-A3

A4

-A5
-A6
-A7

X| X| X| X| X| X]| X| X

X| X| X| X| X| X]| X| X

X| X| X| X| X| X]| X| X
X

x
X| X| XX
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When the -A parameter is used and annotations exist, both .ann and .ang files are created. Both
files will always be created whenever annotations are requested and at least one text or graphic
annotation exists.

See “Examples” on page 196 for examples of using the -A parameter with the ARSDOC GET function.

-B orderbystring
For the QUERY and PRINT functions, used to specify which database field is used to sort the
document list. The -B option cannot be specified if a load ID is specified.

-c
For the GET function, use to concatenate all of the documents that match the query into one output
file. Name the output file with the -0 parameter. However, even if you do specify the -c parameter,
the ARSDOC program creates separate output files when any of the following conditions occur:

« If more than one application group is referenced by the folder. The ARSDOC program creates one
output file for each application group that contains items that match the query.

- If more than one application is contained in an application group. The ARSDOC program creates one
output file for each application that contains items that match the query.

- If documents from the same application have different resource groups, the ARSDOC program
creates separate output files for each resource group.

For example, if a folder references two application groups, then the following specification:

-0 student -c

Can result in file names such as: student.516 or student.517

Where 516 and 517 are application group identifiers. One file is created for each application group.
Each file contains all of the items that match the query for that particular application group.

If you have difficulty viewing documents that are retrieved in the same file, retrieve the documents as
individual documents.

~-d directory
The name of the directory where the ARSDOC program writes the output files. The directory must
exist before the ARSDOC program attempts to save the output files.

-D
For the QUERY function, appends the document handle information to the end of each line. The
document handle information consists of the following ten values, in the order listed:

1. Document name

. Offset

. Length

. Compressed object offset
. Compressed object length
. Annotation type

. Compression type

. Resource ID

O 00 9 00 0 A W

. Primary node ID

=
o

. Secondary node ID

The values are separated by a delimiter. The default delimiter is the comma character. You can
specify a different delimiter with the -e parameter.

-e delimiter
For the QUERY function, specifies a one character delimiter to use as a separator between values. By
default, Content Manager OnDemand separates values in the output with a comma.
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-f folder
The name of the Content Manager OnDemand folder. The folder name must be specified exactly as it
appears in Content Manager OnDemand. The case of the folder name is significant. For example, to
query the System Log folder, you must enter:

-f "System Log"

If you are using a parameter file, then you must specify the -£ parameter in the parameter file. If you
are not using a parameter file and you do not specify the -£ parameter, then the ARSDOC program
prompts you for the folder name when you run the program.

For the GET, QUERY, PRINT, HOLD_ADD, HOLD_RELEASE, CFSOD_FED, FTI_ADD, and FTI_RELEASE
functions, you can omit the - £ parameter and specify the -G parameter to search a specific
application group.

For the UPDATE function, if the folder that is specified with the -£ parameter contains only one
application group, then you can omit the -g or -G parameter (you do not have to specify the name of
the application group).

When you specify the =X parameter, you cannot specify the -£ parameter.
Note: The following information applies only when an application group name is not provided.

A folder can be used to search one or more application groups. Because the ARSDOC program
generates a single SQL query to search all of the application groups, the properties of the database
fields must be the same for each application group. The properties include the field name, type, and
length. For example, suppose that you define the following application groups and fields:

Application Group Field Names

Student Bills name, account, billDate
Student Grades name, account, gradeDate
Student Transcripts name, account, transcriptDate

You cannot query the application groups using the ARSDOC program because the name of the date
field is not the same for each application group. However, if you were to define the application groups
and fields as follows:

Application Group Field Names

Student Bills name, account, studentDate
Student Grades name, account, studentDate
Student Transcripts name, account, studentDate

Then you could query the application groups using the ARSDOC program because the names of the
database fields are the same for each application group.

-F parmfFile
Specifies the name of the file that contains the actions to run and other parameters, values, and
options. You typically specify this option when you want to perform more than one action.

When you specify a parameter file, delimit the options and values with left [ and right ] brackets. The
left and right brackets identify each parameter in the file, are required in the parameter file, and the
parameter values cannot contain left or right brackets. In the following example, the parameter file for
the ARSDOC query function is parmfile.txt:

arsdoc query -u oduser -p odpasswd -h odserver -v -F parmfile.txt

The following lines are examples of parameter values in the parmfile.txt parameter file:
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[-f "Credit Card Statements"] [-i

-1 '000-000-000"'"]
[-f "Credit Card Statements"] [-i

'000-000-001""]

"where account
"where account

If you want to use the left or right bracket as part of a parameter value, add a line to the beginning of
the file that redefines the left and right delimiters with the keyword DELIMS. The keyword DELIMS is
case-sensitive, must be on the first line of the file and it must start at the beginning of the line. For
example, if you want to indicate that the left and right curly braces are the delimiters, add the line
DELIMS=4%. You can specify any two characters that are different, are not a space, and are not in any
of the parameter values. The following example shows left and right curly braces defined as
delimiters:

DELIMS=%}%
§-f "Credit Card Statements"? {-i "where account
§-f "Credit Card Statements"? {-i "where account

'000-000-000' and name
'000-000-000"' and name

'Republic Bank [North]'"%
'Republic Bank [South]'"%}

An action (one or more input lines) can contain a maximum of 32767 characters (bytes).
You can use the \ (backslash) character to continue the parameters of an action to two or more lines.

A parameter file can contain blank lines and comment lines. A comment line contains the # character
in the first column.

-8

For the GET function, use to generate Generic indexer data for the items that match the query.
See the IBM Content Manager OnDemand Indexing Reference for details about the Generic indexer.
When you specify the =g parameter, you must specify the -=c, =N, and -o parameters. However, you
cannot specify database field names with the -o parameter.
The ARSDOC program uses the following convention to name the output files that are generated with
the -g parameter:
-o.res_1id.appl_group.appl.type
Where:
« -0 is the value specified with the -0 parameter
- res_id is the resource group identifier.
= appl_group is the name of the application group
« applis the name of the application
- typeis the file type:

— out identifies a document file

— ind identifies a generic index file

— res identifies a resource file
In general, the number of files generated is dependent on the number of application groups in a
folder, the number of applications in an application group, and the number of versions of resource
groups in an application.
For the ADD, UPDATE, BULK_UPDATE, and BULK_DELETE functions, specifies the name of the
Content Manager OnDemand application group. The application group that you specify will be
searched from the folder that is named with the -£ parameter. For the UPDATE function, if the folder
that is specified with the -£ parameter contains only one application group, then you can omit the =g
parameter (you do not have to specify the name of the application group).

-G applGroup

Use to specify the name of the application group.

For UPDATE: If the folder that is specified with the -£ parameter contains only one application group,
then you can omit the -G parameter (you do not have to specify the name of the application group).
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For ADD: When the database query is run to retrieve the document that contains the data that is to be
used in the add function, the search is limited to the specified application group, even if the folder
named with the =-£ parameter can be used to search more than one application group. This ensures
that only documents in the specified application group can be used for the add function. You can
specify the name of the application group with the =g parameter or the =G parameter.

For DELETE: The -G parameter is an optional parameter. If specified, then the database query that is
run to determine the document(s) to delete is limited to the specified application group. The addition
of the -G parameter allows you to delete documents from a specific application group in folders that
can search more than one application group. If you do not specify the =G parameter, then the query
runs against all of the application groups that can be searched from the folder.

For GET: Specifies the application group from which to query and retrieve documents. The =G
parameter lets you retrieve documents from a specific application group from a folder that can search
more than one application group. If you do not specify the =G parameter, then the query runs against
all of the application groups that can be searched from the folder. You can omit the -£ parameter and
specify the =G parameter to search a specific application group. The =G parameter is required if you
specify the =X parameter.

For PRINT: The -G parameter is an optional parameter. If specified, then the database query that is
run to determine the document(s) to print is limited to the specified application group. The addition of
the =G parameter allows you to print documents from a specific application group in folders that can
search more than one application group. If you do not specify the =G parameter, then the query runs
against all of the application groups that can be searched from the folder.

For QUERY: Specifies the application group to search. The =G parameter lets you search a specific
application group from folders that can search more than one application group. If you do not specify
the =G parameter, then the query runs against all of the application groups that can be searched from
the folder. You can omit the - £ parameter and specify the -G parameter to search a specific
application group. The =G parameter is required if you specify the =X parameter.

For UPDATE: When the database query is run to determine the document(s) to update, the search is
limited to the specified application group, even if the folder named with the -£ parameter can search
more than one application group. This guarantees that only documents in the specified application
group can be updated. You can specify the name of the application group with the =g parameter or
the -G parameter.

You can use the -G parameter with the -i parameter to query folders that can search more than one
application group. For example, a folder contains three application groups; you want to query only one
of the application groups. Use the -G parameter to specify the name of the application group that you
want to query. Use the -1 parameter to specify the application group's database field names. You can
also use the -G and -1 parameters when the application groups have different database field names.
The following example shows how to search a folder and three application groups that have different
database field names:

arsdoc get -f "Student Information" -G loans

-i "WHERE number LIKE '123456' AND loanDate = '2019-02-14"'"
arsdoc get -f "Student Information" -G grades

-i "WHERE number LIKE '123456' AND gradeDate = '2019-02-14""
arsdoc get -f "Student Information" -G transcripts

-1 "WHERE number LIKE '123456' AND transDate = '2019-02-14'"

You can use the -G parameter with the -q parameter to query folders that can search more than one
application group. When you specify the =G parameter and you specify a public named query with the
- parameter, the ARSDOC program queries the application group named with the =G parameter
instead of the application group specified in the public named query. (If you do not specify the -G
parameter, then the query runs against the application group specified in the public named query. If
the public named query does not identify an application group, then the query runs against all of the
application groups that can be searched from the folder.)

-h instance
The name of the Content Manager OnDemand instance to process.
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This is a required parameter.

Important: If you are running multiple instances of Content Manager OnDemand on the same
workstation, always specify the -h parameter to identify the name of the instance that you want to
process. Verify that the system is configured with the correct information for all instances of Content
Manager OnDemand.

See IBM Content Manager OnDemand for z/OS: Configuration Guide for information about configuring
instances.

For the QUERY function, specify this parameter to generate a header record in the output. The header
record contains the application group field names. By default, the field names are delimited with the
comma character. You can specify a delimiter of your choice with the -e parameter.

You can use the =H parameter to generate output that contains only the application group database
field names. To do so, specify the -H parameter without specifying the -1, -1, -q, -t, -T, -x, or =X
parameters. (You also must not specify the =L, =n or =N parameters.)

-i sqlQuery
A valid SQL query, that includes the names of one or more application group database fields, index
values, and operators. Content Manager OnDemand does not validate the string that you specify. See
the SQL reference for your database manager product for an overview of SQL concepts and details
about how to construct a query.

To query the database to identify documents to be processed, the -i parameter can be used alone, or
with one or more of the following parameters: -1, =t, =T, or =x.

For the UPDATE, DELETE, BULK_UPDATE, or BULK_DELETE functions, if more than one document
meets the search criteria, then multiple documents will be deleted or updated. For an update, all of
the documents will be updated with the same values.

To construct a query with a database field of type Date (old style), Date/Time (old style), Date/Time
(TZ) (old style), Date, Date/Time, or Date/Time (TZ), use the following SQL syntax rules:

« ODDAT_ must precede the name of the date database field name.
- There must be a space between the field name, the operator, and the value.

« Date/Time (TZ) or Date/Time (TZ) (old style) fields must be specified in Coordinated Universal Time
(UTC), also known as GMT.

 For Date/Time (TZ) or Date/Time (TZ) (old style) fields, the value must be in the following format:
'YYYY-MM-DD HH:MM:SS.FFFFFF' where FFFFFF consists of six fractional digits.

Important: When you use this parameter, you must specify the £ or p variable, where f causes a
search of the system log for the LoadId and p causes the Loadld to be created from document
information. For example:

arsdoc query .. .-I f

For the QUERY function, this parameter appends the Load ID to each line. The Load ID is separated
from the database field values by a delimiter. The default delimiter is the comma character. You can
specify a different delimiter with the -e parameter.

To use the -I parameter, the user running the query must have permission to access the System Log
application group and folder.

If the Load ID is not found in the system log, then the string Load ID could not be foundis
appended to the end of the output record.

The Load ID for a document is determined by searching the system log. Searching the system log can
be very time consuming, depending on the number of records stored in the system log. The system
log is searched for each document that matches the query.

190 Administration Guide: Administration Guide



-l holdname

This parameter specifies the hold name.

To query the database to identify documents to be processed, the -1 parameter can be used alone, or
with one or more of the following parameters: -1, -t, -T, or =x. The -1 parameter can also be used
with the -q parameter if they are the only two search parameters specified.

If the hold name is used with the HOLD_ADD or HOLD_RELEASE function, the hold name identifies the
name of the hold that will be added to or removed from the documents.

For all other functions, specifying the hold name limits the list of returned hits to only those hits that
have been added to the specified hold. For example, an SQL query or a public named query produces
ten hits. If two of the ten hits have been added to a hold and the hold name is provided, the result
contains only the two hits that are included in the hold.

-L max_docs

For the GET and PRINT functions, determines the maximum number of items retrieved from Content
Manager OnDemand, regardless of the number of items that match the query.

For the QUERY function, determines the number of items included in the hit list, regardless of the
number of items that match the query.

For the BULK_UPDATE and BULK_DELETE functions, determines the number of items selected for
update or deletion, regardless of the number of items that match the query.

For the GET function, use to retrieve items one at a time from the server. By default, the ARSDOC GET
function uses a bulk retrieval method for high-speed retrieval of items from the server.

Important: Specify the -n and -c parameters if a sort order has been defined in the folderand it is a
requirement that the documents be retrieved in the order specified by the sort order. If the -c
parameter is not specified, the sort order will not be used when the documents are written to
individual files. For more information about the sort order, see the online help on the Field
Information page for the folder.

For the QUERY function, use to number the items in the output file. If you specify this option, the
ARSDOC program sequentially numbers each line in the output file, beginning with 1 (one).

For the ADD and UPDATE functions, use to specify the application group database field names and
their values using the form =n dbfield=value.

« Specify a null (blank) field value by using single quotes within double quotes. For example: -n
middle=""""

« Specify a string field value that contains a null (blank) or other special character by enclosing the
field value in single quotes within double quotes. For example: -n name="'Sally Smith'"

You can specify one or more field names and their values (by specifying the =n parameter one time
for each database field name and its value). When adding a document, you must specify all of the
application group fields unless you specify the =0 parameter. When updating a document, you can
specify one or more fields and their values. For a date field, you must specify the value using the
Display Format field on the Field Information page of the folder definition.

For the GET function, when you specify the =N parameter, the ARSDOC program uses the resource
identifier, application group name, application name, and a file extension of . out to name the output
file. When you specify the =N parameter, you must specify the -=c¢ parameter. If you specify the =g
parameter to generate generic index data, you must specify the =N parameter.

If the folder searches more than one application group or an application group contains more than
one application and you do not specify the =N parameter, then the ARSDOC program adds the
application group or application identifier to the output file name. For example, the following
specification:

-0 student -c
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can result in output file names such as: student.516 and student.517

where 516 and 517 are application group identifiers. However, when you specify the =N parameter,
the ARSDOC program uses the resource identifier, application group name, application name, and a
file extension of . out to name the output file. For example, the following specification:

-o student -c -N -g

can result in output file names such as: student.1.BILLS.YEAR_2018 and
student.1.BILLS.YEAR_2019

where 1 is the resource identifier, BILLS is the application group name, and YEAR_2018 and
YEAR_2019 are the application names.

-N "(dbfield1)(dbfield2)(dbfieldn)"

For the QUERY function, determines the application group fields that the ARSDOC program writes to
the output file and the field names that appear in the header record. By default, the ARSDOC program
writes all fields to the output file. You can specify one or more application group field names using the
form =N(dbfield)...(dbfield). Each field name that you specify must be delimited with parenthesis.
When you run a query from the command line, you must delimit the entire string in double quote
characters. For example, -N"(dbfield)...(dbfield)".

=0 name

For the GET function, determines the name of the output file that contains the document to be
retrieved.

For example, -0 student is specified in the following ARSDOC command:

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information" -o student
-S "2018-01-01,2018-12-31,%Y-%m-%d" -i "WHERE id_num='0012003400563"'" -v

If the query results in one document, one file will be created with the name student. If the query
results in more than one document (for example, two documents), two files will be created with
names student.l1and student.2.

To include both documents in the same output file, use the =c parameter as shown in the following
ARSDOC command to concatenate them. One file will be created with the name student.

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information" -o student
-S "2018-01-01,2018-12-31, %Y -%m-%d"
-1 "WHERE id_num='0012003400563'" -v -c

If you want the documents to be written to separate output files with an output file name that better
identifies the file contents, database field values can be used. The output file name contains one or
more database field names where each database field name is enclosed in parentheses. For example,
the database field names last_name and id_num are used in the file name as shown in the following
ARSDOC command:

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information"
-0 "(last_name) (id_num)"
-S "2018-01-01,2018-12-31,%Y-%m-%d"
-i "WHERE id_num IN ('0012003400563', '0012004553241')" -v

If the query results in two documents with last names of SMITH and JONES, the file names are
SMITH.0012003400563 and JONES.0012004553241
When you use database field names to generate a unique file name:

« Content Manager OnDemand verifies that the field names that you specify are valid for the
application groups that can be searched by the folder specified with the -£ parameter.

« If the field name that you specify is a date field, the output format of the date is determined by the
Format field on the Load Information page of the application definition.

» The field names must be delimited with parentheses.
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 You can specify the fields in any order. The order that you specify determines the file name that the
ARSDOC program generates.

» You cannot use a field name to represent a directory name. For example, the following is not valid:
-0 "(field_1)/(field_2)"

« You cannot specify the -c parameter to concatenate items in one output file. Each item that
matches the query is stored in a separate output file.

If a generic index file is being generated, the =g, -c, =N, and -0 name parameters are required. The
output file name that contains the documents is determined by using the value specified with the -o
parameter, the resource identifier, the application group name, and the application name. The
following ARSDOC command uses the =g, -c, =N, and -0 name parameters:

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information"
-g -c -N -o student
-S "2018-01-01,2018-12-31, %Y -%m-%d"
-1 "WHERE id_num IN ('0012003400563', '0012004553241')" -v

If the resource identifier is 2, the application group name is BILLS, and the application name is
YEAR_2019, the name of the output file is student.2.BILLS.YEAR_2019.out.

For the QUERY function, determines the file name of the output file in which the ARSDOC program
writes the list of items that match the query.

For the ADD function, determines the name of the input file that contains the document to be added.
You can specify a full path name, including the back slash or forward slash characters that are part of
a directory path. Only one document may be added at a time.

For the ADD function, you must specify this parameter if you intend to omit one or more database
fields. However, you can never omit the following fields:

« Date

« Date (old style)

- Date/Time

Date/Time (old style)
Date/Time (T2)

« Date/Time (TZ) (old style)

When you specify the -0 parameter, the ARSDOC program stores a default value in any database field
that you omit. The default value for string fields is an empty (null) string. The default value for numeric
fields is O (zero). Numeric fields include integer and decimal fields.

The -0 option is not required in the case where an index row is being added for an existing document.
For any index values that are not provided, the values from the existing document are used.

-p password

Specify one of the following options for password:

« The name of the stash (encrypted password) file that contains the password for the user ID
specified with the -u parameter.

« The password of the Content Manager OnDemand user that you named with the =u parameter. If
there is no password assigned to the user that you specify, use quotation marks to show a null
password. That is, specify -p "". If you do not specify the -p parameter while you specify the -u
parameter, then the ARSDOC program retrieves the password for the user ID from the stash file
specified in the ARS.INI file for that instance. If there is no password assigned to the user that you
specify, press the Enter key when prompted.

-P printer

For the PRINT function, identifies the Content Manager OnDemand server printer to which you want to
send the documents that match the query.
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-q publicNamedQuery
The name of a public named query for the folder named with the -£ parameter. A named query is a
set of search criteria previously saved on the library server that can be recalled by name to search a
folder. A named query is typically defined to search a folder for a specific document or set of
documents.

To query the database to identify documents to be processed, the -q parameter can be used alone, or
with the -1 parameter.

-Q SQLqueryfile
Use this parameter to specify a file name that contains one or more query strings. Specify only one of
the parameters, -1, -q, or -Q.

The name of the file can include a directory path. The directory path that is specified by the -d flag
does not apply to the -Q flag.

The SQL query string can span multiple lines in the file as long as the continuation character '\'is
included as the last character on the line that is to be continued. Blank lines and comment lines (that
is, lines starting with '#') are also supported.

The '#'and '\', as well the actual query string, must be in the codepage associated with the locale
under which the ARSDOC get command is running.

If multiple SQL query strings are provided, one hit list is created. Duplicate hits are not removed from
the hit list.

If multiple SQL query strings are used, at least one of the database queries must produce documents
in the hit list before you can perform a document retrieval. If one of the database queries fails
(different from success with no documents found), none of the documents is retrieved.

The maximum length of a specific query string is 32,767. However, the server must provide an SQL
SELECT clause to the query string. In other words, the actual maximum length of the query string is
less than 32,767.

-s seconds
For the GET function, determines the number of seconds that the ARSDOC program waits between
query requests when you specify more than one query with the -F parameter. If you do not specify
this option, then the ARSDOC program does not wait between query requests. That is, the defaultis O
(zero) seconds.

-S startdate,enddate,format
Provides a date range that the ARSDOC program uses to limit a search to specific tables. When you
specify this parameter, the ARSDOC program searches only tables that contain a segment within the
specified date range.

You can optionally specify a date format. See Chapter 22, “ARSDATE,” on page 153 for a list of the
standard date formats. An example of a date range with a date format is:

-S "01011990,12311990, %m2%d%Y"

If you do not specify a date format, then the date values must be specified by using the Display
Format that is set on the Field Information page in the folder. An example of a date range without a
date format is:

-S "2018-01-01,2018-12-31"

Important:

« For most queries, you should always specify the =S parameter and specify a date range. Doing so
limits the range of a query and can significantly improve the performance of a query.

« For the ADD function, if you specify the -o parameter, you cannot specify the =S parameter.

« For the GET, QUERY, UPDATE, PRINT, HOLD_ADD, HOLD_RELEASE, CFSOD_FED, FTI_ADD, and
FTI_RELEASE functions, if you specify the =X parameter, you cannot specify the =S parameter.

194 Administration Guide: Administration Guide



« For all functions, if you specify the -q parameter, you cannot specify the -S parameter.

-t search_str
Search for the string search_str using the Content Manager OnDemand search. The document content

is searched by the Content Manager OnDemand server.

To query the database to identify documents to be processed, the -t parameter can be used alone, or
with one or more of the following parameters: -1, -1, -T, or -x.

-T search_str
Search for the string search_str using the full text index search.

To query the database to identify documents to be processed, the -T parameter can be used alone, or
with one or more of the following parameters: -1, -1, -t, or -x.

-u userid
The Content Manager OnDemand user that is permitted to perform the specified function. The
ARSDOC program verifies the following permissions:

- the user ID that you specify is a valid Content Manager OnDemand user for the library server that
you name with the -h parameter

- the user ID is permitted to open the folder that you name with the -£ parameter

« the user ID has permission in application groups to perform the specified function

If you omit the =u parameter, then the ARSDOC program prompts you to enter the user ID when you
run the program.
If you do not specify the =p parameter while you specify the =u parameter, the ARSDOC program
retrieves the password for the user ID from the stash file specified in the ARS.INI file for that
instance.

-U user_alias
Identifies the user when multiple users share a common user ID. The maximum length for user_alias
is 128.

-v
Enables verbose mode, which displays all messages (informational and error). By default, the
ARSDOC program displays error messages.

-x loadId

For the GET, QUERY, UPDATE, BULK_UPDATE, PRINT, HOLD_ADD, HOLD_RELEASE, CFSOD_FED,
FTI_ADD, and FTI_RELEASE functions, use to limit the query to the set of documents that were
loaded into the system under the specified loadId.

When you specify the =x parameter, use the -£ and -G parameters as follows:
« Specify the -£ parameter to search all application groups.
 Specify the =G parameter to search a specific application group.

To query the database to identify documents to be processed, the -x parameter can be used with
zero or more of the following parameters: -1, -1, -t, or -T.

=X loadId
For the GET function, retrieve documents by using the index file that was generated for the specified

loadId.
For the QUERY function, build a hit list from the index file that was generated for the specified loadId.

For the UPDATE function, update documents by using the index file that was generated for the
specified loadId. Because a folder is not used when the =X parameter is specified, default date
formats are used to validate database fields when updating a document. The default formats are:

Date Type Default Format
Date %Y-%m-%d
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Date Type Default Format

Time %X
Date/Time %Y-%m-%d %H:%M:%S
Date/Time (T2) %Y-%m-%d %H:%M:%S

For the PRINT function, print documents by using the index file that was generated for the specified
loadId.

For the CFSOD_FED function, send documents to CFS-CMOD and make them available to IBM FileNet
P8 features by using the index file that was generated for the specified loadId.

For the FTI_ADD function, add documents to the full text index by using the index file that was
generated for the specified loadId.

For the FTI_RELEASE function, remove documents from the full text index by using the index file that
was generated for the specified loadId.

When you specify the =X parameter, you must specify the =G parameter and name the application
group.

When you specify the =X parameter, you cannot specify the -x parameter, or the -£, -1, -1, -q, -0Q, -
S, -t, and -T parameters.

Important: The load ID that is provided with the =X parameter is used to identify a set of documents.
When the documents are loaded, an index file is created that contains a list of all of the documents in
the load. The index file is then used by ARSDOC to build a list in the order the documents appear in
the index file which is the same order the documents appear in the original input file.

Important: Any documents with index values that have been updated will not be included in the
document list that is generated from the index file.

-1 trace_file
Specify a fully qualified trace file name as directed by IBM Software Support.

-2 level
Specify a numeric value as directed by IBM Software Support.

Examples

The following ARSDOC examples include guidance on how to add a user ID to the stash file. For example,
to add the user ID "sysadmin" to the stash file, enter the following command:

arsstash -a 1 -s stash_file -u sysadmin

where:
-al
Adds the user ID to the stash file.

-s stash_file
Name of the stash file.

-u sysadmin
User ID that is added to the stash file (if -u sysadmin is used on command line, then -p is not required

since the password is obtained from the stash file).

1. The following shows how to use the GET function to retrieve documents and save them in a file in the
current directory.

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information"
-0 student -c -S "2018-01-01,2018-12-31,%Y-%m-%d"
-1 "WHERE student='0012003400563'" -v
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The ARSDOC program saves all of the documents that match the query in the following output file:
student

. The following shows how to use the GET function and a parameter file to run more than one query at
a time. The parameter file is in the current directory. The output files are saved in the current
directory.

arsdoc get -h ARCHIVE -u sysadmin -F parmfile -v
The parameter file contains two queries:

-f "Student Information"] [-S "2018-01-01,2018-12-31,%Y-%m-%d"] [-o (student) (type)] \
-i "WHERE student='123420010056' AND type='B' OR type='G' OR type='T'"]
"Student Information"] [-S "2018-01-01,2018-12-31,%Y-%m-%d"] [-o (student) (type)] \
"WHERE student='123450011917"' AND type='B' OR type='G' OR type='T'"]

/i /i

=it
il

Assuming that documents exist for all of the specified types, the ARSDOC program creates the
following output files:

123420010056.
123420010056.
123420010056.
123450011917.
123450011917.
123450011917.T

. The following shows how to use the GET function to retrieve documents, write the documents to a

file, and generate and save generic index data for the documents that match the query. The example
shows how to specify the name of a public named query that is valid for the specified folder.

D W 4o w

arsdoc get -h ARCHIVE -u sysadmin -f "Student Information"
-a -c -g -o student -gq "3rd yr students GPA>3.5" -N -v

The number of output files that the ARSDOC program generates is a factor of the number of
application groups queried, the applications contained in the application groups, whether the data is
AFP and if so, the versions of resource groups in each application. At a minimum, for AFP data with
one version of the resource group and one application group, the ARSDOC program generates three
output files. For example, if the name of the application group is "Student Information" and the name
of the application is "Transcripts":

student.1.Student Information.Transcripts.ind
student.l1l.Student Information.Transcripts.out
student.1.Student Information.Transcripts.res

For AFP data, if there is more than one version of the resource group per application, then the
ARSDOC program can generate additional output files. For example:

student.
student.
student.
student.
student.
student.

1.

Student

1.Student
1.
2
2

Student

.Student
.Student
2.

Student

Information.
Information.
Information.
Information.
Information.
Information.

Transcripts.
Transcripts.
Transcripts.
Transcripts.
Transcripts.
Transcripts.

ind
out
res
out
ind
res

If the application group contains more than one application, then the ARSDOC program can generate
additional output files. For example, if the name of the application group is "Student Information" and
the name of the applications are "Transcripts"”, "Bills", and "Grades" then the following additional
output files might be generated:

student.1.Student Information.Bills.ind
student.1.Student Information.Bills.out
student.1.Student Information.Bills.res
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student.2.Student Information.Grades.out
student.2.Student Information.Grades.ind
student.2.Student Information.Grades.res

4. The following example shows how to use the GET function to retrieve a document for account
number 000-000-000 that has been placed on hold for audit purposes. The required document
contains the text Baxter Bay Holdings.

arsdoc get -h ARCHIVE -u sysadmin -f "Credit Card Reports"
-S "2018-01-01,2018-12-31,%Y-%m-%d"
-i "where account = '000-000-000'" -1 audit_hold
-t "Baxter Bay Holdings" -o outfile -v

5. The following shows how to use the QUERY function to generate a list of items and save the listin a
file in the current directory.

arsdoc query -h ARCHIVE -u sysadmin
-f "Student Information" -o queryl.out -H -S "2018-01-01,2018-12-31,%Y-%m-%d"
-1 "WHERE student='0012003400563' AND type='B' OR type='G' OR type='T'" -v

6. The following shows how to use the QUERY function and a parameter file to run more than one query
at a time. The parameter file is in the current directory. The output files are saved in the current
directory.

arsdoc query -h ARCHIVE -u sysadmin -F parmfile -v
The parameter file contains three queries:

"Student Information"] [-i "WHERE type='B'"] [-0 query2.out] \
"2018-01-01,2018-12-31,%Y-%m-%d"] [-H] [-N (student) (id) (p_date)]

"2018-01-01,2018-12-31,%Y-%m-%d"] [-H] [-N (student) (id) (p_date)]

"Student Information"] [-i "WHERE type='T'"] [-o query4d.out] \

f

S

f "Student Information"] [-i "WHERE type='G'"] [-o query3.out] \

S

f

S "2018-01-01,2018-12-31,%Y-%m-%d"] [-H] [-N (student) (id) (p_date)]

7. The following example shows how to use the QUERY function to search a specific application group:

arsdoc query -h ARCHIVE -u sysadmin
-G "Bills" -f "Student Information"
-S "2018-01-01,2018-12-31, %Y -%m-%d"
-i "WHERE student='0012-0034-0056"'" -v

8. The following example shows how to use the ADD function to add a document to the Credit Card
Statements folder:

arsdoc add -h ARCHIVE -u sysadmin -o /newdata/crd.dat
-n "crd_date=2018-01-21" -n "account='000-000-000'" -n balance=123.45
-n "name='John Watpole'" -f "Credit Card Statements" -g CRD -a CRD -v

9. The following example shows how to use the UPDATE function to update a document in the Credit
Card Statements folder, changing the balance from 123.45 to 0. 00:

arsdoc update -h ARCHIVE -u sysadmin
-i "where account='000-000-000' and name='John Watpole'"
-n "balance=0.00" -S "2018-01-01,2018-12-31,%Y-%m-%d"
-f "Credit Card Statements" -g CRD -v

10. The following example shows how to use the BULK_UPDATE function to update all documents within
a date range 0of 1990-01-01 to 2018-12-31 for account number 000-000-000 in the Credit Card
Statements application group, changing the account number 000-000-000 to 100-000-000:

arsdoc bulk_update -h ARCHIVE -u sysadmin -g CRD
-1 "where account='000-000-000'" -n "account=100-000-000"
-S "1990-01-01,2018-12-31,%Y-%m-%d" -v
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11.

12.

13.

14.

15.

16.

17.

The following example shows how to use the DELETE function to delete a document from the Credit
Card Statements folder:

arsdoc delete -h ARCHIVE -u sysadmin
-i "where account='000-000-000' and name='John Watpole'"
-f "Credit Card Statements" -S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following example shows how to use the BULK_DELETE function to delete all documents within a
date range of 1990-01-01 to 2018-12-31 for account number 000-000-000 in the Credit Card
Statements application group. A maximum number of 200 documents will be deleted at one time,
regardless of the number of items that match the query. This method allows for the deletions to be
done in smaller batches, in a more controlled manner, by running the same ARSDOC command
multiple times:

arsdoc bulk_delete -h ARCHIVE -u sysadmin -g CRD
-i "where account='000-000-000""
-S "1990-01-01,2018-12-31,%Y-%m-%d" -L 100 -v

The following example shows how to use the PRINT function to send the documents that match a
query to a server printer:

arsdoc print -h ARCHIVE -u sysadmin -P svrprtl
-i "where account='000-000-000' and name='John Watpole'"
-f "Credit Card Statements" -S "2018-01-01,2018-12-31,%Y-%m-%d" -v

You can use the ADD function of the ARSDOC program to add an index that points to an existing
document. For example, assume that you loaded a bank statement for account number
000-000-000, date 2018-05-23, and account name Joe Smith. You want to add a new index, but
point to the existing statement. The new index uses the same account number and date, but contains
a different account name (for example, Sally Smith). After adding the index, if a query is run with
account name Joe SmithorSally Smith, the same bank statement will be retrieved. To add an
index for an existing document:

arsdoc add -h ARCHIVE -u sysadmin

-1 "where sdate='2018-05-23' and account='000-000-000' and name='Joe Smith'"
-n "name='Sally Smith""

-f "Credit Card Statements" -S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following example shows how to use the QUERY function to limit a search to the documents that
were loaded into the system under a specific load ID. For example, assume that the specified folder
could be used to search several application groups; each application group contains more than one
application; there are 500,000 documents in the application groups. By using the =x parameter, the
query will be limited to the set of documents that was loaded into the system under the specified
load ID. Without the =x parameter, the query is run against all 500,000 documents.

arsdoc query -h ARCHIVE -u sysadmin -f "Student Information"
-X 167332-2-0-8FAA-20181219000000-20181219000000-167333
-0 outfile -v

The following example shows how to use the QUERY function to limit a search to the documents that
were loaded into the system under a specific load ID. In the example, the load ID, application group
name, and query string are provided. The search is limited to documents that were loaded into the
specified application group under the specified load ID and that match the specified student number.

arsdoc query -h ARCHIVE -u sysadmin -G BILLS
-i "where student = '123420010056"'"
-x 167332-2-0-8FAA-20181219000000-20181219000000-167333
-0 outfile -v

The following example shows how to use the GET function and an index file to retrieve documents
from the system. The index file was generated for the set of documents that was loaded into the
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system under the specified load ID. When using the =X parameter, documents are retrieved based on
the information in the index file.

arsdoc get -h ARCHIVE -u sysadmin -G BILLS
-X 167332-2-0-8FAA-20181219000000-20181219000000-167333
-0 outfile -v

18. The following example is for the -B parameter. You want to print all of the documents in the Credit
Card Statements folder that have an account number of 000-000-000. The documents are to be
printed in sorted ascending order based on the balance:

arsdoc print -h ARCHIVE -u sysadmin
-i "where account = '000-000-000'" -f "Credit Card Statements"
-S "2018-01-01,2018-12-31, %Y -9%m-%d"
-P odprinter -B balance -v

19. The following example is for the -Q parameter. You want to retrieve three documents from the Credit
Card Statements folder that have an account number of 000-000-000, 000-000-001, and
000-000-002. The documents are queried using three different SQL query strings that are specified
in the file named SQL_filename. The three documents will be concatenated together in one output
file.

arsdoc get -h ARCHIVE -u sysadmin -f "Credit Card Statements"

-Q SQL_filename -S "2018-01-01,2018-12-31,%Y-%m-%d"
-0 loaddata -a -g -c -N -v

The SQL_filename file contains the following:

# search for account number 000-000-000
where account = '000-000-000'
# search for account number 000-000-001 using multiple lines
where\
account\
= '000-000-001'
# search for account number 000-000-002
where account = '000-000-002'

The following is an example of the messages that are generated by the ARSDOC program when
multiple SQL queries are used:

03/10/2018 10:32:12: Starting arsdoc. Version: 10.5.0.0

03/10/2018 10:32:14: arsdoc get -h ARCHIVE -u sysadmin -f "Credit Card Statements" -Q SQL_filename -o loaddata -a -g -c -N -v
03/10/2018 10:32:14: Attempting login for userid ’sysadmin’ on server 'ARCHIVE' ...

03/10/2018 10:32:20: Login successful

03/10/2018 10:32:20: Searching for folder 'Credit Card Statements' ...

03/10/2018 10:32:27: Search successful

03/10/2018 10:32:27: Searching for documents in 'Credit Card Statements' ...

03/10/2018 10:32:28: Querying database with SQL string 'where account = '000-000-000''
03/10/2018 10:32:28: 1 document(s) matches the search criteria.'

03/10/2018 10:32:29: Search successful

03/10/2018 10:32:29: Searching for documents in 'Credit Card Statements' ...

03/10/2018 10:32:30: Querying database with SQL string 'where account = '000-000-001"''
03/10/2018 10:32:32: 1 document(s) matches the search criteria.'

03/10/2018 10:32:33: Search successful

03/10/2018 10:32:33: Searching for documents in 'Credit Card Statements' ...

03/10/2018 10:32:34: Querying database with SQL string 'where account = '000-000-002"''
03/10/2018 10:32:38: 1 document(s) matches the search criteria.'

03/10/2018 10:32:38: Search successful

03/10/2018 10:32:56: 3 document(s) have been queried. Retrieving 3 document(s).

03/10/2018 10:33:05: (1): Retrieving document for userid 'sysadmin' ...

03/10/2018 10:33:05: Document successfully retrieved and stored in file 'loaddata.2.CRD.CRD.out'
03/10/2018 10:33:07: (2): Retrieving document for userid 'sysadmin' ...

03/10/2018 10:33:10: Document successfully retrieved and stored in file 'loaddata.2.CRD.CRD.out'
03/10/2018 10:33:12: (3): Retrieving document for userid 'sysadmin' ...
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20.

21.

22.

23.

24.

25.

26.

27.

28.

29.

03/10/2018 10:33:15: Document successfully retrieved and stored in file 'loaddata.2.CRD.CRD.out'
03/10/2018 10:33:24: arsdoc completed.

The following is an example of the HOLD_ADD function:

arsdoc hold_add -h ARCHIVE -u sysadmin
-1 hold_audit -f "Monthly Status Reports"
-i "where code='TX' and ODDAT_sdate='2018-08-10""
-S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following is an example of the HOLD_RELEASE function:

arsdoc hold_release -h ARCHIVE -u sysadmin
-1 hold_audit -f "Monthly Status Reports"
-i "where code='TX' and ODDAT_sdate='2018-08-10""
-S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following example shows how to release an implied hold by using IMPLIED_HOLD as the name
of the hold:

arsdoc hold_release -h ARCHIVE -u sysadmin
-1 IMPLIED_HOLD -f "Monthly Status Reports"
-i "where code='TX' and sdate='2018-08-10"'" -v

The following is an example of the CFSOD_FED function:

arsdoc cfsod_fed -h ARCHIVE -u sysadmin
-f "Monthly Status Reports"
-i "where code='TX' and ODDAT_sdate='2018-08-10"'"
-S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following is an example of the FTI_ADD function:

arsdoc fti_add -h ARCHIVE -u sysadmin
-f "Monthly Status Reports"
-i "where code='TX' and ODDAT_sdate='2018-08-10"'"
-S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following is an example of the FTI_RELEASE function:

arsdoc fti_release -h ARCHIVE -u sysadmin
-f "Monthly Status Reports"
-i "where code='TX' and ODDAT_sdate='2018-08-10"'"
-S "2018-01-01,2018-12-31,%Y-%m-%d" -v

The following example shows how to search the Content Manager OnDemand System Log:

arsdoc query -u sysadmin -h ARCHIVE -f "System Log"
-i "where ODDAT_time_stamp > '2015-01-01 12:50:00.000000' AND
userid like 'ODUSER%'"

The following example shows a second method to search the Content Manager OnDemand System
Log:

arsdoc query -u sysadmin -h ARCHIVE -f "System Log"
-1 "WHERE ODDAT_time_stamp BETWEEN '2015-01-01 00:00:00.000000' AND
'2015-01-06 23:59:59.999999' AND
userid LIKE 'ODUSER%'"

The following example shows a third method to search the Content Manager OnDemand System Log;:

arsdoc query -u sysadmin -h ARCHIVE -f "System Log"
-1 "WHERE ODDAT_time_stamp BETWEEN '2015-01-01 00:00:00.000000' AND
'2015-01-06 23:59:59.999999' AND userid LIKE 'ODUSER%"'"
-S "2014-01-01 00:00:00.000000,2015-01-06 00:00:00.000000,

%Y -%m-%d 9%H:%M: %S . %F "
The following example shows how to use a tokenized query string:

arsdoc query -u sysadmin -h ARCHIVE -f "Credit Card Statements"
-i "2;0DDAT_crd_date,account; '2018-03-03', '000-000-000";
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where ODDAT_crd_date = ? and account = 2"
-S "2017-01-01,2018-04-30, %Y -%m-%d"

Exit codes used by ARSDOC

The ARSDOC command uses the following exit codes:

0
Success
1
No hits
2
Syntax error. For example, the parameter or value is invalid.
3
An error occurred with the specified request. For example: the user ID has an incorrect permission
level, the specified folder does not exist, or the specified database field does not exist.
4
Unrecoverable error. For example, the operation failed, or the user cannot connect to the server.
Notes

The ADD function will fail unless the Database Organization for the application group named with the -g
parameter is Multiple Loads per Database Table and the Expiration Type is Segment or Document.

The ADD function can be run without providing an input document from a file or by retrieving an existing
document from the system. This means that you can add database field values without adding a
document. To add database field values without adding a document, do not specify the -o, -1, -1, -q, -t,
or =T parameters; specify the database field names and their values using one or more -n parameters.

The ARSDOC program can issue an informational message that provides the server version number. When
you run the ARSDOC GET function, messages can also be included that provide the number of documents
that were queried and retrieved, and a status message for each document that is retrieved. To enable
these messages, specify the -v parameter for verbose mode which displays all messages (information
and error). If you do not specify the -v parameter, the ARSDOC program displays only error messages.

Files

Jusr/lpp/ars/V10R5MO0/bin/arsdoc
The z/0OS executable program.
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Chapter 25. ARSEXOAM

Purpose

The ARSEXOAM program is used to process the rows in the ARSOAM_DELETE table that indicate that
Content Manager OnDemand OAM objects have expired, and have the associated table entries for those
objects removed.

Note:

1. If one object for a given load ID is deleted, all of the index entries for that load ID are deleted.

2. Index entries of all OAM objects that are recorded as being deleted by rows in the ARSOAM_DELETE
table are deleted regardless of the settings in the Life of Data and Indexes section on the Storage
Management page of the application group. If you plan to use Storage Management expiration, ensure
that you set the expiration type of all application groups to Storage Manager.

Input and output

The ARSEXOAM program uses the following input:
« The ARSOAM_DELETE table.

- The ars.inifile.

« ODBC initialization file (DSNAOINTI).

« A control data set, which contains parameters that control processing. For example, theContent
Manager OnDemand instance name.

The ARSEXOAM program uses the following output:

« A message data set that contains any informational or error messages.
- A data set used by the run-time library for error messages.
- A data set used by the run-time library for additional diagnostic information.

Control

You control the ARSEXOAM program with job and utility control statements. The job control statements
run the ARSEXOAM program and define the data sets that are used and produced by the program. The
utility control statements control the functions of the ARSEXOAM program.

Job control statements

The table shows the job control statements for the ARSEXOAM program.

Table 15. Job control statements for the ARSEXOAM program

Statement Use

JoB Starts the job.

EXEC Specifies the program name.

STEPLIB Specifies the location of the SARSLOAD, SDSNEXIT, and SDSNLOAD data sets.
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Table 15. Job control statements for the ARSEXOAM program (continued)

Statement Use

DSNAOINI Specifies the location of the ODBC Initialization file. If the DB2 subsystem which
contains the ARSOAM_DELETE table is not the same DB2 subsystem as the Content
Manager OnDemand system tables, DSNAOINI DD must specify a different file than
the one ARSSOCKD uses.

SYSPRINT Defines a sequential data set for messages.

SYSOUT Defines a sequential data set for messages from the Language Environment runtime.

CEEDUMP Defines a sequential data set for diagnostic dumps from the Language Environment
run-time.

ARSPARM Defines the control data set. The control data set normally resides in the input stream,
however, it can be defined as a member of a partitioned data set or PDSE.

Utility control statements

ARSEXOAM is controlled by utility control statements. The statements must appear one per line, with no
line numbers. Control statements cannot be continued across lines. The statements consist of a single
keyword-value pair. The table lists the keywords.

Table 16. Utility control statements (keywords) for the ARSEXOAM program

Keyword

Use

ODINSTANCE

Specifies the Content Manager OnDemand instance name for which objects
are to be expired. This parameter is required and must specify an instance
name in the ars. ini file and not a host name.

ODUSER

Specifies the Content Manager OnDemand user ID to use for processing.

« If unified login is enabled (that is, the ARS.PTGN dynamic exit has been
enabled), the user ID returned by USS will be used; therefore the ODUSER
can be omitted.

» The user ID must have permission to delete objects from the application
group.

ODUSERPW

Specifies the password associated with ODUSER. Note: If unified login is
enabled (that is, the ARS.PTGN dynamic exit has been enabled), a Passticket
will be used; therefore, the ODUSERPW may be omitted.

COMMITCNT

Specifies the number of fetches from the ARSOAM_DELETE, ARSOD, and
ARSODIND tables that are to be done between COMMITS. If not specified,
1000 is used. If zero (0) is specified, no commits are done while fetching. The
ARSOD and ARSODIND table are only processed if Content Manager
OnDemand for 0S/390 Version 2 migrated index rows are being deleted.

UNLOADMAX

Specifies how many objects to hold in memory at any one time. The default is
100,000.

REQLIMIT

Specifies the maximum number of objects to send to the server in each
request. This number defaults to the ARS_EXPIRE_REQLIMIT parameter in
the ars.cfg, or 100 if ARS_EXPIRE_REQLIMIT is not specified.

Example

The following example shows a sample job ARSEXOAM.
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//ARSEXOAM JOB (account),userid,MSGCLASS=A

//

//STEP1 EXEC PGM=ARSEXOAM,REGION=0M

//STEPLIB DD DISP=SHR,DSN=ARS.V10R5M0O.SARSLOAD
// DD DISP=SHR,DSN=DB2.V10R5MO.SDSNEXIT

// DD DISP=SHR,DSN=DB2.V10R5M0O.SDSNLOAD
//DSNAOINI DD PATH='/opt/IBM/ondemand/V10R5M0/config/cli.ini"
//SYSPRINT DD SYSOUT=x

//SYSOUT DD SYSOUT=+

//CEEDUMP DD SYSOUT=x

//ARSPARM DD *

odinstance=ARCHIVE

oduser=arsuser

oduserpw="password"

Figure 10. A sample job ARSEXOAM
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Chapter 26. ARSEXPIR

Purpose

The ARSEXPIR program can be used to process SMF records that indicate Content Manager OnDemand
objects have expired, and have the associated index entries for those objects removed.

The program uses the SMF type 65, type 85, and the user type records written by ARSSMFWR to
determine which objects have been deleted. The ARSEXPIR program then has the server remove the
index entries.

Note:

1. If one object for a given load ID is deleted, all of the index entries for that load ID are deleted.

2. Index entries of all objects that are recorded as being deleted by the SMF records are deleted
regardless of the settings in the Life of Data and Indexes section on the Storage Management page of
the application group. If you want to use Storage Management expiration, then ensure that you set the
expiration types of all application groups to Storage Manager.

Input and output

The ARSEXPIR program uses the following input:

« Aninput data set that contains the SMF data including SMF types 65, 85, and the user-defined type if
using ARSSMFWR. The input may contain other SMF record types, however any other types will be
ignored.

- A control data set, which contains parameters that control processing. For example, the Content
Manager OnDemand instance name.

The ARSEXPIR program uses the following output:

- A message data set that contains any informational or error messages produced by the program.
- A data set used by the run-time library for error messages.
« A data set used by the run-time library for additional diagnostic information.

Control

You control the ARSEXPIR program with job and utility control statements. The job control statements run
the ARSEXPIR program and define the data sets that are used and produced by the program. The utility
control statements control the functions of the ARSEXPIR program.

Job control statements
The table shows the job control statements for the ARSEXPIR program.

Table 17. Job control statements for the ARSEXPIR program
Statement Use

JOB Starts the job.

EXEC Specifies the program name (PGM=ARSEXPIR).
STEPLIB Specifies the location of the SARSLOAD data set.
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Table 17. Job control statements for the ARSEXPIR program (continued)

Statement Use

SYSPRINT Defines a sequential data set for messages.

SYSOUT Defines a sequential data set for messages from the Language Environment run-time.

CEEDUMP Defines a sequential data set for diagnostic dumps from the Language Environment
run-time.

ARSPARM Defines the control data set. The control data set normally resides in the input stream;

however, it can be defined as a member in a partitioned data set or PDSE.

SMFIN Defines the data set containing the SMF data. This data set is created by the
IFASMFDP program using data dumped from the SYS1.MANx data sets. See z/0S MVS
System Management Facilities (SMF), SA22-7630 for additional information.

Utility control statements

ARSEXPIR is controlled by utility control statements. The statements must appear one per line, with no
line numbers permitted. Control statement cannot be continued across lines. The statements consist of a
single keyword=value pair. The table lists the keywords.

Table 18. Utility control statements (keywords) for the ARSEXPIR program

Keyword Use

ODINSTANCE Specifies the Content Manager OnDemand instance name for which objects
are to be expired. This parameter is required.

ODUSER Specifies the Content Manager OnDemand user ID to use for processing.

« If unified log in is enabled (that is, the ARS.PTGN dynamic exit has been
enabled), the user ID that is returned by USS will be used; therefore, the
ODUSER may be omitted.

» The userid must have permission to delete objects from the application
group.

ODUSERPW Specifies the password associated with ODUSER.

Tip: If unified login is enabled (that is, the ARS.PTGN dynamic exit has been
enabled), the password that is returned by USS will be used; therefore, the
ODUSERPW may be omitted.

USERSMF Specifies the SMF record type that is written by the ARSSMFWR exit (if used).
This parameter may be omitted if ARSSMFWR is omitted. See IBM Content
Manager OnDemand for z/0OS: Configuration Guide for information about the

ARSSMFWR exit.

UNLOADMAX Specifies how many objects to hold in memory at any one time. The default is
100,000.

COMMITCNT Specifies the number of fetches from the ARSOD and ARSODIND table that

are to be done between COMMITS. If this number is not specified, 1000 is
used. If this number is zero (0), no commits are done while fetching. This
parameter is used only if Content Manager OnDemand for 0S/390 Version 2
migrated index rows are being deleted.

REQLIMIT Specifies the maximum number of objects to send to the server in each
request. This defaults to the ARS_EXPIRE_REQLIMIT parameter in the
ars.cfg, or 100 if ARS_EXPIRE_REQLIMIT is not specified.

208 Administration Guide: Administration Guide



Example

The following example shows example JCL to run the ARSEXPIR program.

//ARSEXPIR JOB (TSS40000,B123,99999), 'User',MSGCLASS=1,CLASS=C,
// MSGLEVEL=(1,1) ,NOTIFY=&SYSUID, TIME=1440
//PROCESS OUTPUT DEFAULT=YES,CLASS=%, JESDS=ALL,OUTDISP=HOLD
[ [ Fkkkk ke kokok ok ke kok ok ok ke ke kok ok ok ok ke ok kok ok ok ok sk ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok
//STEP1 EXEC PGM=ARSEXPIR,REGION=0M
//STEPLIB DD DISP=SHR,DSN=ARSV710.0DMP710.SARSLOAD
//SYSPRINT DD SYSOUT=x
//SYSOUT DD SYSOUT=+
//CEEDUMP DD SYSOUT=x
//SMFIN DD DISP=SHR,DSN=SYSQ.SMF.MAN1
//ARSPARM DD *

odinstance=ARCHIVE

usersmf=193

/*

Figure 11. Example JCL to run the ARSEXPIR program
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Chapter 27. ARSLOAD

Purpose

The ARSLOAD program can be used to process the input files that you want to load into the system. The
ARSLOAD program determines if the input data needs to be indexed, and if so, calls the appropriate
indexing program. The ARSLOAD program calls the storage manager programs to load report data on
storage volumes and the database manager to update the IBM Content Manager OnDemand database
with the index information that was extracted from or specified for the input file.

Syntax

»— arsload >
t—a — application { } -b — index #, field_name j
-A — applID -B — Format
] L -¢c — indexDir J L -C — class —J L -d — dataDir —J ]
form —
L-D—destJ LE—J L-fJ L-FJ r

% -g — applGroup ﬂ L -h — instance —J L -i J ]
-G — applGroupID

L-I— instance J L-j—parmFile — dd name _J "

L-J— file — name — delimiter J L-K—parmFile J L-l—fieldID J ]
Cod U ot J U v J Ut e T
Co_J U, J LT L. ]

Y

A 4

A 4

Y

Y

\ 4

w X & >»

»

L -Y J L -Z userExit —j L -1 — trace_file — -2 — level J ]

(.

A 4

A 4

L loadFilename J
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File input. Reads the parameters from a specified file. If the optional -u and -p are specified on both the
command line and in the file, the values in the parameter file will be used. Make sure that you specify the
-V parameter as the first keyword.

»— arsload — -V — fileName >
L -p — password J L -u — userid J
] L -1 — trace_file — -2 — level J )

Description

The ARSLOAD program is the main Content Manager OnDemand data indexing and loading program. The
ARSLOAD program calls the indexing program if the input data needs to be indexed, creates input files for
the storage manager, and updates the Content Manager OnDemand database. The ARSLOAD program
saves processing messages